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1. Scope

This document describes the User plane signalling procedures for the Push to Talk over Cellular (PoC) service over the POC-3 and the POC-4 reference points as defined in the reference [OMA-AD-PoC}.

When necessary, interworking between the control plane  [OMA-CP-PoC] and user plane is described. 

This specification does not specify the underlying SIP / IP Core, its features and functions. However, some parts of the specification may place requirements on the implementation of SIP / IP Core.

2. References

2.1 Normative References

	[OMA-RD-PoC]
	OMA PoC Requirement Document Version X.X. Open Mobile Alliance(. OMA-RD-PoC-VX_X-2004XXXX

	[OMA-AD-PoC]
	OMA PoC Architecture Document Version X.X. Open Mobile Alliance(. OMA-AD-PoC-VX_X-2004XXXX-D

	[OMA-CP-PoC]
	OMA PoC Control Plane Document Version X.X Open Mobile Alliance( OM-CP-PoC

	[1]
	3GPP TS 24.229

	[2]
	3GPP2 stage 3 specification

	[RFC768]
	IETF RFC 768 (STD 0006): ”User Datagram Protocol”, August 1980.

URL:http://www.ietf.org/rfc/rfc768.txt

	[RFC3550]
	IETF RFC 3550: “RTP: A Transport Protocol for Real-Time Applications”, July 2003 URL:http://www.ietf.org/rfc/rfc3550.txt


Editor’s note: Reference to access dependent document may be added when 

2.2 Informative References

	None.
	<<add/remove entries as needed OR state that there are>>

	
	<<If there are no references of a particular type, state that there are none>>

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Error! Reference source not found.”, are normative, unless they are explicitly indicated to be informative.

<<OR

This is an informative document, which is not intended to provide testable requirements to implementations.>>

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.>>

3.2 Definitions

	Controlling PoC function
	The Controlling PoC Function provides centralized PoC session handling, media distribution; Talk Burst Control including talker identification, policy enforcement for participation in PoC sessions and the participant information.

	Participating PoC function
	The Participating PoC Function provides PoC session handling and policy enforcement for incoming PoC session (e.g. access control, availability status, etc), and may provide the media relay function between PoC Client and Controlling PoC function, the Talk Burst Control message relay function between PoC Client and Controlling PoC function.

	PoC Client
	An entity that realises capabilities to support the PoC Service on the user equipment.

	PoC Server
	An architectural entity containing the Controlling PoC function and the Participating PoC function.

	PoC session
	This is an established connection between PoC subscribers where PoC participants can communicate using voice one at a time.  

	talk burst
	The media recording, transport and playback that occurs from the point the PoC Client has got the permission to send a talk burst until the permission is released.


3.3 Abbreviations

	IP
	Internet Protocol

	PoC
	Push to Talk over cellular.

	RR
	Receiver Report

	RTCP
	R TP Control Protocol

	SR
	Sender Report

	SSRC
	Synchronization source

	TB_Deny
	Talk Burst Deny

	TB_Granted
	Talk Burst Granted

	TB_Idle
	Talk Burst Idle

	TB_Position
	Talk Burst Position

	TB_Queued
	Talk Burst Queued

	TB_Release
	Talk Burst Release

	TB_Request
	Talk Burst Request

	TB_Revoke
	Talk Burst Revoke

	TB_Taken
	Talk Burst Taken

	TBCP
	Talk Burst Control protocol


4. Introduction

4.1 Overview

This document describes the user plane aspect of the PoC Service. The reference [OMA-CP-PoC] describes the control plane aspects.
The PoC Service uses a ½ duplex type of communication and only one PoC Client can send media at the same time.

The PoC Client does not send continues stream of media instead the media is sent in bursts, in this document referred to as a talk burst. A talk burst consists of one or more media packet and the talk burst starts when the PoC Client sends the first media packet and it ends when the PoC Client sends the last media packet.

A PoC Server (referred to as the Controlling PoC function in the reference [OMA-AD-PoC]) located between the PoC Clients communicating with each other acts as an arbitrator and controls the sending of talk burst using a Talk Burst Control protocol (TBCP). In many of the PoC service scenarios also a PoC Server (referred to as the Participating PoC function in reference [OMA-AD-PoC]) may be inserted in the transport path. 

Before a PoC Client can send a talk burst the PoC Client has to ask for permission from the PoC Server performing the Controlling PoC function. Other PoC Clients in a PoC session receives an indication about the identity of the PoC Client sending the talk burst.

PoC Clients are located on mobile devices hence the quality of the transmission may vary depending on access network and distance to the base station. This implies that the quality of sent talk burst needs to be controlled using RTCP and, when needed, media parameters is changed for improving the user’s experience.

4.2 User plane routing

Figure 1 shows the entities active in the user plane in a PoC session and the relevant user plane interfaces in between.
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Figure 1: Entities in the user plane.

All RTP media packets, RTCP packets and TBCP messages (RTCP:APP or other negotiated TBCP) flow through the PoC Server performing the Participating PoC function (if inserted in the transport path) and are terminated in the PoC Server performing the Controlling PoC function. 
Talk Burst Control and media replication are Controlling PoC functions. The transport path between the PoC Client and the PoC Server performing the Controlling PoC function is established on a per PoC session basis as specified in [OMA-CP-PoC].  
When the PoC session is established, the PoC Server performing the Participating PoC function normally includes itself into the transport path to relay the RTP media packets, RTCP packets and TBCP messages between the PoC Client and the PoC Server performing the Controlling PoC function and act as a translator according to RTP [RFC3550].

Figure 2 shows the 2 options for the transport path.                      
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Figure 2: Transport Path Options.

Option 1 is the case where a PoC Server performing the Participating PoC function has inserted itself in the transport path.  When the transport path includes the Participating PoC function, the PoC Server performing the Participating PoC function forwards RTP media, RTCP packets and TBCP messages between the PoC Client and the PoC Server performing the Controlling PoC function, changing only the source and destination IP addresses and ports in the IP packets. 

In option 2, a PoC Server performing the Participating PoC function has not inserted itself in the transport path.  In this case the PoC Client and the PoC Server performing the Controlling PoC function send RTP media, RTCP packets and TBCP messages directly between them.

Examples of when the PoC server performing the participating PoC function is in the transport path (Option 1) are:

· The PoC session is over a pre-established session;

· The PoC client and PoC server support simultaneous sessions;

· The PoC server needs transport information to support charging;

· The operator has configured the Participating PoC function to be in the transport path;

· The PoC server is used for transcoding or other media translation; and,

· The PoC server is used to support lawful intercept.

5. Transport

Editor’s note:
This section shall describe the PoC specific usage of transport protocol (if there are any)

5.1 Internet Protocol

5.2 UDP

5.3 RTP

5.4 RTCP

5.5 TCP

6. Talk Burst Control
<intro text>

6.1 Procedures at the PoC Client

<state transision diagram>

6.1.1 Talk Burst Request at session Initialization

<normative procedure text>

6.1.2 Talk Burst Request during a session

<normative procedure text>

6.1.3 Talk Burst Idled procedure

<normative procedure text>

6.1.4 Talk Burst Revoke procedure

<normative procedure text>

6.1.5 Talk burst queuing procedure

<normative procedure text>

6.2 Procedures at the Participating PoC Server

<state transision diagram>

6.2.1 Talk Burst Request at session Initialization

<normative procedure text>

6.2.2 Talk Burst Request during a session

<normative procedure text>

6.2.3 Talk Burst Idled procedure

<normative procedure text>

6.2.4 Talk Burst Revoke procedure

<normative procedure text>

6.2.5 Talk burst queuing procedure

<normative procedure text>

6.3 Procedures at the PoC Server performing the Controlling PoC function

<state transision diagram>

6.3.1 Talk Burst Request at session Initialization

<normative procedure text>

6.3.2 Talk Burst Request during a session

<normative procedure text>

6.3.3 Talk Burst Idled procedure

<normative procedure text>

6.3.4 Talk Burst Revoke procedure

<normative procedure text>

6.3.5 Talk burst queuing procedure

<normative procedure text>

7. Media control

<intro>

7.1 Quality feed back

<example flow>

7.1.1 Procedures at the PoC Client

<normative text>

7.1.2 Procedures at the Participating PoC Server

<normative text>

7.1.3 Procedures at the PoC Server performing the Controlling PoC function

<normative text>

7.2 User plane adaptation

<example flow>

Editor’s note: This function is under discussion and this chapter may be removed.

7.2.1 Procedures at the PoC Client

<normative text>

7.2.2 Procedures at the Participating PoC Server

<normative text>

7.2.3 Procedures at the Controling PoC Server

<normative text>

7.3 Handling of multiple session

<intro>

7.3.1 Procedures at the PoC Client

<normative procedure text>

7.3.2 Procedures at the Participating PoC Server

<normative procedure text>

8. Talker identification

<example flow>

<normative procedure text>

9. Timers

Editor’s note: This section shall include a description of each timer used in the document.
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	All
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	3.3, 6 and Annex B.
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	Updated according to:
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Appendix B. Message flows (Informative)
This Annex shows some examples of Talk Burst Control message flows.
The PoC Client and the PoC Server performing the Controlling PoC function is supporting the following Talk Burst Control procedures: 

· Talk Burst Request Procedure at PoC Session Initialization

· Talk Burst Request Procedure (both confirmed and rejected) 

· Talk Burst Release Procedure
· Talk Burst Revoke Procedure
B.1  Talk Burst Request at session Initialization

B.1.1  Normal Case

The PoC session establishment request message from the originating PoC client to PoC server through the initiation of an on-demand session or through the setup of a session over a pre-established session is an implicit Talk Burst Request.  

When the PoC Server performing the Controlling PoC function has accepted the PoC session establishment, it SHALL act as if it has received a Talk Burst Request. The initial SIP INVITE message accepted by the PoC Server performing the Controlling PoC function is an implicit Talk Burst Request. When the PoC client requests the establishment of a PoC session, it shall go in to the pending talk burst request state according to Figure 6.1-1; the PoC client is not allowed to change state until it has received a talk burst control message from the PoC Server performing the Controlling PoC function. The PoC client shall change the state as according to the state diagram (see Figure 6.1-1). If the PoC client receives the Talk Burst Granted message, it means that the PoC client has been granted permission to send a talk burst (Figure 6.1.1-1), if it receives Talk Burst Deny, Talk Burst Taken or RTP media it means that the request has been denied and the PoC client has not been granted permission to send a talk burst (Figure 6.1.1-2). When the PoC Server performing the Controlling PoC function has accepted the PoC session establishment, it shall act as if it has received a Talk Burst Request message.

NOTE:
It is an implementation option that the PoC Server performing the Controlling PoC function for a chat group may deny the implicit Talk Burst Request and send a Talk Burst Deny followed by a Talk Burst Taken or Talk Burst Idle to users when they join the chat group.
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Figure 6.1.1-1 Talk Burst Request Procedure at PoC Session Establishment

The steps of the flow are as follows:

User A has pressed the PoC button and PoC client A has initiated a talk session with PoC Server performing the Controlling PoC function X.  This creates an implicit Talk Burst Request message and PoC Server performing the Controlling PoC function X sends Talk Burst Granted response message to PoC client A.  While this scenario shows the Talk Burst Granted response message being sent after the talk session is established, it MAY be transmitted before or during the talk session establishment depending on whether the session indication is confirmed or unconfirmed.

1 Talk Burst Granted (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X sends an RTCP:APP Talk Burst Granted message to PoC client A.  Since Participating PoC server A has inserted itself in the media stream, all Talk Burst Control messages will go thru Participating PoC server A.  While this scenario shows the Talk Burst Granted message being sent after the talk session is established, it MAY be transmitted before or during the talk session establishment depending on whether the session indication is confirmed or unconfirmed.  Correlation point A corresponds to correlation point A in figure 6.3.1-1.

2 Talk Burst Granted (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.

3 Media (from PoC client A to Participating PoC Server A): When PoC client A receives the Talk Burst Granted message, it provides a talk proceed notification to User A.  PoC client A then begins to send media to PoC Server performing the Controlling PoC function X.  

4 Media (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port and forwards the media to PoC Server performing the Controlling PoC function X.

B.1.2   User joins during an ongoing talk burst

This sub-clause describes what SHALL happen when a user (PoC client A in Figure 6.5.1-2) joins a group communication during an ongoing talk burst.
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Figure 6.1.1-2 User Joins Group During an Ongoing Talk Burst

The steps of the flow are as follows:

User A has pressed the PoC button and PoC client A has initiated a talk session with PoC Server performing the Controlling PoC function X.  This creates an implicit Talk Burst Request message.  Since the user is joining a call during an ongoing talk bursts, PoC Server performing the Controlling PoC function X sends Talk Burst Deny message to PoC client A to inform it that it does not have permission to talk.  

1 Talk Burst Deny (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X sends an RTCP:APP Talk Burst Deny message to PoC client A.  Since Participating PoC server A has inserted itself in the media stream, all Talk Burst Control messages will go thru Participating PoC server A.  While this scenario shows the Talk Burst Deny message being sent after the talk session is established, it MAY be transmitted before or during the talk session establishment depending on whether the session indication is confirmed or unconfirmed.  

2 Talk Burst Deny (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.  PoC client A sends a talk reject notification to User A.

3 Talk Burst Taken (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X sends an RTCP:APP Talk Burst Taken message to PoC client A.  This informs PoC client X of the identity of the PoC client that currently has permission to send a talk burst.

NOTE: The Talk Burst Deny and Talk Burst Taken messages SHOULD be sent it the same IP packet.

4 Talk Burst Taken (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.  PoC Client A sends the talker identity to User A.

5 Media (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X begins to transmit media to PoC client A.

6 Media (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTP media packet and sends it to PoC client A.

B.1.3  User Releases PoC Button Before PoC Session Establishment Complete

When a user wishes to start a PoC session as a listener, instead of a talker, the user pushes the PoC button and then releases it before the call setup is complete.  Normal PoC session establishment occurs, but when the Talk Burst Granted message arrives, the PoC client responds with a Talk Burst Release message and not media.
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Figure 6.1.1-3 User Releases PoC Button Before PoC Session Establishment Complete

The steps of the flow are as follows:

User A has pressed the PoC button and PoC client A has initiated a talk session with PoC Server performing the Controlling PoC function X.  This creates an implicit Talk Burst Request message and PoC Server performing the Controlling PoC function X sends Talk Burst Granted response message to PoC client A.  At some time before the Talk Burst Granted response is received at PoC client A, the user releases the PoC button.

1 Talk Burst Granted (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X sends an RTCP:APP Talk Burst Granted message to PoC client A.  Since Participating PoC server A has inserted itself in the media stream, all Talk Burst Control messages will go thru Participating PoC server A.  While this scenario shows the Talk Burst Granted message being sent after the talk session is established, it MAY be transmitted before or during the talk session establishment depending on whether the session indication is confirmed or unconfirmed.  Correlation point A corresponds to correlation point A in figure 6.3.1-1.

2 Talk Burst Granted (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.

3 Talk Burst Release (from PoC client A to Participating PoC Server A): When PoC client A receives the Talk Burst Granted response message, it immediately sends a Talk Burst Release message to PoC Server performing the Controlling PoC function X via Participating PoC Server A.  

4 Talk Burst Release (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port and forwards the Talk Burst Idle message to PoC Server performing the Controlling PoC function X.

5 Talk Burst Idle (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X responds with a Talk Burst Idle message that is sent to all PoC clients.

6 Talk Burst Idle (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.
B.1.4
   Talk Burst Response Message from PoC Server performing the Controlling PoC function is Lost

There may be cases where after the session is established, Talk Burst Idle message is received from the PoC Server performing the Controlling PoC function.  In this case, the Talk Burst Request timer (timer T11) will timeout in the PoC client and the PoC client will send a normal Talk Burst Request message.
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Figure 6.1.1-4 Talk Burst Response Message from PoC Server performing the Controlling PoC function is Lost

The steps of the flow are as follows:

User A has pressed the PoC button and PoC client A has initiated a talk session with PoC Server performing the Controlling PoC function X.  The Talk Burst Request timer (T11) has been started and the PoC client is wait for a response from the talk burst controller to proceed.  PoC Server performing the Controlling PoC function X is granting PoC client A permission to send a talk burst, but PoC client A does not receive the message.  Correlation point A corresponds to correlation point A in figure 6.3.1-1.

7 Talk Burst Request (from PoC client A to Participating PoC Server A): When the Talk Burst Request timer (T11) times out in PoC client A, it sends a Talk Burst Request message to PoC Server performing the Controlling PoC function X via Participating PoC Server A.  

8 Talk Burst Request (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port and forwards the Talk Burst Request message to PoC Server performing the Controlling PoC function X.  When PoC Server performing the Controlling PoC function X receives the Talk Burst Request message, it sends the same response to PoC client A that it had previously sent.
B.2    Talk Burst Request during a session

B.2.1   Talk Burst Request when no user has permission

This is the normal case when the PoC client has received a Talk Burst Idle message from the PoC Server performing the Controlling PoC function.
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Figure 6.1.2-1 Talk Burst Request When No User Has Permission to Talk

The steps of the flow are as follows:

User A has pressed the PoC button.

1 Talk Burst Request (from PoC Client A to Participating PoC Sever A): PoC client A sends an RTCP: APP Talk Burst Request message to PoC server X.  Since Participating PoC server A has inserted itself in the media stream, all Talk Burst Control messages will go thru Participating PoC server A.

2 Talk Burst Request (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Server performing the Controlling PoC function X.

3 Talk Burst Granted (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X determines that PoC client A can be given permission to send a talk burst and sends an RTCP:APP Talk Burst Granted message to PoC client A.  Correlation point B corresponds to correlation point B in figure 6.3.2-1.

4 Talk Burst Granted (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.

5 Media (from PoC client A to Participating PoC Server A): When PoC client A receives the Talk Burst Granted message, it provides a talk proceed notification to User A.  PoC client A then begins to send media to PoC Server performing the Controlling PoC function X .  

6 Media (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port and forwards the media to PoC Server performing the Controlling PoC function X.

B.2.2   Talk Burst Request when other user has permission
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Figure 6.1.2-2 Talk Burst Request When Other User Has Permission

The steps of the flow are as follows:

User A has pressed the PoC button.

1 Talk Burst Request (from PoC Client A to Participating PoC Sever A): PoC client A sends an RTCP: APP Talk Burst Request message to PoC server X.  Since Participating PoC server A has inserted itself in the media stream, all Talk Burst Control messages will go thru Participating PoC server A.

2 Talk Burst Request (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Server performing the Controlling PoC function X.

3 Talk Burst Deny (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X determines that PoC client A cannot be given permission to send a talk burst, because another PoC client currently has permission and sends an RTCP:APP Talk Burst Deny message to PoC client A.  The Talk Burst Deny message contains a reason code for the rejection.  In this case the reason code is “Another user has permission.”

4 Talk Burst Deny (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.

5 Talk Burst Taken (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): At the same time that PoC Server performing the Controlling PoC function X sends the Talk Burst Deny message, it sends an RTCP: APP Talk Burst Taken message to PoC client A which identifies the PoC client that has been given permission to send a talk burst.  The 2 RTCP: APP packets (Talk Burst Deny and Talk Burst Taken) should be sent in the same IP packet.

6 Talk Burst Taken (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.  PoC client A sends the talker identity to User A.

7 Media (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): PoC Server performing the Controlling PoC function X begins to transmit media to PoC client A.

8 Media (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTP media packet and sends it to PoC client A.

B.3   Talk Burst Release procedure

This is the normal case when the user has finished speaking and releases the PoC button.  In this case, the user has permission to send a talk burst and is sending RTP media packets to the PoC Server performing the Controlling PoC function.  The PoC Server performing the Controlling PoC function is forwarding the RTP media packets to the other PoC clients in the PoC session.
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Figure 6.1.3-1 Talk Burst Idle Procedure in PoC client
The steps of the flow are as follows:

User A has released the PoC button.

1 Last RTP packet (from PoC Client A to Participating PoC Server A): The last RTP packet is sent from PoC client A to PoC Server performing the Controlling PoC function X.  Since Participating PoC server A has inserted itself in the media stream, all RTP media packets will go thru Participating PoC server A. 

2 Last RTP packet (from Participating PoC Server A to PoC Server performing the Controlling PoC function X):  Participating PoC server A modifies the IP address and port of the last RTP packet and sends the packet to PoC Server performing the Controlling PoC function X.

3 Talk Burst Release (from PoC Client A to Participating PoC Server A):  After the last RTP packet has been sent, PoC client A sends an RTCP: APP Talk Burst Release message to PoC Server performing the Controlling PoC function X to inform it that the talk burst is complete.  The Talk Burst Release message contains the sequence number of the last RTP packet.

4 Talk Burst Release (from Participating PoC Server A to PoC Server performing the Controlling PoC function X):  Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Server performing the Controlling PoC function X.

5 Talk Burst Idle (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): After PoC Server performing the Controlling PoC function X has forwarded the last RTP packet to all PoC clients, it sends a RTCP: APPTalk Burst Idle message to all PoC clients in the PoC session, including PoC client A.  Correlation point C corresponds to correlation point C in figure 6.3.3-1.

6 Talk Burst Idle (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC client A.  PoC client A sends a Talk Burst Idle notification to User A.
Appendix C. Place holder for agreed contributions

This appendix includes the temporary storage of agreed updates to this document. The appendix will be removed when the specification is approved.

10. Transport


10.1 Internet Protocol

10.1.1 UDP

The User Datagram Protocol (UDP), as defined in reference [RFC768], SHALL be used as transport protocol over the POC-3 and the POC-4 reference point.

10.1.1.1 Port Numbers  

The UDP port numbers are used to identify the endpoints of the media and Talk Burst Control and SHALL be exchanged during the SIP session establishment phase.

If the PoC Server Performing the Participating PoC function will be present in the transport path, then it shall provide its port numbers for the user plane to the PoC Client and the PoC Server performing the Controlling PoC function during the SIP session establishment phase. 

If the PoC Server performing the Participating PoC function will not be present in the transport path then, it SHALL forward to the PoC Server performing the Controlling PoC function the port numbers that it received from the PoC Client and return to the PoC Client the port numbers that it receives from the PoC Server performing the Controlling PoC function during the SIP session establishment phase.

10.1.2 RTP

The Real-time Transport Protocol  (RTP), as defined in reference [RFC3550], provides means for sending real-time data over UDP. In PoC, media related to a voice communication over reference point POC-3 and POC-4 SHALL be transported by RTP/UDP/IP. 

The media SHALL be encapsulated in the RTP packets with media specific RTP payload formats.

10.1.3 RTCP

A PoC Client SHALL support the RTP Control Protocol  (RTCP), as defined in reference [RFC3550] to provide means for feedback of the quality of the media transmission, diagnose faults in the distribution and give a persistent transport-level identifier for the RTP source. In addition, Talk Burst Control messages SHALL be sent as RTCP APP packets and SHOULD be sent to the same UDP port as the other RTCP packets.

RTCP packets, other than those used for Talk Burst Control messages, SHALL be RTCP compound packets according to [RFC3550]. Talk Burst Control messages SHOULD NOT be formatted as RTCP compound packets. 
NOTE:
Since the Talk Burst Control messages are not formatted as compound packets in compliance with RFC3550, the Talk Burst Control protocol may be implemented separately from other standard RTCP message processing.  By separating the Talk Burst Control messages, it is easier for the PoC Servers to forward these messages to the proper handling function.

To reduce potential degradation of the quality of the media transmission, the PoC Client SHOULD NOT schedule transmission of RTCP packets or Talk Burst Control messages during a talk burst.

To reduce network load, the RTCP packets SHOULD only contain the mandatory parts of RTCP (according to [RFC3550]), which are required for that specific RTCP compound packet.

10.1.4 TCP

11. Talk Burst Control
Editor’s note: This document is TBCP specific. 

11.1 General

Talk Burst Control SHALL use the ports (in the PoC client and PoC servers) negotiated at the SIP session establishment. 

Editor’s Note: Whether TBC using RTCP: APP uses a separate port than RTCP and whether  the assigned range can traverse firewalls and NAT is FFS.


· 
· 
· 
· 
The PoC Client and the PoC Server SHALL support the following Talk Burst Control Protocol messages:

· Talk Burst Request – SHALL be used by the PoC client to request permission from the PoC server to send a talk burst.

· Talk Burst Granted – SHALL be used by thePoC server  tonotify the PoC client that it has been granted permission to send a talk burst.

· Talk Burst Deny – SHALL be used by thePoC server to notify a PoC client that it has been denied permission to send a talk burst.

· Talk Burst Release – SHALL be used by the PoC client to notify the PoC server that it has completed sending the talk burst. 

· Talk Burst Idle– SHALL be used by thePoC server to notify all PoC clients that no one has the permission to send a talk burst at the moment and that it may accept the Talk Burst Request message.

· Talk Burst Taken – SHALL be used by thePoC server to notify all PoC clients, except the PoC client that has been given permission to send a talk burst that another PoC client has been given permission to send a talk burst.  In the case of early session the Talk Burst Taken SHALL also be used as an indication of the beginning of the PoC session for the terminating PoC client.  The identity of the PoC user that has been granted permission to send a talk burst SHOULD be communicated in the message.

NOTE:
In the case of privacy the real identity of the PoC user, with the permission to send a talk burst, is replaced with an anonymous identity.

· Talk Burst Revoke - SHALL be used by  the PoC server to revoke the media resource from a PoC client.  May be used for preemption functionality, but SHALL also be used by the system to prevent overly long use of the media resource. 

Editor’s note: Something like this needs to be added if the queuing procedures are added to the AD, with the agreed message list..

If the PoC Server and the PoC Client support queuing of the Talk Burst Request an additional five control messages will be required.  These messages consist of the following control methods:

Talk Burst Request Queued – The PoC Server performing the Controlling PoC function notifies the PoC client that the talk burst request has been queued.

Talk Burst Queue Position Request – The PoC client requests the PoC Server performing the Controlling PoC function to inform it of its position in the queue.

Talk Burst Queue Position Response – The PoC Server performing the Controlling PoC function informs the PoC client of its position in the queue.

Talk Burst Queue Identity Request – The PoC client requests the PoC Server performing the Controlling PoC function to inform it of the identity an position of all participants in the talk burst request queue.

Talk Burst Queue Identity Response – The PoC Server performing the Controlling PoC function informs the PoC client of the identity and position of all members in the talk burst request queue.

Editor’s Note: Talk Burst Control Protocol Reliability is FFS.

With the pre-established session procedure Talk Burst Taken should be always responded to by a RTCP BYE, when invited PoC client does not automatically accept the instant personal talk or Ad-hoc instant group talk (and in that case RTCP BYE packet indicates in the reason for leaving field that this a “Ringing” situation).

The Talk Burst Control protocol realibility SHALL be ensured thru timer-based retransmissions. Timers are defined in section 9.1 “Timers in the PoC Server performing the Controlling PoC function” and in section 9.2 “Timers in the PoC Client”. 

11.2 Procedures at the PoC Client


11.2.1 PoC Session control state diagram – Basic

The PoC Client SHALL support the state diagram and the state transitions described in this Section. Figure 3 shows the state diagram for basic operation.  
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NOTE 1:
T10 is the Talk Burst Release timer and T11 is the Talk Burst Request timer.

NOTE2:
The PoC Client or User (U) states are either stable states (‘U: has no permission’ , ‘U: has permission’) or transition states (‘U: pending TB _Request’, ‘U: pending TB_Release’, ‘U: pending TB_Revoke’).
Figure 3: PoC Client state transition diagram for basic operation.

State details are explained in the following sections.

11.2.1.1 State: U: has no permission

The ‘U: has no permission’ state is a stable state and the PoC Client SHALL use this state when the PoC Client is not sending media or is not waiting for a Talk Burst Control message response.  

In this state the PoC Client may receive media or Talk Burst Control messages, as long as media, Talk Burst Taken messages or Talk Burst Idle messages are received the PoC Client SHALL retain the state. 

When the PoC Client sends a Talk Burst Request message, it SHALL enter the ‘U: pending TB_Request’ state.

11.2.1.2 State: U: pending TB request

The ‘U: pending TB_Request’ state is a transition state, and the PoC Client SHALL use this state when it has sent a Talk Burst Request to the PoC Server. 

If the PoC Client receives a Talk Burst Deny message, a Talk Burst Taken message or media when in the ‘U: TB_Request’ state, it SHALL enter the ‘U: has no permission’ state.  If the PoC Client receives a Talk Burst Granted message, the PoC Client SHALL enter the ‘U: has permission’ state. 

The T11 timer SHALL be running when the PoC Client uses the ‘U: pending TB_Request’ state. If T11 expires, the PoC Client SHOULD resend the Talk Burst Request message, restart T11 and stay in the ‘U: pending TB_Request’ state. T11 SHALL only be resent N times and N is implementation specific. When the Talk Burst Request message has been resent N times the PoC Client SHALL enter the ‘U: has no permission’ state.  

NOTE:
To prevent a massive number of Talk Burst Request messages sent during PoC Server failure and battery drainage in the PoC Client when out of coverage, the Talk Burst Request timer should only permit the PoC Client to re-transmit the Talk Burst Request message for a limited number of times
11.2.1.3 State: U: has permission

The ‘U: has permission’ state is a stable state and the PoC Client SHALL use this state when it is sending RTP media.  The PoC Client SHALL remain in the ‘U: has permission state’ until sending a Talk Burst Release message or receiving a Talk Burst Revoke message.

When sending a Talk Burst Release message the PoC Client SHALL enter the ‘U: pending TB_Release’ state. If receiving a Talk Burst Revoke message the PoC Client SHALL enter the ‘U: pending TB_Revoke’ state.

11.2.1.4 State: U: pending TB Release

The ‘U: pending TB_Release’ state is a transition state and the PoC Client SHALL use this state when it has sent a Talk Burst Release message.

When the PoC Client receives a Talk Burst Taken message, a Talk Burst Idle message or media, the PoC Client SHALL enter the ‘U: has no permission’ state. If the PoC Client receives a Talk Burst Revoke message, it SHALL enter the ‘U: pending TB_Revoke state’. 

The T10 timer SHALL be running when the PoC Client uses the ‘U: pending TB_Release’ state. If T10 expires, the PoC Client SHOULD resend the Talk Burst Release message, restart T10 and stay in the ‘U: pending TB_Release’ state. T10 SHALL only be resent N times and N is implementation specific. When the Talk Burst Release message has been resent N times the PoC Client SHALL enter the ‘U: has no permission’ state. 

NOTE:
To prevent a massive number of Talk Burst Release messages sent during PoC Server failure and battery drainage in the PoC Client when out of coverage, the Talk Burst Release timer should only permit the PoC Client to re-transmit the Talk Burst Request message for a limited number of times.
11.2.1.5 State: U: pending TB_Revoke

The ‘U: pending TB_Revoke’ state is a transition state and the PoC Client SHALL use this state when receiving a Talk Burst Revoke message. 

If the PoC Client sends a Talk Burst Release message, it SHALL enter the ‘U: pending TB_Release state. If the PoC Client receive a Talk Burst Taken message, a Talk Burst Idle message or media, the PoC Client SHALL enter the ‘U: has no permission’ state. 

11.2.2 PoC Session control state diagram – PoC Pre-established session 

<normative text and diagram>

11.2.3 PoC Session control state diagram – Multiple PoC sessions

<normative text and diagram>

6.2.4     Talk Burst Request at SIP session Initialization

11.2.3.1 General

The PoC Client SHALL:

1. enter the ‘U: pending TB_Request’ state; and,

2. start timer T11.

On receipt of the Talk Burst Granted message the PoC Client SHALL:

3. If the SIP 200 OK response to the initializing SIP request (e.g. SIP INVITE request or SIP REFER request) is received

a. stop timer T11;

b. enter the ‘U: has permission’ state; and,

c. start sending media packets according to the media capabilities negotiated in the control plane.

4. If the SIP 200 OK response to the initializing SIP request (e.g. SIP INVITE request or SIP REFER request) is not received

a. Wait for the SIP 200 OK response and then perform step 3a – 3c.

11.2.3.2 PoC User initiates a PoC Session

This procedure SHALL apply when the PoC Client is in the ‘U: has no permission’ state and the PoC Client receives an indication from a PoC User to initiate a PoC Session.

The PoC Client SHALL:

1. initiate a PoC session as described in [OMA-POC-CP]; and,

2. apply the general procedure described in the section 6.2.4.1 “General”.

On expiry of timer T11 the PoC Client SHALL repeat the steps 1 – 2 above.

NOTE:
The number of times the PoC Client repeats the steps 1 – 2 before reporting an error to the PoC user is an implementation dependent option.

11.2.3.3 PoC User joins/rejoins an ongoing PoC Session

This procedure SHALL apply when the PoC Client is in the ‘U: has no permission’ state and the PoC Client receives an indication from a PoC User to join/rejoin a PoC Session.

The PoC Client SHALL:

1. join/rejoin a PoC session as described in [OMA-POC-CP]; and,

2. apply the general procedure described in the section 6.2.4.1 “General”.

On receipt of the Talk Burst Deny message the PoC Client SHALL:

3. stop timer T11; and,

4. enter the ‘U: has no permission’ state.

On receipt of the Talk Burst Taken message or media the PoC Client SHALL:

5. if in the ‘U: pending TB_request’ state

a. stop the timer T11; and,

b. enter the ‘U:has no permission’ state.

11.2.3.4 User Releases PoC Button Before PoC Session Establishment Complete

This procedure SHALL apply when the PoC Client is in the ‘U: pending TB_Request’ state and the PoC Client receives an indication that the PoC User has released the PoC button.

The PoC Client SHALL wait for the Talk Burst Granted message, the Talk Burst Deny message or (in case the Talk Burst Deny was lost) the Talk Burst Taken message.

On receipt of the Talk Burst Granted message the PoC Client SHALL:

1. send the Talk Burst Release message without the sequence number of last packet included;

2. enter the ‘U: pending TB_Release’ state; and,

3. start timer T11.

On expiry of timer T11 the PoC Client SHALL repeat the steps 2 – 4.

NOTE:
The number of times the PoC Client repeats the steps 2 – 4 before reporting an error to the PoC user is an implementation dependent option.

On receipt of the Talk Burst Deny message or the Talk Burst Taken message the PoC Client SHALL:

4. stop timer T11; and,
5. enter the ‘U: has no permission state’.
11.2.4 

11.2.5 Talk burst queuing 
<normative procedure text>

11.2.6 Talk Burst Control Protocol Negotiation

PoC Clients supporting multiple Talk Burst Control protocols and associated parameters negotiate the preferred protocols and associated parameters during PoC session establishment.

On the originating side the PoC Client describes in the SDP associated with the SIP INVITE message used to initiate a PoC Session the supported Talk Burst Control protocols the supported types of Talk Burst Control protocols, as well as the supported options/parameter for each Talk Burst Control protocol type supported.
Editor’s note: If options/parameters is a part of talk burst control protocol negotiation or not is for FFS.
When no specific Talk Burst Control protocol in indicated in the SDP associated with the SIP INVITE message used to initiate a PoC session the communication parties are using the default RTCP APP based Talk Burst Control protocol with the default basic functionality.

Upon receiving a SIP INVITE message with the SDP containing a list of offered Talk Burst Control protocols and associated parameters on the terminating side, the PoC Client chooses the preferred protocol and conveys the chosen Talk Burst Control protocol as well as the chosen options/parameters for each Talk Burst Control protocol type supported in the SDP associated with the SIP 200 OK response.

Editor’s note: Extensions to specified messages for Talk Burst Control Negotiation is FFS. As part of the PoC Session Setup signaling the details will be specified in the PoC Control Plane specification.

11.3 Procedures at the PoC Server performing the Participating function

11.3.1 PoC Pre-Established Session state diagrams – Basic

<state transision diagram and normative text>

11.3.2 Multiple PoC Sessions state diagram - per User

<state transision diagram and normative text>

11.3.3 Multiple PoC Sessions state diagram - per Session

<state transision diagram and normative text>

11.3.4 Talk Burst Request at session Initialization

<normative procedure text>

11.3.5 Talk Burst Request during a session

<normative procedure text>

11.3.6 Talk Burst Idled procedure

<normative procedure text>

11.3.7 Talk Burst Revoke procedure

<normative procedure text>

11.3.8 Talk burst queuing procedure

<normative procedure text>

6.2.6 Talk Burst Control Negotiation

For a PoC Client using pre-established PoC Sessions the Participating PoC server negotiates the Talk Burst Control protocol with the PoC Server performing the Controlling PoC function on behalf of the served PoC Client when a talk session is established.

11.4 Procedures at the PoC Server performing the Controlling PoC function

Editor’s note: The state diagrams in this chapter needs expanatory text in order to make sence.

In section 6.4.1.1 the general Talk Burst Control operation in the PoC server are presented.

In section 6.4.1.2, the normal Talk Burst Control operation to a PoC client in the PoC server is presented.

The remaining sub-sections describe the procedures in the PoC Server.

11.4.1 PoC Server Talk Burst Control state diagrams

11.4.1.1 PoC Server state transition diagram for general talk burst operation

The PoC Server SHALL support the state diagram and the state transitions described in this section. 

Figure 4 shows the general talk burst operation states (G states) and the state transition in the state diagram for the general talk burst operation.  
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NOTE 1:
T7 is the Talk Burst Idle timer, T1 is the End of RTP media timer, T3 is the Stop talking grace timer and T2 is the Stop talking timer.

NOTE 2:
The PoC Server general talk burst operation  (G) states are either stable states (‘G: TB_Idle’ , ‘G: TB_Taken’) or transition states (‘G: pending TB _Revoke’, ‘G: pending TB_Release’,).
Figure 4: PoC Server state transition diagram for general talk burst operation.

The PoC Server SHALL create one instance of the general talk burst operation state machine per PoC session.

11.4.1.1.1 State G: TB_Idle

The ‘G: TB_Idle’ state is a stable state.  The PoC Server performing the Controlling PoC function is in this state when no user currently has permission to send a talk burst.  In this state, T4 (inactivity timer) is running.  If no valid talk burst request is received before T4 expires, the call will be torn down (not shown in the state transition diagram).   

T7 (Talk burst Idle timer) is also running in this state.  If T7 expires, the PoC Server performing the Controlling PoC function restarts T7, sends a Talk Burst Idle message to all PoC clients in the PoC session and goes back to the ‘G: TB_Idle’ state.

If a talk burst request message is received (from a PoC client that is permitted to make a request), the PoC Server performing the Controlling PoC function sends a Talk Burst Granted message to the requesting PoC client, sends a Talk Burst Taken message to the other PoC clients, starts T1 (end of RTP media timer), starts T2 (Talk Burst Revoke timer) and goes to the ‘G: TB_Taken’ state.

If any other message (e.g. Talk Burst Idle) is received, the PoC Server performing the Controlling PoC function remains in the ‘G: TB_Idle’ state.

11.4.1.1.2 State G: TB_Taken

The ‘G: TB_Taken’ state is a stable state and the PoC Server SHALL use this state when it has permitted one of the PoC Clients in the PoC session to send a talk burst.  While the PoC Server use this state, it SHALL forward all media that it receives from the permitted PoC Client to all other PoC Clients in the PoC session.  

When the PoC Server receives a Talk Burst Release message from the permitted PoC Client, it SHALL enter the ‘G: pending TB_Release’ state. 

T1 and T2 SHALL be running when the PoC Server use this state. If T1 expires, the PoC Server SHALL enter the ‘G: TB_Idle’ state. If T2 expires, the PoC Server SHALL send a Talk Burst Revoke message to the permitted PoC Client and enter the ‘G: pending TB_Revoke’ state.  

11.4.1.1.3 State G: pending TB_Release

The ‘G: pending TB_Release’ state is a transition state and the PoC Server SHALL use this state after having received a Talk Burst Release message from the permitted PoC Client.  While the PoC Server use this state, it SHALL forward all media that it receives from the permitted PoC Client to all other PoC Clients in the PoC session. The PoC Server SHALL retain this state until it has received and forwarded the last media packet in the talk burst. 

In this state the PoC Server SHALL use the information in the received Talk Burst Release message to determine when the last media packet has been received and forwarded.  When the last media packet has been received and forwarded, the PoC Server SHALL enter the ‘G: TB_Idle’ state.

T1 SHALL be running when the PoC Server use this state. If T1 expires, the PoC Server SHALL enter the ‘G: TB_Idle’ state.  

11.4.1.1.4 State G: pending TB_Revoke

The ‘G: pending  TB_Revoke’ state is a transition state and the PoC Server SHALL use this state after having sent a Talk Burst Revoke message to the permitted PoC Client. While the PoC Server use this state, it SHALL forward all media that it receives from the permitted PoC Client to all other PoC Clients in the PoC session.  

If the PoC Server receive a Talk Burst Release message from the permitted PoC Client in this state, the PoC Server SHALL use the information in the Talk Burst Release message to determine when the last media packet has been received and forwarded. When the last media packet has been received and forwarded, the PoC Server SHALL enter the ‘G: TB_Idle’ state.

T3 SHALL be running when the PoC Server use this state. If T3 expires, the PoC Server SHALL enter the ‘G: TB_Idle’ state. 

11.4.1.2 PoC Server state transition diagram for basic talk burst operation to the PoC Client

The PoC Server SHALL support the state diagram and the state transitions described in this Section. 

Figure 5 shows the states and state transitions for Talk Burst Control for a specific PoC user (U states) in the PoC Server.
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NOTE 1:
T1 is the End of RTP media timer, T2 is the Stop talking timer and T3 is the Stop talking grace timer, T8 is the Talk Burst Revoke timer, T9 is the Retry-after timer.

NOTE 2:
PoC Server state transition diagram for basic talk burst operation to the PoC Client (U) states are either stable states (‘U: not permitted and TB_Idle’, ‘U: not permitted and TB_Taken’, ‘U: permitted’, ‘U: waiting TB_Revoke) or transition states (‘U: pending TB _Revoke’, ‘U: not permitted but sends media’).
Figure 5: PoC Server state transition diagram for normal talk burst operation to the PoC Client.

The PoC Server SHALL create one instance of the state machine for every PoC Client served by the PoC Server. The PoC Client associated to the PoC Server state transition diagram for basic talk burst operation to the PoC Client is here referred to as the associated PoC Client.

11.4.1.2.1 State U: not permitted and TB_Idle

The ‘State U: not permitted and TB_Idle’ state is a stable state and the PoC Server SHALL use this state when the associated PoC Client is not permitted to send a talk burst.  

If the PoC Server receives a Talk Burst Release message from the associated PoC Client, it SHALL send a Talk Burst Idle message to the associated PoC Client.

When the PoC Server receive a Talk Burst Request message from the associated PoC Client and grants the permission to send a talk burst by sending a Talk Burst Granted message to the associated PoC Client, the PoC Server SHALL enter the ‘U: permitted’ state.

If the PoC Server receives media from the associated PoC Client, the PoC Server SHALL send a Talk Burst Revoke message to the associated PoC Client and enter the ‘U: not permitted but sends media’ state. The PoC Server SHALL NOT forward the media to the other PoC Clients in the PoC session.

If another PoC Client than the associated PoC Client in the PoC session is granted the right to send a talk burst, the PoC Server SHALL change state to the ‘U: not permitted and TB_Taken’ state.

11.4.1.2.2 State U: not permitted and TB_Taken

The ‘State U: not permitted and TB_Taken’ state is a stable state and the PoC Server SHALL use this state when another PoC Client (not the associated PoC Client) has been given permission to send a talk burst.  

When the talk burst is completed, there SHALL be a state transition to the ‘U: not permitted and TB_Idle’ state.  

If the PoC Server receives a Talk Burst Request from the associated PoC Client, the PoC Server SHALL send a Talk Burst Deny message to the associated PoC client and the PoC Server SHALL retain the state.

If the PoC Server receives a Talk Burst Release from the associated PoC Client, the PoC Server SHALL send a Talk Burst Taken message, showing the identity of the PoC user that has been given permission to send a talk burst, to the associated PoC Client and the PoC Server SHALL retain the state.

If the PoC Server receives media from the associated PoC Client, the PoC Server SHALL send a Talk Burst Revoke message to the associated PoC Client and PoC Server SHALL enter the ‘U: not permitted but sends media’ state. The PoC Server SHALL NOT forward the media to the other PoC Clients in the PoC session.

11.4.1.3 State U: permitted

The ‘U: permitted’ state is a stable state and the PoC Server SHALL use this state when the associated PoC Client has been given permission to send a talk burst.  While in this state, the PoC Server SHALL forward media packets from the associated PoC Client to all other PoC Clients in the PoC session.

When the PoC Server receives a Talk Burst Release message from the associated PoC Client, it SHALL enter the ‘U: not permitted and TB_Idle’ state.

T1 and T2 SHALL be running when the PoC Server use this state. 

If T1 expires, the PoC Server SHALL enter the ‘U: not permitted TB_Idle’ state. 

If T2 expires, the PoC Server SHALL send a Talk Burst Revoke message to the associated PoC Client and the PoC Server SHALL enter the ‘U: pending TB_Revoke’ state.

11.4.1.3.1 State U: pending TB_Revoke

The ‘State U: pending TB_Revoke’ state is a transition state and the PoC Server SHALL use this state during the grace period after sending the Talk Burst Revoke message.  While in this state, the PoC Server SHALL forward media from the associated PoC Client to all other PoC Clients in the PoC session.

If the PoC Server receives a Talk Burst Release message from the associated PoC Client, it SHALL enter the ‘U:  waiting TB_Revoke’ state.

T3 and T8 SHALL be running when the PoC Server use this state. 

If T8 expires, the PoC Server SHALL send another Talk Burst Revoke message to the associated PoC Client, restarts T8 and the PoC Server SHALL retain the state.

If T3 expires the PoC Server SHALL enter the ‘U: waiting TB_Revoke’ state.

11.4.1.3.2 State U: waiting TB_Revoke

The ‘State U: waiting TB_Revoke’ state is a stable state and during the time the PoC Server is using the state, the associated PoC Client SHALL NOT be given permission to send a talk burst, but media from another PoC Client SHALL be forwarded to the associated PoC Client.  

T9 SHALL be running when the PoC Server use this state.  

When T9 expires, the PoC Server SHALL either send a Talk Burst Idle message and enter the ‘U: not permitted and TB_Idle’ state if no PoC Client in the PoC session has been granted the right to send a talk burst or send a Talk Burst Taken message and enter the ‘U: not permitted and TB_Taken’ state if another PoC Client in the PoC session currently is granted the right to send a talk burst. 

If the PoC Server receives a Talk Burst Request message from the associated PoC Client, the PoC Server SHALL send a Talk Burst Deny back to the associated PoC Client and retain its state. 

During the time the PoC Server is using the ‘U: waiting TB_Revoke’ state, the PoC Server SHALL NOT send the Talk Burst Idle message to the associated PoC Client, but Talk Burst Taken messages SHALL be sent to the associated PoC Server.

11.4.1.3.3 State U: not permitted but sends media

The ‘U: not permitted but sends media’ state is a transition state and the PoC Server SHALL use this state when it receives media from the associated PoC Client and the associated PoC Client is not permitted to send a talk burst. 

If a Talk Burst Release message is received from the associated PoC Client, the PoC Server SHALL send a Talk Burst Idle message and enter the ‘U: not permitted and TB_Idle’ state if no PoC Client in the PoC session has been granted the right to send a talk burst or send a Talk Burst Taken message and enter the ‘U: not permitted and receiving TB’ state if another PoC Client in the PoC session currently is granted the right to send a talk burst.

T8 SHALL be running when the PoC Server use this state.

If T8 expires, the PoC Server SHALL send a Talk Burst Revoke message to the associated PoC Client, restart T8 and retain its state.
11.4.2 Talk Burst Request at session Initialization

After the PoC session is established with a terminating PoC client, an explicit Talk Burst Control message will be sent to the terminating PoC client.  The normal case results in the terminating client being the user has no permission state.

For pre-established session, there is no explicit PoC session establishment.  Instead, the receipt of the Talk Burst Taken message indicates the PoC session establishment.
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Figure 6.3.1-1 Talk Burst Request Procedure at PoC Session Establishment

While only 1 terminating PoC client B is shown in the figure, this flow applies to all terminating PoC clients in the PoC session.

1. Talk Burst Taken (from PoC Server performing the Controlling PoC function X to Participating PoC Server B): PoC Server performing the Controlling PoC function X sends an RTCP:APP Talk Burst Taken message to PoC client B.  This informs PoC client B of the identity of the PoC client that currently has permission to send a talk burst.  Correlation point A corresponds with correlation point A in figures 6.1.1-1, 6.1.1-3 and 6.1.1-4.

2. Talk Burst Taken (from Participating PoC Server B to PoC Client B): Participating PoC server B modifies the IP address and port of the RTCP packet and sends the message to PoC Client B.  PoC Client B sends the talker identity to User B.

3. Media (from PoC Server performing the Controlling PoC function X to Participating PoC Server B): PoC Server performing the Controlling PoC function X begins to transmit media to PoC client B.

4. Media (from Participating PoC Server B to PoC Client B): Participating PoC server A modifies the IP address and port of the RTP media packet and sends it to PoC client B.

11.4.3 Talk Burst Request during a session

11.4.4 Talk Burst Request during a session

This is the normal case when another PoC client is granted permission to send a talk burst.  The PoC Server performing the Controlling PoC function will execute this procedure with all PoC clients that will be listening.
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Figure 6.3.2-1 Talk Burst Request during a session

This procedure starts with no user having permission to send a talk burst.  Prior to the start of this procedure some other PoC client has sent a Talk Burst Request message to PoC Server performing the Controlling PoC function X and PoC Server performing the Controlling PoC function X has granted that PoC client permission to send a talk burst (correlation point B in figure 6.1.2-1).  

The steps of the flow are as follows:

1. Talk Burst Taken (from PoC Server performing the Controlling PoC function X to Participating PoC Server B): At the same time that PoC Server performing the Controlling PoC function X sends the Talk Burst Granted message to the PoC client that is being given permission to send the talk burst, it sends an RTCP: APP Talk Burst Taken message to PoC client B which identifies the PoC client that has been given permission to send a talk burst.  

2. Talk Burst Taken (from Participating PoC Server B to PoC Client B): Participating PoC server B modifies the IP address and port of the RTCP packet and sends the message to PoC Client B.  PoC client B sends the talker identity to User B.

3. Media (from PoC Server performing the Controlling PoC function X to Participating PoC Server B): PoC Server performing the Controlling PoC function X begins to transmit media to PoC client B.

4. Media (from Participating PoC Server B to PoC Client B): Participating PoC server B modifies the IP address and port of the RTP media packet and sends it to PoC client B.

11.4.5 Talk Burst Idle procedure

When the PoC Server performing the Controlling PoC function has received the Talk Burst Release message from the PoC client that has been given permission to send a talk burst, it forwards the remaining RTP media packets to all other PoC clients in the PoC session and then notifies them that there is no talk burst.
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Figure 6.3.3-1 Talk Burst Idle Procedure in PoC Server performing the Controlling PoC function

1. Last RTP packet (from PoC Server performing the Controlling PoC function X to Participating PoC Server B): The last RTP packet is sent from PoC Server performing the Controlling PoC function X to all the PoC clients in the PoC session, including PoC client B.  Since Participating PoC server B has inserted itself in the media stream, all Talk Burst Control messages will go thru Participating PoC server B. 

2. Last RTP packet (from Participating PoC Server B to PoC Client B):  Participating PoC server B modifies the IP address and port of the last RTP packet and sends the message to PoC client B.

3. Talk Burst Idle (from PoC Server performing the Controlling PoC function X to Participating PoC Server B): After PoC Server performing the Controlling PoC function X has forwarded the last RTP packet to all PoC clients, it sends an RTCP: APP Talk Burst Idle message to all PoC clients in the PoC session, including PoC client B.  Correlation point C corresponds to correlation point C in figures 6.1.3-1, 6.3.4-1 and 6.3.4-2.

4. Talk Burst Idle (from Participating PoC Server B to PoC Client B): Participating PoC server B modifies the IP address and port of the RTCP packet and sends the message to PoC client B.  PoC client B sends a Talk Burst Idle notification to User B.

11.4.6 Talk Burst Revoke procedure

The stop talking timer (T2) in the PoC Server performing the Controlling PoC function is used to limit the time that a PoC client is permitted to send a talk burst.  When T2 expires, the PoC Server performing the Controlling PoC function will send a stop talking message to the PoC client that is sending the talk burst and then start a stop talking grace timer (T3).  This will allow the PoC client time to gracefully complete the talk burst before the PoC Server performing the Controlling PoC function stops forwarding the RTP media packets and sends out a Talk Burst Idle message.

The message flow between the controlling PoC function and the listening PoC clients is the same for the Talk Burst Idled procedure and the Talk Burst Revoke procedure.   Correlation point C in figure 6.3.4-1 corresponds to correlation point C in figure 6.3.3-1.

6.3.4.1 User A releases PoC button during grace period

This flow represents the desired case for the Talk Burst Revoke procedure.  In this case, User A releases the PoC button and sends a Talk Burst Release message before the Stop talking grace timer expires in PoC Server performing the Controlling PoC function X.  In this case, a normal Talk Burst Release procedure occurs.
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Figure 6.3.4-1 Talk Burst Revoke Procedure in PoC Server performing the Controlling PoC function

The steps of the flow are as follows:

1. Media (from PoC Client A to Participating PoC Server A): RTP media packets are being sent from PoC client A to PoC Server performing the Controlling PoC function X. Since Participating PoC server A has inserted itself in the media stream, all RTP media packets will go thru Participating PoC server A.

2. Media (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port of the RTP media packet and sends the packet to PoC Server performing the Controlling PoC function X.

3. Talk Burst Revoke (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): When T2 expires in PoC Server performing the Controlling PoC function X, PoC Server performing the Controlling PoC function X prepares to stop PoC client A from sending a talk burst.  It sends a RTCP: APP Talk Burst Revoke message to PoC client A and then starts T3.

4. Talk Burst Revoke (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC client A.  PoC client A sends a Talk Burst Permission Revoked notification to User A.  PoC client starts the PoC client retry after timer (T12), using the retry after timer value contained in the Talk Burst Revoke Message.  User A releases the PoC button

5. Last RTP packet (from PoC Client A to Participating PoC Server A): When User A has released the PoC button, the last RTP packet is sent from PoC client A to PoC Server performing the Controlling PoC function X.  

6. Last RTP packet (from Participating PoC Server A to PoC Server performing the Controlling PoC function X):  Participating PoC server A modifies the IP address and port of the last RTP packet and sends the packet to PoC Server performing the Controlling PoC function X.

7. Talk Burst Release (from PoC Client A to Participating PoC Server A):  After the last RTP packet has been sent, PoC client A sends an RTCP: APP Talk Burst Release message to PoC Server performing the Controlling PoC function X to inform it that the talk burst is complete.  The Talk Burst Release message contains the sequence number of the last RTP packet.

8. Talk Burst Release (from Participating PoC Server A to PoC Server performing the Controlling PoC function X):  Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Server performing the Controlling PoC function X.

9. Talk Burst Idle (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): After PoC Server performing the Controlling PoC function X has forwarded the last RTP packet to all PoC clients, it sends a RTCP: APP Talk Burst Idle message to all PoC clients in the PoC session, including PoC client A.  Correlation point C corresponds to correlation point C in figure 6.3.3-1.

10. Talk Burst Idle (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC client A.  PoC client A sends a Talk Burst Idle notification to User A.

6.3.4.2 User A releases PoC button after grace period expires

In this case, User A ignores the Talk Burst Revoke message and continues talking.  When the stop talking grace timer expires, PoC Server performing the Controlling PoC function X declares that there is no talk burst and revokes User A’s permission to send a talk burst and PoC Server performing the Controlling PoC function X stops forwarding the RTP media packets from PoC client A.
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Figure 6.3.4-2 Stop Talk Grace Period Timer Expires Before User Releases PoC Button

The steps of the flow are as follows:

1. Media (from PoC Client A to Participating PoC Server A): RTP media packets are being sent from PoC client A to PoC Server performing the Controlling PoC function X. Since Participating PoC server A has inserted itself in the media stream, all RTP media packets will go thru Participating PoC server A.

2. Media (from Participating PoC Server A to PoC Server performing the Controlling PoC function X): Participating PoC server A modifies the IP address and port of the RTP media packet and sends the packet to PoC Server performing the Controlling PoC function X.

3. Talk Burst Revoke (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): When T2 expires in PoC Server performing the Controlling PoC function X, PoC Server performing the Controlling PoC function X prepares to stop PoC client A from sending a talk burst.  It sends a RTCP: APP Talk Burst Revoke message to PoC client A and then starts the stop talking grace timer (T3) and starts the retry after timer (T9).  The message also includes the retry after timer value.

4. Talk Burst Revoke (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC client A.  PoC client A sends a Talk Burst Permission Revoked notification to User A.  PoC client starts the PoC client retry after timer (T12), using the retry after timer value contained in the Talk Burst Revoke Message.

5. Media (from PoC Client A to Participating PoC Server A): Since User A has not released the PoC button, RTP media packets continue to be sent from PoC client A to PoC Server performing the Controlling PoC function X.  

6. Media(from Participating PoC Server A to PoC Server performing the Controlling PoC function X):  Participating PoC server A modifies the IP address and port of the RTP media packet and sends the packet to PoC Server performing the Controlling PoC function X.

7. Talk Burst Idle (from PoC Server performing the Controlling PoC function X to Participating PoC Server A): T3 expires in PoC Server performing the Controlling PoC function X.  Since PoC client A has not sent a Talk Burst Release message, PoC Server performing the Controlling PoC function X declares that there is no talk burst and stops forwarding RTP media packets from PoC client A.  It then sends an RTCP: APP Talk Burst Idle message to all PoC clients in the PoC session, including PoC client A.  Correlation point C corresponds to correlation point C in figure 6.3.3-1.

8. Talk Burst Idle (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC client A.  PoC client A sends a Talk Burst Idle notification to User A.  When PoC client A receives, the Talk Burst Idle message, it stops sending RTP media packets, even though User A is still pressing the PoC button.  

At some later time, User A releases the PoC button.

11.4.7 Talk burst queuing procedure

<normative procedure text>

6.3.6 Talk Burst Control Negotiation

Upon receiving a SIP INVITE message containing a list of Talk Burst Control Protocols and the associated parameters from a PoC Client originating a PoC Session, the PoC Server forwards the list of Talk Arbitration Protocols and the associated parameters to the invited PoC Client for a 1-1 PoC Sessions or the preferred Talk Arbitration Protocol as well as the chosen options/parameters for the Talk Burst Control Protocol type chosen for the SDP associated in case of a 1-to-many PoC Session.

NOTE:
Talk Burst Control protocol interworking is out of scope of this release.

Editor’s note: Extensions to specified messages for Talk Burst Control Negotiation is FFS. As part of the PoC Session Setup signaling the details will be specified in the PoC Control Plane specification. 

11.5 Talk Burst Control protocol messages

The Talk Burst Control protocol (TBCP) is based on the RTCP Application Packets (RTCP: APP), as defined in [RFC3550], but TBCP messages do not conform to the the rules for compound RTCP packets or RTCP packet transmission.  Each TBCP message SHALL be one RTCP: APP packet.  These RTCP: APP packets SHALL not be sent in compound RTCP packets, but more than one TBCP Talk Burst Control message MAY be sent in a single IP packet.  The structure of each TBCP message is defined below.

11.5.1 RTCP: APP message format

The RTCP APP packet is depicted below.  The definition of the fields in the RTCP APP packet is found in [RFC3550].

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P| subtype |   PT=APP=204  |            length             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                           SSRC                                |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name (ASCII)                         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                 application-dependent data                  ...

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+ 

The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.

The 4-byte ASCII string in the RTCP header shall be used to define the set of PoC Talk Burst Control message to be unique with respect to other APP packets that the application might receive. 

For PoC the ASCII name string shall be: PoC1. 

The use of application dependent data is described in the sub-clauses following.

11.5.2 Talk Burst Request message
 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 0 0|   PT=APP=204  |          length=2             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of PoC client requesting permission to send a talk burst |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
The Talk Burst Request message is a request from a PoC client to get permission to send a talk-burst.


No valid application-dependent data is defined for the Talk Burst Request message for this version of PoC. Therefore, the Talk Burst Request message shall only consist of the mandatory 12 bytes of header information and the length field shall be set to two.  

The SSRC field shall carry the SSRC of the PoC client that is requesting permission to send a talk burst.

11.5.3 Talk Burst Granted message
 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 0 1|   PT=APP=204  |          length=2             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|    SSRC of PoC Server performing the Controlling PoC function |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The Talk Burst Granted message is an action from the PoC Server performing the Controlling PoC function to inform the requesting PoC client that it has been granted the permission to send a talk burst.


No valid application-dependent data is defined for Talk Burst Granted message for this version of PoC. Therefore, the Talk Burst Granted message shall only consist of the mandatory 12 bytes of header information and the length field shall be set to two.  

The SSRC field shall carry the SSRC of the PoC Server performing the Controlling PoC function. 

11.5.4 Talk Burst Deny message
 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 1 1|   PT=APP=204  |            length             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Controlling PoC function   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  Reason code  |    Length     |         Reason Phrase         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :

:                                                               :

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The Talk Burst Deny message is sent as an action from the PoC Server performing the Controlling PoC function to the requesting PoC client to inform it that permission to send a talk burst was rejected. 


Application-dependent data for the Talk Burst Deny message includes a reason code possibly followed by a text-string (reason phrase) describing why the request was rejected.  Therefore the length of the packet will vary depending on the size of the application dependent field. 

The SSRC field shall carry the SSRC of the PoC Server performing the Controlling PoC function.

The first 8 bits in the application-dependent data field is used for the reason code.

The length field gives the length of reason phrase in bytes. If the length field is set to 0, there is no reason phrase and the 16 bits after the length field shall be set to zero. 

The Reason Phrase field may contain a text string with additional information. The text string shall use the same encoding as the text strings in the SDES item CNAME (see [RFC3550]): 

11.5.4.1 Reason codes

11.5.4.1.1 Another user has permission

Indicates that another user has permission to send a talk burst.  

The reason code shall be: 1 (decimal value).

11.5.4.1.2 Internal PoC Server performing the Controlling PoC function error 

Indicates that the PoC Server performing the Controlling PoC function cannot grant the talk burst request due to an internal error. 

The reason code shall be: 2 (decimal value).

11.5.4.1.3 Only one participant in the group 

Indicates that the PoC Server performing the Controlling PoC function cannot grant the talk request, because the requesting party is the only participant in the PoC session. 

The reason code shall be: 3 (decimal value).

NOTE:     As a response to the Talk Burst Request message the PoC Server performing the Controlling PoC function may send a Talk Burst Deny (only one participant) message or accept the request by a Talk Burst Granted message and revoke the permission to send a talk burst later, if no additional participants join the call.  In the beginning of the group session, sending the Talk Burst Deny message in the case of only one participant is not always useful.  

11.5.5 Talk Burst Release message
 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 0 0|   PT=APP=204  |          length=3             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|    SSRC of PoC client with permission to send a talk burst    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|sequence number of last packet |        padding                |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+ 
The Talk Burst Release message is sent as an action from the PoC client that has permission to send a talk burst to the PoC Server performing the Controlling PoC function to inform it that the talk burst is completed


The application-dependent data field consists of 4 octets. The first 16 bits is the sequence number of the last RTP-packet in the talk burst. The last 16 bits in the application-dependent data field is padding and are set to zero.

Therefore, the length field shall be set to three.

The SSRC field shall carry the SSRC of the PoC user with permission to send a talk burst.

11.5.6 Talk Burst Idle message
 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 0 1|   PT=APP=204  |          length=2             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Controlling PoC function   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The Talk Burst Idle message is sent as an action from the PoC Server performing the Controlling PoC function to participating PoC clients signaling that no client has permission to send a talk burst.


No valid application-dependent data is defined for Talk Burst Idle for this version of PoC. Therefore, the Talk Burst Idle message shall only consist of the mandatory 12 bytes of header information and the length field shall be set to two.  

The SSRC field shall carry the SSRC of the PoC Server performing the Controlling PoC function.

11.5.7 Talk Burst Taken message
 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 1 0|   PT=APP=204  |           length              |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Controlling PoC function   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|         SDES item CNAME followed by SDES item NAME            |

:                                                               :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The Talk Burst Taken message is sent as an action from the PoC Server performing the Controlling PoC function to inform non-requesting PoC client(s) that someone has been granted permission to send a talk burst.

Using the pre-established session procedure, the Talk Burst Taken message informs the PoC client that it has been invited to a 1-1 PoC session or Ad-hoc PoC group session by another PoC client (i.e. by the PoC client granted permission to send a talk burst).


In the application dependent data, the Talk Burst Taken message shall carry two or three SDES items, namely the CNAME item and the NAME item to identify the PoC client that has been granted permission to send a talk burst and optionally another CNAME item to identify the PoC Group in the case of theTalk Burst Taken message is used to identify that the receiving Poc Client is invited to a PoC session.   Therefore the length of the packet will vary depending on the size and number of the SDES items.

NOTE: 
The second CNAME identifier is needed in the first Talk Burst Taken message in the pre-established session if sent reliably.

The CNAME identifier SHALL carry the URI of the user that has been granted permission to send a talk burst, while the NAME identifier shall carry the display name of the PoC user that has been granted permission to send a talk burst. The second CNAME identifier SHALL carry the URI of the PoC Group. The SDES items and the proper encoding of the URI and the display name are described in [RFC3550]. The second CNAME identifier SHALL be added if needed by the PoC server performing the Participating PoC Function.

The SSRC field shall carry the SSRC of the PoC Server performing the Controlling PoC function.  
11.5.8 Talk Burst Revoke message
 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1  

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 1 0|   PT=APP=204  |          length               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Controlling PoC function   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|           reason code         |    additional information     |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The Talk Burst Revoke messge is sent from the PoC Server performing the Controlling PoC function to the PoC client with permission to send a talk burst to inform it stop sending a talk burst. 

The following bit pattern in the subtype field shall be used for Talk Burst Revoke: 00110.

The application-dependent data field shall carry a reason code for why the PoC Server performing the Controlling PoC function wants the PoC client to stop sending a talk burst. Also additional information can be carried in the message, therefore the length of the packet may vary depending on the reason code.

The SSRC field shall carry the SSRC of the PoC Server performing the Controlling PoC function.

11.5.8.1 Reason codes

The first 16 bits in the application-dependent data field is used for the reason code. Thereafter additional information is added. Depending on the reason code, the number of octets conveying additional information differs.

11.5.8.1.1 Only one user

Indicates that the PoC client is the only PoC client in the session.

The reason code shall be: 1 (decimal value).

No additional information shall be included. Hence, the first 16 bits in the additional information field shall be populated with zeros.

11.5.8.1.2 Talk burst too long

Indicates that the user has talked too long, i.e. the stop-talking timer has expired. 

The reason code shall be: 2 (decimal value).

As additional information the packet carries a retry-after field where the 16 bits in the additional information field is an integer number giving the time in seconds when the PoC client can request permission to send a talk burst again. The timer length should be a few seconds longer than the timer value for the retry-after timer in the PoC Server performing the Controlling PoC function.

Thus, a PoC client that receives a Talk Burst Revoke message with a retry-after field that is non-zero SHOULD NOT try to transmit anything before the time given in the additional information field has expired. Therefore, a retry-after timer in the PoC client is needed.

NOTE:
The retry-after timer functionality in the PoC Server performing the Controlling PoC function and in the PoC client is used to prevent a user to immediately receiving permission to send a talk burst after it has received a Talk Burst Revoke message. 

11.5.8.1.3 No permission to send a talk burst

Indicates that the PoC client does not have permission to send a talk burst even though the PoC client is in the “has permission state” and transmits media. 

Temporary loss of coverage for a PoC client with permission to send a talk burst may result in this case of different states in the PoC client and the PoC Server performing the Controlling PoC function. This happens when the loss of coverage is longer than the timer value of the “End of RTP media timer”.  

If no PoC client has permission to send a talk burst when the PoC client comes back to coverage and transmits speech, the PoC server shall send a Talk Burst Revoke message to the PoC client indicating that the PoC client does not have permission to send a talk burst. If another PoC client has been given permission to send a talk burst when the PoC client comes back to coverage and transmits speech, the PoC Server performing the Controlling PoC function shall send a Talk Burst Revoke message to the PoC client indicating that the PoC client does not have permission to send a talk burst. 

The reason code shall be: 3 (decimal value).

No additional information shall be included. Hence, the first 16 bits in the additional information field shall be populated with zeros.

11.5.9 Subtype bit pattern reserved for future use

The bit patterns representing 7 to 31 in decimal values (00111 through 11111) in the subtype field is reserved for future use.

12. Media control

<intro>

12.1 Quality feed back

<example flow>

12.1.1 Procedures at the PoC Client

<normative text>

12.1.2 Procedures at the PoC Server performing the Participating PoC function

<normative text>

12.1.3 Procedures at the PoC Server performing the Controlling PoC function

<normative text>

12.2 User plane adaptation

<example flow>

Editor’s note: This function is under discussion and this chapter may be removed.

12.2.1 Procedures at the PoC Client

<normative text>

12.2.2 Procedures at the PoC Server performing the Participating PoC function

<normative text>

12.2.3 Procedures at the PoC Server performing the Controlling PoC function

<normative text>

12.3 Simultaneous PoC sessions

12.3.1 Procedures at the PoC Client

If the PoC Client supports simultaneous PoC sessions the following SHALL apply:

The PoC Client SHALL receive the media of any simultaneous PoC sessions sent by the PoC server.

The PoC Client SHALL receive the Talk Burst Control messages of any of the simultaneous PoC sessions sent by the PoC Server.

NOTE:
The Talk Burst Control messages of other PoC sessions, than the one being listened to, don’t cause any state changes in the Poc Client.

The received Talk Burst Control messages SHOULD be indicated to the PoC user.

PoC Client SHOULD be able to send media to any of the simultaneous PoC sessions according to the PoC user selection.

When changing reception from one PoC session to another the PoC Client SHALL release the talk burst if requested, granted or queued.  

12.3.2 Procedures at the PoC Server performing the Participating PoC function

If the PoC Server performing the Participating PoC Function supports simultaneous PoC sessions the following SHALL apply:
When there is media in more than one PoC session in which the PoC Client is a PoC participant at the same time, the participating PoC function of the home PoC server SHALL filter the talk bursts so that the user hears a single conversation.

When PoC Client participates simultaneous PoC sessions and there are media activity in several PoC sessions, the PoC server performing the Participating Function SHALL select the PoC session to forward the media to the PoC Client according to principles, in the order presented below:

1. select the PoC session where the user is locked

2. select the primary PoC session

3. select the PoC session where the PoC Client has transmitted within the inactivity period (in order to maintain a conversation)

4. select the PoC session which starts first

5. select among the on-going PoC sessions according to the PoC server local policy. 

When started to forward talk bursts of one PoC session to the PoC Client the PoC server performing the Participating PoC Function SHALL continue forwarding talk burst of this same PoC session until any of the following happens:

· PoC session is closed

· PoC session is put on hold

· Higher priority PoC session is activated

· User locks himself to another PoC session

· Inactivity timeout occurs (see 9.x.x Timer xxx)

Editor’s note:  The timer shall be defined. 

The PoC server performing the Participating PoC Function SHOULD forward the Talk Burst Control messages of all PoC sessions from the PoC Server(s) performing the Controlling PoC Function to PoC Client.

The PoC server performing the Participating PoC Function MAY send a RTCP SR message to the PoC Client concerning the PoC session, which was interrupted due to activity in another PoC session.  The PoC server MAY modify the RTCP RR and SR messages sent between the PoC Client and the PoC server performing the Controlling PoC Function to improve the accuracy of the quality feedback in the case of interrupted talk burst.  

In the case of changing from one PoC session to another and starting to transfer media during an on-going talk burst the PoC server performing the Participating PoC Function MAY send a Talk Burst Taken message prior to the first RTP packet being sent to thePoC Client.

12.3.3 Procedures at the PoC Server performing the Controlling PoC function

Not applicable.

13. Talker identification

This chapter describes the procedures to provide talker identification.

Talker identification is the process of conveying the PoC Address and the display name from the PoC Server performing the Controlling PoC function to the PoC Client. The PoC Address conveyed may either be the address of the PoC user or an anonymous PoC Address, if the PoC participant chooses to be anonymous.

13.1 Talker Identification information in the PoC Server performing the Controlling PoC function

This section describes the procedure for the PoC Server to collect the information about talker identification. 

The PoC Address and display name of the PoC participants engaged in the PoC session are collected by the PoC Server in the process of establishing the SIP sessions with the PoC Clients, including the initiator PoC Address and display name, which was received in the initial SIP INVITE request.  

The PoC Server SHALL keep a list of all PoC participants’ PoC Addresses and display names. 

The PoC Server SHALL include the PoC Address and display name of the PoC participant who has been permitted to send a talk burst in the Talk Burst taken message.  

The PoC Server SHALL record the SSRC identifier of the RTP stream of the PoC Clients in the PoC session and associate the SSRC identifier to the identities of the PoC participants. The SSRC identifier becomes known to the PoC Server when:  

· It receives RTP media from the PoC Client, 

· It receives a RTCP compound packet from the PoC Client,  

The PoC Server SHALL preserve the SSRC identifier, of the PoC Client that are sending the talk burst, in the RTP media packets sent to the PoC Clients that are receiving the talk burst. This allows the PoC Clients to use the SSRC identifier to identify the PoC participant sending the talk burst in the case when the Talk Burst taken message is lost. 

13.2 Talker identification information in the PoC Client

This section describes the procedure in the PoC Client for identifying the talking PoC participant. 

The PoC Client SHALL receive the PoC Address and display name of the PoC participant that who has been permitted to send a talk burst in the Talk Burst taken message and it MAY display this information to the PoC participant. 

The PoC Client MAY collect information about the other PoC participants, their identities and the SSRC identifiers used by their PoC Clients in the PoC session in order to be able to map a RTP media packet in case the Talk Burst taken message is lost.

If the PoC Client collects information about the other PoC participants, it SHOULD keep itself updated with the information provided by the PoC Server performing the Controlling PoC function.  It should for instance store the latest mapping between the PoC participants PoC Address, the display name and SSRC identifier.

13.3 Talker Identification flow

This section contains an example flow that describes the talker identification procedure.  
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NOTE:
The signaling flow may be repeated for each participant in the PoC session.
Figure 6: Identifying talking PoC participant in the PoC Client.

1. The PoC Server sends a Talk Burst taken message. This indication includes the PoC Address (in the case the sender don’t want to be anonymous) and the display name of the PoC participant that has been permitted to send a talk burst.
2. If the PoC Client has no mapping between the received PoC Address, the display name and the SSRC identifier of the received RTP media, or the PoC Client discover that the SSRC identifier of the PoC Client that transmits RTP media has changed, the PoC Client can store the mapping between the received PoC Address, display name and the SSRC identifier.


14. Timers

Editor’s note: This section shall include a description of each timer used in the document.

14.1 Timers in the PoC Server performing the Controlling PoC function

14.1.1 End of RTP media timer (T1)

14.1.1.1 Timer definition: 

The ‘end of RTP media timer’ (T1) is used to detect that RTP media is no longer flowing from the permitted PoC client.  When T1 expires, it shall be treated as if a Talk Burst Idle message was received.

14.1.1.2 Timer usage: 


T1 shall start when the PoC Server transmits the Talk Burst Granted message to the PoC client that is given permission to send a talk burst. If the Talk Burst Request message is re-transmitted from the PoC client that has permission to send a talk burst, a new Talk Burst Granted message shall be sent and then T1 shall be reset and started again. 

T1 shall be reset and started again every time a RTP packet from the PoC client that has permission to send a talk burst reaches the PoC Server performing the Controlling PoC function. 

When T1 expires it shall be concluded that the talk burst, which it was started for, has completed and that the state of the Talk Burst Control in the PoC Server can be set to no talk burst.

T1 is reset and stopped when the last RTP packet in the talk burst is received in the PoC server.

14.1.1.3 Value ranges:

A suitable timeout time for T1 may be in the interval of 3 to 5 seconds.  But the maximum value for T1 shall not be longer than 6 seconds.

14.1.1.4 Dependencies:

Editor’s note:
Any dependencies between timers etc. needs to be added.

14.1.1.5 Configurability:

The T1 value shall be configurable by the operator. 

14.1.2 Stop talking timer (T2)

14.1.2.1 Timer definition: 

The stop talking timer(T2) measures the length of a talk burst and  is used to limit the duration of a talk burst.  When T2 expires, a Talk Burst Revoke message shall be sent to the permitted PoC client.

14.1.2.2 Timer usage: 

It shall start when the PoC Server detects the start of a talk burst and shall be reset when the PoC Server detects the completion of a talk burst. When T2 expires it shall be concluded that the PoC client that has permission to send a talk burst has talked too long and the PoC Server shall transmit a Talk Burst Revoke message to the PoC client.

When T2 expires, the PoC Server shall send a Talk Burst Revoke message but carry on sending the RTP media from the PoC client during a grace period (i.e. until the ‘stop talking grace timer’ has expired), and thereafter stop to transmit the RTP media from the transmitting PoC client to the other PoC clients(s) in the PoC session. 

When T2 expires and the grace period has ended, the PoC Server shall send a Talk Burst Idle message to the others PoC clients(s) in the PoC session, to signal that the talk burst has ended and that another PoC client can request for permission to talk. 

14.1.2.3 Value ranges:

Editor’s note:
The stop talking timer values section needs to be added.

14.1.2.4 Dependencies:

Editor’s note:
Any dependencies between timers etc. needs to be added.

14.1.2.5 Configurability:

The T2 value should be configurable by the operator.  The T2 timer setting may be implemented in such way that it is different for different users (depending on the subscription).

14.1.3 Stop talking grace timer (T3)

14.1.3.1 Timer definition: 

The ‘stop talking grace timer’ (T3) allows the PoC client time to respond to a Talk Burst Revoke message before the PoC server stops forwarding media to the other PoC clients in the call.  When T3 expires, the PoC server SHALL move to the ‘G: TB_Idle’ state and send a Talk Burst Idle message to the other PoC clients in the PoC session.

14.1.3.2 Timer usage: 


When the PoC Server has sent a Talk Burst Revoke message to the PoC client that has permission to send a talk burst, the PoC Server shall carry on sending the RTP media from the PoC client during a grace period. T3 shall be stopped when receiving a Talk Burst Idle message from the PoC client.  When T3 has expired, the PoC Server shall change to ‘G: TB_Idle’ state to and send a Talk Burst Idle message to all PoC clients in the PoC session.

14.1.3.3 Value ranges:

The typical value of T3 should be rather short in the range of 2-3 seconds.

14.1.3.4 Dependencies:

Editor’s note:
Any dependencies between timers etc. needs to be added.

14.1.3.5 Configurability:

The T3 value should be configurable by the operator.
14.1.4 Inactivity timer (T4)

14.1.4.1 Timer definition: 

The ‘inactivity timer’ (T4) is started when the PoC server goes to the ‘G: TB_Idle’ state.  If no talk burst request is received before T4 expires, the PoC session is torn down. 

14.1.4.2 Timer usage: 

T4 shall start when the PoC Server decides that a talk burst is complete, e.g. when receiving a Talk Burst Idle message or when the ‘end of RTP media’ timer expires. T4 shall stop and be reset when receiving a talk burst request message or RTP media.

If T4 expires, the PoC Server shall terminate the PoC session.   

The value of the ‘inactivity timer’ shall be configurable by the operator.  

14.1.4.3 Value ranges: 

It may be different for different types of talk sessions (i.e. the on demand session type and the pre-established session type) or based on configuration of a particular talk group.  A typical value for T4 may be 30 seconds

14.1.4.4 Dependencies:

Editor’s note:
Any dependencies between timers etc. needs to be added.

14.1.4.5 Configurability:

The T4 value should be configurable by the operator.

14.1.5 Sender report timer (T5)

14.1.5.1 Timer definition: 

The ‘sender report timer’ (T5) is started when the PoC server goes to the ‘G: TB_Idle’ state.  If no sender report is received before T5 expires, then the PoC server assumes the SR from the previously permitted PoC client has been lost. 
14.1.5.2 Timer usage: 


T5 shall be started when the talk burst ends. T5 shall be stopped and reset when receiving a SR report from the PoC client that started T5. When T5 expires the PoC Server shall conclude that the SR report it was started for is lost. The action taken by the PoC Server when this timer expires is implementation specific. 

The value of the ‘sender report timer’ should be configurable by the operator.  

14.1.5.3 Value ranges:

Editor’s note:
The SR timer values section needs to be added.

14.1.5.4 Dependencies:

Editor’s note:
Any dependencies between timers etc. needs to be added.

14.1.5.5 Configurability:

The T5 value should be configurable by the operator.

14.1.6 Receiver report timer (T6)

14.1.6.1 Timer definition: 

The ‘receiver report timer’ (T6) is started when an SR packet is sent to a PoC client.  If no receiver report is received before T6 expires, then the PoC server assumes the RR from the PoC client has been lost.
14.1.6.2 Timer usage: 

T6 is an optional timer.


T6 is started when the PoC Server transmits the RTCP SR packet. T6 shall be stopped and reset when receiving a RR packet from the PoC client that started T6. When T6 expires the PoC Server shall conclude that the RR packet it was started for is lost. The action taken by the PoC Server when this timer expires is implementation specific. 

NOTE:
If a PoC does not send a RR packet it may be because of fraud (if the RTCP RR is used for charging).

The value of the ‘receiver report timer’ should be configurable by the operator.  

14.1.6.3 Value ranges:

Editor’s note:
The RR timer values section needs to be added.

14.1.6.4 Dependencies:

Editor’s note:
Any dependencies between timers etc. needs to be added.

14.1.6.5 Configurability:

The T6 value should be configurable by the operator.

14.1.7 Talk Burst Idle timer (T7)

14.1.7.1 Timer definition: 

The ‘Talk Burst idle’ timer’ is started when a Talk Burst Idle message is sent to the PoC clients.  If no talk burst request is received before T7 expires, then the PoC server will retransmit theTalk Burst Idle message.

14.1.7.2 Timer usage: 


T7 shall be started when the PoC Server sends the first Talk Burst Idle message to the PoC clients in the PoC session. When T7 expires the PoC Server shall send another Talk Burst Idle message to the PoC clients and T7 shall be reset and started again. 

T7 shall be stopped and reset when the PoC Server detects a talk burst request message or start of a talk burst, T7 is also stopped when the ‘inactivity timer’ expires (i.e., the PoC session is terminated).

14.1.7.3 Value ranges:

It is strongly recommended that T7 use exponential back off in order to save resources over the air as well as in the terminal.

One alternative is to use the Fibonacci number series.
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Here, the proposal is to use the Fibonacci numbers from n=1 to n=11 as the time until the next Talk Burst Idle message is sent.  This means that the time interval between the Talk Burst Idle messages will be: 1, 1, 2, 3, 5, 8, 13, 21, 34, 55, 89 seconds.   If the PoC session still is running after the time series above has passed, it is recommended that Talk Burst Idle message be transmitted every 89 second until the PoC Server performing detects a talk burst request or start of a talk burst.

T7 shall only permit a certain number of retransmissions of the Talk Burst Idle message in the case the PoC session is kept active longer than sending the Talk Burst Idle messages.  The value range for the number of retransmissions is 1 … 100, with a default value of 9. 

14.1.7.4 Dependencies:

Editor’s note:
Any dependencies between timers etc. needs to be added.

14.1.7.5 Configurability:

The T7 value should be configurable by the operator.

14.1.8 Talk Burst Revoke timer (T8)

14.1.8.1 Timer definition: 

The ‘Talk Burst Revoke timer’ (T8) is started when the Talk Burst Revoke message is sent to a PoC client.  If no Talk Burst Release message is received and the stop talking grace timer has not expired before T8 expires, then the PoC server will retransmit the Talk Burst Revoke message.

14.1.8.2 Timer usage: 


T8 shall be started when the ‘stop-talking timer’ expires (and the PoC Server transmits the Talk Burst Revoke message to the PoC client). When T8 expires the PoC Server shall send another Talk Burst Revoke message to the PoC client and T8 shall be reset and started again. 

14.1.8.3 Value ranges:

A typical timer value may be in the interval of 0.5 to 2 seconds.

The ‘Talk Burst Revoke timer’ shall only permit a certain number of retransmissions of the Talk Burst Revoke message. The value range for the counter is 1 … 10.  The default value is 3 and shall be configurable.

14.1.8.4 Dependencies:

Editor’s note:
Any dependencies between timers etc. needs to be added.

14.1.8.5 Configurability:

The T8 value should be configurable by the operator.

14.1.9 Retry-after timer (T9) 

14.1.9.1 Timer definition: 

The ‘retry after timer’ (T9) is started when permission to send a talk burst has been revoked for a PoC client.  Until T9 expires, the PoC client is not permitted to request for the permission to talk and all Talk Burst Request messages will be rejected.

14.1.9.2 Timer usage: 


T9 shall be started when the ‘stop-talking timer’ expires (and the PoC Server sends a Talk Burst Revoke message to the PoC client that has permission to send a talk burst). When T9 expires the PoC Server shall permit the PoC client to have permission to send a talk burst if the PoC client sends a Talk Burst Request message.  Hence, during the time-out period the PoC client will not be given permission to send a talk burst and all Talk Burst Request messages should be answered with Talk Burst Deny messages.

NOTE:
To be able to show on the terminal that the user is not permitted to request sending a talk burst for a certain time period, this timer value should be sent in the Talk Burst Revoke message and utilize the PoC client should use the ‘PoC client retry after timer’ for this purpose.
14.1.9.3 Value ranges:

A typical value for T9 may be in the interval of 5 to 30 seconds.

14.1.9.4 Dependencies:

Editor’s note:
Any dependencies between timers etc. needs to be added.

14.1.9.5 Configurability:

The T9 value should be configurable by the operator.

14.2 Timers in the PoC Client

14.2.1 Talk Burst Release timer (T10)

14.2.1.1 Timer definition: 

The ‘Talk Burst Release timer’ (T10) is used to provide reliability for the Talk Burst Release message.
 The ‘Talk Burst Idle timer’ is started when a Talk Burst Release message is sent to the PoC Server.  If no response (e.g., a Talk Burst Idle message, a Talk Burst Taken message or RTP media) is received before T10 expires, then the PoC Client will conclude that either the Talk Burst Release message or the response was lost.

14.2.1.2 Timer usage: 

T10 shall be started when the PoC client sends a Talk Burst Release message. When T10 expires, a new Talk Burst Release message SHALL be sent and T10 SHALL be reset and started again. 

T10 SHALL be stopped and reset when the PoC Client receives a Talk Burst Idle message or when the PoC Client detects the start of a talk burst.

14.2.1.3 Value ranges:

The value of T10 SHALL be implementation specific with an upper limit of 6 seconds.  

14.2.1.4 Dependencies:

The ‘End of RTP media timer’ (T1) that resides in the PoC Server has a maximum timer value of 6 seconds. When that timer expires, the PoC Server will go to the ‘G: TB_Idle’ state and there is no need to try to retransmit Talk Burst Release messages. Therefore, if the operator wants to support retransmission of lost Talk Burst Release messages T10 SHALL have a timer value less than T1.

14.2.1.5 Configurability:

The T10 value SHOULD be configurable by the operator.

14.2.2 Talk Burst Request timer (T11)

14.2.2.1 Timer definition: 

The ‘Talk Burst Request timer’ (T11) is used to provide reliability for the Talk Burst Request procedures. The ‘Talk Burst Request timer’ is started when the PoC Client sends a SIP message to initiate a PoC session or when a Talk Burst Request is sent to the PoC Server.  If no response (a Talk Burst Granted message, a Talk Burst Deny message, a Talk Burst Taken message or RTP media) is received before T11 expires, then the PoC Client will send a new Talk Burst Request message.

14.2.2.2 Timer usage: 

T11 SHALL be started when the PoC Client initiates the PoC Session and sends a SIP message that serves as an implicit Talk Burst Request message. T11 SHALL be started when the PoC Client sends a Talk Burst Request message.

When T11 expires, a new Talk Burst Request message SHALL be sent and T11 SHALL be reset and started again. 

T11 SHALL be stopped and reset when the PoC Client receives a Talk Burst Granted message, a Talk Burst Taken message, a Talk Burst Deny message or when the PoC Client detects the start of a talk burst from another PoC Client.

14.2.2.3 Value ranges:

The value of T11 SHALL be implementation specific. T11 SHALL only permit a certain number of retransmissions of the Talk Burst Request message before the PoC Client SHALL conclude that the Talk Burst Request message response has timed out.

NOTE 1:
When a Talk Burst Request message response has timed out, the PoC user should be given the talk reject notification as if the Talk Burst Request message has been rejected

NOTE 2:
The value of T11 should be low, maybe ~1 second (or even as low as 0.5 seconds). After having retransmitted Talk Burst Request messages for ~6 seconds the PoC client should conclude that the talk burst request has timed out and the user has to press the PoC button again to request permission to send a talk burst.  

14.2.2.4 Dependencies:

Editor’s note:
Any dependencies between timers etc. needs to be added.

14.2.2.5 Configurability:

The T11 value should be configurable by the operator.

14.2.3 PoC Client retry-after timer (T12)

14.2.3.1 Timer definition: 

The PoC Client retry-after timer (T12) is used to stop a PoC user to request the permission to send a talk burst while the PoC Client is in the ‘U: waiting TB_Revoke’ state. This timer is started when the PoC client has received a Talk Burst Revoke message.  Until T12 expires, the PoC Client should disable the possibility to send a Talk Burst Request message to the PoC Server. 
14.2.3.2 Timer usage: 

If the retry-after field in the Talk Burst Revoke message is non-zero, the PoC Client SHALL NOT send a Talk Burst Request message for the number of seconds provided in the field.

The value given in the retry-after field SHOULD be equal to the timer value of the ‘retry-after timer’ (T9) in the PoC Server performing the Controlling PoC function. 

14.2.3.3 Value ranges:

The value SHOULD be as specified in the retry-after field of the received Talk Burst Revoke message.

14.2.3.4 Dependencies:

T12 is dependent on the value of the retry-after field of the received Talk Burst Revoke message.

14.2.3.5 Configurability:

T12 MAY be configured directly, but SHOULD be dependent on the value of T9.

14.2.4 PoC Client end of RTP media timer (T13)

14.2.4.1 Timer definition: 

The ‘PoC Client end of RTP media timer’ (T13) may be used to detect that RTP media is no longer flowing to the PoC Client.  The expiry of T13 may trigger the same mechanisms as the reception of a Talk Burst Release message.
14.2.4.2 Timer usage: 

T13 MAY be implemented in the PoC Client. If T13 is implemented the text below SHALL apply. 

T13 SHALL start when the PoC Client receives a Talk Burst Taken message or when the PoC Client detects the start of a talk burst from another PoC Client. 

T13 SHALL be reset and started again every time RTP media reaches the PoC Client. 

When T13 expires it SHALL be concluded that the talk burst, which it was started for, has completed and that the PoC Server is now in the ‘G: TB_Idle’ state.

T13 SHALL be reset and stopped when the last RTP media is received from the PoC server.

14.2.4.3 Value ranges:

The T13 length SHOULD be longer than the ‘end of RTP media timer’ setting in the PoC Server.
14.2.4.4 Dependencies:

Editor’s note:
Any dependencies between timers etc. needs to be added.

14.2.4.5 Configurability:

The T13 value SHOULD be configurable by the operator.
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