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1 Reason for Change

In the Hawaii meeting the architecture was changed to have an Aggregation Proxy as defined in OMA-PAG-2004-0422-PAG-POC-GM-Direction. The following is a repeat of the text agreed around the definition of the Aggregation Proxy:

The Aggregation Proxy acts as the contact point for the XDMC.   The following function has been agreed to:
· The Aggregation Proxy acts as a single point of contact and distributes incoming requests to the appropriate XDMSs

The following functions have been proposed to be considered by the PAG group subject to receiving relevant contributions.
· Ensures Transaction Modification integrity for simultaneous changes to multiple documents across multiple XDMS

· Enables Single Subscription to changes to multiple documents stored across multiple XDMS

· Provides Aggregation of Notifications of changes to multiple documents stored across multiple XDMS

Note 1:  In case this functionality cannot be specified within the currently planned timeframe for PAG/POC, then the Aggregation Proxy will only act as a single point of contact that will distribute incoming requests to the appropriate XDMSs.

Note 2:  Another function that potentially maybe be performed by the Aggregation Proxy is  authentication of the XDMC.  PAG is not currently in agreement as to whether this is appropriate or not.
This contribution recommends that the functions of the Aggregation Proxy is defined in relation to HTTP document resource management and is kept to a similar level as provided by CSCF for SIP, i.e:

· Provide a common XCAP root URI (read domain name) for pre-configuration in XDMC.

· Provide a common TCP session for XDMC to manipulate documents across a distributed set of XDMSs.

· Route individual XCAP requests to the correct XDMS based on document selector component of URI.

· Provide single sign-on authentication to distributed set of XDMSs.

· Optionally perform charging for document transactions.

· Optionally perform XML compression of documents over the radio interface.

In particular, it is proposed to avoid the notion of a single document view capability in the Aggregation Proxy for multiple documents residing on multiple XDMSs. Even though beneficial for the XDMC, such a requirement would mean that the Aggregation Proxy with rollback capabilities is required to maintain etag referential integrity across all XDMSs and XDMCs and understand the associated application usages of all specific services defined in OMA now and in the future. This would create a more severe bottleneck to the overall system than having one GM Server unfortunately.

Instead, it is proposed to expand the application usage of service-specific XDMSs in order to avoid the requirement for transactions for the most common use cases. As concluded by OMA PAG, the Shared XDMS needs to be kept to a minimal level in terms of application usage in order to scale to a large set of users (read similar to DNS or HSS). This means that important GM tasks in PoC like pre-translating a Tel URI to a SIP URI will likely not be added as application usage to the Shared XDMS. This function will instead need to be performed by a service-specific XDMS, such as the PoC XDMS, at the time of adding a user. The service-specific XDMS schema, therefore, needs to encompass the basic schema of the Shared XDMS in order to allow it to update the Shared XDMS on behalf of the user. Other service-specific XDMSs (that subscribe to the same resource list) will accordingly be notified by the Shared XDMS of the change and then can apply default application usage, e.g. adding the user also to the accept list. As a result, the Shared XDMS primarily functions as the common storage and distribution point of changes to buddy lists (and other resource lists). 

Similar default application usage will be required in the service-specific XDMSs for the combination of deleting a user from both the buddy and access list, even if only triggered by the deletion of the user in the buddy list. In this case, the UE XDMC may invoke the delete directly on the Shared XDMS and rely on the default action of deleting the user on access lists (as mandated by the application usage in each service-specific XDMS and triggered by the notification from the Shared XDMS of the delete in the buddy list). 

To summarize, after having walked through some common use cases for Presence and PoC, we have concluded that the transaction requirement can be solved using default application usage in the service-specific XDMSs. The decision as to whether the UE XDMC decides to make an update of the buddy list directly to the Shared XDMS or via a service-specific XDMS is dependent on application usage and performance requirements associated to the complete desired action.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

That the following changes be agreed into the PAG GM AD.

6 Detailed Change Proposal

7.1 Group Management Functional Entities
7.1.1 XML Document Management Client

7.1.2 Aggregation Proxy

The Aggregation Proxy provides a common point of contact for the UE XDMC to both Shared and service-specific (PoC and Presence) XDMSs. More particularly it:

· Provides a common XCAP root URI (read domain name) for pre-configuration in XDMC

· Provides a common TCP session for XDMC to manipulate documents across a distributed set of XDMSs

· Routes individual XCAP requests to the correct XDMS based on document selector component of URI

· Provides single sign-on authentication to distributed set of XDMSs

· Optionally performs charging for document transactions

· Optionally performs XML compression of documents over the radio interface
7.1.3 XML Document Management Administration 

7.1.4 Shared XML Document Management Server 

7.2 Enabler-specific Functional Entities

7.2.1 PoC XML Document Management Server

7.2.3 Presence XML Document Management Server 

7.3 External Entities Providing Services to Group Management

7.3.1
SIP/IP Core

The SIP/IP core network includes a number of SIP proxies and SIP registrars.  The SIP/IP Core network performs the following functions that are needed in support of the GM Service:

· Routes the SIP signaling between the XDM Client and the XDM servers

· Provides discovery and address resolution services

· Supports SIP compression

· Performs authentication and authorization of the XDM Client based on user’s service profile

· Maintains the registration state 

· Provides charging information

Editor’s note: Need to verify if discovery, authentication/authorization, and charging are performed by the SIP/IP Core

In the context of 3GPP or 3GPP2 networks, the OMA XDM servers SHALL utilize the capabilities of IMS as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively. 

7.4 Description of Reference Points

7.4.1
Reference Point GM-1: XDM Client – SIP/IP Core

The GM-1 reference point supports the communication between the XDM Client and the SIP/IP Core network. The protocol for the GM-1 reference point is SIP. 

The GM-1 reference point SHALL support the following:

· Provides discovery and address resolution services 

· Provides SIP compression

· Provides XDM Client registration

· Subscription to the modification of XML documents

· Notification of the modification of XML documents

When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, the GM-1 reference point SHALL conform with the Gm reference point [3GPP TS 23.002, 3GPP2 X.P0013-000].

7.4.2
Reference Point GM-2: Shared XDMS – SIP/IP-Core

The GM-2 reference point supports the communication between the Shared XDMS and the SIP/IP Core.  The protocol for the GM-2 reference point is SIP.
The GM-2 reference point SHALL provide the following functions:

· Subscription to the modification of shared XML documents.

· Notification of the modification of shared XML documents.

7.4.3
Reference Point GM-3: XDM Client – Aggregation Proxy

The GM-3 reference point is between the XDM Client and the Aggregation Proxy. The protocol for the GM-3 reference point is XCAP.  

The GM-3 reference point SHALL provide the following functions:

· XML document management (e.g. create, modify, retrieve, delete)
When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, then the GM-3 reference point SHALL conform to the Ut reference point [3GPP TS 23.002].

7.4.4
Reference Point GM-4: Aggregation Proxy – XDM Administration

The GM-4 reference point is between the Aggregation Proxy and the XDM Administration entity. This entity can act on behalf of end users and administrators subject to service providers access contol policies. Access may be provided via the intranet, internet or corporate networks. The GM-4 reference point SHALL provide the following functions:

· Single sign-on authentication to distributed set of XDMSs 
· XML document management (e.g. create, modify, retrieve, delete)
· Optional XML compression of documents over radio interface
Editor’s Note: Security Issues on the GM-4 reference point need to be addressed.

7.4.5
Reference Point GM-5: Shared XDMS – Presence Server

The GM-5 reference point supports the communication between the Shared XDMS and the Presence Server.  

The GM-5 reference point SHALL support the following:

· Transfer of Contact Lists to the Presence Server
7.4.6
Reference Point GM-6: Shared XDMS – OMA IM Service Enabler

Editor’s note: A contribution is expected from the MWG to fill in this subclause. If no contribution is received then this refernce point will be removed from phase 1.

7.4.7
Reference Point GM-7: Shared XDMS – PoC Server

The GM-7 reference point supports the communication between the Shared XDMS and the PoC server.  

The GM-7 reference point SHALL provide the following functions:

· Transfer of Contact Lists to the PoC Server

7.4.8
Reference Point GM-8: PoC XDMS – SIP/IP-Core

The GM-8 reference point supports the communication between the PoC XDMS and the SIP/IP Core.  The protocol for the GM-8 reference point is SIP.
The GM-8 reference point SHALL provide the following functions:

· Subscription to the modification of PoC-specific XML documents.

· Notification of the modification of PoC-specific XML documents.

7.4.9
Reference Point GM-9: Presence XDMS – SIP/IP-Core

The GM-9 reference point supports the communication between the Presence XDMS and the SIP/IP Core.  The protocol for the GM-9 reference point is SIP.
The GM-9 reference point SHALL provide the following functions:

· Subscription to the modification of Presence-specific XML documents.

· Notification of the modification of Presence-specific XML documents.

7.4.10
Reference Point GM-10: Aggregation Proxy – Shared XDMS

The GM-10 reference point is between the Aggregation Proxy and the Shared XDMS. The protocol for the GM-10 reference point is XCAP.  

The GM-10 reference point SHALL provide the following functions:

· Shared XML document management (e.g. create, modify, retrieve, delete)
7.4.11
Reference Point GM-11: Aggregation Proxy – PoC XDMS

The GM-11 reference point is between the Aggregation Proxy and the PoC XDMS. The protocol for the GM-11 reference point is XCAP.  

The GM-11 reference point SHALL provide the following functions:

· PoC-specific XML document management (e.g. create, modify, retrieve, delete)
7.4.12
Reference Point GM-12: Aggregation Proxy – Presence XDMS

The GM-12 reference point is between the Aggregation Proxy and the Presence XDMS. The protocol for the GM-12 reference point is XCAP.  

The GM-12 reference point SHALL provide the following functions:

· Presence-specific XML document management (e.g. create, modify, retrieve, delete)
7.4.13
Reference Point GM-13: Presence Server – Presence XDMS

The GM-13 reference point supports the communication between the Presence Server and the Presence XDMS.  

The GM-13 reference point SHALL support the following:

· Transfer of Presence-specific XML documents to the Presence Server
7.4.14
Reference Point GM-14: PoC Server – PoC XDMS

The GM-14 reference point supports the communication between the PoC Server and the PoC XDMS.  

The GM-14 reference point SHALL support the following:

· Transfer of PoC-specific XML documents to the PoC Server

7.4.15
Reference Point GM-15: Shared XDMS – Resource List Server

The GM-15 reference point supports the communication between the Shared XDMS and the Resource List Server (RLS).  

The GM-15 reference point SHALL support the following:

· Transfer of Contact Lists to the RLS
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