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1 Reason for Contribution

The sub-clause 7.2.1.3 contains some editorials, is missing some error codes and is missing a check when receiving the SIP 183 “Session progress” response.

2 Summary of Contribution

This contribution modifies the sub-clause 7.2.1.3 as follows:

· Changes the text in an EN

· Replaces a couple of 4xx wit a correct error code.

· Introduces a check on the P-Alerting-State header

· Editorials according to the 0752r02 agreement.

3 Proposal

7.2.1.3 Pre-arranged PoC Group Session Setup Request

Upon receiving of an initial SIP INVITE request the PoC Server SHALL:

1. check whether the Accept-Contact header including the PoC feature-tag +g.poc.talkburst is included and if it is not included the PoC Server SHALL return a SIP 406 “Not acceptable” response. Otherwise, continue with the rest of the steps;

2. check that the Group Identity in the Request-URI identifying the Pre-arranged PoC Group is hosted at this PoC Server if it is not then perform the actions described in sub-clause 7.5.2 “Conference URI does not exist”;

3. check the presence of the “isfocus” feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL reject the request with a SIP 406 “Not acceptable” response including “isfocus already assigned” text in the Warning header. Otherwise, continue with the rest of the steps;

4. perform the actions to verify the Authenticated Originators PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return the SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

5. if the group does not have already an active PoC session then PoC Server SHALL:
a. invite members of the Pre-arranged PoC group as described in the section 7.2.2.2 “PoC Session Invitation Request”;

b. perform talk burst control procedures according to the user plane specification [OMA-PoC-UP] “Controlling PoC function procedures at PoC session initialization”.

6. if the group  has already an active PoC session then PoC Server:
a. SHALL generate SIP 200 “OK” response;

The SIP 200 “OK” response SHALL include a MIME sdp body with the following information

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in [RFC3605].

iv. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.

b. SHALL perform talk burst control procedures according to the user plane specification [OMA-PoC-UP] “Controlling PoC function procedures at PoC session initialization”.

Upon receiving a SIP 183 “Session Progress” response for the SIP INVITE request as specified in the 7.2.2.2 “PoC Session Invitation Request” the PoC server:

Editor’s note: The auto-answer indication is carried by a P-header.. The exact detailed coding is for further study.
1. Check if the P-Alerting-State header with the value “Auto” is included in the SIP 183 “Session progress” response and if that is the case continue with the rest of the steps. Otherwise do nothing.
2. SHALL generate a SIP 200 “OK” response and continue with the rest of the steps if unconfirmed mode is supported by the PoC server and  the final response is not yet sent to the inviting PoC client, otherwise do not proceed with the rest of the steps;

b. The SIP 200 “OK” response SHALL include a MIME sdp body with the following information:

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in [RFC3605].

iv. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.

Editor’s note: It is FFS how the Talk Burst Granted TBCP message can be optionally carried in the 200 OK message.

2. SHALL send the SIP 200 “OK” response towards the inviting PoC client;

3. SHALL interact with user-plane as described in [OMA-POC-UP] “Controlling PoC function procedures at PoC session initialization”.

Upon receiving a SIP 180 “Ringing” response as specified in the 7.2.2.2 “PoC Session Invitation Request” the PoC server SHALL send the SIP 180 “Ringing” response towards the inviting PoC client if it is the first SIP 180 “Ringing” response and no final response has been sent to the inviting PoC client.

Upon receiving SIP 200 “OK” response for the INVITE request as specified in the 7.2.2.2 “PoC Session Invitation Request” the PoC server

1. SHALL generate SIP 200 “OK” response and continue with the rest of the steps if the final response is not yet sent to the inviting PoC client otherwise do not proceed with the rest of the steps;

a. The SIP 200 “OK” response SHALL include a MIME sdp body with the following information:

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in [RFC3605].

iv. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.

Editor’s note: It is FFS how the Talk Burst Granted TBCP  message can be optionally carried in the 200 OK message.

2. SHALL interact with user-plane as described in [OMA-POC-UP] “Controlling PoC function procedures at PoC session initialization”.

Upon receiving final reject response (4XX, 5XX or 6XX) the PoC server SHALL
1. send the final SIP reject response towards the inviting PoC Client, if final SIP reject response was received from all the invited PoC clients and final SIP response is not yet sent. 

Editor’s note: The reject response code used by the PoC server when all invited users reject the invitation is FFS. 

2. remove inviting PoC client from the PoC session as described in section 7.2.2.4 “Remove PoC Participant from PoC Session”, if final SIP reject response was received from all the invited PoC clients and final SIP response is already sent.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed text in chapter 3 is included in the next version of the CP document. 
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