[image: image22.jpg]«“+OMa

Open Mobile Alliance




Fehler! Kein Text mit angegebener Formatvorlage im Dokument.
Page 48  V(50)


*** Change according to the review comment 002 *** (chapter 3.2)

3.2 Definitions

For the purposes of the PoC specifications, the following terms and definitions apply.

	1-1 PoC Session
	A feature to establish a PoC Session with another PoC User

	1-many-1 Session
	A PoC Group Session for a Pre-arranged PoC Group in which one participant is a Distinguished Participant and each other participant is an Ordinary Participant.

	Access Control
	Each PoC User can define rules that describe who is allowed to contact him using the PoC Service. The PoC Server implements the access control policy according to these defined rules

	
	

	Active PoC Session
	One of the Simultaneous Sessions established for a particular PoC User that has both TBCP Messages and RTP media packets relayed by the PoC Server performing the Participating PoC function between the PoC Client and the PoC Server performing the Controlling PoC function.

	Ad-hoc PoC Group
	A feature enabling a PoC User to establish a PoC Session with multiple PoC Users without first creating  a PoC Group

	Answer Mode
	The current Answer Mode setting preference of the PoC User.

	Answer Mode Indication
	A service attribute that indicates the current Answer Mode setting of the PoC Client.

	Application Server
	In the 3GPP IMS an Application Server is a functional entity that implements service logic for IMS sessions. When the SIP/IP core used for PoC is 3GPP IMS the PoC Server implements Application Server functionality.

	Authenticated Originator's PoC Address
	The PoC Address of the originating PoC Client that has been authenticated by the SIP/IP core

	Automatic Answer Mode
	A mode of operation where the PoC Client accepts the PoC Session invitations immediately and plays out the media as soon as it is received without requiring the intervention of the invited PoC User

	Chat PoC Group
	A persistent Group for which each Group member individually joins the PoC Session

	Chat PoC Group Session
	A PoC Session established for a Chat PoC Group

	Conference-factory-URI
	Provisioned SIP URI for the PoC service in the Home PoC Network.

	Confirmed Indication
	The Confirmed Indication is returned by the PoC Server to confirm that it and all  downstream elements are ready to receive media

	Contact List
	A list available to the PoC User containing the addresses of other PoC Users or PoC Groups

	Control Plane
	Signaling and control between the PoC Client and PoC Server for push to talk over cellular (PoC) service.

	Controlling PoC Function
	The Controlling PoC Function provides centralized PoC Session handling, RTP Media distribution, Talk Burst Control including Talker Identification, policy enforcement for participation in Group Sessions and the Participant information.

	Conversation
	A set of Talk Bursts within one PoC Session, which are followed by each other within a given time and typically are associated to each other.    

	Distinguished Participant
	The Participant in a One-many-one Session who is heard by all Ordinary Participants, and who can hear each individual Ordinary Participant.

	Dormant PoC Session
	One of the Simultaneous Sessions established for a particular PoC User, which may have TBCP messages, but not RTP media packets, relayed by the PoC Server performing the Participating PoC function between the PoC Client and the PoC Server performing the Controlling PoC function.

	Filter Criteria
	Filter Criteria is routing logic used in the 3GPP IMS to trigger the routing of SIP requests to Application Servers

	Group
	Group is a predefined set of Users together with its attributes. The Group is used for easy PoC Session establishment and/or for defining PoC Session access policy. Each Group is identified by its SIP URI

	Group Advertisement
	A feature providing the capability to inform other PoC Users of the existence of a PoC Group

	Home PoC Network
	The network comprising of the SIP/IP core and the PoC Server serving the PoC Client of the Served PoC User

	Home PoC Server
	The PoC Server in the Home PoC Network

	Incoming Instant Personal Alert Barring
	A service attribute, which enables the PoC User to block all incoming Instant Personal Alerts.

	Incoming PoC Session Barring
	A service attribute, which enables the PoC User to block all incoming PoC Session invitations.

	Instant Personal Alert
	A feature providing a PoC User with the capability to send a callback request to another PoC User

	Invited PoC Client
	The PoC client who has been invited to a PoC session

	Inviting PoC Client
	The PoC client inviting other PoC user(s) to a PoC session

	Manual Answer Mode
	A mode of operation where the PoC Client requires the PoC User to manually accept the session invitation before media is accepted and played.  

	Media Parameters
	The information transmitted between the PoC Server and the PoC client in order to alter the settings of the PoC client.  Media parameters are transmitted by SIP/SDP messages

	On-demand Session
	A PoC session set-up mechanism, where all media parameters are negotiated at the same time the PoC session is set-up.

	Ordinary Participant
	A Participant in a 1-many-1 Session who is only heard by the Distinguished Participant, and who can only hear the Distinguished Participant.

	Participant
	A PoC User in a PoC Session

	Participating PoC Function
	The Participating PoC Function provides PoC Session handling and policy enforcement for incoming PoC Sessions and may provide the media relay function between PoC Client and the PoC Server performing the Controlling PoC Function, and the Talk Burst Control message relay function between the PoC Client and the PoC Server performing the Controlling PoC Function.

	PDP Context
	Packet Data Protocol Context is a logical connection between a terminal and network for 3GPP General Packet Radio Service.  PDP Context, as logical connections, is mapped onto the physical layer radio connections.  A PDP Context may be closely tied to a single application level flow, e.g., a voice service instance, or may support multiple application level flows, e.g., a best effort packet data service instance.

	PoC Address
	Identifies a PoC User. The PoC Address can be used by one PoC User to request communication with other PoC Users. 

	PoC Client
	A PoC functional entity on the PoC User Equipment that supports the PoC Service

	PoC Group
	A PoC Group is a predefined set of PoC Users together with its attributes.

	PoC Group Identity
	SIP URI of the Pre-arranged PoC Group or Chat PoC Group.

	PoC Group Session
	A Pre-arranged PoC Group, Ad-hoc PoC Group or Chat PoC Group Session

	PoC Server
	The PoC Server implements the application level network functionality for the PoC service. The PoC Server may perform the role of the Controlling PoC Function and Participating PoC Function.

	PoC Session
	A Session established by 1-1 PoC, Ad-hoc PoC Group or Pre-arranged PoC Group Session

	PoC Session Identifier
	An identifier associated with a PoC Session, the value of which uniquely distinguishes the associated PoC Session from all other instances of a PoC Session, both concurrent and non-concurrent.

	PoC Session Identity
	SIP URI received by the PoC Client during the PoC Session establishment in the Contact header.

	PoC Subscriber
	A subscriber whose service subscription includes the PoC Service.

	PoC User
	A User using the PoC service.

	Pre-arranged PoC Group
	A persistent Group created for PoC Group Session. 

	Pre-established Session
	A signalling exchange to negotiate Media Parameters between the PoC Client and the Home PoC Server before establishing a PoC Session.

	Primary PoC Session
	The session the PoC user prefer to listen and speech to.  In case of Simulatenous PoC Sessions the Primary PoC Session has a priority over the Secondary PoC Sessions.

	Remote PoC Network
	Network comprising of the SIP/IP core and the PoC Server of the remote PoC Client.

	RTCP Session
	A RTCP Session is considered as an exchange of RTCP control information between two PoC functional entities

	RTP Media
	Media carried as an RTP payload

	RTP Session
	A RTP Session is considered as an exchange of RTP media streams between two PoC functional entities

	Secondary PoC Session
	The session, which the PoC User wants to listen, when there is no voice stream in the Primary PoC Session.

	Served PoC User
	A PoC User who obtains a PoC Service from a PoC Server located in the Home PoC Network.

	Service Instance
	The instantiation of a logical connection across the radio interface associated with a particular protocol stack. Service Instances, as logical connections, are mapped onto the physical layer radio connections.  A Service Instance may be closely tied to a single application level flow, e.g., a voice service instance, or may support multiple application level flows, e.g., a best effort packet data service instance.

	SigComp
	Text based signaling compression mechanism specified in [RFC3320]

	Simultaneous PoC Session
	When a PoC User is a Participant in more then one PoC Session simultaneously using the same PoC Client.

	SIP Session
	A SIP Session is considered as an exchange of  SIP signaling between two SIP User Agents that establishes and  deletes a SIP dialog.

	SIP URI
	URI used by the SIP protocol to address SIP User Agents

	SIP User Agent
	A SIP endpoint involved in SIP signaling defined in [RFC3261]

	Talk Burst
	The media recording, transport and playback that occurs from the point the PoC Client has got the permission to send a media until the permission is released.

	Talk Burst Control
	A control mechanism that arbitrates requests, from the PoC Clients, for the right to send media

	Talk Burst Control Protocol
	A protocol for performing Talk Burst Control.

	Talker Identification
	The procedure by which the current Talker's Identity may be established and made known to other PoC Session participants.

	Unconfirmed Indication
	The indication of readiness to receive media before PoC Server has received confirmation from downstream elements of readiness to receive media

	Unrestricted group
	A Group that can be joined by any User

	User
	A human using the described features through the User Equipment

	
	

	User Equipment
	A hardware device e.g. phone

	User Plane
	Media and media control signaling between the PoC Client and PoC Server for push to talk over cellular (PoC) service.

	
	


*** Change according to the review comment 002 *** (chapter 6)

6. Description of functional entities

6.1 PoC Functional Entities

6.1.1 PoC Client

The PoC Client resides on the mobile terminal and is used to access PoC service.

The PoC Client SHALL be able to:

· Allow PoC session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and termination.

· Perform registration with the SIP/IP Core.
· Authentication of the PoC user to the SIP/IP Core.
· Generate and send talk bursts by recording and encoding audio.
· Receive talk bursts and generate audio by decoding the received talk bursts.
· Support Talk Burst Control procedures and Talk Burst Control Protocol negotiation.

· Incorporate PoC configuration data provided  by the DM Client.

· Support the capability of a PoC User to set the Answer Mode Indication (Manual-Answer, "Auto-Answer") and the Incoming PoC Session Barring.

The PoC Client MAY:

· Support handling of Instant Personal Alert

· Provide group advertising.

· Support multiple Talk Burst Control Protocols.

· Support Queuing Indicator and Request Priority Level in Talk Burst request.
· Send Quality Feedback reports after end of Talk Burst.
· Support for Pre-established Session.

· Support Simultaneous Sessions (and associated on-hold procedures).
· Request Privacy for User Identity.

6.1.2 XML Document Management Client

The XML Document Management Client (XDMC) is an XCAP client which manages XML documents stored in the network (e.g. PoC-specific documents in the PoC XDMS, URI lists in the Shared XDMS, etc).  Management features include operations such as create, modify, retrieve, and delete.  

The XDMC is also able to  subscribe to changes made to XML documents stored in the network, such that it will receive notifications when those documents change.

This entity is specified in [GM AD].

6.1.3 Presence Source

The Presence Source is an entity that provides (publishes) presence information to a Presence Service [RFC2778].  

This entity is specified in [Presence AD].

6.1.4 Watcher

A watcher is an entity that requests presence information about a Presentity, or Watcher Information about a watcher, from the Presence Service [RFC2778].

This entity is specified in [Presence AD].

6.1.5 Device Management Client

The DM Client resides on the mobile terminal and is used to access Device Management Server.

The Device Management Client is able to:

· update PoC communication feature configurations remotely in the terminal device by using [OMA DM].

· receive the contents sent by service provider. The exact syntax and definition of parameters needed for PoC service are specified in [Provisioning Content]. The bootstrap mechanism defined in [Provisioning Bootstrap] and [OMA-DM] are used to enhance the security of the provisioning.

6.1.6 PoC Server

The PoC Server implements the application level network functionality for the PoC service

The PoC server performs a Controlling PoC Function and/or Participating PoC Function. The Controlling PoC Function and Participating PoC Function are different roles of the PoC server. The figures in this section show the flow of signaling traffic and media and media-related signaling traffic between Controlling PoC Function and Participating PoC Function in various configurations.  Unless otherwise noted, the traffic flows shown in each figure apply to both signaling traffic and media and media-related signaling traffic in that configuration. Figure 1 shows the distribution of the functionality during a 1-1 PoC Session in a single Network. A PoC server MAY perform both a Controlling PoC function and a Participating PoC function at the same time. 
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Figure 1: Relationship between Controlling PoC Function, Participating PoC Functions and the PoC Clients
The determination of the PoC Server role (Controlling PoC Function and Participating PoC Function) takes place during the PoC session setup and lasts for the duration of the whole PoC session. In case of  1-1 PoC Session and Ad-hoc PoC group session the PoC server of the inviting user SHALL perform the Controlling PoC Function. In case of the Chat PoC group and pre-arranged group session the PoC server owning/hosting the group identity SHALL perform the Controlling PoC Function. 
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Figure 2:  Relationship between the Controlling PoC function, Participating PoC function and PoC Clients for 1-1 PoC Session
In a PoC session there SHALL be only one PoC server performing the Controlling PoC Function. There MAY be one or more PoC servers performing the Participating PoC Function in the PoC session.  Figure 2 shows the distribution of the functionality during a 1-1 PoC Session in a multiple network environment.

The PoC Server performing the Controlling PoC Function has N number of SIP sessions and media and talk burst control communication paths in one PoC session, where N is number of participants in the PoC session. The PoC server performing the PoC Controlling Function will have no direct communication to the PoC Client for PoC session signaling, but will interact with the PoC Client via the PoC Server performing the Participating Functioning for the PoC Client.   

The PoC server performing the Controlling PoC Function will normally also route media and media-related signaling such as talk burst arbitration to the PoC Client via the PoC Server performing the Participating Functioning for the PoC Client.  However, local policy in the PoC server performing the Participating PoC Function MAY allow the PoC server performing the Controlling PoC Function to have a direct communication path for media and media-related signaling to each PoC client.  Figure 3 shows the signaling and media paths in this configuration for a Controlling PoC Function, Participating PoC Function and PoC Client served in the same network. 

A PoC server performing the Participating PoC Function has always a direct communication path with a PoC Client and a direct communication path with the PoC server performing the Controlling PoC Function for PoC session signalling. 
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Figure 3: Direct Media Flow Between Controlling PoC Function and PoC Client

Figure 4 depicts the relation between the Controlling PoC Function, Participating PoC Function and the PoC Client in multiple network environment for a PoC Group session.
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Figure 4: Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for PoC Group Session

6.1.6.1 Controlling PoC Function

The PoC Server SHALL perform the following functions when it fulfills the Controlling PoC Function:

· Provides centralized PoC session handling

· Provides the centralized Media distribution

· Provides the centralized Talk Burst Arbitration functionality including talker identification

· Provides SIP session handling, such as SIP session origination, termination, etc.

· Provides policy enforcement for participation in group sessions

· Provides the participants information 

· Collects and provides centralized media quality information

· Provides centralized charging reports

· Supports user plane adaptation procedures

· 
· Support Talk Burst Control Protocol Negotiation.

The PoC Server MAY perform the following function when it fulfills the Controlling PoC Function:

· Provide transcoding between different codecs

6.1.6.2   Participating PoC Function

The PoC Server SHALL perform the following functions when it fulfills the Participating PoC Function:
· Provides PoC session handling 

· Supports the user plane adaptation procedures

· 
· Provides SIP session handling, such as SIP session origination, termination, etc, on behalf of the represented PoC Client.

· Provides policy enforcement for incoming PoC session (e.g. access control, incoming PoC session barring, availability status, etc)

· Provides the participant charging reports

· Supports Talk Burst Control Protocol Negotiation

· Stores the current Answer Mode and Incoming PoC Session Barring preferences of the PoC Client.

The PoC Server MAY perform the following functions when it fulfills the Participating PoC Function:

· Provide the Talk Burst Control Message relay function between PoC Client and Controlling PoC Server

When the participating PoC function is on the media path, the PoC server SHALL:
· provide- the Media relay function between PoC Client and Controlling PoC server

· provide- the Talk Burst control message relay function between PoC Client and Controlling PoC server

· collect- and provide media quality information

When the participating PoC function is on the media path, the PoC server MAY:
· provide filtering of the media streams in the case of simultaneous sessions

· provide transcoding between different codecs

The Participating PoC Function is performed once per PoC client for all incoming/outgoing PoC sessions.

The Participating PoC Function MAY support simultaneous sessions for the PoC client. The Participating PoC Function  may have 0 to M number of PoC sessions for the PoC client, where M is the maximum number of simultaneous PoC sessions permitted to a single PoC client. The maximum number of possible simultaneous PoC sessions MAY be limited by the operator or the PoC client configuration. 

Figure 5 illustrates the Participating PoC Function sub-structure, which is informative for clarification.
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The Composer MAY provide the following functions for the Participating PoC Function:

• policy enforcement for PoC sessions (e.g. access control, availability status, …)

• dynamic session status information for PoC sessions the user is currently involved in (e.g. listening, speaking, talk burts requesting)

• support for simultaneous sessions (e.g. storage of multiple-session settings, priority status of all active sessions, media flow control based on priorities (optionally))
Figure 5: Participating PoC Function with simultaneous session support (informative)

6.1.6.3 Presence Functionality

The PoC server performing the Participating PoC Function MAY act as “presentity” and “watcher” towards the Presence Server on behalf of the PoC client. The presence handling is performed via the reference points POC-2 and PRS-2. Communication between PoC server and Presence server is accomplished using SIP and the SIP specific event notification mechanism [RFC3261], [RFC3265]. The details are specified in [Presence AD].

The presence-related functions identified are:
· MAY provide means for handling of presence information towards a presence service

· Mapping of dynamic PoC status information into Presence attributes describing the availability of the user to communicate via PoC service

· Publish PoC-related presence information to the Presence Service (on behalf of PoC client) based on this mapping function

· Get/request presence information from Presence service in order to provide the mediation of presence attributes into meaning for PoC session setup’s policy enforcement (e.g. PoC client “not reachable” status,  respecting PoC clients manually updated PoC presence settings (e.g. appear offline))

· MAY support policy enforcement for PoC session handling based on PoC-related or general presence information (e.g. status “not reachable”)
6.1.7 PoC XML Document Management Server

The PoC XDMS is an XCAP Server that manages XML documents (e.g. PoC Groups) which are specific to the PoC service enabler.  Management features include operations such as create, modify, retrieve, and delete.  

The PoC XDMS is also able to accept subscriptions and notify watchers of changes to the stored PoC-specific documents.
This entity is specified in [GM AD]

6.2 External Entities Providing Services to PoC System

6.2.1 SIP/IP Core

The SIP/IP core includes a number of SIP proxies and SIP registrars.  The SIP/IP Core performs the following functions that are needed in support of the PoC Service:

· Routes the SIP signaling between the PoC Client and the PoC Server

· Provides discovery and address resolution services

· Supports SIP compression

· Performs authentication and authorization of the PoC user at the PoC Client based on the PoC user’s service profile

· Maintains the registration state 

· Provides support for identity privacy on the control plane

· Provides charging information

· Provides capabilities to Lawful Interception.    

Part of the Lawful Interception functionality may be supported by the access network.

When SIP/IP Core is based on the 3GPP IMS or 3GPP2 MMD, it conforms to 3GPP TS 23.228 or 3GPP2 X.P0013.2 respectively.

6.2.2 Shared XML Document Management Server (XDMS)

The Shared XDMS is an XCAP Server that manages XML documents (e.g. URI lists) that are needed for the PoC service, and which may be shared with other service enablers (e.g. Presence).  Management features include operations such as create, modify, retrieve, and delete.  

The Shared XDMS is also able to accept subscriptions and notify watchers of changes to the stored shared documents.
This entity is specified in [GM AD]

6.2.3 Aggregation Proxy

The Aggregation Proxy acts as the single contact point for the XDMC. The Aggregation Proxy performs authentication of the XDMC and XDM Administration, and routes individual XCAP requests to the correct XDMS.  The Aggregation Proxy may optionally support charging, and compression of XML documents over the radio interface.

This entity is specified in [GM AD]

6.2.4 Presence Server

The Presence Server is an entity that accepts, stores, and distributes presence information about PoC clients.  The presence information may be published by the Presence Source in the UE, or by the PoC Server on behalf of the PoC client.  The presence information may be fetched or subscribed to by the Watcher in the UE, or by the PoC Server on behalf of the PoC client.

Note: The address of the Presentity for PoC Presence Information needs to be the same as the PoC Address.

This entity is specified in [Presence AD].

6.2.5 Charging Entity

This is an external entity, which may reside in the operator's domain. This entity takes various roles, which network operators and/or service providers need to perform the charging activities.

6.2.6 Device Management Server

The Device Management Server, DMS performs the following functions that are needed in support of the PoC Service:

· Initializes and updates all the configuration parameters necessary for the PoC Client.

· Supports software update for application upgradeable handsets.

· Supports the details of the protocol, especially the security mechanisms, that depend on the network technology as specified in [OMA-DM]

*** Change according to the review comment 003 ***

8.1.3
Group identities

A group is identified with a group identity. The PoC Client uses group identities for addressing PoC Group sessions. The group identity is associated with individual PoC addresses of all the group members. The group identity SHALL take the form of SIP URI as defined in RFC 3261 and RFC 2396. 
An operator SHALL be able to create a static group identity which is stored in the PoC XDMS for use in PoC Group sessions.

· A PoC User  SHALL be able to create a PoC Group which is stored in the PoC XDMS for use in PoC Group sessions.

· 
· The PoC user SHALL be able to create and store a URI list in Shared XDMS URI list.
*** Change according to the review comment 1205 ***

8.17 Access Control

8.17.1 PoC User access policy

PoC User access policy MAY be used by the end user as a means of controlling the incoming PoC session requests from other users or groups. 
The PoC user access policy SHALL support the following actions:

· Allow/block user and groups incoming session request

· Allow users to be treated in auto answer mode

The PoC User access policy MAY support the following actions:

· Allow users to override answer mode settings (MAO)

The access control MAY be applied also on the delivery of the instant personal alerts. 

PoC User access policies are superseded by the Incoming PoC Session Barring state.  

8.17.2 Group authorization rules

Group authorization rules MAY be used by the group owner to control permissions to access a pre-defined group. The group authorization rules SHALL support the following actions:

· Allow/block user initiating the conference

· Allow/block user joining the conference

· Allow/block subscription to the conference state

8.17.3 Access control management

Access control management includes operations that allow the XDMC to reliably manipulate the PoC User access policy and Group authorization rules located in the PoC XDMS.  The documents describing PoC user access policy and Group authorization rules MAY include references to URI lists stored in the Shared XDMS.

A PoC subscriber SHALL be able to manipulate  the PoC user access policy and Group authorization rules when queried.  
Access control list management uses the XML Document Management operations described in the [GM AD].
*** Change according to the review comment 508 & 2541 ***

9.2.1.3 Confirmed indication using pre-established session

This subchapter describes a case where right-to-speak indication is given to the inviting PoC subscriber when one of the invited PoC subscribers has accepted the invitation and the inviting PoC client has pre-established session. Figure 6 shows the signalling flow for this scenario.
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Figure 6: Confirmed indication using pre-established session

1. In this case PoC client A has a pre-established session with the PoC Server A (participating & controlling). PoC Client A initiates an ad-hoc PoC group session or 1-1 PoC session by sending REFER request to the home PoC network. 

Information elements contained in REFER request:

a. A list of PoC Addresses of PoC users to be invited

b. PoC service indication

c. PoC Address of the PoC user at the PoC client A

d. Optionally, a manual answer override request

e. Poc Session Identity of the pre-established session to which the REFER applies.

2. SIP/IP core A forwards the REFER request to the PoC server A (participating & controlling).

Information elements contained in REFER request:

a. A list of PoC Addresses of PoC users to be invited

b. PoC service indication

c. PoC Address of the PoC user at the PoC client A

d. Manual answer override request, if selected by PoC Client A

e. Poc Session Identity of the pre-established session to which the REFER applies.

3. Since this is an ad-hoc PoC group session setup or 1-1 PoC session setup the PoC server A (participating & controlling) takes the roles of the Controlling PoC Function and PoC participant function. The PoC server A (participating & controlling) sends invitations to the PoC clients of the invited PoC subscribers as described in the chapter Fehler! Verweisquelle konnte nicht gefunden werden.. The PoC server A (participating & controlling) sends ACCEPTED response  towards the PoC Client A. 

4. SIP/IP core A forwards the ACCEPTED response to the PoC client A.

5. When the first invited subscriber has accepted the invitation the PoC server A (participating & controlling) sends the Connect response to PoC Client A
6. The PoC Client A acknowledges the Connect with a Talk Burst Acknowledge messge to guarantee reliable delivery of the Connect
7. The PoC Server A sends a Talk burst Confirm response to the PoC Client A to indicate that PoC Client A may send media.

8. The PoC client A sends media to the PoC server A (participating & controlling).

For each invited PoC subscriber the following signalling is repeated:

9. When final response is received from an invited PoC subscriber, the PoC server A (participating & controlling) sends NOTIFY request to the PoC Client A with information about the final result. A final result can be:

a. The invited PoC subscriber accepted the invitation;

b. The invited PoC subscriber rejected the invitation;

c. The invited PoC subscriber is not reachable;

d. The invited PoC subscriber is busy or 

e. The invited PoC subscriber did not answer.

10. The SIP/IP core A forwards NOTIFY to the PoC client A.

11. When the PoC subscriber A accepts the notification, the PoC client A sends OK response for the NOTIFY.
12. SIP/IP core A forwards the OK response to the PoC Server A.
If none of the invited PoC subscribers accepts the invitation, the PoC server A (participating & controlling) rejects the PoC session. 

*** Change according to the review comment 509 ***

9.2.1.4 Unconfirmed right-to-speak using pre-established session

This subchapter describes a case where right-to-speak indication is given to the inviting PoC subscriber when one of the invited PoC subscribers is reachable and uses automatic answer and the inviting PoC client has a pre-established session. Figure 7 shows the signalling flow for this scenario.
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Figure 7: Unconfirmed indication using pre-established session

1. In this case PoC client A has a pre-established session with the PoC Server A (participating & controlling). PoC Client A initiates an ad-hoc PoC group session or 1-1 PoC session by sending the REFER request to the home PoC network. 

Information elements contained in REFER request:

a. A list of PoC Addresses of PoC users to be invited

b. PoC service indication

c. PoC Address of the PoC user at the PoC client A

d. Optionally, a manual answer override request

e. The conference URI of the pre-established session to which the REFER applies.

2. SIP/IP core A forwards the REFER request to the PoC server A (participating & controlling).

Information elements contained in REFER request:

a. A list of PoC Addresses of PoC users to be invited

b. PoC service indication

c. PoC Address of the PoC user at the PoC client A

d. Manual answer override request, if selected by PoC Client A

e. The conference URI of the pre-established session to which the REFER applies.

3. Since this is an ad-hoc PoC group session setup or 1-1 PoC session setup the PoC server A (participating & controlling) takes the roles of the Controlling PoC Function and Participating PoC Function. The PoC server A (participating & controlling) sends invitations to the PoC clients of the invited PoC subscribers as described in the chapter Fehler! Verweisquelle konnte nicht gefunden werden.. The PoC server A (controlling & participating) sends ACCEPTED response towards the PoC Client A.  

4. SIP/IP core A forwards the ACCEPTED response to the PoC client A.


5. When the first AUTO-ANSWER response has been received the PoC server A (participating & controlling) sends the Connect message to PoC Client A

6. The PoC Client A acknowledges the Connect message with a Talk Burst Acknowledge messge to guarantee reliable delivery of the Talk Burst Connect

7. The PoC Server A send a Talk burst Confirm message to the PoC Client A to indicate that PoC Client A may send media.

8. The PoC client A sends media to the PoC server A (participating & controlling) which buffers the media stream for the late delivery upon responses by the invited PoC subscribers.

For each invited PoC subscriber the following signalling is repeated:

9. When final response is received from an invited PoC subscriber, the PoC server A (controlling and participating) sends NOTIFY request towards the PoC Client A with information about the final result. A final result can be

a. The invited PoC subscriber accepted the invitation;

b. The invited PoC subscriber rejected the invitation;

c. The invited PoC subscriber is not reachable;

d. The invited PoC subscriber is busy or 

e. The invited PoC subscriber did not answer

10. SIP/IP core A forwards the NOTIFY to the PoC client A.

11. When the PoC subscriber A accepts the notification, the PoC client A sends OK response for the NOTIFY.
12. SIP/IP core A forwards the OK response to the PoC Server A.
If none of the invited PoC subscribers accepts the invitation, the PoC server A (participating & controlling) rejects the PoC session. 
*** Change according to the review comment 514 ***

9.2.2.2 Automatic answer using Pre-established Session

This subchapter describes a scenario where the invited PoC subscriber has defined that the PoC session request from the inviting PoC subscriber is accepted automatically or, in systems which support the optional manual answer override capability, that the invited PoC subscriber has defined that the inviting PoC subscriber is approved to override a manual answer setting and the inviting PoC subscriber has selected to do so, and where the invited PoC client has a pre-established session connection with the PoC server. Figure 8 shows signalling flow for this scenario.
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Figure 8: Answer using pre-established session

1. PoC server A (participating & controlling) sends INVITE request to the SIP/IP core A.  

Information elements contained in INVITE request: 

a. PoC Address of the PoC user at the PoC client B

b. Media parameters of PoC server A (participating & controlling)

c. PoC service indication

d. PoC Address of the PoC user at the PoC client A

e. Controlling PoC function assigned indication

f. Manual answer override request, if selected by PoC Client A

g. Talk burst control protocol proposal.

2. SIP/IP core A routes the request to the PoC client B home network.

Information elements contained in INVITE request: 

a. PoC Address of the PoC user at the PoC client B

b. Media parameters of PoC server A (participating & controlling)

c. PoC service indication

d. PoC Address of the PoC user at the PoC client A

e. Controlling PoC function assigned indication

f. Manual answer override request, if selected by PoC Client A

g. Talk burst control protocol proposal.

3. SIP/IP core B routes the request to the PoC server B (participating) based on PoC Address of the invited PoC user and PoC service indication.

Information elements contained in INVITE request: 

a. PoC Address of the PoC user at the PoC client B

b. Media parameters of PoC server A (participating & controlling)

c. PoC service indication

d. PoC Address of the PoC user at the PoC client A

e. Controlling PoC function assigned indication

f. Manual answer override request, if selected by PoC Client

g. Talk burst control protocol proposal.

4. If the PoC client B is accepting the session automatically, or if PoC Client B has authorised PoC Client A to issue a manual answer override request and PoC Server B (participating) supports manual answer override, and if the PoC client B also has pre-established session with PoC server B (participating), then the PoC Server B (participating) sends OK response back towards the controlling network 

Information elements contained in OK response:

a. Media parameters of PoC server B

b. Selected talk burst control protocol. 

5. SIP/IP core B forwards the OK response to the controlling network.

Information elements contained in OK response:

a. Media parameters of PoC server B

b. Selected talk burst control protocol. 

6. SIP/IP core A forwards the OK response to the PoC server A (participating & controlling)

Information elements contained in OK response:

a. Media parameters of PoC server B

b. Selected talk burst control protocol.

7. 

a. 
b. 
8. The PoC server B (participating) sends the Connect message to the PoC client B.

Information elements contained in Connect message:

a. PoC Address of the PoC participant at the PoC Client initiating the invitation
b. Display name of the PoC participant at the PoC Client initiating the inviatation
c. Manual answer override request indication, if PoC Client A is authorized and PoC server B supports manual answer override.

9. The PoC client B acknowledges the Connect message with a Talk Burst Acknowledge messge to guarantee reliable delivery of the Connect

Note: If the Participating PoC Function B is not on the media and talk burst control message path, the PoC Server A sends the Receiving Talk Burst indication directly to the PoC Client B.

*** Change according to the review comment 011 ***

9.3.1.3
Unconfirmed Indication Using Pre-Established Session

In this case, the originator does not have to confirm that the PoC group members have been connected before he starts speaking: he can immediately speak after he receives the unconfirmed indication from the PoC server X (Controlling). The Figure 9 shows the high level flow of this scenario.
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Figure 9: Unconfirmed indication using pre-established session
1.   The PoC Client A sends a REFER request to the SIP/IP Core A. 

Information Elements contained in the REFER request:

a. PoC Session Identity associated with the Pre-established Session to which the REFER applies

b. Pre-arranged PoC Group Identity with an indication that it is a Pre-arranged PoC Group

c. PoC Address of the PoC user at the PoC client A

d. PoC service indication 

e. Optionally, a manual answer override request
2. The SIP/IP Core A routes the REFER request to the participating PoC server A based on the PoC service indication and conference URI of the pre-established session.  

Information Elements contained in the REFER request:

a. PoC Session Identity associated with the Pre-established Session to which the REFER applies 

b. Pre-arranged PoC Group Identity with an indication that it is a Pre-arranged PoC Group

c. PoC Address of the PoC user at the PoC client A

d. PoC service indication

e. Manual answer override request, if selected by PoC Client A
3. PoC server A sends an ACCEPTED response to the SIP/IP Core A

4. The SIP core sends the ACCEPTED response to the PoC client via the SIP/IP Core A

5. When the POC server A (participating) receives a REFER request containing a URI with an indication that  the URI is a pre-arranged group not hosted by this PoC server, the PoC server A (participating) sends a SIP INVITE request towards the hosting PoC Server. In this scenario, PoC Server X owns the pre-arranged group URI.   

Information Elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC user at the PoC client A

c. PoC service indication 

d. Media parameters of the PoC server A (participating)

e. Manual answer override request, if selected by PoC Client A
f. Talk burst control protocol proposal.
6. The SIP/IP Core A routes the INVITE request to SIP/IP Core X.

Information Elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC user at the PoC client A

c. PoC service indication 

d. Media parameters of the PoC server A (participating)

e. Manual answer override request, if selected by PoC Client A
f. Talk burst control protocol proposal.
7. The SIP/IP Core X routes the request to the controlling PoC Server X based on Pre-arranged PoC Group identity. If the Pre-arranged PoC Group identity is used for other services (e.g. messaging) that are hosted on other application servers then the SIP/IP Core needs to use PoC service indication to route to the PoC server.
The PoC Server X performs the necessary terminating service control (e.g. authorizes the PoC Client A, and verifying authorization to override a manual answer setting, if requested) and if the PoC address of the user initiating the PoC session is authorized successfully, the PoC server X invites the other members to the pre-arranged PoC session as described in 9.3.2.  In the case the PoC Group Session already is ongoing the PoC Client is added to the PoC Session.
Information Elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC user at the PoC client A

c. PoC service indication 

d. Media parameters of the PoC server A (participating)

e. Manual answer override request, if selected by PoC Client A 
f. Talk burst control protocol proposal.

8-10. When the PoC Server X receives the first auto-answer indication, it sends the Unconfirmed OK to the PoC server A through the signaling path.  

Information Elements contained in the Unconfirmed OK:

a. PoC Session Identity of the Pre-arranged PoC Group Session
b. PoC server X (controlling) selected media parameters
c. Selected talk burst control protocol.
11. After receiving the UNCONFIRMED OK PoC server A sends a NOTIFY request to the SIP/IP Core A.  

Informational elements in the NOTIFY.

f. PoC Session IdentityI of the Pre-arranged PoC Group Session 
g. Unconfirmed OK response received indication

12. The SIP/IP Core forwards the NOTIFY to the PoC client A.  The PoC client is now able to start talking and the PoC server X buffers the media for the late delivery upon the response from the terminating PoC client indicating the acceptance of the session.

Informational elements in the NOTIFY.

a. PoC Session Identity of the Pre-arranged PoC Group Session
b. Unconfirmed OK response received indication
13. PoC client A sends an OK to the SIP/IP Core A
14. The SIP/IP Core A sends the OK to the PoC server A 

*** Change according to the review comment 012 ***

9.3.1.4
Confirmed indication using pre-established session
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Figure 10: Confirmed indication using pre-established session
1. The PoC Client A sends a REFER request to the SIP/IP Core A. 

Information Elements contained in the REFER request:

h. PoC Session Identity associated with the Pre-established Session to which the REFER applies

i. Pre-arranged PoC Group Identity with an indication that it is a Pre-arranged PoC Group

j. PoC Address of the PoC user at the PoC client A

k. PoC service indication 

l. Optionally, a manual answer override request
2. The SIP/IP Core A routes the REFER request to the participating PoC server A based on the PoC service indication and conference URI of the pre-established session.  

Information Elements contained in the REFER request:

a. PoC Session Identity associated with the Pre-established Session to which the REFER applies 

b. Pre-arranged PoC Group Identity with an indication that it is a Pre-arranged PoC Group

c. PoC Address of the PoC user at the PoC client A

d. PoC service indication

e. Manual answer override request, if selected by PoC Client A
3. PoC server A sends an ACCEPTED response to the SIP/IP Core A

4. The SIP core sends the ACCEPTED response to the PoC client via the SIP/IP Core A

5. When the POC server A (participating) receives a REFER request containing a URI with an indication that  the URI is a pre-arranged group not hosted by this PoC server, the PoC server A (participating) sends a SIP INVITE request towards the hosting PoC Server . In this scenario, PoC Server X owns the pre-arranged group URI.   

Information Elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC user at the PoC client A

c. PoC service indication

d. Media parameters of the PoC server A (participating)

e. Manual answer override request, if selected by PoC Client A
f. Talk burst control protocol proposal.
6. The SIP/IP Core A routes the INVITE request to SIP/IP Core X.

Information Elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC user at the PoC client A

c. PoC service indication 

d. Media parameters of the PoC server A (participating)

e. Manual answer override request, if selected by PoC Client A
f. Talk burst control protocol proposal.
7. The SIP/IP Core X routes the request to the controlling PoC Server X based on Pre-arranged PoC Group identity. If the Pre-arranged PoC Group identity is used for other services (e.g. messaging) that are hosted on other application servers then the SIP/IP Core needs to use PoC service indication to route to the PoC server.
The PoC Server X performs the necessary terminating service control (e.g. authorizes the PoC Client A, and verifying authorization to override a manual answer setting, if requested) and if the PoC address of the user initiating the PoC session is authorized successfully, the PoC server X invites the other members to the pre-arranged PoC session as described in 9.3.2.

Information Elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC user at the PoC client A

c. PoC service indication 

d. Media parameters of the PoC server A (participating)

e. Manual answer override request, if selected by PoC Client A 
f. Talk burst control protocol proposal.

8-10. When the PoC Server X receives the first accept indication, it sends the CONFIRMED OK to the PoC server A through the signaling path.  

Information Elements contained in the CONFIRMED OK:

a. PoC Session Identity of the Pre-arranged PoC Group Session
b. PoC server X (controlling) selected media parameters
c. Selected talk burst control protocol.
11. After receiving the CONFIRMED OK PoC server A sends a NOTIFY request to the SIP/IP Core A.  

Informational elements in the NOTIFY.

a. PoC Session Identity of the Pre-arranged PoC Group Session 
b. Unconfirmed OK response received indication

12. The SIP/IP Core forwards the NOTIFY to the PoC client A. The PoC client is now able to start talking and the PoC server X buffers the media for the late delivery upon the response from the terminating PoC client indicating the acceptance of the session.
13. PoC client A sends an OK to the SIP/IP Core A
14. The SIP/IP Core A sends the OK to the PoC server A. 
*** Change according to the review comment 1207 ***

9.3.2.2 Manual answer override procedure

This subchapter describes a scenario where an inviting PoC user is authorized to issue manual answer override request and send INVITE message containing manual answer override, and the invited user is using manual answer. Figure 11 shows signalling flow for this scenario.
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Figure 11. Manual answer override procedure
1. PoC server X (controlling) sends INVITE request to the SIP/IP core X. 

Information elements contained in INVITE request: 

a. PoC Address of invited PoC user

b. Media parameters of PoC server X (controlling)

c. PoC service indication

d. PoC Address of the PoC user at the PoC client A

e. Controlling PoC function assigned indication

f. Talk burst control protocol proposal
g. Manual answer override request
h. Pre-arranged Group Identity.
2. SIP/IP core X routes the request to the PoC client B home network.

Information elements contained in INVITE request: 

a. PoC Address of invited PoC user

b. Media parameters of PoC server X (controlling)

c. PoC service indication

d. PoC Address of the PoC user at the PoC client A

e. Controlling PoC function assigned indication

f. Talk burst control protocol proposal
g. Manual answer override request
h. Pre-arranged Group Identity.

3. SIP/IP core B routes the request to the PoC server B (participating) based on the PoC Address of invited PoC client and PoC service indication.

Information elements contained in INVITE request: 

a. PoC Address of PoC client B

b. Media parameters of PoC server X (controlling)

c. PoC service indication

d. PoC Address of PoC user at the PoC client A

e. Controlling PoC function assigned indication

f. Talk burst control protocol proposal
g. Manual answer override request
h. Pre-arranged Group Identity.

4. If the inviting PoC user is authorized to issue Manual answer override request, the participating PoC server B sends AUTO-ANSWER response back towards the controlling network whether answer mode at participating PoC server B is set to auto-answer or manual answer. The AUTO-ANSWER response triggers the Controlling Network to progress session in originating part.
5. SIP/IP core B forwards the Manual answer override response to the controlling network.

6. SIP/IP core A forwards the Manual answer override response to the PoC Server A (participating & controlling)

7. PoC Server B (participating) sends the PoC session setup request to the SIP/IP core B. If the PoC Client B is using on-demand session, the PoC Server B sends an INVITE request to the SIP/IP core B.  :

a. Media parameters of the PoC server B (participating), if PoC server B (participating) stays on the media and talk burst control message path, otherwise media parameters received from the controlling network are included.

b. PoC service indication

c. PoC Address of PoC user at the PoC client B

d. PoC Address of PoC user at the PoC client A

e. Talk burst control protocol proposal
f. Manual answer override request
g. Pre-arranged Group Identity.

8. SIP/IP core B routes the INVITE request to the PoC client B. Information elements contained in INVITE request:

a. Media parameters of the PoC server B (participating), if PoC server B (participating) stays on the media and talk burst control message path, otherwise media parameters received from the controlling network are included.

b. PoC service indication

c. PoC Address of PoC user at the PoC client B

d. PoC Address of PoC user at the PoC client A

e. Talk burst control protocol proposal
f. Manual answer override request
g. Pre-arranged Group Identity.

9. When the PoC client B receives the INVITE request, the PoC Client B shall send OK response for the INVITE. Information elements contained in OK response:

a. Media parameters of the PoC client B

b. Selected talk burst control protocol.

10. SIP/IP core B forwards the OK response to the PoC server B (participating). Information elements contained in OK response:

a. Media parameters of the PoC client B

b. Selected talk burst control protocol.

11. When PoC Server B (participating) receives OK response it will forward it to towards controlling network. Information elements contained in OK response:

a. Media parameters of PoC server B if PoC server B (participating) stays on the media and talk burst control message path, otherwise media parameters received from the PoC client B are included

b. Selected talk burst control protocol.

12. SIP/IP core B forwards the OK response to the controlling network. Information elements contained in OK response:

a. Media parameters of PoC server B if PoC server B (participating) stays on the media and talk burst control message path, otherwise media parameters received from the PoC client B are included

b. Selected talk burst control protocol.

13. SIP/IP core X forwards the OK response to the PoC server X (controlling). Information elements contained in OK response:

a. Media parameters of PoC server B if PoC server B (participating) stays on the media and talk burst control message path, otherwise media parameters received from the PoC client B are included

b. Selected talk burst control protocol.

14. The PoC server X sends the Receiving Talk Burst indication to the PoC Client B. Information elements contained in Receiving Talk Burst indication:

a. PoC Address of the PoC participant at the PoC Client sending the talk burst

b. Display name of the PoC participant at the PoC Client sending the talk burst.

15. The PoC server B (participating) relays the Receiving Talk Burst message to the PoC client B. Information elements contained in Receiving Talk Burst indication:

a. PoC Address of the PoC participant at the PoC Client sending the talk burst 
b. Display name of the PoC participant at the PoC Client sending the talk burst

Note 1: If the Participating PoC Function B is not on the media and talk burst control message path, the PoC Server A sends the Receiving Talk Burst indication directly to the PoC Client B.
Note 2: If  PoC Client B is using Pre-establsihed Session the signalling flow for this scenario is as shown in Figure 24 in sub-clause 9.3.2.1.1
*** Change according to the review comment 1208 ***

6.2.7 Leaving the PoC Session in the case of the Pre-established Session

This section provides scenarios as follows for PoC clients using the Pre-established Sessionfor a PoC session.  A PoC client using the pre-established session initiates release of a PoC participant from a PoC session.   Other members of the PoC session MAY either remain on the PoC session or depending on the termination policy they MAY be released according to the section Fehler! Verweisquelle konnte nicht gefunden werden..  The PoC session is released, but the pre-established session is maintained.
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Figure 12 - PoC Client Releases From PoC Session (Pre-Established Session)

1. PoC Client A sends a REFER BYE message to SIP/IP Core A.

Information elements contained in REFER BYE message:

a. Identifier of the pre-established session

2. SIP/IP Core sends the REFER BYE message to the participating PoC server A.

3. Participating PoC server acknowledges the request by sending ACCEPTED to the SIP/IP Core.

4. SIP/IP Core A forwards the ACCEPTED to the PoC Client A  

5.-7. The Participating PoC server A sends a BYEmessage to the PoC Server X (controlling) X via SIP/IP Cores. 

8.-10. The Controlling PoC server X sends an acknowledgement to the Participating PoC server A via SIP/IP Cores.

11. After receiving the OK PoC Server A sends a NOTIFY request to the SIP/IP Core A.  

Informational elements in the NOTIFY.

c. PoC Session Identity of the Pre-establsihed Session 
d. Unconfirmed OK response received indication

13. The SIP/IP Core forwards the NOTIFY to the PoC Client A. 
14. 13. PoC client A sends an OK to the SIP/IP Core A
14. The SIP/IP Core A sends the OK to the PoC server A.
15.   The pre-established session between PoC Client B and the PoC Server B is maintained.

16.   The release is notified to other participants of the PoC group session if subscribed.

17.  According to the termination policy the other participants of the PoC session are either released or kept in the PoC session.  If they are released the participants, who have had a pre-established session are released as described in the subclause Fehler! Verweisquelle konnte nicht gefunden werden.‘Fehler! Verweisquelle konnte nicht gefunden werden.’. .  If the participant has not had the Pre-established Session the PoC session is released as described in the subclause chapter Fehler! Verweisquelle konnte nicht gefunden werden. Fehler! Verweisquelle konnte nicht gefunden werden..

Note1: The procedure to close the pre-established SIP session is similar to the procedure described in the chapter 9.5.1 ‘Leaving the PoC session in the case of on-demand session’. 
Note 2: NOTIFYs caused by the implicit subscription of the REFER request may also be suppressed by  request of PoC client A.
*** Change according to the review comment 015 ***

9.7
Adding a user to a PoC session

Any PoC participant may add any other PoC user to ongoing PoC session, as long as the maximum number of participant is not exceeded and if allowed by the PoC group policy. 

9.7.1
Procedure at inviting user

Figure 13 shows the high-level signalling procedure of adding a PoC subscriber to the PoC group session from the inviting user's point of view. 
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Figure 13. Adding a user (procedure at inviting user)

When the user (referred to as the "inviting user") wishes to add a user to the PoC group session, the PoC client issues a REFER request to the PoC server X. The REFER method is handled to add the user (referred to as the "invited user") to the PoC group session by the PoC Server X. 

The PoC server may apply PoC group policies to the adding users to an ongoing group session.

The PoC server X (Controlling) issues a NOTIFY method according to the [RFC 3515] to the inviting user upon receiving the accepted-response from the invited user.

1. – 5.  The PoC Client A sends a REFER request with the intended invited user's address (PoC Client B) through the signaling path to the PoC Server X.  Information Elements contained in the REFER request:

a. PoC Address of the invited PoC user

b. Manual Answer Override request if the inviting PoC user has been authorized to issue this request and selected to do so.

6 – 10.   Upon receiving the REFER request, the PoC Server X initiates the inviting procedure to the PoC client B side and sends an ACCEPTED response to the PoC Client A through the signaling path which has routed the original request. 

11 – 15.  When the PoC Server X receives the indication from the PoC Client B that it has accepted the invitation, the PoC Server X sends a NOTIFY request to the PoC Client A.

16 – 20.  Upon receiving the NOTIFY, the PoC Client A sends an OK response to the PoC Server X.

9.7.2
Procedure at invited user

When an invited user is indicated with incoming INVITE method by the PoC server, depending on the answering mode on the terminal, the invited user may manually answer or automatically accept which issues the final response back to the PoC server.

9.7.2.1
Invited user is in manual answer mode

In this case, the terminating PoC client indicates the incoming invitation request and the user responds the request. The Figure 14 shows the high level flow of this scenario. 
This subclause describes the scenario where the inviting PoC User did not issue Manual Answer Override request. For the procedure of the Manual Answer Override if the inviting PoC user has been authorized to issue this request and selected to do so, refer to the subclause 9.7.2.3.
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Figure 14. Adding a user (procedure at invited user)

1. Upon receiving the request to invite a PoC Client B, the PoC Server X sends an INVITE request to the PoC Client B. To reach the PoC Client B, the PoC Server X sends INVITE request to the SIP/IP core X.  Information elements contained in the INVITE request:

a. PoC Group Identity (optional)

b. PoC Address of the PoC user at the PoC Client B,

c. PoC Service Indication,

d. PoC Address of the PoC user at the PoC Client A,

e. Controlling PoC function assigned indication,

f. Media parameters of the PoC server X (controlling)
g. Talk burst control protocol proposal.

2. SIP/IP Core routes the request to the PoC Client B's home network.  Information elements contained in the INVITE request:

a. PoC Group Identity (optional)

b. PoC Address of the PoC user at the PoC Client B,

c. PoC Service Indication,

d. PoC Address of the PoC user at the PoC Client A,

e. Controlling PoC function assigned indication,

f. Media parameters of the PoC server X (controlling)
g. Talk burst control protocol proposal.

3. SIP/IP Core B routes the request to the PoC Server B based on the PoC address of the invited PoC user and PoC Service Indication.  Information elements contained in the INVITE request:

a. PoC Group Identity (optional)

b. PoC Address of the PoC user at the PoC client B,

c. PoC Service Indication,

d. PoC Address of the PoC user at the PoC Client A,

e. Controlling PoC function assigned indication,

f. Media parameters of the PoC server X (controlling)
g. Talk burst control protocol proposal.

4. The PoC Server B sends the PoC session setup request to the SIP/IP Core B.  If the PoC client B is using on-demand session, the PoC server B sends an INVITE request. If the PoC client B is using pre-established session, the PoC server B sends a re-INVITE request. Information elements contained in the INVITE/re-INVITE request:

a. PoC Group Identity (optional)

b. PoC Address of the PoC user at the PoC client B,

c. PoC Service Indication,

d. PoC Address of the PoC user at the PoC Client A,

e. Media parameters of the PoC server B (participating)
f. Manual Answer Request
g. Talk burst control protocol proposal.

5. The SIP/IP Core forwards the INVITE/re-INVITE request to the PoC Client B.  Information elements contained in the INVITE/re-INVITE request:

a. PoC Group Identity (optional)

b. PoC Address of the PoC user at the PoC client B,

c. PoC Service Indication,

d. PoC Address of the PoC user at the PoC Client A,

e. Media parameters of the PoC server B (participating)
f. Manual Answer Request
g. Talk burst control protocol proposal.

6 – 10. The PoC Client B indicates the invitation and waits for the accept indication by the user. Upon receiving the invitation accept indication by the user, the PoC Client B responds with an OK to the PoC Server X through the signaling path which has routed the request. The PoC Server X notifies the inviting user that the invited user has accepted the invitation.

Information elements contained in OK response:

a. Media parameters of the PoC client B

b. Selected talk burst control protocol.

9.7.2.2
Invited user is in auto answer mode using on-demand session

In this case, the terminating PoC client automatically answers the invitation request by the PoC server and the user is able to hear the voice. The Figure 15 shows the high level flow of this scenario. 
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Figure 15. Adding a user (procedure at invited user)

1. Upon receiving the request to invite a PoC Client B, the PoC Server X sends INVITE request to the PoC Client B. To reach the PoC Client B, the PoC Server X sends INVITE request to the SIP/IP core X.  Information elements contained in the INVITE request:

a. PoC Group Identity (optional)

b. PoC Address of the PoC user at the PoC Client B,

c. PoC Service Indication,

d. PoC Address of the PoC user at the PoC Client A,

e. Controlling PoC function assigned indication,

f. Media parameters of the PoC server X (controlling)
g. Talk burst control protocol proposal
h. Manual Answer Override request if the inviting PoC User has been authorized to issue this request and selected to do so.
2. SIP/IP Core routes the request to the PoC Client B's home network.  Information elements contained in the INVITE request:

a. PoC Group Identity (optional)

b. PoC Address of the PoC user at the PoC Client B,

c. PoC Service Indication,

d. PoC Address of the PoC user at the PoC Client A,

e. Controlling PoC function assigned indication,

f. Media parameters of the PoC server X (controlling)
g. Talk burst control protocol proposal
h. Manual Answer Override request if the inviting PoC User has been authorized to issue this request and selected to do so.
3. SIP/IP Core B routes the request to the PoC Server B based on the PoC address of the invited PoC client and PoC Service Indication.  Information elements contained in the INVITE request:

a. PoC Group Identity (optional)

b. PoC Address of the PoC user at the PoC Client B,

c. PoC Service Indication,

d. PoC Address of the PoC user at the PoC Client A,

e. Controlling PoC function assigned indication,

f. Media parameters of the PoC server X (controlling)
g. Talk burst control protocol proposal
h. Manual Answer Override request if the inviting PoC User has been authorized to issue this request and selected to do so.
      4. – 6.    When the PoC Server B receives the request, it sends Automatic Answer Request to the PoC Server X through the signaling path.

7. The PoC Server B sends the PoC session setup request to the SIP/IP Core B.    Information elements contained in the INVITE request:

a. PoC Group Identity (optional)

b. PoC Address of the PoC user at the PoC Client B,

c. PoC Service Indication,

d. PoC Address of the PoC user at the PoC Client A,

e. Automatic Answer Request.

f. Media parameters of the PoC server B (participating)
g. Talk burst control protocol proposal.

8. The SIP/IP Core B forwards the INVITE request to the PoC Client B.  Information elements contained in the INVITE request:

a. PoC Group Identity (optional)

b. PoC Address of the PoC user at the PoC Client B,

c. PoC Service Indication,

d. PoC Address of the PoC user at the PoC Client A,

e. Automatic Answer Request.

f. Media parameters of the PoC server B (participating)

g. Talk burst control protocol proposal.

9 – 13. The PoC Client B responds with an OK to the PoC Server X through the signaling path which has routed the request. The PoC Server X notifies the inviting user that the invited user has accepted the invitation.

Information elements contained in OK response:

a. Media parameters of the PoC client B

b. Selected talk burst control protocol.

9.7.2.3
Invited user is in auto answer mode using pre-established session

In this case, the terminating PoC client automatically answers the invitation request by the PoC server and the user is able to hear the voice. The Figure 15 shows the high level flow of this scenario. 
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Figure 16. Adding a user (procedure at invited user)

1.  Upon receiving the request to invite a PoC Client B, the PoC Server X sends INVITE request to the PoC Client B. To reach the PoC Client B, the PoC Server X sends INVITE request to the SIP/IP core X.  Information elements contained in the INVITE request:

a. PoC Group Identity (optional)

b. PoC Address of the PoC user at the PoC Client B,

c. PoC Service Indication,

d. PoC Address of the PoC user at the PoC Client A,

e. Controlling PoC function assigned indication,

f. Media parameters of the PoC server X (controlling)
g. Talk burst control protocol proposal
h. Manual Answer Override request if the inviting PoC User has been authorized to issue this request and selected to do so.
2. SIP/IP Core routes the request to the PoC Client B's home network.  Information elements contained in the INVITE request:

a. PoC Group Identity (optional)

b. PoC Address of the PoC user at the PoC Client B,

c. PoC Service Indication,

d. PoC Address of the PoC user at the PoC Client A,

e. Controlling PoC function assigned indication,

f. Media parameters of the PoC server X (controlling)
g. Talk burst control protocol proposal
h. Manual Answer Override request if the inviting PoC User has been authorized to issue this request and selected to do so.
3. SIP/IP Core B routes the request to the PoC Server B based on the PoC address of the invited PoC client and PoC Service Indication.  Information elements contained in the INVITE request:

a. PoC Group Identity (optional)

b. PoC Address of the PoC user at the PoC Client B,

c. PoC Service Indication,

d. PoC Address of the PoC user at the PoC Client A,

e. Controlling PoC function assigned indication,

f. Media parameters of the PoC server X (controlling)
g. Talk burst control protocol proposal
h. Manual Answer Override request if the inviting PoC User has been authorized to issue this request and selected to do so.
      4. – 6.    If the PoC Client B is accepting the session automatically, or if PoC Client B has authorised PoC Client A to issue a manual answer override request and PoC Server B (participating) supports manual answer override, and if the PoC client B also has Pre-established Session with PoC Server B (participating), then the PoC Server B (participating) sends OK response back towards the controlling network 
7.     The PoC Server B (participating) sends the Connect message to the PoC Client B.

8.     The PoC Client B acknowledges the Connect message with a Talk Burst Acknowledge messge to guarantee reliable delivery of the Connect
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