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1 Reason for Change

a) Justification:

The following referenced IETF drafts expired:

	[XCAP]
draft became RFC 4825
no implications for the document, diff can be found at http://tools.ietf.org/wg/simple/draft-ietf-simple-xcap/rfc4825-from-12.diff.html
	“The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, October 2006,  URL:http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-12.txt 
Note: IETF Draft work in progress.

	[XCAP_List]
draft became RFC 4826
no implications for the document, diff can be found at http://tools.ietf.org/wg/simple/draft-ietf-simple-xcap-list-usage/rfc4826-from-05.diff.html
	“The Extensible Markup Language (XML) Formats for Representing Resource Lists”, J. Rosenberg, February 7 2005, URL:http://www.ietf.org/internet-drafts/ draft-ietf-simple-xcap-list-usage-05.txt
Note: IETF Draft work in progress.


b) Clauses affected:

many
c) Summary of change:

The references are updated as specified in the Justification.

d) Consequence if not approved:

Expired IETF draft referenced.

Inconsistency between PoC documents related to referenced IETF drafts.

e) Reason for revision:

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

Contributors' note to the editor: Please convert the URLs to MS Word hypertext links

PLEASE REMOVE THIS BEFORE APPLYING THE CHANGES TO THE DOCUMENT
	[RFC4825]
	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)", J. Rosenberg, May 2007

URL: http://tools.ietf.org/rfc/rfc4825.txt



	[RFC4826]
	IETF RFC 4826: "Extensible Markup Language (XML) Formats for Representing Resource Lists", J. Rosenberg, May 2007

URL: http://tools.ietf.org/rfc/rfc4826.txt




 3.2 Definitions

	Application Unique ID

(AUID)
	A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another application.  (Source: [RFC4825])

	Chat PoC Group
	A Chat PoC Group is a persistent Group in which a PoC User individually joins to have a PoC Session with other joined PoC Users, i.e., the establishment of a PoC Session to a Chat PoC Group does not result in other members of the Chat PoC Group being invited.   (Source: [PoC-CP])

	Chat PoC Group Session
	A Chat PoC Group Session is a PoC Session established to a Chat PoC Group.  (Source: [PoC-CP])

	Controlling PoC Function
	The Controlling PoC Function is implemented in a PoC Server and provides centralized PoC Session handling, which includes RTP Media distribution, Talk Burst Control, policy enforcement for participation in Group Sessions, and the Participant information. (Source: [PoC-CP])

	Global Document
	A document placed under the XCAP Global Tree that applies to all users of that application usage.

	Global Tree
	A URL that represents the parent for all Global Documents for a particular application usage within a particular XCAP Root. (Source: [RFC4825])

	Participant
	A Participant is a PoC User in a PoC Session.  (Source: [PoC-CP])

	PoC Address
	A PoC Address identifies a PoC User. The PoC Address can be used by one PoC User to request communication with other PoC Users.  (Source: [PoC-CP])

	PoC Group
	A PoC Group is a predefined set of PoC Users together with its attributes. A PoC Group is identified by a SIP URI. (Source: [PoC-CP])

	PoC Group Session
	A PoC Group Session is a Pre-arranged PoC Group, Ad-hoc PoC Group or Chat PoC Group Session.  (Source: [PoC-CP])

	PoC Group Identity
	SIP URI of the Pre-arranged PoC Group or Chat PoC Group. (Source: [PoC-CP]) 

	PoC Group Member
	A PoC User on the predefined list of those who are to be invited during initial PoC Session establishment (in the case of Pre-arranged PoC Group), or allowed to join the PoC Session (in the case of Restricted Chat PoC Group). (Source: [PoC-CP])

	PoC Server
	The PoC Server implements the 3GPP/3GPP2 IMS application level network functionality for the PoC service. A PoC Server may perform the role of the Controlling PoC Function or Participating PoC Function, or both at the same time.  (Source: [PoC-CP])

	Pre-arranged PoC Group
	A Pre-arranged PoC Group is a persistent PoC Session Identity that has an associated set of PoC members.  The establishment of a PoC Session to a Pre-arranged PoC Group results in all members being invited.  (Source: [PoC-CP])

	User
	A User is any entity that uses the described features through the User Equipment.

	XCAP Application Usage
	Detailed information on the interaction of an XCAP Client with an XCAP server. (Source: [RFC4825])

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in this specification. (Source: [RFC4825])

	XCAP Root
	A context that includes all of the documents across all application usages and users that are managed by a server. (Source: [RFC4825])

	XCAP Root URI
	An HTTP URI that represents the XCAP Root. Although a valid URI, the XCAP Root URI does not correspond to an actual resource. (Source: [RFC4825])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in this specification. (Source: [RFC4825])

	XCAP User Identifier (XUI)
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP server. (Source: [RFC4825])


 5.1.1 Structure

The PoC Group document SHALL conform to the structure of the “group” document described in this sub‑clause. The schema definition is provided in section 5.1.3.

The <list-service> element

a) SHALL include a “uri” attribute representing the PoC Group Identity;

b) MAY include any other attributes from any other namespaces for the purposes of extensibility;

c) MAY include a <display-name> element containing a human readable name of the group;

d) MAY include a <list> element containing the PoC Group Members;

e) MAY include an <invite-members> element indicating whether the PoC Group Members will be invited;

f) MAY include a <max-participant-count> element;

g) MAY include a <ruleset> element representing the authorization policy associated with this PoC Group;

h) MAY include any other elements from any other namespaces for the purposes of extensibility;

i) If the PoC Group is in users tree, SHOULD include an <owner> element indicating the owner of the PoC Group in the format of SIP URI;
If the PoC Group is in global tree, SHALL include an <owner> element indicating the owner of the PoC Group in the format of SIP URI
Each <list> element SHALL be composed of a sequence of zero or more elements, each of which is

a) an <entry> element containing an attribute "uri" that conforms with SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]) identifying a single user, and an optional child element <display-name> associated with each element <entry>, containing a human readable name of each PoC Group Member, as defined in [RFC4826]; or

b) an <external> element pointing to a URI List in the Shared XDMS as defined in [SHAREDXDM]. 

The structure of the <ruleset> element SHALL conform to [RFC4745]. Each <ruleset> element is composed of a sequence of zero or more <rule> elements.

The <conditions> child element of any <rule> element MAY include the following child elements:

a) the <identity> element as described in [RFC4745];

b) the <external-list> element as defined in [XDMSPEC] Section 6.6.2;

c) the <other-identity> element as defined in [XDMSPEC] Section 6.6.2;
d) the <is-list-member> element as defined in Section 5.1.3.

Other types of <conditions> elements described in [RFC4745] are not defined by this specification. This means that, if present, the PoC Server ignores such elements.

The <actions> child element of any <rule> element MAY include the following child elements defined in Section 5.1.3:

a) the <allow-conference-state> element

b) the <allow-invite-users-dynamically> element

c) the <join-handling> element

d) the <allow-initiate-conference> element

e) the <allow-anonymity> element

f) the <is-key-participant> element

 5.1.6 Validation constraints

The PoC Group document SHALL conform to the XML Schema described in subclause 5.1.3 “XML Schema”, with the clarifications given in this sub‑clause.

A PoC Group document stored in the “users” tree of PoC XDMS SHALL contain no more than one <list-service> element.

NOTE: The “index” document in the “global” tree as specified in subclause  5.1.8 “Global documents”) can contain multiple <list-service> elements.

The value of the “uri” attribute proposed by the XDM Client in the <list-service> element:

· SHALL be in the format of a SIP URI.

· SHALL be unique amongst all PoC Group documents spanning all “users” trees stored across all PoC XDMS in a service provider’s domain. 

· SHALL conform to the syntax specified by the Conference URI Template (see [OMA-PoC-CP] Appendix B), which is stored in the PoC XDMS and provisioned to the XDM Client.
If this “uri” attribute value does not conform to any local policy or the constraints described above, the PoC XDMS SHALL respond with an HTTP “409 Conflict” response as described in [RFC4825]. The error condition SHALL be described by the <uniqueness-failure> error element. The PoC XDMS SHALL include at least one <alt-value> element in the <uniqueness-failure> error element.

NOTE 1: The syntax of the <alt-value> element is according to the syntax, which is stored in the PoC XDMS, and provisioned to the XDM Client but may also be another syntax according to a local XDMS policy and not yet provisioned to the PoC Client.

If the Conference URI violated additional constraints imposed by local policy, the “phrase” attribute SHOULD be set to “URI constraint violated”.

NOTE 2: The rendering of any “phrase” attribute to a human user is a user interface issue, and is not standardized.

NOTE 3: If the server decides to use the “phrase” text as defined in this specification, it will ignore the received HTTP Accept-language header value. 

If the XDM Client repeats the XCAP request it SHOULD use a “uri” attribute chosen from one of the values received in the <alt-value> elements.
The value of the <owner> element proposed by the XDM Client SHALL be in the format of SIP URI and SHALL be the the public SIP URI representing the creator of the PoC Group. If XDM Client proposes other value of <owner> element than the public SIP URI representing the creator of the PoC Group, an HTTP “409 Conflict” response SHALL be returned with the error condition identified by the <constraint-failure> element. If included, the “phrase” attribute of this element SHOULD be set “Wrong type of the owner.”
If the value proposed by the XDMC for the <max-participant-count> exceeds the value determined by the PoC XDMS, an HTTP “409 Conflict” response SHALL be returned with the error condition identified by the <constraint-failure> element. If included, the “phrase” attribute of this element SHOULD be set to “Maximum number of participants exceeded”.

The value of an <entry> element SHALL contain a syntactically valid PoC Address.

If the value proposed for the <entry> element does not conform to the syntax of a supported URI, the PoC XDMS SHALL return an HTTP “409 Conflict” response including the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “URI syntax error”.

If the XDMC adds an <entry> element to the <list> element whose “uri” attribute matches that of another <entry> element already present, the PoC XDMS SHALL return an HTTP “409 Conflict” including the error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Duplicate entry”.

The <entry-ref> element is not defined in the PoC Group schema as specified in the sub-clause “XML Schema”. As such, if the XDMC uses or adds an <entry-ref> element (as specified in [RFC4826]) under the <list> element, to refer to any storage of a PoC Contact Address in the Shared XDMS, the PoC XDMS complying with this specification SHALL return an error code "409 Conflict" response which includes the XCAP error element <schema-validation-error>. 
NOTE: The use of <entry-ref> element is avoided in the current version to alleviate possible complexities in resource interdependency.
Any AUID value other than “resource-lists” in the Document URL contained in an <external> or <external-list> element SHALL be a validation error. If so, the <external> or <external-list> insertion SHALL fail with an HTTP “409 Conflict” response which includes the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Wrong type of shared list”.

If the XUI value of the Document URL proposed in an <external> or <external-list> element does not match the XUI of a PoC Group document URI or a <list> element within a “resource-lists” document, this SHALL be a validation error. If so, the <external> or <external-list> element insertion SHALL fail with an HTTP “409 Conflict” response, which includes the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Access denied to shared list”.

If the document proposed by the XDM Client contains under the <conditions> element more than one child element of <identity>, <external-list>, <other-identity> or <is-list-member>, the PoC XDMS SHALL return an HTTP “409 Conflict” including the error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Complex rules are not allowed”.

 B.1.3 Obtaining a PoC Group Document in Global Tree

Figure B.3 describes how XDM client residing in PoC Server obtains a particular PoC Group in global tree.
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Figure B.3 - XDM Client in PoC Server obtains a particular PoC Group document in global tree
The details of the flows are as follows:
1) PoC Server wants to obtain the PoC group “sip:myconference@example.com”. For this purpose the XDMC residing in PoC Server sends an HTTP GET request to PoC XDMS.
GET http://xcap.example.com/services
/org.openmobilealliance.poc-groups/global/index/~~
/group/list-service[@uri="sip:myconference@example.com"] 
HTTP/1.1

...

Content-Length: 0

2) After the PoC XDMS has performed the necessary authorisation checks on the request originator, the PoC XDMS inserts “sip:ronald.underwood@example.com” as <owner> information of the PoC Group “sip:myconference@example.com” only if the <owner> element does not exist in PoC Group in users tree, and then sends an HTTP “200 OK” response to the PoC Server, including the requested PoC group in the body.

HTTP/1.1 200 OK
Etag: "et53"

...

Content-Type: application/xcap-el+xml

  <list-service uri="sip:myconference@example.com">
    <owner>sip:ronald.underwood@example.com</owner>

    <display-name xml:lang="en-us">Friends</display-name>

    <list>

      <entry uri="tel:+43012345678"/>

      <entry uri="sip:hermione.blossom@example.com"/>

    </list>

    <max-participant-count>10</max-participant-count>

    <cr:ruleset>

      <cr:rule id="a7c">

        <cr:conditions>

          <is-list-member/>

        </cr:conditions>

        <cr:actions>

          <join-handling>true</join-handling>

          <allow-anonymity>true</allow-anonymity>

        </cr:actions>

      </cr:rule>

    </cr:ruleset>

  </list-service>

Note: It is assumed that the PoC Server already knows the namespace binding of the PoC Group document in the PoC XDMS to be fetched, according to the procedure described in [RFC4825] Section 7.10, such that the PoC Server is able to understand the prefix used in the PoC Group document. Specifically in the example above, the PoC Server understands that the prefix “cr” stands for “urn:ietf:params:xml:ns:common-policy”.
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