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1 Reason for Contribution

The contribution proposes a Third Party Call Control (3PCC) to the PoC2 architecture to support network triggered and controlled PoC sessions for reservation invitation and dynamic PoC groups.   The contribution uses an external entity from OMA-POC-2005-0764-PoC2-AD-Reservation and a reference point from that contribution, but renames it as a PoC Processing Entity to avoid potential confusion with other contributions that deal with "external entities". 

2 Summary of Contribution

The contribution proposes 3PCC capability to effect PoC Session establishment and control.  This can be used in OMA-POC-POCv2-2005-0041-PoC2-AD-INV-RES, which has proposal #1 of OMA-POC-2005-0764-PoC2-AD-Reservation for example.  

From a PoC Session point of view, the PoC Processing Entity may be viewed as a PoC Client that neither sends nor receives media or floor control.  Therefore, a protocol aspect of the interface is the ability to establish a PoC Session with the PoC Server that has no media (including no floor control).  The PoC Processing Entity (PPE) is introduced in OMA-POC-POCv2-2005-0041-PoC2-AD-INV-RESV.  Note that the PPE may have interfaces to other OMA enablers such as presence and location needed by other requirements in the PoC2 RD, e.g., dynamic PoC groups.  

3 Detailed Proposal

1. Scenario

1.1 Network Triggered Establishment

Based on user input, the PPE determines that the PoC Network must establish a PoC Session to some set of users.   This may involve input from other OMA Enablers such as presence or location. 

The PPE sends an INVITE to a PoC Server via the SIP IP Core; it should be sufficient for the PPE to simply address the INVITE to a Conference Factory URI.  The SIP IP Core chooses a PoC Server perhaps based on a selection algorithm that operates over a dynamically maintained list of available PoC Servers; this is outside the scope of PoC specifications.  The INVITE specifically requests no media; this takes a special SDP to ensure the PoC Server does not try to respond with a 200OK that has media. 

The PoC Server receives the INVITE via the SIP IP core, and determines that the SDP contains a request for no media or users, and returns a 200OK with a PoC Session Identity, which is a usual conference URI.   The PPE now sends a REFER with a of list users and/or groups and media types. The PoC Server carries out the necessary PoC Session actions to establish the PoC Session with those users.   
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Figure 1: Network Triggered PoC Session Based on Web User Input

1. User inputs criterion for a network triggered PoC Session, such as invitation reservation.  

2. PPE responds to user

3. The PPE sends an INVITE to a PoC Server via the SIP/IP Core. The INVITE SDP specifically requests no media or floor control.  

4. The SIP/IP Core forwards the INVITE to the PoC Server.  If the INVITE is directed to a Factory Conference URI, then the SIP/IP Core assists in the determination of the correct PoC Server. 

5. The PoC Server responds with a 200OK that contains the PoC Session Identity. 

6. The SIP/IP Core forwards the 200OK to the PPE

7. The PPE sends a REFER to the SIP/IP core with the list of users (may also include prearranged groups) and media to the PoC Session Identity. The refer-to method to be invoked to the users is INVITE.  Notifications with sipfrags may be interesting, so the REFER probably does not have the norefersub. 

8. The SIP/IP Core forwards the REFER to the PoC Server.   

9. The PoC Server sends a 202OK to the SIP/IP Core. 

10. The SIP/IP Core sends the 202OK to the PPE

11. The PoC Server as a CF PoC Server sends INVITEs to the users identified in the REFER with the appropriate SDP

12. The invited uses respond with 200OKs.  Other responses such as 180 or 183, may be relevant. 

13. The PoC Server sends a NOTIFY to the SIP/IP Core; there may be more than shown herein

14.  The SIP/IP Core sends the NOTIFY to the PPE

15. The PPE sends a 200OK to the SIP/IP Core

16. The SIP/IP Core sends the 200OK to the PoC Server 

17. The user later check the status of the invitation reservation

18. The PPE acknowledges

The key protocol function above is the ability to request a PoC Session with no media or floor control and to then add users with media and floor control to that PoC Session. 

1.2 PoC Session Modification 

In general, the INVITE of the previous section could also be a reINIVITE or UPDATE that modifies an existing PoC session, such as the addition or release of users, or the addition, release or other modification of floor media, which may be relevant for dynamic PoC groups.  
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Figure 2: The PPE Modifies an Ongoing PoC Session Based on User Input

There is an ongoing PoC Session that the PPE previously established.

1. Based on input from the user, the user input some modification of the PoC Session, e.g., new media, expelling users, adding users, enabling one participant to speak to everyone, changing filter criterion, observing the current participants, adding another dispatcher and PPE in preparation for his/her end of shift, etc.

2. The PPE acknowledges the user input

3. The PPE sends a REFER to the SIP/IP Core that contains some SIP request such as a reINVITE or UPDATE or REFER.  The REFER is addressed to the PoC Session Identity of the PoC session to be modified. 

This would be the first step if the PPE itself changes the PoC Session, e.g., based on the location of users. 

4. The SIP/IP Core sends the REFER to the PoC Server. 

5. The PoC Server sends a 202OK to the SIP/IP Core

6. The SIP/IP Core sends the 202OK to the PPE

7. The PoC server sends out one or more INVITE or UPDATE requests, as necessary.

8. The participants respond with 200OKs 

9. The PoC Server sends a NOTIFY to the SIP/IP Core

10. The SIP/IP Core sends the NOTIFY to the PPE

11. The PPE sends a 200OK to the SIP/IP Core

12. The SIP/IP Core sends the 200OK to the PoC Server

2. PoC Standardization 

The function being standardized in the PoC AD is the 3PCC signaling, which as outlined above is specifically the capability for a PoC Client to be able to establish and control PoC Sessions with other users, but to not receive any media or floor control.   

3. PoC AD Revisions

The following AD changes are proposed to support 3PCC: 

6.1.1 PoC Client

The PoC Client may reside on a mobile terminal or on a network internal processing element. The PoC Client is used to access the PoC service.

A  PoC Client that resides on a mobile terminal SHALL be able to:

· Allow PoC Session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and release.

· Perform registration with the SIP/IP Core.

· Authentication of the PoC User to the SIP/IP Core.

· Generate and send Talk Bursts by recording and encoding audio.

· Receive Talk Bursts and generate audio by decoding the received Talk Bursts.

· Support Talk Burst Control procedures and Talk Burst Control Protocol negotiation.

· Incorporate PoC configuration data provided by the DM Client.

· Support the capability of a PoC User to set the Answer Mode Indication (Manual Answer, Automatic Answer), the Incoming PoC Session Barring and Incoming Instant Personal Alert Barring.

· Support User Plane adaptation procedures if initiated by the PoC Server.

· Support receiving of Instant Personal Alert.

A PoC Client that resides on a mobile terminal MAY be able to:

· Support sending of Instant Personal Alert

· Provide Group Advertisement

· Support multiple Talk Burst Control Protocols.

· Support Talk Burst request queuing that may be based on priority or timestamp.
· Send quality feedback reports after end of Talk Burst.
· Support for Pre-established Sessions.

· Support Simultaneous Sessions.
· Support Session on-hold procedures.
· Request privacy for User identity.

A PoC Client that resides on a network internal PoC Processing Entity performs 3PCC PoC functions and SHALL be able to
· Initiate PoC Session establishment, modification, and release for mobile terminal based PoC Clients, as well as for External P2T Users and Remote Users.

· Perform registration with the SIP/IP Core.

· Authenticate the underlying Processing Element to the SIP/IP Core.

· Support the sending of Instant Personal Alerts.

· Provide Group Advertisement
6.1.3.1 Controlling Function

The PoC Server SHALL perform the following functions when it fulfils the Controlling PoC Function:

· Provides centralized PoC Session handling

· Support 3PCC SIP Session Signaling from a PoC Processing Entity

· Provides the centralized media distribution

· Provides the centralized Talk Burst Control functionality including Talker Identification

· Provides SIP Session handling, such as SIP Session origination, release, etc.

· Provides policy enforcement for participation in Group Sessions

· Provides the Participants information 

· Provides for privacy of the PoC Addresses of Participants

· Collects and provides centralized media quality information

· Provides centralized charging reports

· Supports User Plane adaptation procedures

· Support Talk Burst Control Protocol negotiation.

The PoC Server MAY perform the following function when it fulfils the Controlling PoC Function:

· Provide transcoding between different codecs.

· Accept 3PCC Control Plane input from a PoC Processing Entity
7.x Reference Point POC-9: SIP IP Core - Processing Entity

The protocols over POC-2 reference point support the communication between the SIP/IP Core and a PoC Processing Entity for SIP Session control. The POC-9 reference point is based on SIP.

The POC-9 reference point SHALL support the following:

· 3PCC PoC Session signalling between the PoC Processing Entity and the PoC Server

· Subscription to Presence information by the PoC Processing Entity to the Presence Server

· Notification of Presence information by the PoC Processing Entity to the PoC Server
· Support Instant Personal Alerts.

· Support Group Advertisement

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the POC-9 reference point SHALL conform to the ISC reference point [3GPP TS 23.002, 3GPP2 X.S0013.2].

DEFINITION 
	PoC Processing Entity
	An  end device that is not a human user and that may or may not contain a PoC Client.  A PoC Processing Entity may possess interfaces to other enablers such as presence or location.  


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and provide feedback. 
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