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1 Reason for Contribution

This contribution is resubmitted with a new number as a revision of OMA-POC-POCv2-2005-0064R01-AD-8-Crisis-Handling-consolidated.doc and incorporates the comments suggested in F-F-Meeting on 23-Jan-06.
Contribution 2005-0064R01 proposed consolidated texts to the PoC-2 AD for the PoC Crisis Handling feature and included inputs from

Motorola contribution OMA-POC-2005-0786-PoC2-AD-PoC-Crisis-Management-System-Concepts.zip
Nokia contribution OMA-POC-2005-0790R01-PoC2-AD-8-Crisis-Handling.doc
And the Email discussion inputs expressed on the OMA-POC WG mailing list.
R01 – Incorporated suggested comments in F-F-Meeting on 25-Jan-06
2 Summary of Contribution

This contribution proposes System Concepts for Crisis Handling.

The requirements in RD 6.1.6.8 are covered (see requirements as blue below):

6.1.6.8 PoC Session Control for Crisis Handling

PoC 2 Service optionally supports special PoC Sessions with a different set of characteristics to be used for Crisis Handling.

	Label
	Description
	Enabler Release

	Conditionality

	FUNC-PSC-CH-001


	The PoC Service Infrastructure MAY support the PoC Session control for crisis handling functionality.


	PoC 2

	FUNC-PSC-CH-002
	The PoC Client MAY support PoC Session control for crises handling functionality.
	

	Functionality

	FUNC-PSC-CH-003


	The PoC Service SHALL differentiate the Crisis Handling Request from other requests.
	

	FUNC-PSC-CH-004


	The PoC Service Infrastructure SHALL validate the Crisis Handling Request (i.e., authenticate the source and authorize the PoC Session initiation for crisis handling).
	

	FUNC-PSC-CH-005


	The PoC Service Infrastructure SHALL enforce high enough priority to be able to serve the PoC Session initiated with Crisis Handling Request
	

	FUNC-PSC-CH-006


	The PoC Service Infrastructure SHALL to be able to serve the PoC Session initiated with Crisis Handling Request by using an appropriate access network resource reservation schema.
	

	FUNC-PSC-CH-007


	Based on the crisis information received in the Crisis Handling Request the PoC Service Infrastructure MAY perform pre-defined procedures for PoC Session  such as:

a) sending out PoC Session invitation to one or more Pre-arranged PoC Group(s)

b) invoking other services (e.g. location, presence)  to determine the Dynamic PoC Groups to be invited 

c) distributing pre-recorded data (e.g. canned voice) 

d) distributing data received in the received Crisis Handling Request (e.g. images), or 

e)  invoking other services to complement crisis related data to be distributed (e.g. location information)
	

	FUNC-PSC-CH-008


	The PoC 2 Service Infrastructure MAY apply a pre-defined set of specific PoC Service Settings to the PoC Session for Crisis Handling (e.g. characterized by session priority, Manual Answer Override  to invited PoC Users, etc.).
	


Table 1: Error! Reference source not found.
	FUNC-QOE-GN-013


	PoC Users having crisis QoE subscription SHALL be able to establish PoC Sessions with crisis QoE profile toward any PoC Users, regardless of the subscription of the invited PoC Users.
	

	FUNC-QOE-PP-008


	Based on Service Provider's Policy, the PoC Server SHALL be able to pre-empt ongoing PoC Session(s) of a PoC User when receiving a PoC  Session request with a special PoC Session Priority (e.g. crisis) destinated to that PoC User.
	

	FUNC-XDM-DG-0115


	The PoC Service Infrastructure SHALL be able to create PoC Groups to which PoC Users are added dynamically at the crisis service invocation. Only PoC Service Provider can create such a special crisis PoC Group to which an authorized user is assigned. Only authorized PoC User can invoke PoC Sessions  with Crisis Handling Request through his assigned Crisis PoC Group.
	


3 Detailed Proposal

6.1.1 PoC Client

The PoC Client resides on the mobile terminal and is used to access the PoC service.

The PoC Client SHALL be able to:

· Allow PoC Session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and release.

· Perform registration with the SIP/IP Core.

· Authentication of the PoC User to the SIP/IP Core.
· Generate and send Talk Bursts by recording and encoding audio.
· Receive Talk Bursts and generate audio by decoding the received Talk Bursts.
· Support Talk Burst Control procedures and Talk Burst Control Protocol negotiation.

· Incorporate PoC configuration data provided by the DM Client.

· Support the capability to set the Answer Mode Indication (Manual Answer, Automatic Answer), the Incoming PoC Session Barring and Incoming Instant Personal Alert Barring and Simultaneous PoC Sessions Support.

· Support User Plane adaptation procedures if initiated by the PoC Server.

· Support receiving of Instant Personal Alert.

The PoC Client MAY:

· Support sending of Instant Personal Alert

· Provide Group Advertisement

· Support multiple Talk Burst Control Protocols.

· Support Talk Burst request queuing that may be based on priority or timestamp.
· Send quality feedback reports after end of Talk Burst.
· Support for Pre-established Sessions.

· Support Simultaneous Sessions.
· Support Session on-hold procedures.
· Request privacy for User identity.

· Support PoC Crisis Event Handling.

***********Next Change - Add bullets to indicate the support of Crises Handling Request *************

6.1.3.1 Controlling PoC Function

The PoC Server SHALL perform the following functions when it fulfils the Controlling PoC Function:

· Provides centralized PoC Session handling

· Provides the centralized media distribution

· Provides the centralized Talk Burst Control functionality including Talker Identification

· Provides SIP Session handling, such as SIP Session origination, release, etc.

· Provides policy enforcement for participation in Group Sessions

· Provides the Participants information 

· Provides for privacy of the PoC Addresses of Participants

· Collects and provides centralized media quality information

· Provides centralized charging reports

· Supports User Plane adaptation procedures

· Support Talk Burst Control Protocol negotiation.

The PoC Server MAY perform the following function when it fulfils the Controlling PoC Function:

· Provide transcoding between different codecs.

· Support PoC Crisis Event Handling.

********************* Next Change – NEW Texts****************

8.yy PoC Crisis Event Handling 
The PoC server MAY be able to support PoC Crisis Event Handling. 
If PoC Crisis Event Handling is supported the PoC server SHALL provide special treatment to Crisis sessions and the PoC server SHALL handle the crisis request with the help of PoC Crisis Handling Entity.  The PoC Crisis Handling Entity shall interact with the PoC Server through an interface.
In case PoC Crisis Event Handling Requests are supported the PoC Server SHALL:

· Differentiate the Crisis Handling Request from other PoC requests. 
· Enforce high enough priority to serve the PoC Session initiated with Crisis Handling Request. 

· Serve the PoC Session initiated with Crisis Handling Request by indicating or requesting to use an appropriate access network resource reservation scheme, if such resource reservation scheme is provided by access network  
In case PoC Crisis Event Handling Requests are supported the PoC Server MAY:

· Apply a pre-defined QoE profile to the PoC Session 
· Apply a pre-defined PoC Session Priority 
· Apply Manual Answer Override to invited PoC Users

In case PoC Crisis Event Handling Requests are supported the PoC Crisis Handling Entity SHALL:
· Validate the PoC Crisis Event Handling Request
In case PoC Crisis Event Handling Requests are supported the PoC Crisis Handling Entity MAY:
· Perform pre-defined procedures according to local policy, based on the information received in the request, as follows:
a) To send out PoC Session invitation to one or more Pre-arranged PoC Group(s),
b) To determine the Dynamic PoC Groups to be invited, 

c) To store and distribute pre-recorded data (e.g. recorded voice), 

d) To distribute the Discrete Media received in the incoming Crisis Handling Request (e.g. images); 

e) 
Editor’s note: This section may need further enhancements after working out more details and further breaking down the roles of the Participating and Controlling PoC Servers, the interface of PoC Server and PoC Crisis Handling Entity, and the roles of NW-Crisis-Handling Entity and UE-Crisis-Handling Entity.  
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend accepting the proposed texts to the next version of the PoC release 2 AD.
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