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1 Reason for Contribution

Respond to Binary REFER proposal.

2 Summary of Contribution

Ad hoc like SIGCOMP based compression scheme for a REFER in the pre-established session model.  

3 Detailed Proposal

1. SIP Template Compression 

This contribution discusses a kind of compression for SIP called template SIP based compression for the case of a SIP REFER request used in the pre-established session.  The contribution also reviews (over-the-air)IP Stack compression and byte reduction of the URI list in the REFER.   

Template compression can apply when there is a very high degree of redundancy between SIP requests (or responses) of the same request type.  Template based SIP compression uses SIGCOMP to send the static part of a SIP message (the template) to the SIP peer.  The template should represent the majority of the bytes of the SIP request (or response).  At SIP message transport time, the SIP peer sends a reference to the template plus the variable parts of the actual SIP REFER request.  The decompressor combines the variable parts with the static template to form the complete SIP message. 

Of interest here is the REFER that a PoC Client uses to establish a PoC Session in the case of the pre-established session call model.  The template method can also apply to the INVITE for an "on demand" call when the SDP is going to be essentially the same everytime.  

2. REFER Example

It is easiest to understand template compression approach with the help of a typical example. In the following example, a PoC User "Tom" calls two other PoC Users, "Dick" and "Harry", using the ad hoc call pre-established session model. PoC The yellow highlighted text is variable and the other text is static for the duration of the life of the pre-established session to which the REFER applies.  That is, first the PoC User (Client) establishes a pre-established session, and then the SIGCOMP peer uploads the "REFER" template to the SIP compression peer in the SIP/IP Core (i.e., the P-CSCF).

This example uses the assigned IPv6 address for the "domain" part of the call-id; if the access network assigns private IPv4 address, something else fairly random, and therefore unique, can be used equally well.  

REFER sip: poc-pes-x-@carrier.com SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>
P-Preferred-Identity: "Tom" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828
To: Conf Factory <poc-service@carrier.com>

Call-ID: cb03@5555::aaa:bbb:ccc:ddd
Cseq: 127 REFER

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>;+g.poc.talkburst
P-Alerting-Mode: MAO
Refer-to: <cid: cn35t8jf02@example.com>
Content-Type: application/resource-lists+xml

Content-Disposition: uri-list

Content-length: MMM
Content-id: <cid: cn35t8jf02@example.com>
   <?xml version="1.0" encoding="UTF-8"?>

   <resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists"

      xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

     <list name="golfers">       

       <entry uri="sip:tom@example-company-2.org" />

       <entry uri="sip:dick@example-company-3.net" />
     <list>

   <resource-lists>

Figure 1 - REFER Example

The above is about 1250 bytes.  The number of yellow highlighted characters is 130, which are the necessary to be sent over-the-air in order to reconstruct a correct REFER.  However, this is not a complete count; we must also send overhead with those yellow highlighted bytes, which are human readable characters, as well as SIGCOMP overhead.   
3. Byte Reduction for the URI List

Assume that PoC User "Tom" has stored the target URI's of "Dick" and Harry" in a personal network based phone book as follows:

<?xml version="1.0" encoding="UTF-8"?>

<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists"

  xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

    <list name="golfers" membercode=1>

       <entry uri="sip:dick@example-company1.com" membercode=2>

          <display-name>Dick</display-name>

       </entry>

       <entry uri="sip:harry@example-company2.com" membercode=3>

          <display-name>Harry</display-name>

      </entry>

       <entry uri="sip:joe@example-company2.com" membercode=4>

          <display-name>Joe</display-name>

      </entry>

   </list>

Figure 2: URI List Example

To further reduce the number of bytes that must be sent over the air the PoC Client can just send network phone book based indexes of target users, as Huawei proposes in contribution [OMA-POC-POCv2-2006-0002-AD-Performance-Optimization].  Working from Figure 2, the REFER reduces to: 

REFER sip: poc-pes-x-@carrier.com SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>
P-Preferred-Identity: "Tom" <sip:user1_public1@home1.net>

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11
Privacy: none

From: <sip:user1_public1@home1.net>;tag=171828
To: Conf Factory <poc-service@carrier.com>

Call-ID: cb03@5555::aaa:bbb:ccc:ddd
Cseq: 127 REFER

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>;+g.poc.talkburst
P-Alerting-Mode: MAO
Refer-to: <cid: cn35t8jf02@example.com>
Content-Type: application/resource-lists+xml

Content-Disposition: uri-list

Content-length: MMM
Content-id: <cid: cn35t8jf02@example.com>
golfers 2 3
Figure 3: REFER with URI List Index 

The previous byte count of 130 is now about 50 bytes, however again this is not a final byte count due to the need to add overhead for the template variable data and the SIGCOMP overhead itself.   
The URI Index requires a MIME definition, but this should not be a problem. 

As an aside, this "URI index" approach can equally help the binary REFER because it does not compress URIs.  

4. Dual Template-LZ Compression

Before proceeding in Section 5 to an over-the-air transport scheme that marshals the template variable data from the PoC Client to its SIGCOMP peer in the SIP/IP core, it is interesting to note that the over-the-air bytes with the template scheme itself can be compressed with the help of a usual SIGCOMP based DEFLATE or LZ algorithm.   For example, if significant numbers of target users often belong to some limited set of domains (e.g., "@PoC-service-provider.com" or "@example-company.com"), or if certain flags (e.g., "MAO") appear regularly as template variable data, then such a compression technique will further help improve the compression ratio.   This would be the case, for example, when there are quite a few invited participants for a given PoC establishment request, and all belong to some set of confederated domains.  The SIP peers either need to be provisioned with such domain name strings in a user dictionary, or the SIGCOMP entity in the UE needs to upload the strings to its peer in the network using SIGCOMP.  

5. Template Transport Scheme

It is necessary to send the yellow highlighted text (i.e., actual characters) over-the-air when a PoC Session is to be established.   One simple scheme is to simply number the yellow highlighted chunks sequentially, and send them in as a series of TLV (Type Length Value) based attributes.  

A TLV here can be defined as follows:

· Type: 1 byte (unsigned integer)

· Length: 1 byte (unsigned integer)

· Data: variable (arbitrary data)

The type is a fixed location in the template.  The template needs to identify locations where the decompressor places the yellow highlighted characters so as to form the original REFER.  

To count the number of bytes to be transported over the air:

· For every yellow highlighted chunk above in Figure 1 or Figure 3, add '2' to the actual number of characters, that is, one (byte) for the type and one (byte) for the length.  

· Then add eight for SIGCOMP overhead.  

In a detailed design we may need another two (2) bytes for an overall length of the entire set of marshalled TLV based parameters.  Also, if the number of variable types in the template exceeds 255, then one could reserve the type value "0xff" as an extension indicator.  However, if a given template has that many fields, this approach fails because there must be a tremendous amount of variability in the template.   If some field is longer than 255 bytes, one solution is for the compressor to put two TLVs back-to-back to create a longer chunk of bytes. 

With the template scheme, every time the PoC Client (re)starts a pre-established session and obtains a new conference URI, the mobile must push a template up to the P-CSCF.   This template is under 1500 bytes because the REFER it represents is under 1500 bytes.  If there are multiple pre-established sessions, then it would be necessary to push a template to the P-CSCF for each such pre-established session.  Note that the SIGCOMP based templates are pushed at non critical times, one would hope, right after SIP registration.  Use of SIGCOMP generally requires some initialization (e.g., user defined dictionary strings), so having to push a template to the P-CSCF is not unexpected.  

Section 6 presents byte counts for the lower layer IP stack.  For a very minimal link layer and for no IETF security (i.e., over-the-air link layer encryption only), then based on UDP compression, the IP stack overhead is basically negligible.  Even with a link layer such as (compressed) PPP, the overhead is basically in the grand scheme of things nil.    

Returning to the examples of Figure 1 and Figure 3 we find the total number of bytes to be sent over-the-air is about 150 and 70, respectively. This does not take into account any potential help from a dual compression approach, as outlined in Section 4. 

6. Summary of Byte Reduction Techniques

  Figure 4 provides a summary of the overall byte reduction for PoC assumed in this contribution.  
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Figure 4 - Network View of SIP Compression
Of course, almost all of Figure 4 is outside the scope of OMA. To summarize, the access network provides the compression of IP, UDP, IPSec, and PPP (if applicable) headers; this could also include doubly nested headers, such as when tunnelling with Mobile IP collocated care of address; Section 8 provides some bytes counts for interested readers.  The P-CSCF in the SIP/IP provides the compression of SIP, i.e., the template compression.  Both of these are outside the scope of OMA. The PoC server with the help of XDM, which is not shown, provides for an expansion of the URI-list.  This is within the scope of OMA.  

7. Commenting on the Binary REFER

The binary REFER at least needs identical IP stack level compression as a SIP REFER when compressed with the template method. The comparison is then the number of bytes to create a Binary REFER versus the number of bytes that the template method ultimately requires. 

The author understands there is no intention to create a complete Binary SIP protocol; instead the author understands that the "Binary REFER" is focussed on one very important performance determining SIP request and response.  The template focuses on the same exchange.  However, template based compression contribution represents a consistent use of the IMS/MMD SIP/IP core that has been assumed all along in OMA PoC, whereas Binary REFER does not.  

The Binary REFER is a very large deviation from the current PoC architecture.  Given that a REFER compressed the "template" way proposed herein is already remarkably small, it seems difficult to justify the schedule risk to PoC2 involved with the Binary REFER.

Alternatively, the author suggests that the call model associated with a Binary REFER be determined as "External P2T Network Service", and therefore, outside the scope of OMA PoC.  

8. Additional Background: IP Stack Compression

Neither the binary REFER nor template compression of the REFER reduce the number of bytes in the IP stack itself (UDP and IP).  This section outlines byte counts based on usual IP stack compression.  Note that for some IP stack configurations, such as IPv6 tunneled in IPv6, the reduction may be appreciable.   

Table 1 provides byte counts for a mobile that uses IPSec/UDP and Table 2 for a mobile that uses TCP/TLS.  Table 1 with no IPSec involved is the primary IP stack configuration of interest here because service providers rely on over-the-air encryption, anyway.   

	PPP
	PPP compression
	5 bytes


	One control byte, two CRC bytes, two flags.

	IP-UDP
	ROHC 
	2 bytes
	Usual RFC 3095 assumption

	IPSec


	ROHC


	MD5:    27 bytes

SHA-1: 31 bytes
	•SPI (four bytes, compressed to zero)
•Sequence number (four bytes, compressed to zero)

•IV (four bytes, but zero by assuming the sequence number acts as the IV)

•Padding (7 bytes max for 3DES)

•Next header (four bytes, not compressed)

•Authentication Header (MD5 (16 bytes) or SHA1 (20 bytes), not compressed)


Table 1 - IP Level Compression Assuming IPSec Based Security
	Link
	Link Dependent
	5 bytes


	One control byte, two CRC bytes, two flags

	IP-TCP
	ROHC, etc 
	7 bytes
	Usual TCP/IP assumption

	TLS


	ROHC


	HMAC: 15 bytes

Truncated HMAC: 25 bytes


	•Record overhead – 5 bytes
•Assume a 10 byte truncated HMAC (see RFC 3546); otherwise 20 bytes

•Padding and padding length – zero with a stream cipher


Table 2 - IP Level Compression Assuming TCP/TLS Based Security
Note that if there is flag suppression at the link layer, such as with PPP, there may be an additional tiny expansion of the number of bytes (under 1%).

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Stay the course with SIGCOMP based compression of SIP requests and responses, and, do not adopt "Binary REFER".  

Proceed with OMA-POC-POCv2-2006-0002-AD-Performance-Optimization

In addition, the "Binary REFER" is outside the scope of OMA PoC.     
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