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1 Reason for Change

1. This contribution suggests text for the Crisis Event handling high level procedures.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to include the proposed text to the PoC version 2.0 SD.
6 Detailed Change Proposal
Change 1:  


	
	


5.xx 
PoC Crisis Event Handling
A PoC Client and PoC Server MAY be capable of handling Crisis Event call request. If PoC Crisis Event Handling is supported following capability and high level procedures is applicable:
1. The PoC Client performing originating call function MAY
· provide following attributes in the “Invite with Crisis Event request”:

· Crisis-Event-Indication, 

· PIN,

· PoC group to be called,
· Announcement-Id (if any)

· set up media with crisis QoE profile if Crisis Event call setup request is successful.

2. The PoC Client performing terminating call function MAY

· set up media with crisis QoE profile if Invite is received with “Crisis Indication”.

Note: Machines (e.g. Fire Sensors) interface with PoC Clients through proprietary interface and their specification is out of scope of PoC.
3. The PoC Server performing the participating PoC function SHALL
· Forward the “Invite with Crisis Event request” to the Crisis Event Handling Entity, while setting up Crisis Event call.

· Send “Error” to the originating PoC client, upon receipt of “Crisis Request Invalid” Response from Crisis Event Handling Entity.

4. The PoC Server performing the participating PoC function MAY
· Prioritize the PoC media as per QoE profile, while transferring media for the Crisis Event PoC session.
5. The PoC Server performing the controlling PoC function SHALL
· 
· Send “200 OK” to the originating PoC client and “Invite with Crisis-Indication” to the Terminating PoC clients, upon receipt of “Invite with Crisis Event request” from the Crisis Event Handling Entity.

· 
· Perform the tasks related to pre-arranged PoC groups, Dynamic PoC groups and Multiple PoC groups as per the feature specifications.  
6. The PoC Server performing the controlling PoC function MAY
· Prioritize the PoC media as per QoE profile, while transferring media for the Crisis Event PoC session.
7. The PoC Crisis Event Handling Entity SHALL
· validate the “user identity”, “PIN” and the requested “PoC group”, after receiving the invite message
· send the INVITE and the selected PoC group/s to the PoC server performing the controlling PoC function, If validation succeeds . 
· send the “Crisis Request Invalid” to the PoC server performing the participating PoC function, If validation fails. 
8. The PoC Crisis Event Handling Entity MAY
· Select one or more other PoC groups depending on the “user identity”, “PIN” and the requested “PoC group” information in the received invite message.

· Request the Floor and play the announcement until the floor is requested by any member of the PoC group If Pre-recorded-Voice-Id (Announcement) is needed or received in the Invite.

· Distribute the discrete media If received in the Invite.

Note - The need to play the Pre-recorded-Voice is decided by the service provider’s local policy and is specified in the Crisis Event Handling Entity database records.
9. The PoC Crisis Event Handling Entity MAY follow following database record organization and local policy management structure
· 
· The Prearranged PoC groups and Dynamic PoC groups are created at the XDM. Only PoC-group-ID is maintained at the Crisis Event Handling Entity. 

· A specific pre-recorded-Voice-Id may be associated with a data record at the Crisis Event Handling Entity according to the service provider local policy.


· If a Pre-recorded-Voice-Id is received in the invite then it may override the Pre-recorded-Voice-Id associated with data record according to the service provider local policy.

· A PoC user may be assigned a unique PIN to access Crisis Event Handling privileges.

· 
· 
· The PIN (same as password) is a secret code assigned by the service provider local policy.

· Each PIN may be associated with a specific type of crisis event and a predefined scope by the service provider local policy.
· Crisis Event Handling Entity Administartor creates user data records and maintains the secrecy.
5.xx.1 PoC Crisis Event Handling – call flow
Following figures presents examples of call flows during the Crisis Event handling successful and failure cases. 
At the originating client end: 
· The Invite message from the originating PoC client includes “Crisis Event request information”.

· The “Crisis Event request information” may contain attributes like “PIN” (for validation), PoC Group Id (either pre-arranged or dynamic), Pre-recorded-voice-id (announcement), etc.

· Upon receipt of 200OK, originating PoC client may request media setup with Crisis QoE profile.

At the terminating client end:

· The Invite from PoC server includes “Crisis Event indication” attribute and the PoC group Id.

· Upon receipt of invitation with “Crisis Event indication”, the terminating PoC client requests media setup with Crisis QoE profile.
Note1: prior to sending/Receiving INVITE Originating/Terminating client might setup bearer in the access network with privileged access (Crisis QoE profile), if such capability exists with the access network. Issues related to access network capability is FFS. 


 
[image: image2.emf]SIP/IP 

Core A

PoC Server A

(participating)

SIP/IP 

Core X

PoC Server X

(controlling)

3. INVITE 

/CrisisRequest

2. INVITE 

/CrisisRequest

1. INVITE 

/CrisisRequest

6. INVITE 

/CrisisRequest

8. OK

12. OK

11. OK

10. OK

9. OK

PoC Client A Home Network

Controlling network

13. Talk Burst Control (Media setup with Crisis QoE profile)

Crisis Event

Handling 

Entity

PoC client 

A

Other Clients Home network

SIP/IP 

Core

5. INVITE 

/CrisisRequest

7.Response 

/CrisisRequest

9a. INVITE /CrisisIndication

9b. INVITE /CrisisIndication

9x. INVITE /CrisisIndication

Controlling PoC server

• Pre-arranged PoC group and its members are fetched from PoC-XDMS

• Dynamic PoC group is fetched from PoC XDMS and members are 

picked as per Dynamic PoC group rules 

CrisisEventHan

dlingEntity may 

Pick appropriate 

PoC groups, 

other than 

requested.

Client requests access 

network with Crisis QoE

parameters to set up user 

plane connection.

Participating and 

Controlling PoC

servers may provide 

Priority Media 

access as per QoE

profile.

4. INVITE /CrisisRequest



Fig x1: Crisis Event Handling Call Flow Originating Side (successful case) 
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Fig x2: Crisis Event Handling Call Flow Terminating Side (successful case) 
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Fig x3: Crisis Event Handling Call Flow Terminating Side (Failure case) 
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