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1 Reason for Change

a) Justification: Concerning with invited identity it is necessary to reflect its functionality described in the section 4.35 ”Invited Parties Identity Information” of the SD to the high level procedure section of the SD.
b) Clauses affected: 5.7, 5.7.1, 5.7.2, 5.7.2.1, 5.7.2.2, 5.7.2.3(Adding a PoC User to a PoC Session)
c) Summary of change: Invited parties identity information shall be transferred to invited parties in the case of Ad-hoc PoC Group Session invitation according to its functionality specified at section 4.35 of the SD. So, in addition to INVITE message, in the REFER message sent from the inviting PoC Client shall be a list of PoC Addresses of PoC Users to be invited to the session. And in the INVITE message sent from the PoC Server performing the Controlling PoC function there shall be a list of PoC Addresses of PoC Users to be invited and have been invited to the session
Because the description of ID Notification indication in the procedures became detailed too much, it is omitted here.
d) Consequence if not approved: This functionality is not introduced to high level procedure.
e) Reason for revision:
R01
Comments from Osaka meeting will be reflected

1. Editorial issue : session -> Session

2. Description of additional step for applying access policy and service setting should be added

3. A list of invited PoC users identity should be transferred also by Connect message in case of Automatic answer mode and pre-established Session case

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and adopt proposed changes in SD document.
6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change
5.7 Adding  PoC User(s) to a PoC Session
Any Participant can add any other PoC User to ongoing PoC Session, as long as the maximum number of Participants is not exceeded and if allowed by the PoC Group policy.

5.7.2 Procedure at inviting PoC User

Figure 1 “Adding  PoC User(s) (procedure at inviting PoC User)” shows the high-level signalling procedure of adding  PoC User(s) to the PoC Group Session from the inviting PoC User's point of view. The scenario is valid for On-demand Session case as well as for the Pre-established Session case.
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Figure 1: Adding  PoC User(s) (procedure at inviting PoC User
When the PoC User (referred to as the "inviting PoC User") wishes to add user(s) to the PoC Group Session, the PoC Client issues a REFER request to the PoC Server X (controlling). The REFER method is handled to add the PoC User(s) (referred to as the "invited PoC User(s)") to the PoC Group Session by the PoC Server X (controlling).

The PoC Server can apply PoC Group policies to the adding Users to an ongoing PoC Group Session.

The PoC Server X (controlling) issues a NOTIFY method according to the rules and procedures of [RFC3515] to the inviting PoC User upon receiving the accepted-response from the invited PoC User.

1. – 5.  The PoC Client A sends a REFER request with the intended invited PoC User's address(es) (PoC Client B) through the signalling path to the PoC Server X (controlling).  Information elements contained in the REFER request:

a. PoC Address or a list of the invited PoC User(s) or Pre-arranged PoC Group identity
b. PoC Session Identity of the PoC Session to add

c. Manual answer override request if the inviting PoC User has been authorized to issue this request and selected to do so.

6 – 10. Upon receiving the REFER request, the PoC Server X (controlling) initiates the inviting procedure to the PoC Client B side and sends an ACCEPTED response to the PoC Client A through the signalling path which has routed the original request. 

If more than one PoC User is invited in the PoC Group Session, the following steps are skipped.
11 – 15. When the PoC Server X (controlling) receives the indication from the PoC Client B that it has accepted the invitation, the PoC Server X (controlling) sends a NOTIFY request to the PoC Client A.

16 – 20. Upon receiving the NOTIFY request, the PoC Client A sends an OK response to the PoC Server X (controlling).

5.7.3 Procedure at invited PoC User

When an invited PoC User is indicated with incoming INVITE method by the PoC Server, depending on the answering mode on the PoC Client, the invited PoC User manually answers or automatically accepts which issues the final response back to the PoC Server.

5.7.2.1 Invited PoC User is in Manual Answer Mode

In this case, the terminating PoC Client indicates the incoming invitation request and the PoC User responds the request. The scenario is valid for On-demand Session case as well as for the Pre-established Session case.

This subclause describes the scenario where the inviting PoC User did not issue manual answer override request. For the procedure of the manual answer override if the inviting PoC User has been authorized to issue this request and selected to do so, refer to the subclauses 5.7.2.2 “Invited PoC User is in Automatic Answer Mode using On-demand Session” and 5.7.2.3 “Invited PoC User is in Automatic Answer Mode using Pre-established Session”.

The Figure 2 “Adding PoC User(s) (procedure at invited PoC User)” shows the high level flow of this scenario. 
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Figure 2: Adding PoC User(s) (procedure at invited PoC User)

1. Upon receiving the request to invite a PoC Client B, the PoC Server X (controlling) sends an INVITE request to the PoC Client B. To reach the PoC Client B, the PoC Server X (controlling) sends INVITE request to the SIP/IP Core X.  Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
h. Media-floor Control Entities proposal.
i. PoC Session Identity of the PoC Group Session.
j. QoE Profile for the PoC Session.
k. A list of PoC Addresses of PoC Users to be invited and have already been invited to the Session, in case of  Ad-hoc PoC Group Session
2. SIP/IP Core routes the request to the PoC Client B's home network. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group 

b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
h. Media-floor Control Entities proposal.
i. PoC Session Identity of the PoC Group Session.
j. QoE Profile for the PoC Session.
k. A list of PoC Addresses of PoC Users to be invited and have already been invited to the Session, in case of Ad-hoc PoC Group Session
3. SIP/IP Core B routes the request to the PoC Server B based on the PoC Address of the invited PoC User and PoC service indication. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group, 

b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal
h. Media-floor Control Entities proposal.
i. PoC Session Identity of the PoC Group Session.
j. QoE Profile for the PoC Session.
k. A list of PoC Addresses of PoC Users to be invited and have already been invited to the Session, in case of  Ad-hoc PoC Group Session
4. The PoC Server B (participating) sends an INVITE request to the SIP/IP Core B. If the PoC Client B is using Pre-established Session, the PoC Server B sends either an INVITE or a re-INVITE request.
Editor’s Note: It is FFS that accepting re-INVITE in terminating PoC Client is mandatory. 
Information elements contained in the INVITE/re-INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group, 

b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Media Parameters of the PoC Server B (participating)
f. Manual answer request
g. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
h. Media-floor Control Entities proposal.
i. PoC Session Identity of the PoC Group Session.
j. QoE Profile for the PoC Session.
k. A list of PoC Addresses of PoC Users to be invited and have already been invited to the Session, in case of Ad-hoc PoC Group Session
5. The SIP/IP Core forwards the INVITE/re-INVITE request to the PoC Client B. Information elements contained in the INVITE/re-INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group, 

b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Media Parameters of the PoC Server B (participating),
f. Manual answer request,
g. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
h. Media-floor Control Entities proposal.
i. PoC Session Identity of the PoC Group Session.
j. QoE Profile for the PoC Session.
k. A list of PoC Addresses of PoC Users to be invited and have already been invited to the Session, in case of Ad-hoc PoC Group Session
6 – 10. The PoC Client B indicates the invitation and waits for the accept indication by the PoC User. Upon receiving the invitation accept indication by the PoC User, the PoC Client B responds with an OK response to the PoC Server X (controlling) through the signalling path which has routed the request. The PoC Server X (controlling) notifies the inviting PoC User that the invited PoC User has accepted the invitation.

Information elements contained in OK response:

a. Media Parameters of the PoC Client B

b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
c. Media-floor Control Entities proposal.
d. Local QoE Profile for the PoC Client B.
5.7.2.2 Invited PoC User is in Automatic Answer Mode using On-demand Session

In this case, the terminating PoC Client automatically answers the invitation request by the PoC Server and the PoC User is able to hear the voice. The Figure 3 “Adding PoC User(s) (procedure at invited PoC User)” shows the high level flow of this scenario. 
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Figure 3: Adding PoC User(s) (procedure at invited PoC User)

1. Upon receiving the request to invite a PoC Client B, the PoC Server X sends INVITE request to the PoC Client B. To reach the PoC Client B, the PoC Server X sends INVITE request to the SIP/IP Core X. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group,
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
h. Media-floor Control Entities proposal.
i. Manual answer override request if the inviting PoC User has been authorized to issue this request and selected to do so,

j. PoC Session Identity of the PoC Group Session.
k. QoE Profile for the PoC Session.
l. A list of PoC Addresses of PoC Users to be invited and have already been invited to the Session, in case of Ad-hoc PoC Group Session
2. SIP/IP Core routes the request to the PoC Client B's home network. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group,
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
h. Media-floor Control Entities proposal,
i. Manual answer override request if the inviting PoC User has been authorized to issue this request and selected to do so,

j. PoC Session Identity of the PoC Group Session.
k. QoE Profile for the PoC Session.
l. A list of PoC Addresses of PoC Users to be invited and have already been invited to the Session, in case of Ad-hoc PoC Group Session
3. SIP/IP Core B routes the request to the PoC Server B based on the PoC Address of the invited PoC Client and PoC service indication. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group,
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
h. Media-floor Control Entities proposal,
i. Manual answer override request if the inviting PoC User has been authorized to issue this request and selected to do so,

j. PoC Session Identity of the PoC Group Session.
k. QoE Profile for the PoC Session.
l. A list of PoC Addresses of PoC Users to be invited and have already been invited to the Session, in case of Ad-hoc PoC Group Session
      4. – 6.    If the PoC Client B is accepting the PoC Session automatically, and if the access policy of the PoC Client B about invited identity information allows to answer automatically, or if PoC Client B has authorised PoC Client A to issue a manual answer override request and PoC Server B (participating) supports manual answer override, and if the PoC Client B also uses On-demand Session, then the PoC Server B (participating) sends automatic answer request to the PoC Server X (controlling) through the signalling path.

7. The PoC Server B (participating) sends the PoC Session setup request to the SIP/IP Core B. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group,
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Automatic answer request,

f. Media Parameters of the PoC Server B (participating),
g. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
h. Media-floor Control Entities proposal.
i. PoC Session Identity of the PoC Group Session.
j. QoE Profile for the PoC Session.
k. A list of PoC Addresses of PoC Users to be invited and have already been invited to the Session, in case of Ad-hoc PoC Group Session, and if the Invited Parties Identity Information Mode of the PoC Client B is not set as “without”.
8. The SIP/IP Core B forwards the INVITE request to the PoC Client B. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group,
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Automatic answer request,

f. Media Parameters of the PoC Server B (participating),

g. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
h. Media-floor Control Entities proposal.
i. PoC Session Identity of the PoC Group Session.
j. QoE Profile for the PoC Session.
k. A list of PoC Addresses of PoC Users to be invited and have already been invited to the Session, in case of Ad-hoc PoC Group Session, and if the Invited Parties Identity Information Mode of the PoC Client B is not set as “without”.
9 – 13. The PoC Client B responds with an OK response to the PoC Server X (controlling) through the signalling path, which has routed the request. The PoC Server X (controlling) notifies the inviting PoC User that the invited PoC User has accepted the invitation.

Information elements contained in OK response:

a. Media Parameters of the PoC Client B

b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
c. Media-floor Control Entities response.
d. Local QoE Profile for the PoC Client B.
5.7.2.3 Invited PoC User is in Automatic Answer Mode using Pre-established Session

In this case, the terminating PoC Client automatically answers the invitation request by the PoC Server and the PoC User is able to hear the voice. The Figure 3 “Adding PoC User(s) (procedure at invited PoC User)” shows the high level flow of this scenario. 
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Figure 4: Adding PoC User(s) (procedure at invited PoC User)

1.
Upon receiving the request to invite a PoC Client B, the PoC Server X sends INVITE request to the PoC Client B. To reach the PoC Client B, the PoC Server X (controlling) sends INVITE request to the SIP/IP Core X (controlling). Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group,
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
h. j.
Media-floor Control Entities proposal,
i. Manual answer override request if the inviting PoC User has been authorized to issue this request and selected to do so,

j. PoC Session Identity of the PoC Group Session.
k. QoE Profile for the PoC Session
l. A list of PoC Addresses of PoC Users to be invited and have already been invited to the Session, in case of Ad-hoc PoC Group Session
2. SIP/IP Core routes the request to the PoC Client B's home network. Information elements contained in the INVITE request:

a. PoC Group Identity, if Pre-arranged or Chat PoC Group,
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
h. Media-floor Control Entities proposal,
i. Manual answer override request if the inviting PoC User has been authorized to issue this request and selected to do so,

j. PoC Session Identity of the PoC Group Session.
k. QoE Profile for the PoC Session
l. A list of PoC Addresses of PoC Users to be invited and have already been invited to the Session, in case of Ad-hoc PoC Group Session
3. SIP/IP Core B routes the request to the PoC Server B based on the PoC Address of the invited PoC Client and PoC service indication. Information elements contained in the INVITE request:

a. PoC Group Identity , if Pre-arranged or Chat PoC Group,
b. PoC Address of the PoC User at the PoC Client B,

c. PoC service indication,

d. PoC Address of the PoC User at the PoC Client A,

e. Controlling PoC Function assigned indication,

f. Media Parameters of the PoC Server X (controlling),
g. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
h. Media-floor Control Entities proposal,
i. Manual answer override request if the inviting PoC User has been authorized to issue this request and selected to do so,

j. PoC Session Identity of the PoC Group Session.
k. QoE Profile for the PoC Session
l. A list of PoC Addresses of PoC Users to be invited and have already been invited to the Session, in case of Ad-hoc PoC Group Session
      4. – 6. If the PoC Client B is accepting the PoC Session automatically, and if the access policy of the PoC Client B about invited identity information allows to answer automatically, or if PoC Client B has authorised PoC Client A to issue a manual answer override request and PoC Server B (participating) supports manual answer override, and if the PoC client B also has Pre-established Session with PoC Server B (participating), then the PoC Server B (participating) sends an OK response back towards the controlling network.  Information elements contained in OK response:
a. Media Parameters of PoC Server B
b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.

c. Media-floor Control Entities response
d. Local QoE Profile for the PoC Client B.
7.     The PoC Server B (participating) sends the Connect message to the PoC Client B.  Information elements contained in the Connect message:

a. PoC Address of the Participant at the PoC Client initiating the invitation
b. Nick Name of the Participant at the PoC Client initiating the invitation

c. PoC Session Identity of the PoC Group Session
d. PoC Group Identity

e. Nick Name of the PoC Group
f. Manual answer override request indication, if PoC Client A is authorized and PoC Server B supports manual answer override.

g. A list of PoC Addresses of PoC Users to be invited and have already been invited to the Session, in case of Ad-hoc PoC Group Session, and if the Invited Parties Identity Information Mode of the PoC Client B is not set as “without”.
8.     The PoC Client B acknowledges the Connect message with a Talk Burst Acknowledge message to guarantee reliable delivery of the connect message.
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