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1 Reason for Change

Justification

This CR introduces the text that is required to correctly specify the policy associated to a Dispatch PoC Session (for initiating the session, adding users, releasing the session and transferring the PoC Dispatcher role).
Scope of change

The changes include:
· Needed references

· Need definitions

· Policy for initiating the session, adding users, releasing the session and transferring the PoC Dispatcher role

Impacted subclauses

The following subclauses are impacted by the proposed modifications: 2.1 “References”, 3.2 “Definitions”, 7.2.1.14 “PoC Session initiation policy”, 7.2.1.15 “PoC Session adding policy” and 7.2.1.16 “PoC Session release policy”

The following new subclauses are proposed for inclusion: 7.2.1.x “PoC Session role transfer policy”
Consequence if not accepted

Delay in the development of the CP specification
2 Impact on Backward Compatibility

None identified
3 Impact on Other Specifications

None identified
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed changes into PoC2.0 CP
6 Detailed Change Proposal

Change 1:  Introduction of references 

2.1 Normative References
	[XDM-Shared-Groups]
	OMA-TS-XDM_Shared_Group-V2_0
URL:http://www.openmobilealliance.org/


Change 2:  Introduction of definitions related to the PoC Dispatcher functionality

3.2 Definitions
	Dispatch PoC Group
	A Pre-arranged PoC Group in which one member is assigned the role of PoC Dispatcher and the other member(s) are assigned the role of PoC Fleet Members.

	Dispatch PoC Session
	The PoC Session of a Dispatch PoC Group, or a subset of the Dispatch PoC Group,  in which the 1-many-1 communication method is used.

	Distinguished Participant
	The Distinguished Participant is a Participant in a 1-many-1 PoC Group Session that sends RTP Media to all Ordinary Participants, and that receives RTP Media from any Ordinary Participant.

	PoC Dispatcher
	PoC Dispatcher is a Participant in a 1-many-1 PoC Group Session that sends Media to all PoC Fleet Members and that receives Media from any PoC Fleet Member.

Note: The PoC Dispatcher is an enhancement to the PoC 1 Distinguished Participant.

	PoC Fleet Member
	A Participant in a 1-many-1 PoC Group Session that is only able to send Media to the PoC Dispatcher, and that likewise is only able to receive Media from the PoC Dispatcher.

Note: PoC Fleet Member is the same as Ordinary Participant in PoC 1.


Change 3:  Addition of Dispatch PoC Session policy 

7.2.1.14  PoC Session initiation policy

7.2.1.14.1 Pre-arranged PoC Group Session initiation policy
In the case of a Pre-arranged PoC Group the PoC Server performing the Controlling PoC Function SHALL initiate the PoC Session if the Authenticated Originator’s PoC Address is allowed the action <allow-initiate-conference> as specified in [PoC-XDM Specification].

In the case of a Pre-arranged PoC Group, the PoC Server performing the Controlling PoC Function SHALL invite PoC Group Members contained in the <list> element of the PoC Group document as specified in [PoC-XDM Specification]. If the number of PoC Group Members exceeds <max-participant-count>, the PoC Server performing the Controlling PoC Function SHALL invite only <max-participant-count> members from the list.

NOTE: 
How the PoC Server performing the Controlling PoC Function selects the <max-participant-count> members to invite is outside the scope of this specification.

7.2.1.14.2 Dispatch PoC Session initiation policy for PoC Dispatcher

If the invitation does not indicate a list of PoC Users, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session if the Authenticated Originator’s Address is allowed the action <allow-initiate-conference> and the action <allow-dispatch>, as specified in [XDM-Shared-Groups]. When a request to invite the Dispatch PoC Group is made by an authorized PoC User, the PoC Server performing the Controlling PoC Function SHALL invite all PoC Users contained in the <list> element of the Dispatch PoC Group document that are not allowed the action <allow-dispatch> (i.e. PoC Fleet Members), as specified in [XDM-Shared-Groups]. The PoC Server performing the Controlling PoC Function MAY also invite other PoC Users contained in the <list> element of the Dispatch PoC Group document that are allowed the action <allow-dispatch> (i.e other PoC Dispatcher capable PoC Users).
NOTE: The decision to invite other PoC Dispatcher capable PoC Users can be based on local policies that are out of the scope of this specification.
If the invitation indicates a list of PoC Users, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session only if the Authenticated Originator’s Address is allowed the action <allow-initiate-conference>, the action <allow-dispatch> and the action <allow-subconf> as specified in [XDM-Shared-Groups]. When a request to invite one or more PoC Users to a Dispatch PoC Session is made by an authorized PoC User, the PoC Server performing the Controlling PoC Function SHALL only invite the PoC Users that are contained in the <list> element of the Dispatch PoC Group document, as specified in [XDM-Shared-Groups]
If the number of PoC Group Members exceeds <max-participant-count>, the PoC Server performing the Controlling PoC Function SHALL invite only <max-participant-count> members to the Dispatch PoC Session.
NOTE: How the PoC Server performing the Controlling PoC Function selects the <max-participant-count> members to invite is outside the scope of this specification.
Editor’s Note The action <allow-dispatch> shall be specified by OMA  PAG WG.
7.2.1.14.3 Dispatch PoC Session initiation policy for PoC Fleet Member
In the case of a Dispatch PoC Group, the PoC Server performing the Controlling PoC Function SHALL initiate the Dispatch PoC Session if the Authenticated Originator’s PoC Address is allowed the action <allow-initiate-conference> as specified in [XDM-Shared-Groups]. When the request is made by an authorized PoC User, the PoC Server performing the Controlling PoC Function SHALL invite one of the PoC Users that are allowed the action <allow-dispatch> as specified in [XDM-Shared-Groups].
NOTE: How the PoC Sever performing the Controlling PoC Function selects the PoC User to be invited is out of scope for this specification.
7.2.1.15  PoC Session adding policy

In the case of a Pre-arranged PoC Group, Dispatch PoC Group or restricted Chat PoC Group, the PoC Server performing the Controlling PoC Function SHALL invite PoC Users if the Authenticated Originator’s PoC Address is allowed by the <allow-invite-users-dynamically> action as specified in [PoC-XDM Specification]. When a request to add one or more PoC Users to a Restricted PoC Group Session is made by an authorized Participant of an ongoing PoC Session, the PoC Server performing the Controlling PoC Function SHALL only invite PoC Users if the Invited PoC Users are listed in the <list> element of the PoC Group document as specified in [PoC-XDM Specification].
In the case of an Ad-hoc PoC Group or unrestricted Chat PoC Group, the PoC Server performing the Controlling PoC Function SHALL invite PoC Users if the Authenticated Originator’s PoC Address is a Participant of the PoC Session.

In the case of a 1-1 or Ad-hoc PoC Group the PoC Server performing the Controlling PoC Function SHALL invite the PoC Clients if the Authenticated Originator’s PoC Address is allowed according to the PoC Server local policy. The PoC Server local policy may be e.g. that either only the PoC Session initiator or any of the Participants is allowed to add PoC Users.  
7.2.1.16  PoC Session release policy

To enable the PoC Server to remove Participants from a PoC Session, the PoC Session release policy SHALL support the following operator configurable variables together with the possible values shown in parenthesis:

· auto-release (true/false) 

· if 'true' the PoC Server SHALL remove rest of the Participants from Pre-arranged PoC Group Session and release the PoC Session when the originator leaves the PoC Session

· if 'false' the PoC Server SHALL NOT remove rest of the Participants from Pre-arranged PoC Group Session nor release the PoC Session when the originator leaves the PoC Session

NOTE 1: 1-1 and Ad-Hoc PoC Group Sessions are always released when the PoC Session initiator leaves the PoC Session regardless of the value of "auto-release". Chat PoC Group Sessions are unaffected by auto-release.

· session-max-length (seconds)

· if the PoC Session has lasted the specified amount of seconds the PoC Server SHALL release the PoC Session

· number-of-remaining-participants (0/1)

· if a Pre-arranged or Ad-hoc PoC Group Session has as many as or less than specified Participants left the PoC Server SHALL release the PoC Session. The possible values should be 0 or 1.  This does not apply to Chat PoC Group Sessions. 

NOTE 2:  1-1 PoC Sessions are always released whenever there is only one or no members left in the PoC Session regardless of the value of "number-of-remaining-participants".

The release policy SHALL include the following:

NOTE 3:  Local policies may be defined by the operator and these local policies may impact the release policies defined here.

· 1. The PoC Server performing the Controlling PoC Function SHALL remove the rest of the Participants from the PoC Session it hosts and release the PoC Session:  

     a) if the PoC Session is an Ad-hoc or 1-1 PoC Session and the originator of the PoC Session leaves the PoC Session;

     b) if the PoC Session is a Pre-arranged PoC Session and the originator of the PoC Session leaves the PoC Session and the auto-release has the value'true';

     c) if the PoC Session is a 1-1 PoC Session and there is only one or no Participants in the PoC Session;

     d) if the PoC Session is a Pre-arranged or Ad-hoc PoC Group Session and there are as many as or less than "number-of-remaining-participants" Participants in the PoC Session;

     e) if the PoC Session has lasted longer than the session-max-length variable specifies; and,

     f) if the PoC Session is Pre-arranged or Chat PoC Group Session and the PoC Group is deleted.
    g) if the PoC Session is a Dispatch PoC Session and the PoC Dispatcher leaves the PoC Session
· 2. The PoC Server performing the Controlling PoC Function SHALL remove a Participant from the PoC Session:

     a) if the PoC Session is Pre-arranged or restricted Chat PoC Group Session and the Participant is removed from the PoC Group.

Change 4:  PoC Dispatcher role transfer policy 

7.2.1.x  PoC Session role transfer policy

In the case of a Dispatch PoC Session, the PoC Server Performing the Controlling PoC Function SHALL initiate the transfer of the PoC Dispatcher role to the indicated PoC Users only if the indicated PoC User is allowed the action <allow-dispatch> and the Authenticated Originator’s PoC Address is allowed the action <allow-dispatch> and the action <allow-role-transfer>, as specified in [XDM-Shared-Groups].
Editor’s Note: The action <allow-role-transfer> shall be specified by OMA PAG WG
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