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1 Reason for Change

In PoC 1.0 support for both DM 1.2 and DM 1.1.2 (which uses WAP Client Provisioning 1.1 for Initial provisioning and requires the use of the Application Characteristic). DM 1.1.2 was supported because DM 1.2 wasn’t in candidate status at the time that Poc 1.0 entered candidate status. However  DM 1.2 has been in Candidate status since March 2006 and it is expected that this will be an Approved Enabler by Q3 2006. There is therefore no reason to continue to support DM 1.1.2, WAP Client Client Provisioning 1.1 for Initial provisioning.
DM 1.2 supports use of WAP Client Provisioning so using DM 1.2 allows CP and the AC to continue to be used. In addition 3GPP have now agreed similar text that references only DM 1.2 for the IMS MO.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to accept the changes in the CR to the PoC 2.0 CP Specification.

6 Detailed Change Proposal
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Appendix A. The parameters to be provisioned for PoC service  (Normative) 

Editor’s note: Whether the AC file need to be included in 2.0 or not is FFS.
A.1  OMA PoC Device Management general

This Appendix describes the parameters that are needed for initiation of PoC service, as well as continuous provisioning by service provider. These parameters are specified in Client Provisioning Application Characteristics document (AC file) and Device Management Management Object (DM MOs). The bootstrap function specified in [Provisioning Bootstrap] and [OMA DM] SHALL be used to enforce the security of provisioning.  Existing parameters in [Provisioning Content] and [OMA DM] are re-used; those without corresponding parameters are defined in present specification and to be registered in OMNA through OMA official registration procedures.  

· 1. APPID (Application ID): The application characteristics name for this application, to be used by DM Client to uniquely identify the application.
· 2. NAME: Application name. To be displayed in equipment, it's specific for each service provider.
· 3. PROVIDER-ID: provides an identifier for the application service access point described by an APPLICATION characteristic. 
· 4. TO-NAPID: This parameter allows an application to refer to a network access point with a matching NAPID parameter. It is only possible to refer to network access points defined within the same provisioning document.

· 5. TO-APPREF: The TO-APPREF parameter links the APPLICATION characteristics to another secondary APPLICATION characteristic with a matching APPREF parameter.
· 6. Pre-established Session support: A flag to inform whether the PoC Server supports the Pre-established Session functionality

· 7. Support for Simultaneous PoC Sessions: Maximum number of  Simultaneous PoC Sessions supported for this PoC User. The value 0 is used to indicate that Simultaneous PoC Sessions are not supported.

· 8. Max Ad-hoc Group size: Maximum number of Participants allowed for an Ad-hoc PoC Group PoC Session.

· 9. Conference-Factory-URI: A SIP URI used for setting up an Ad-hoc PoC Group or 1-1 PoC Session.

· 10. Exploder-URI: A SIP URI used for sending SIP MESSAGE e.g. Group Advertisement to an URI-list.

· 11. Conference-URI Template: A template used by the XDM Client to propose a Conference URI when creating a PoC Group document.

· 12. T10 (Talk Burst Release) timer: This parameter indicates the value of the T10 (Talk Burst Release) timer in milliseconds
· 13. T11 (Talk Burst Request) timer: This parameter indicates the value of the T11 (Talk Burst Request)timer in milliseconds
· 14. T13 (End of RTP Media) timer: This parameter indicates the value of the T13 (End of RTP Media) timer in milliseconds
· 15. PoC Server Presence support: This parameter indicates the Presence publish capability of the PoC Server, the PoC status on behalf of a PoC Client.
NOTE:
The parameters 12 - 14 are parameters needed for OMA PoC UP procedures. 

· 16. Max size of media in requests: This parameter gives the total size of media contained in MIME bodies.

The parameters from 6 - 15 are defined in the present specification for PoC service. They are to be registered in OMNA.
These parameters SHALL be obtained via the DM-1 reference point, from the data which is provisioned to the DM Client as specified in [OMA DM].
A.2 OMA PoC Application Characteristics file

OMA PoC has defined a client provisioning file called Application characteristics (AC) file based on [OMA ClientProvisioning]. It MAY be used for initial provisioning of PoC service configuration to the User Equipment. 

The file is specified in [OMA-PoC-AC]. Additionally, this file is registered in OMNA at web page:

http://member.openmobilealliance.org/ftp/OPS/Test/test-OMNA-DM_APPID-registry.htm 

NOTE: This link needs to be updated after OP/DM WGs finalized the OMNA registration procedure work.

A.3 OMA PoC Device Management Management Object (MO) file

This subclause defines the mobile device Management Object (MO) for OMA PoC. The MO MAY be used for intitial provisioning of parameters when the DM Profile is to be used (as specified on [OMA-DM]), and the MO SHOULD be used for later provisioning of parameters according to [OMA-DM-], if required by the service provider to update service configurations. 

The OMA PoC Management Object consists of relevant parameters required by the OMA PoC Enabler. It is compatible with OMA Device Management protocol specifications[OMA-DM-v1-2], and is defined using the OMA DM Device Description Framework as described in [DMTND] and [DMSTDOBJ]. 

The Management Object Identifier is: org.openmobilealliance/1.0/PoC.

Protocol compatibility: This MO is compatible with OMA DM 1. 2.
Management object name: OMA_PoC.

A.3.1 OMA PoC Management Object tree
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Figure 1: The OMA PoC Management Object
Figure 1: The OMA PoC Management Object shows interior nodes and leaf objects defined under the OMA_PoC node:
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Figure 1: The OMA PoC Management Object

A.3.2 Management Object parameters

This clause describes the parameters for the OMA PoC Management Object.

NOTE:
The “Occurrence” set to ‘One’ or ‘OneOrMore’ indicates that a parameter is mandatory. The “Occurrence” set to ‘ZeroOrOne’ indicates that the parameter is optional. 

1. Node: /<X>

This interior node acts as a placeholder for one or more accounts for a fixed node. The interior node is mandatory if the UE supports OMA PoC. 

· Occurrence: OneOrMore

· Format: Node

· Access Types: Get

· Values: xx
2. /<X>/APPID/

The APPID is the identity of the application service available at the described application service access point. The value is expected to be globally unique.  

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: <Globally unique value>
3. /<X>/NAME/

The Name leaf is the application name, which is to be displayed in user's equipment, it's specific for each service provider.
· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <User displayable name>
4. /<X>/PROVIDER-ID/

This parameter provides an identifier for the application service access point described by an APPLICATION characteristic. 

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <Provider identifier>

5. /<X>/ToConRef

The ToConRef interior node is used to allow application to refer to a collection of connectivity definitions. Several connectivity parameters may be listed for a give application under this interior node.

· Occurrence: ZeroOrOne

· Format: node

· Access Types: Get

· Values: N/A
6. /<X>/ToConRef/<X>

This run-time node acts as a placeholder for one or more connectivity parameters. 


Occurrence: OneOrMore


Format: Node


Access Type: Get

Value: N/A
7. /<X>/ToConRef/<X>/ConRef

The ConRef indicates the linkage to connectivity parameters. This parameter points to the right connectivity identity, NAP ID and the SIP/IP Core.

· Occurrence: OneOrMore

· Format: chr

· Access Types: Get

· Values: N/A

8. /<X>/PRE-EST-SESN/

This is a flag to inform whether the PoC Server supports the Pre-established Session functionality.

· Occurrence: One

· Format: chr

· Access Types: Get

· Values: 0, 1

0 – Indicates that the home operator's network has NO support for Pre-established Session.


1 – Indicates that the home operator's network has support for Pre-established Session.

9. /<X>/SIMU-SESNS/

This parameter defines the maximum number of  Simultaneous PoC Sessions allowed for the PoC User. The value is defined by each service provider.

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <Integer>
0 – Indicates that the home operator's network has NO support for Simultaneous PoC Sessions.


> 0 – Indicates the maximum number of Simultaneous PoC Sessions supported for the POC User..

10. /<X>/MAX_AD-HOC_ GROUP_SIZE/

This parameter defines the Maximum number of Participants allowed for an Ad-hoc PoC Group Session. The value is defined by each service provider.

· Occurrence: One

· Format: chr

· Access Types: Get

· Values: <Integer>

11. /<X>/CONF-FCTY-URI/

A SIP URI used for setting up an Ad-hoc PoC Group or 1-1 PoC Session. 

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A SIP URI>
12. /<X>/EXPLODER-URI/

A SIP Exploder-URI used for PoC Client to send SIP MESSAGE, e.g. for Group Advertisement. 

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <A SIP URI>

13. /<X>/TALK-BRST-REL-TMR/

This parameter indicates the value of the T10 (Talk Burst Release) timer in milliseconds
· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A time length in millisecond>
14. /<X>/TALK-BRST-REQ-TMR/

This parameter indicates the value of the T11 (Talk Burst Request) timer in milliseconds
· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A time length in millisecond>

15. /<X>/END-RTP-MEDIA-TMR/

This parameter indicates the value of the T13 (End of RTP Media) timer in milliseconds

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <A time length in millisecond>

16. /<X>/CONF-URI-TMPLT/

The Conference URI Template specifies the syntax of the conference URI.  The Conference URI Template SHALL be a URI Template as specified in [XDM Specification] subclause C.1.

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A SIP URI>

17. /<X>/PRES-SRV-CAP/
A binary flag used for PoC Server to indicate the Presence publish capability of the PoC Server, the PoC status on behalf of a PoC Client. The flag must be given in sequence order according to the list of parameters below:

bit1: “Application-specific (PoC) Availability for sessions”

bit2: “Application-specific (PoC) Availability for alerts”

bit3: “Session Participation”

bit 4-8 for future extension.
· Occurrence: One

· Format: bin

· Access Types: Get
· Values: <A binary, b1b2b3xxxxx>
bit 1-3 have 2 values: 

0 means no support by the PoC Server and 

1 means the support is available.

18. /<X>/INCLUDED-MEDIA-CONTENT-SIZE/
This parameter defines the total maximum size of media included in one or more MIME bodies of a SIP INVITE request or SIP MESSAGE request. The value is defined by each service provider.

If the parameter is not present the PoC Client assumes the value zero.

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <Integer>
19. /<X>/Ext/

The Ext is an interior node for where the vendor specific information about the OMA_PoC MO is being placed (vendor meaning application vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include un-standardized sub-tree.

· Occurrence: ZeroOrOne

· Format: node

· Access Types: Get

· Values: N/A
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