Doc# OMA-POC-POCv2-2006-0727-CR-CP-CF-Dispatch-PoC-Session- establishment-request.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-POC-POCv2-2006-0727-CR-CP-CF-Dispatch-PoC-Session- establishment-request.doc
Change Request



Change Request

	Title:
	CF Dispatch PoC Session establishment request
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA PoC WG

	Doc to Change:
	OMA-TS-PoC_ControlPlane-V2_0-20060807-D

	Submission Date:
	11/08/2006

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	David Lozano, Telefónica Móviles

dll231@tid.es

Tom Hiller, tomhiller@lucent.com

	Replaces:
	n/a


1 Reason for Change

Justification

This contribution introduces a new subclause that specifies the behaviour that has to be followed when the CF receives an dispatch poc session invitation request. These changes are needed in order to specify a main part of the PoC Dispatcher functionality.

Scope of change

Procedures to be followed by CF when it receives an invitation request for a Dispatch PoC Session.

Impacted subclauses

· 3.2 Definition: introduction of a new term that is used in the rest of the contribution

· New section 7.2.1.x: introduces the CF behaviour for Dispatch PoC Sessions. Within this subclause, two new further subclauses are included. 7.2.1.x.1 specifies the specific behaviour when the request is received from a PoC Dispatcher. 7.2.1.x.2 specifies the specific behaviour when the request is received from a PoC Fleet Member.
Consequence if not accepted

Lack of specification about the CF behaviour for Dispatch PoC Sessions.

2 Impact on Backward Compatibility

None identified

3 Impact on Other Specifications

None identified

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed changes into PoC2.0 SD

6 Detailed Change Proposal

Change 1:  Introduction of needed definition

3.2 Definitions

	Active PoC Dispatcher
	PoC User currently taking the role of PoC Dispatcher for the Dispatch PoC Sessions of a Dispatch PoC Group. The Active PoC Dispatcher can change along time between PoC Users that are allowed the role of PoC Dispatcher for the Dispatch PoC Group (e.g. through role transfer mechanisms) 


Change 2:  New subclause. Receiving a request to establish a Dispatch PoC Session

7.2.1.x Dispatch PoC Session setup request

Upon receiving an initial SIP INVITE request the PoC Server:

· 1. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check the presence of the 'isfocus'feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL reject the request with a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '105 isfocus already assigned' . Otherwise, continue with the rest of the steps;

· 3. SHALL check whether the Contact header includes the PoC Dispatcher feature tag ‘+g.poc.dispatcher’ according to rules and procedures of [RFC3840], and

a) If it is present, the PoC Server SHALL proceed as specified in subclause 7.2.1.x.1 “Dispatch PoC Session setup request from PoC Dispatcher” 

b) If it is not present, the PoC Server SHALL proceed as specified in subclause 7.2.1.x.2 “Dispatch PoC Session setup request from PoC Fleet Member” 

Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value 'Unconfirmed' as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session Invitation Requests" the PoC Server:

· 1. SHALL generate a SIP 200 "OK" response to SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and the SIP final response is not yet sent to the Inviting PoC Client, otherwise do not proceed with the rest of the steps;

· 2. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '103 Too many group members' in the SIP 200 "OK" response, if the Pre-arranged PoC Group has more than <max-participant-count> members as specified in [PoC XDM Specification].

· 
3. SHALL include in the SIP 200 "OK" response a MIME SDP bodyas an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";

· 4. SHALL include a P-Answer-State header with the value 'Unconfirmed';

· 5. SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core; 

· 6. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";
· 7. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and

· 8. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session invitation requests" and the SIP final response or a SIP 180 "Ringing" response has not yet been sent to the Inviting PoC Client, the PoC Server: 

· 1. SHALL generate a SIP 180 "Ringing" to the SIP INVITE request response as specified in the subclause 7.2.1.1 "General"; and,

· 2. SHALL send the SIP 180 "Ringing" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation requests" the PoC Server: 

· 1. SHALL generate SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if the SIP final response is not yet sent to the Inviting PoC Client.  Otherwise do not proceed with the rest of the steps;

· 2. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '103 Too many group members' in the SIP 200 "OK" response, if the Pre-arranged PoC Group has more than <max-participant-count> members as specified in [PoC XDM Specification].

· 3. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";
· 4. SHALL send a SIP 200 "OK" response to the Inviting PoC Client according to rules and procedures of the SIP/IP Core; 

· 5. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

· 6. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,.

· 7. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP final response other than 2xx or 3xx that is one of the SIP 4xx, 5xx or 6xx final responses the PoC Server: 

· 1. SHALL perform either of the following:

a) send the SIP final response towards the Inviting PoC Client, according to rules and procedures of the SIP/IP Core, if a SIP final response was received from all the Invited PoC Clients and the SIP 200 "OK" response is not yet sent. The SIP final response SHALL include the Status-Code defined by the PoC Server according to local policy e.g. the lowest value received from the Invited PoC User(s); or,

b) remove the Inviting PoC Client from the PoC Session as specified in subclause 7.2.2.4 "Removal of Participant from PoC Session", if a SIP final response other than 2xx or 3xx was received from all the Invited PoC Clients and the SIP 200 "OK" response is already sent.

· 2. MAY invite an additional member of the Pre-arranged PoC Group as specified in subclause 7.2.2.2 "PoC Session invitation request" that has not already been invited, if the Pre-arranged PoC Group has more than <max-participant-count> members as specified in [PoC XDM Specification], and all members have not yet been invited.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.x.1  Dispatch PoC Session setup request from PoC Dispatcher

Upon receiving an initial SIP INVITE request, the PoC Server:

· 1.SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether privacy is allowed for the Authenticated originator’s PoC Address, when anonymity is requested with the Privacy header containing the value 'id'.  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [XDM-Shared-Groups].  Otherwise, continue with the rest of the steps;

· 3. SHALL validate that the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;
· 4. If the Session Type uri-parameter is not present but there is a MIME resource-lists body in the SIP INVITE request, the PoC Server SHALL use the value “session=dispatch-subset” as the Session Type uri-parameter for the Dispatch PoC Session. Otherwise, the PoC Server SHALL use the value “session=dispatch” as the Session Type uri-parameter for the Dispatch PoC Session.
NOTE1: Step 4 is needed for situation where the Request-URI Session Type uri-parameter sent form the PoC Dispatcher is lost
· 5. If the Dispatch PoC Group does not have already an on-going Dispatch PoC Session, and
a) If the Session Type uri-parameter is “session=dispatch-subgroup”, then the PoC Server:
· i SHALL allocate a PoC Session Identity for the PoC Session, and,
· ii SHALL invite the PoC Users listed in the MIME resource-lists body as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "PoC Session invitation requests".
b) If the Session Type uri-parameter is “session=dispatch, the PoC Server SHALL invite members of the Dispatch PoC Group as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "Dispatch PoC Session invitation requests"

· 6. If the Dispatch PoC Group has already one or more on-going Dispatch PoC Session, then the PoC Server:
a) SHALL check whether the inviting PoC User is the Active PoC Dispatcher for the other on-going Dispatch PoC Sessions. If not, the PoC Server SHALL reject the request with as SIP 486 “Busy Here” response and do not continue with the rest of the steps. Otherwise, continue with the rest of the steps.
b) If the Session Type uri-parameter is “session=dispatch-subgroup”, the PoC Server

· i) SHALL allocate a PoC Session Identity for the PoC Session, and,

· ii) SHALL invite the PoC Users listed in the MIME resource-lists body as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "PoC Session invitation requests".

c) If the Session Type uri-parameter is “session=dispatch”, and
· i) If any of the already on-going Dispatch PoC Sessions is established with the whole Dispatch PoC Group, the PoC Server SHALL reject the request with as SIP 486 “Busy Here” response and do not continue with the rest of the steps
NOTE2: Dispatch PoC Session with the whole Dispatch PoC Group are only established when the inviting PoC Dispatcher indicates the Session Type uri-parameter “session=dispatch” or no MIME resource-lists body is included in the SIP INVITE request
· ii) If none of the already on-going Dispatch PoC Sessions is established with the whole Dispatch PoC Group, the PoC Server SHALL invite members of the Dispatch PoC Group as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "Dispatch PoC Session invitation requests"
· 7. SHALL, if Included Media Content is supported by the PoC Server and if media is received in one or more MIME bodies,

a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, either,

· i) send a SIP 403 “Forbidden” response. Otherwise continue with the rest of the steps; or,

· ii) remove the MIME bodies containing the not allowed media.

NOTE3:
One example of a policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

b) Check the size of all MIME bodies containing media and if the total size exceeds a configurable max size send a SIP 413 “Request Entity Too Large” response. Otherwise, continue with the rest of the steps. c) SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization" and do not continue the rest of the steps.
Editor’s Note: Need to include an optional behaviour through which the PoC Server invites PoC Users who did not respond
7.2.1.x.2  Dispatch PoC Session setup request from PoC Fleet Member

Upon receiving an initial SIP INVITE request, the PoC Server:

· 1.SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14.3 "Dispatch PoC Session initiation policy for PoC Fleet Member" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether privacy is allowed for the Authenticated originator’s PoC Address, when anonymity is requested with the Privacy header containing the value 'id'.  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [XDM-Shared-Groups].  Otherwise, continue with the rest of the steps;

· 3. SHALL validate that the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 4. If the Dispatch PoC Group does not have already an on-going Dispatch PoC Session with the whole Dispatch PoC Group, then the PoC Server
a) SHALL use the value “session=dispatch-subgroup” as the Session Type uri-parameter for the Dispatch PoC Session
b) SHALL invite one member of the Dispatch PoC Group that is allowed the action <allow-dispatch>, as specified in subclauses 7.2.1.14.3 "Dispatch PoC Session initiation policy for PoC Fleet Member" and 7.2.2.2 "Dispatch PoC Session invitation requests".
· 5. SHALL, if Included Media Content is supported by the PoC Server and if media is received in one or more MIME bodies,

a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, either,

· i) send a SIP 403 “Forbidden” response. Otherwise continue with the rest of the steps; or,

· ii) remove the MIME bodies containing the not allowed media.

NOTE:
One example of a policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

b) Check the size of all MIME bodies containing media and if the total size exceeds a configurable max size send a SIP 413 “Request Entity Too Large” response. Otherwise, continue with the rest of the steps. c) SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization" and do not continue the rest of the steps.
· 6. If the Dispatch PoC Group has already an on-going Dispatch PoC Session with the whole Dispatch PoC Group, then the PoC Server:
a) SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

b) SHALL check if <max-participant-count> as specified in [XDM-Shared-Groups] is already reached.  If reached, PoC Server SHALL return a SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '102 Too many participants' to the originating network. Otherwise, continue with the rest of the steps;

c) SHALL use the value “session=dispatch” as the Session Type uri-parameter for the Dispatch PoC Session
d) SHALL generate a SIP 200 "OK" response as specified in the 7.2.1.1 "General"

e) SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";
f) SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core;

g) SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

h) SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

i) SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.
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