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1 Reason for Change

a) Justification: 

The new functionality should be optional.

Some minor other corrections.

CR #691 is used as a baseline.
b) Clauses affected:

Sub clause 7.3.2.2.3
c) Summary of change:

Clarifying that additional functionality is optional.

d) Consequence if not approved:

N/A. 
e) Reason for revision:

N/A
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To make the corrections according to the chapter below:

6 Detailed Change Proposal

7.3.2.2.3. Manual-answer using On-demand Session

The PoC Server:

· 1. SHALL determine if the PoC Server stays in the media path and Talk Burst Control path or not, as specified in [OMA-PoC-UP] "User Plane routing";
· 2. SHALL, if the PoC Server stays on the media path or the anonymity is requested by the value 'id' in the Privacy header, the PoC Server

a) SHALL generate a SIP INVITE request as specified in  subclause 7.3.2.1 "General". 
b) SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation";

c) SHALL continue, for the duration of the SIP Session, acting as a B2BUA according to rules and procedures of [RFC3261].

· 3. SHALL, if the PoC Server does not stay in the media path, 
a) for the duration of the SIP Session and as long as the PoC Client is a Participant in the PoC Session, act as a SIP proxy according to rules and procedures of [RFC3261]; 

b) use the content of the received SIP INVITE to generate the SIP INVITE request according to rules and procedures of [RFC3261]; and,

c) include a Record-Route header containing a URI identifying its own address.

· 4. SHALL include the Answer-Mode header set to 'Manual;Require';

· 5. SHALL include the Referred-By header from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header; and,

· 6. SHALL send the SIP INVITE request towards the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Server:

· 1. SHALL store the list of supported SIP methods if received in the Allow header;
· 2. SHALL store the contact if received in the Contact header;

· 3. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General" if acting as a B2BUA; and,
· 4. SHALL generate a SIP 180 "Ringing" response according to rules and procedures of [RFC3261] if acting as a SIP proxy.

· 5. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Server:

· 1. SHALL, if the PoC Server acts as B2BUA 

a) SHALL store the list of supported SIP methods if received in the Allow header;

b) SHALL store the contact received in the Contact header;

c) SHALL check if the number of maximum Simultaneous PoC Sessions for the PoC Client has exceeded.  If exceeded, the PoC Server 

i. SHALL respond with a SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '104 Too many Simultaneous PoC Sessions' towards the inviting PoC Client;. 

ii. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session release ";

iii. SHALL generate a SIP BYE request according to rules and procedures of  [RFC3261]; and,

iv. SHALL send the SIP BYE request towards the Invited PoC Client according to rules and procedures of the SIP/IP Core;

Otherwise, continue with the rest of the steps;
d) generate a SIP 200 "OK" response as specified in the subclause 7.3.2.1 "General"; and,

e) include in the SIP 200 "OK" response a MIME SDP body as the SDP answer the SDP offer received from the PoC Server in the SIP INVITE request as specified in the subclause 7.3.2.1b"SDP answer generation in case of On-demand session"
f) interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedure at initialization".

Editor's note: It might be needed to add an additional reference to the relevant "PoC Media Traffic Optimisation" section in the UP document when the section is available.
· 2. SHALL, if the PoC Server acts as a SIP proxy

a) generate a SIP 200 "OK" response according to rules and procedures of [RFC3261]; and,

b) include the same MIME SDP body as the SDP answer received in the SIP 200 "OK" response.

· 3. SHALL send the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.2.4. Manual-answer using Pre-established Session

The PoC Server SHALL act as B2BUA.

Upon receiving the incoming SIP INVITE from the PoC Server performing Controlling PoC function, the PoC Server 
1. SHALL validate that the Media Parameters are compliant with the Pre-established Session and the PoC Server and Invited PoC Client support Manual Answer within Pre-established Session, if not, follow the procedures described in the subclause 7.3.2.2.3 "Manual answer using On-demand Session" Otherwise, continue with the rest of the steps;
NOTE 1: PoC Server can make session modification to get Media Parameters to match between incoming PoC Session and existing Pre-established Session.
Editor's Note:  It is FFS, how PoC Server knows, if the Invited PoC Client supports Manual Answer within Pre-established Session. 
2. SHALL generate SIP re-INVITE request as described in subclause 7.3.2.1 "General";
a. SHALL include dialogue ID, From tag and To tag which are provided from Pre-established Session;
b. SHALL include the Answer-Mode header set to 'Manual; Require';
c. SHALL include the Referred-By header from the incoming SIP INVITE request if anonymity is not requested by the value 'id' in the Privacy header.
NOTE 2: The header fields of SIP re-INVITE request are exactly same as SIP INVITE requestin case of On-demand Session except using dialogue ID, From tag and To tag according to rules and procedures of [RFC 3261].

3. SHALL send the SIP re-INVITE request toward the terminating PoC Client within the existing SIP dialog according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP 180 "Ringing" response to the SIP re-INVITE request, the PoC Server:

1. SHALL store the list of supported SIP methods if received in the Allow header;
2. SHALL generate a SIP 180 "Ringing" response as specified in subclause 7.3.2.1 "General" if acting as a B2BUA; and,
3. SHALL send the SIP 180 "Ringing" response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core;

Upon receiving a SIP 200 "OK" response to the SIP re-INVITE request, the PoC Server:

1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request from the PoC Server performing Controlling PoC function as described in the subclause 7.3.2.1 "General"
2. SHALL include in the SIP 200 "OK" response to the SDP offer received in SIP INVITE from the PoC Server performing the Controlling PoC Function, a MIME SDP body as a SDP answer as specified in the subclause 7.3.2.1c "SDP answer generation in case of Pre-established Session" based on the SDP negotiated during the Pre-established Session establishment as specified subclause 7.3.1.2 "Pre-established Session" 
3. SHALL include value “id” in the Privacy header according to rules and procedures of  [RFC3325], if the invited PoC Client has requested privacy, when the Pre-established Session was established; 
4. SHALL send the SIP 200 "OK" Response to the SIP INVITE request according to rules and procedures of SIP/IP Core; and,
5. SHALL interact with the User Plane as described in [OMA-PoC-UP] "Participating PoC Function procedure at initialization"
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.















NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20040305]

© 2004 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 4 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20040305]

