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1 Reason for Change

a) Justification: 
Warning codes aligned.
b) Clauses affected:

5.6.2, 7.1.1, 7.2.1.1, 7.2.1.3.2, 7.2.1.24 and 7.3.2.1.
c) Summary of change:
The table and corresponding warning texts in the subclause 5.6 is updated.
d) Consequence if not approved:

Unsolved details.
e) Reason for revision:

N/A.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes in the CP baseline is discussed and agreed. 
6 Detailed Change Proposal

7.1.1 Reception of an initial SIP INVITE request

Upon receiving an initial SIP INVITE request the PoC Server:

1. SHALL if it is the Originating PoC Service Point Trigger and

a) if the SIP URI in the Request-URI of the SIP INVITE request corresponds to the Conference-factory-URI of the PoC service in the network served by the PoC Server but the SIP INVITE request does not include a URI-list of the PoC Users to be invited the PoC Server SHALL perform the role of Participating PoC Function and continue as specified in subclause 7.3.1.2 "Pre-established Session"; or,

b) otherwise the PoC Server SHALL perform the role of the Participating PoC Function as specified in 7.3.1.4 "PoC Session establishment or rejoin using On-demand Session".

2. SHALL if it is the Terminating PoC Service Point Trigger and

a) if the Session Type uri-parameter is "session=prearranged" and,

i. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Pre-arranged PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request"; 

or,

ii. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Chat PoC Group owned by the PoC Server, the PoC Server SHALL return a SIP 404 "Not Found" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '100 Correct Session Type of <Request-URI> is "session=chat"' and not continue with the rest of the steps.

or,

b) if the Session type uri-parameter is "session=chat" and,

i. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Chat PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.5 "Joining Chat PoC Group Session request"; 

ii. if the an explicit request to be routed to a PoC Box is included the PoC Server SHALL return a SIP 404 "Not Found" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '109 PoC Box not possible for a Chat PoC Group' and not continue with the rest of the steps;

Editor’s note: The explicit request to be routed to a PoC Box is FFS.

or,

iii. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Pre-arranged PoC Group owned by the PoC Server, the PoC Server SHALL return a SIP 404 "Not Found" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '101 Correct Session Type of <Request-URI> is "session=prearranged"' and not continue with the rest of the steps.

or,

c) if a Session Type uri parameter is not included and

i. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Pre-arranged PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request";

or,

ii. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Chat PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.5 "Joining Chat PoC Group Session request";

d) if the SIP-URI in the Request-URI of the SIP INVITE request corresponds to a PoC Session Identity generated by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.4 "Rejoining PoC Session request"; or,

e) if the SIP-URI in the Request-URI of the SIP INVITE request corresponds to a PoC User served by the PoC Server the PoC Server SHALL perform the role of Participating PoC Function and continue as specified in subclause 7.3.2.2 "PoC Session invitation request"; or,

f) if the SIP URI in the Request-URI of the SIP INVITE request is unknown to the PoC Server the PoC Server SHALL perform the actions specified in subclause 7.5.2 "Conference URI does not exist".
3. SHALL if it is the unregistered PoC Service Point Trigger and

a) if the PoC Server supports PoC Box functionality and the <Unconditional forward invitations to the NW PoC Box when the PoC User is not registered> is set to 'true' perform the actions in the subclause 7.3.2.2.5.1 "Unconditional forward all invitations to a PoC Box".
b) Otherwise the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response.
Editor's note: A proper name for <Unconditional forward invitations to the NW PoC Box when the PoC User is not registered> is needed.
7.2.1.1 General

On receipt of an initial SIP INVITE request the PoC Server 

1. SHALL cache the supported SIP methods if received in the Allow header; 

2. SHALL use the Nick Name, if a Nick Name is included, according to the priority specified in subclause 5.4 "Nick Name"; and,

· 3. SHALL cache the uri-parameter "stay-on-media-path", if the uri-parameter is present in the URI of the PoC Server performing Participating PoC Function in the Contact header and if the uri parameter is used according to local policy.

Editor's Note :  Shall be checked, if use of the URI parameter is according to SIP principles.

When sending SIP provisional responses with the exception of the SIP 100 "Trying" response to the SIP INVITE request the PoC Server

1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

2. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

3. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

4. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address"
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session or

b) set to the PoC Group Identity with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of Pre-arranged or Chat PoC Group respectively; and,

5. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter".
6. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if at least one MIME body with media was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request".

7 SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if the text content in the Subject header was removed 
8. SHALL  include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if the Alert-Info header or the Call-Info header or both was removed.
NOTE:
The reason for removing the Subject header and the reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.
9. SHALL include Warning header(s) received in incoming provisional responses to SIP INVITE request with the exception of the SIP 100 "Trying" response.

When sending a SIP 200 "OK" response to the initial SIP INVITE request the PoC Server:

1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261];

2. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

3. SHALL include the Session-Expires header with and start supervising the SIP Session according to rules and procedures of [RFC4028]], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uac'. 
4. SHALL include the option tag 'timer' in a Require header;
5. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address"
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session  or,

b) set to the PoC Group Identity with the Session Type uri-parameter  "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of the Pre-arranged or Chat PoC Group respectively.

6. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter"; and,
7. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not already included in a SIP provisional response.

8. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if at least one MIME body with media was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request".

9. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if the text content in the Subject header was removed as specified in subclauses 7.2.1.2 “Ad-hoc PoC Group and 1-1 PoC Session setup request” and 7.2.1.3 “Pre-arranged PoC Group Session setup request”.
10.SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if the Alert-Info header or the Call-Info header or both was removed as specified in subclauses 7.2.1.2 “Ad-hoc PoC Group and 1-1 PoC Session setup request” and 7.2.1.3 “Pre-arranged PoC Group Session setup request”.
11. SHALL include Warning header(s) received in incoming responses to SIP INVITE request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

When sending a SIP 488 "Not Acceptable Here" response to the initial SIP INVITE request, the PoC Server:

1. SHALL generate the SIP 488 "Not Acceptable Here" response according to rules and procedures of [RFC3261]; and,

2. SHALL include in the SIP 488 "Not Acceptable Here" response a MIME SDP body, containing the Media Types, the Media-floor Control Entities and the Media-floor Control Entity bindings as currently used in the PoC Session according to rules and procedures of [RFC3261]. 

Editor’s Note: It is FFS whether 488 with media used in a session are included in case PoC server rejects the POC Client offer with 488 in case that certain media is not authorized.
7.2.1.3.2
Dispatch PoC Session setup request from PoC Dispatcher

Upon receiving an initial SIP INVITE request to establish a Dispatch PoC Session from a PoC Dispatcher, as specified in subclause 7.2.1.3.1"General", the PoC Server:

1.SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '113 User is not a dispatcher for the group' and do not continue with the rest of the steps. Otherwise, continue with the rest of the steps;

2. SHALL check whether privacy is allowed for the Authenticated Originator’s PoC Address, when anonymity is requested with the Privacy header containing the value 'id'.  If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [XDM-Shared-Groups].  Otherwise, continue with the rest of the steps;

3. SHALL validate that the received SDP offer includes at least one Media Type for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

4. If the Dispatch Type uri-parameter is not present but there is a MIME resource-lists body in the SIP INVITE request, the PoC Server SHALL use the value "dispatch=sub-group" as the Dispatch Type uri-parameter for the Dispatch PoC Session. Otherwise, the PoC Server SHALL use the value "dispatch=entire-group" as the Dispatch Type uri-parameter for the Dispatch PoC Session.

NOTE 1:
Step 4 is needed for situation where the Request-URI Dispatch Type uri-parameter sent form the PoC Dispatcher is lost

Editor’s Note: need to include in the AD the assumption of loose routing in the underlying SIP/IP Core. If loose routing is used, maybe step 4 can be deleted.

Editor’s Note: The behaviour to be followed when the Dispatch Type uri-parameter is received but its value is unknown is FFS

5. SHALL, if Included Media Content is supported by the PoC Server and if media is received in one or more MIME bodies,

a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, either,

i) send a SIP 403 "Forbidden" response. Otherwise continue with the rest of the steps; or,

ii) removed the MIME bodies containing the not allowed media.

NOTE 2:
One example of a local policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

b) Check the size of all MIME bodies containing media and if the total size exceeds a configurable max size send a SIP 413 "Request Entity Too Large" response. Otherwise, continue with the rest of the steps. 

Editor’s Note: need to check that step 5 is aligned with subclause 7.2.1.3.1 “General”
6. If the Dispatch PoC Group does not have already any on-going Dispatch PoC Session, and

a) If the Dispatch Type uri-parameter is "dispatch=sub-group", then the PoC Server:

i SHALL allocate a PoC Session Identity for the PoC Session, and,

ii SHALL invite the PoC Users listed in the MIME resource-lists body as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "PoC Session invitation requests".

b) If the Dispatch Type uri-parameter is "dispatch=entire-group", the PoC Server SHALL invite members of the Dispatch PoC Group as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "Dispatch PoC Session invitation requests"

7. If the Dispatch PoC Group has already one or more on-going Dispatch PoC Session, then the PoC Server:

a) SHALL check whether the inviting PoC User is the Active PoC Dispatcher for the other on-going Dispatch PoC Sessions. If not, the PoC Server SHALL reject the request with as SIP 486 “Busy Here” response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '110 Dispatch group has already another active dispatcher'. Otherwise, continue with the rest of the steps.

b) If the Dispatch Type uri-parameter is "dispatch=sub-group", the PoC Server

i) SHALL allocate a PoC Session Identity for the PoC Session, and,

ii) SHALL invite the PoC Users listed in the MIME resource-lists body as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "PoC Session invitation requests".

c) If the Dispatch Type uri-parameter is "dispatch=entire-group", and

i) If any of the already on-going Dispatch PoC Sessions is established with the entire Dispatch PoC Group, the PoC Server SHALL reject the request with as SIP 486 "Busy Here" response and do not continue with the rest of the steps

NOTE 3:
Dispatch PoC Session with the entire Dispatch PoC Group are only established when the inviting PoC Dispatcher indicates the Dispatch Type uri-parameter "dispatch=entire-group" or no MIME resource-lists body is included in the SIP INVITE request

ii) If none of the already on-going Dispatch PoC Sessions is established with the entire Dispatch PoC Group, the PoC Server SHALL invite members of the Dispatch PoC Group as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "Dispatch PoC Session invitation requests"

8. SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Editor’s Note: Need to include an optional behaviour through which the PoC Server invites PoC Users who did not respond

Upon receiving a SIP response for the SIP INVITE request, as specified in subclause 7.2.2.2 "PoC Session invitation requests", the PoC Server SHALL proceed as specified in subclause 7.2.1.3.1"General".

7.2.1.24 PoC Dispatcher role transfer request

Upon receiving a SIP REFER request with a Refer-To header that includes a method parameter set to 'INVITE' and an uri-header indicating an Accept-Contact header with '+g.poc.dispatcher; require; explicit;', the PoC Server: 

1. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User corresponds with the Active PoC Dispatcher for the Dispatch PoC Session and authorize the request as specified in subclauses 7.2.1.19 "PoC Session role transfer". If the validation is not correct or the request  is not authorized, the PoC Server SHALL return a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '111 User not allowed to transfer the dispatcher role' and not continue with the rest of the steps. Otherwise, continue with the rest of the steps;

2. SHALL extract from the Refer-To header, according to rules and procedures of [RFC3515], the PoC Address of the target PoC Dispatcher or a URI representing any available PoC Dispatcher for the Dispatch PoC Group other than the current PoC Dispatcher (i.e., the sender of the REFER) ; 
3. SHALL check whether the PoC User to be added, in addition to those already participating, does not exceed the maximum number of Participants allowed in the PoC Group Session according to the <max-participant-count> element, which is specified in [XDM-Shared-Groups].  If exceeded, the PoC Server SHALL return a SIP 486 "Busy Here" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '102 Too many participants' to the originating network.  Otherwise, continue with the rest of the steps.
4. SHALL, for the case of a URI extracted from the Refer-To header representing any available PoC Dispatcher, determine the set of available PoC Users that are allowed the action <allow-dispatch> in the PoC Group document and establish an ordered list for inviting them, and skip the next step.
NOTE 1:
The procedures to determine the set of available PoC Users that are allowed the action <allow-dispatch> in the PoC Group are outside the scope of this Specification;

NOTE 2:
The procedures to establish and ordered list for inviting the available PoC Dispatcher are outside the scope of this specification

5. SHALL, for the case of a PoC Adrress extracted from the Refer-To header identifying an individual PoC User, check if the action <allow-dispatch> is allowed for that PoC User, according to subclause 7.2.1.19 "PoC Session role transfer". If it is not authorized, the PoC Server SHALL return a SIP 403 "Forbidden" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '112 Target User not allowed to receive the dispatcher role' and not continue with the rest of the steps. Otherwise, continue with the rest of the steps;  
6. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];
7. SHALL, if the SIP REFER request was an initial SIP request received outside of an existing dialog, include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [draft-norefersub];
8. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [draft-norefersub];
9. SHALL send the SIP 2xx final response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;
10. SHALL invite the target PoC User as PoC Dispatcher following the procedures described in subclause 7.2.2.2 "PoC Session invitation request" 
11. SHALL, for the case of a URI extracted from the Refer-To header representing any available PoC Dispatcher, invite subsequent possible PoC Dispatcher, as described in subclause 7.2.2.2 "PoC Session invitation request", until one accepts the transfer or the ordered list of possible PoC Dispatchers is exhausted. 
NOTE 3:
The amount of time that the PoC Server needs to wait before inviting another PoC Dispatcher from the list is outside the scope of this specification.

12. SHALL generate and send to the PoC Client a SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request" based on the progress of each SIP INVITE request sent, in accordance with Step 11 of this subclause, to PoC User(s) determined in steps 4 or 5 of this subclause.  

Upon receiving a SIP 403 "Forbidden" response with the warning code 399 and the warning text '105 Isfocus already assigned', the PoC Server SHALL if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request, generate and send to the PoC Client a SIP NOTIFY request as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request".

Upon receiving SIP provisional responses or SIP final responses for the SIP INVITE request(s) containing a P-Answer-State header with the value 'Unconfirmed' as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server:

1. SHALL discard the received SIP responses without forwarding them.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.1 General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] with the clarifications in this subclause.

The PoC Server

1. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325] if anonymity is requested with the Privacy header containing the tag 'id';
2. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

3. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]; 
4. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

5. SHOULD include the Session-Expires header in the INVITE according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". The "refresher" parameter SHALL be omitted.
6. SHALL include the option tag 'timer' in the Supported header;
7. SHALL include the option tag 'norefersub' in a Supported header;
8. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

9. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the SIP INVITE request by the Controlling PoC Function; 
b) include the PoC feature tag '+g.poc.talkburst';

c) include the feature tag 'isfocus'; and,

d) include the Session Type uri-parameter provided in the SIP INVITE request by the Controlling PoC Function.

10. SHALL include the Authenticated Originator's PoC Address if received in the incoming SIP INVITE request in the outgoing SIP INVITE request; and,

11. SHALL include the Nick Name received in incoming SIP INVITE request in the outgoing SIP INVITE request.

NOTE:
The use of the option tag 'precondition', as specified in [RFC3312] and the option tag '100rel', as specified in [RFC3262] is not defined in the POC-1 reference point.

12. SHALL include MIME bodies containing media in the outgoing SIP INVITE request, if Included Media Content is supported by the PoC Server and if one or more MIME body containing media are included in the incoming SIP INVITE request and if at least one MIME body containing media was not removed as specified in subclause 7.3.2.2 "PoC Session invitation request".

13. SHALL include the Subject header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Text Content is supported by the PoC Server and if text content is included in Subject header.
14. SHALL include the Alert-Info header and the Call-Info header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Referenced Media Content is support by the PoC Server and if a reference to media content is included in the Alert-Info header or in the Call-Info header or both.
15. SHALL, if the PoC Server supports ‘Official Government Use’ QoE Profile, check, according to the rules and procedures of [RFC4412], for a Resource-Priority header for ‘Official Government Use’ QoE Profile included in the SIP INVITE. If present, the PoC Server SHALL include a Resource-Priority header identical to the one in the incoming SIP INVITE request.
When sending a SIP provisional responses other than the SIP 100 "Trying" response to the SIP INVITE request, the PoC Server:
1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

2. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers". 

3. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261], if not previously sent in a provisional response for this dialog;

4. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst' if not previously sent in a provisional response for this dialog; and,

5. SHALL include as the URI in the Authenticated Originator’s PoC Address in the outgoing SIP provisional response either
a) the URI contained in the Authenticated Originator’s PoC Address received in the incoming SIP provisional response in the case of an On-demand Session establishment; or

b) the URI stored from the Request-URI  received in the incoming SIP INVITE request in the case of a Pre-established Session establishment;

6. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to either
a) the one defined for the PoC User in the PoC Server, if configured; otherwise the one in the incoming SIP provisional response if received, in the case of an On-demand Session establishment; or

b) the one defined for the PoC User in the PoC Server, if configured; otherwise the one stored from the Authenticated Originator’s PoC Address contained in the SIP INVITE request if received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session; received in the incoming SIP provisional response in the outgoing SIP provisional response.
7. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session.
8. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if at least one MIME body containing media was removed as specified in subclause 7.3.2.2 "PoC Session invitation request".
9. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if the Subject header  was removed as specified in subclause 7.3.2.2 “PoC Session invitation request” for some local policy reason.
10. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if the Alert-Info header or Call-Info header was removed as specified in subclause 7.3.2.2 “PoC Session invitation request” for some local policy reason.
Editor’s note:  If one Warning header per removed MIME body or Subject header or Alert-Info header or Call-Info header is used or not if FFS.
When sending a SIP 200 "OK" response to the SIP INVITE request the PoC Server

1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261] and [RFC3262];

2. SHALL include as the URI in the Authenticated Originator’s PoC Address in the outgoing SIP 200 "OK" response either
a) the URI contained in the Authenticated Originator’s PoC Address received in the incoming SIP 200 "OK" response in the case of an On-demand Session establishment; or
b) the URI stored from the Request-URI  received in the incoming SIP INVITE request in the case of a Pre-established Session establishment;
3. SHALL set the Nick Name in the Authenticated Originator’s PoC Address to either
a) the one defined for the PoC User in the PoC Server, if configured; otherwise the one in the incoming SIP 200 "OK" response if received, in the case of an On-demand Session establishment; or

b) the one defined for the PoC User in the PoC Server, if configured; otherwise the one stored from the Authenticated Originator’s PoC Address contained in the SIP INVITE request if received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

5. SHALL include the option tag 'timer' in the Require header;

6. SHALL include the Session-Expires header in the SIP 200 "OK" before sending the response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uas'.
7. SHALL start the SIP Session timer according to rules and procedures of [RFC4028];

8. SHOULD include the Allow header with the SIP methods supported in this dialog according to rules and procedures of  [RFC3261], if not previously sent in a provisional response for this dialog;

9. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not previously sent in a provisional response for this dialog; and,
10. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst'.

11. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if at least one MIME body containing media was removed as specified in subclause 7.3.2.2 "PoC Session invitation request".
12. SHALL  include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' the Subject header was removed as specified in subclause 7.3.2.2 “PoC Session invitation request” for some local policy reason.
13. SHALL  include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' a Alert-Info header or Call-Info header  was removed as specified in subclause 7.3.2.2 “PoC Session invitation request” for some local policy reason.
Editor’s note:  If one Warning header per removed MIME body or Subject header or Alert-Info header or Call-Info header is is used or not is FFS.
14. SHALL insert the uri-parameter "stay-on-media-path" to the URI of the PoC Server in the Contact header of the initial SIP request, if the PoC Server performing Participating PoC Function indicates according to local policy to the Controlling PoC Function, that it stays on the Media path.

Editor's Note.  The URI parameter shall be defined.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
5.6 Warning header

5.6.1 General
The PoC Server MAY include a free text string in a SIP response to SIP INVITE request specified in clause 7 "Procedures at the PoC Server".
When the PoC Server includes a text string in a response to a SIP INVITE request the text string SHALL be included in a Warning header as specified in [RFC3261]. The PoC Server SHALL include the Warning code set to 399 and MAY include the host name set to the host name of the PoC Server.

The PoC Client MAY include the preferred language in Accept-Language header in the SIP INVITE request.

The PoC Server SHOULD choose language of the warning text in the Warning-header depending on the preferred language indicated in Accept-Language header received from the PoC Client in the SIP INVITE request.

5.6.2 Warning texts

The text string included in a Warning header consists of an explanatory text preceded by a 3-digit text code, according to the following format <xxx> + <explanatory text>, for example '102 Too many participants'.  The following warning texts are defined for the Warning header when Warning header is included in a response to a SIP INVITE request as specified in subclause 5.6.1 “General”.

	Code
	Explanatory text
	Description

	100
	Correct Session Type of <Request-URI> is "session=chat"
	The Session type uri-parameter does not correspond to a Chat PoC Group specified by the SIP URI in the Request-URI of the SIP INVITE request.
The value of <Request-URI> will depend on the actual request received.

	101
	Correct Session Type of <Request-URI> is "session=prearranged"
	The Session type uri-parameter does not correspond to a Pre-arranged PoC Group specified by the SIP URI in the Request-URI of the SIP INVITE request.
The value of <Request-URI> will depend on the actual request received.

	102
	Too many participants
	The maximum number of Participants allowed in a PoC Session is exceeded.

	103
	Too many group members
	The PoC Group has more than <max-participant-count> members as specified in [XDM-Shared_Groups].

	104
	Too many Simultaneous PoC Sessions
	The maximum number of Simultaneous PoC Sessions for the PoC Client is exceeded.

	105
	Isfocus already assigned
	A conference focus (a PoC Server performing the Controlling Function) has already been assigned to the PoC Session.  

	106
	Isfocus not assigned
	A conference focus (a PoC Server performing the Controlling Function) has not been assigned to the PoC Session.  

	107
	Not authorized to add <Media Type>
	The offered Media is not accepted due to authorization.  The value of <Media Type> is 'PoC Speech', 'Audio', 'Video' or 'Discrete Media'.

	108
	Media in INVITE discarded
	At least one MIME body containing media has been removed from the SIP INVITE request.

	109
	PoC Box not possible for a Chat PoC Group
	Voice mail type PoC Box can't be used for Chat PoC Groups.

	110
	Dispatch group has already another active dispatcher
	The Dispatch PoC Group already has on-going Dispatch PoC Session(s) with another PoC Dispatcher.

	111
	User not allowed to transfer the dispatcher role
	Requesting PoC User not allowed to transfer the PoC Dispatcher role based on the Dispatch PoC Group definition

	112
	Target User not allowed to receive the dispatcher role 
	Target PoC User is not defined as PoC Dispatcher capable in the Dispatch PoC Group definition

	113
	User is not a dispatcher for the group
	Requesting PoC User is not defined as PoC Dispatcher capable in the Dispatch PoC Group definition

	
	
	

	
	
	


5.6.3 Warning text code numbers

Code numbers 000 – 999 are reserved for use in warning texts within PoC.

NOTE:
Vendor-specific warning text is sent without warning text code.
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