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1 Reason for Change
Justification

Some informative flows are incomplete according to the QoE Profiles. 

Scope of change

Completion of informative flows.

Impacted subclauses

5.x
Consequence if not accepted

Incomplete information provided in the informative flows.
2 Impact on Backward Compatibility

None identified.
3 Impact on Other Specifications

None identified.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Reccomendation

Approve and include the proposed changes in SD document.
6 Detailed Change Proposal

Change 1: Changes affecting the Pre-established session flow
5.1.2 Pre-established Session flow

The Pre-established Session is a session between the PoC Client and the PoC Server in the Home PoC Network. The Figure 1 “Pre-established Session” presents the Pre-established Session establishment flow.
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Figure 1: Pre-established Session

1. The PoC Client sends an INVITE request to the SIP/IP Core containing a PoC indication. 

Information elements contained in INVITE request: 

a. Participating function URI

b. Media Parameters of PoC Client A for inactive media stream(s)

c. PoC service indication

d. PoC Address of the PoC User at the PoC Client A

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
f. Media-floor Control Entities proposal.
g. Desired QoE Profile.
2. The SIP/IP Core forwards the request to the PoC Server based on the PoC service indication and the Participating Function URI in the request.

Information elements contained in INVITE request:

a. Participating function URI

b. Media Parameters of PoC Client A with inactive media stream(s)

c. PoC Service indication

d. PoC Address of the PoC User at the PoC Client A

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
f. Media-floor Control Entities proposal.
g. Desired QoE Profile
3. The PoC Server performs necessary service control and sends OK response to the SIP/IP Core.

Information elements contained in OK response: 

a. Media Parameters of PoC Server A

b. A conference URI that identifies the Pre-established Session

c. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
d. Media-floor Control Entities response. 
e. QoE Profile for the Pre-established session.  

4. The SIP/IP Core forwards the OK response the PoC Client.

Information elements contained in OK response: 

a. Media Parameters of PoC Server A

b. A conference URI that identifies the Pre-established Session

c. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
d. Media-floor Control Entities response if a proposal for Media-floor Control Entities was included in the request.
e. QoE Profile for the Pre-established session.

The procedure for establishing a PoC Session with other users within the Pre-established Session is described in the subclause ¡Error! No se encuentra el origen de la referencia. “Ad-hoc PoC Group Session and 1-1 PoC Session setup”.
Change 2: Changes affecting the Ad-hoc and 1-1 PoC Session setup
5.2.1.1 Confirmed Indication using On-demand Session

This subclause describes a case where right-to-speak indication is given to the inviting PoC User when one of the Invited PoC Users has accepted the invitation and the final response is not sent before the first accepted indication from the terminating network is received. Figure 2 “Confirmed indication using On-demand Session” shows the signalling flow for this scenario.
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Figure 2: Confirmed Indication using On-demand Session 

1. PoC Client A initiates an Ad-hoc PoC Group Session or 1-1 PoC Session by sending an INVITE request to the Home PoC Network. 

Information elements contained in INVITE request: 

a. A list of PoC Addresses of Invited PoC Users;

b. Media Parameters of PoC Client A

c. PoC Service indication

d. PoC Address of the PoC User at the PoC Client A

e. A manual answer override request

f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.
h. Desired QoE Profile.
2. SIP/IP Core A routes the INVITE request to the PoC Server A (participating & controlling) based on PoC Address of inviting PoC User and PoC service indication.

Information elements contained in INVITE request: 

a. A list of PoC Addresses of Invited PoC Users;

b. Media Parameters of PoC Client A

c. PoC service indication

d. PoC Address of the PoC User at the PoC Client A

e. Manual answer override request, if selected by PoC Client A

f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.
h. Desired QoE Profile.
3. Since this is an Ad-hoc PoC Group Session setup or 1-1 PoC Session setup the PoC Server A (participating & controlling) takes the roles of the Controlling PoC Function and Participating PoC Function. The PoC Server A (participating & controlling) sends invitations to the PoC Clients of the Invited PoC Users as described in the subclause ¡Error! No se encuentra el origen de la referencia. “Ad-hoc PoC Group session invitation to the PoC Client”. When the first ALERTING response is received the PoC Server A (participating & controlling) sends ALERTING response towards the PoC Client A, when the final response OK is not yet sent. 

4. SIP/IP Core A forwards the ALERTING response to the PoC Client A.

5. When the first PoC Client accepts the PoC Session request, the PoC Server A (participating & controlling) sends OK response towards the PoC Client A. The supported Media Types in the OK response can depend on the local policy independent of the supported Media Types contained in the first acceptance response received by the PoC Server A (participating & controlling). The OK response includes the following information:

Information elements contained in OK response:


a. Media Parameters of PoC Server A (participating & controlling)

b. Selected Talk Burst Control and/or Media Burst Control Protocol Protocol.
c. Media-floor Control Entities response.
d. QoE Profile for the PoC Session.
6. SIP/IP Core A forwards the OK response to the PoC Client A.

Information elements contained in OK response:


a. Media Parameters of PoC Server A (participating & controlling)

b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
c. Media-floor Control Entities response.
d. QoE Profile for the PoC Session.
7. Since one Participant is connected, the PoC Server A (participating & controlling) sends the Talk Burst confirm response to the PoC Client A.

8. The PoC Client A sends media to the PoC Server A (participating & controlling).

If none of the Invited PoC Users accepts the invitation, the PoC Server A (participating & controlling) rejects the PoC Session.
The negotiated Media Types of Participants in the PoC Session can be obtained as described in the subclause ¡Error! No se encuentra el origen de la referencia. "¡Error! No se encuentra el origen de la referencia.".
Editor’s note: The method to provide Supported Media Types of the subsequently joining PoC Session Participants is FFS.

5.2.1.2 Unconfirmed Indication using On-demand Session

This subclause describes a case where right-to-speak indication is given to the inviting PoC User when one of the Invited PoC Users is registered and uses automatic answer.  In this case the PoC Server sends the final response after receiving the first auto-answer response from the terminating side and adds the Unconfirmed Indication to the final response. In this case the media buffering is supported and the Talk Burst confirm is sent after the first auto answer response is received.  If buffering is not supported the Talk Burst confirm is sent after the first response to the invitation is received.
 Figure 3 “Unconfirmed Indication using On-demand Session “shows the signalling flow for this scenario.
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Figure 3: Unconfirmed Indication using On-demand Session

1. PoC Client A initiates an Ad-hoc PoC Group Session or 1-1 PoC Session by sending an INVITE request to the Home PoC Network. 

Information elements contained in INVITE request: 

a. A list of PoC Addresses of Invited PoC Users;

b. Media Parameters of PoC Client A

c. PoC service indication

d. PoC Address of the PoC User at the PoC Client A

e. A manual answer override request

f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.
h. Desired QoE Profile
2. SIP/IP Core A routes the INVITE request to the PoC Server A (participating & controlling) based on PoC Address of inviting PoC User at the PoC Client and PoC Service indication.

Information elements contained in INVITE request: 

a. A list of PoC Addresses of Invited PoC Users;

b. Media Parameters of PoC Client A

c. PoC Service indication

d. PoC Address of the PoC User at the PoC Client A

e. Manual answer override request, if selected by PoC Client A

f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.
h. Desired QoE Profile
3. Since this is an ad-hoc PoC Group Session setup or 1-1 PoC Session setup the PoC Server A (participating & controlling) takes the roles of the Controlling PoC Function and Participating PoC Function. The PoC Server A (participating and controlling) sends invitations to the PoC Clients of the Invited PoC Subscribers as described in the subclause 5.2.2 “Ad-hoc PoC Group Session invitation to the PoC Client”. When the first Auto-answer response from the terminating side is received the PoC Server A (participating & controlling) sends UNCONFIRMED OK response towards the PoC Client A indicating that none of the Invited PoC Users are yet connected in the PoC Session. The supported Media Types in the UNCONFIRMED OK response can depend on the local policy independent of the supported Media Types contained in the first AUTO-ANSWER response received by the PoC Server A (participating & controlling).
Information elements contained in UNCONFIRMED OK response:


a. Media Parameters of PoC Server A (participating & controlling)

b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
c. Media-floor Control Entities response.
d. QoE Profile for the PoC Session

4. SIP/IP Core A forwards the UNCONFIRMED OK response to the PoC Client A.

Information elements contained in UNCONFIRMED OK response:


a. Media Parameters of PoC Server A (participating & controlling)

b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
c. Media-floor Control Entities response.
d. QoE Profile for the PoC Session

5. The PoC Server A (participating & controlling) sends the message Talk Burst confirm response to the PoC Client A.

6. The PoC Client A sends media to the PoC Server A (participating & controlling). The PoC Server A (participating & controlling) buffers the media to be sent to the Invited PoC Clients when they are connected.

If none of the Invited PoC Users accepts the invitation, the PoC Server A (participating & controlling) rejects the PoC Session.
The negotiated Media Types of Participants in the PoC Session can be obtained as described in the subclause ¡Error! No se encuentra el origen de la referencia. "¡Error! No se encuentra el origen de la referencia.".
Editor’s Note: The method to provide Supported Media Types of the subsequently joining PoC Session Participants is FFS.

Change 3: Changes affecting the Pre-arranged PoC Group session setup
5.3 Pre-arranged PoC Group Session setup

A Pre-arranged PoC Group is a PoC Group having pre-defined PoC Group Identity and member list. A Pre-arranged PoC Group Session is initiated by one of the members. When a Pre-arranged PoC Group Session is initiated, all other PoC Group members are invited. The Pre-arranged PoC Group Session is established by using the PoC Group Identity in the invitation message.  

In case the PoC User tries to initiate a Pre-arranged PoC Group Session, when the PoC Session is already ongoing (e.g., the PoC Client did not receive an invitation at the start of the PoC Session due to being out of radio range or not being powered on) the PoC Server adds the PoC User to the existing PoC Session, and notifies the PoC User that the PoC Session was already in progress.

5.3.1 Pre-arranged PoC Session invitation from PoC Client

Chapter 5.3.1.1 “Confirmed indication using On-demand Session” describes a case where right-to-speak indication is given to the inviting PoC User when one of the Invited PoC Users has accepted the invitation using On-demand Session establishment.

Chapter 5.3.1.2 “Unconfirmed Indication using On-demand Session” describes a case where right-to-speak indication is given to the inviting PoC User using On-demand Session when the Invited PoC Users is registered and uses automatic answer.

Chapter 5.3.1.3 “Unconfirmed Indication using Pre-established Session” describes a case where right-to-speak indication is given to the inviting PoC User using Pre-established Session when the Invited PoC Users is registered and uses automatic answer.

Chapter 5.3.1.4 “Confirmed indication using Pre-established Session” describes a case where right-to-speak indication is given to the Inviting PoC Client when one of the Invited PoC Clients has accepted the invitation
5.3.1.1 Confirmed Indication using On-demand Session

In this case, the originator confirms the event that at least one of the PoC Group members has been connected before he starts speaking. In the Figure 4 “Pre-arranged PoC Group Session setup, originating part”, the right-to-speak indication in the Talk Burst Control and/or Media Burst Control follows the confirmation from the PoC Server X (controlling).
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Figure 4: Pre-arranged PoC Group Session setup, originating part

1. The PoC Client A sends an INVITE request to the address of the Pre-arranged PoC Group. 

Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity 

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication 

d. Media Parameters of PoC Client A

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal

f. A manual answer override request
g. Media-floor Control Entities proposal.

h. Desired QoE Profile
2. The SIP/IP Core A routes the INVITE request to the PoC Server A (participating) trigged on the PoC Service indication and the PoC Address.  

Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication

d. Media Parameters of PoC Client A

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal
f. Media-floor Control Entities proposal.

g. Manual answer override request, if selected by PoC Client A.

h. Desired QoE Profile.

3. The PoC Server A (participating) identifies that the Pre-arranged PoC Group is not hosted in this PoC Server therefore it sends the request to the SIP/IP Core A.

Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication 

d. PoC Server A (participating) selected Media Parameters

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal
f. Media-floor Control Entities proposal.

g. Manual answer override request, if selected by PoC Client A.

h. Desired QoE Profile.

4. The SIP/IP Core A routes the request according to the routing principles to SIP/IP Core X.

Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication

d. PoC Server A (participating) selected Media Parameters

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal
f. Media-floor Control Entities proposal.

g. Manual answer override request, if selected by PoC Client A. 

h. Desired QoE Profile.

5. The SIP/IP Core X routes the request to the PoC Server X (controlling) based on Pre-arranged PoC Group Identity. If the Pre-arranged PoC Group Identity is used for other services (e.g. messaging) that are hosted on other Application Servers then the SIP/IP Core needs to use PoC service indication to route to the PoC Server.

The PoC Server X performs the necessary terminating service control (e.g. authorizes the PoC Client A) and if the PoC Address of the PoC User initiating the PoC Session is authorized successfully, the PoC Server X invites the other members to the Pre-arranged PoC Session as described in subclause ¡Error! No se encuentra el origen de la referencia.”Pre-arranged PoC Group Session, terminating part”. In the case the PoC Group Session already is ongoing the PoC Client is added to the PoC Session.

Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication 

d. PoC Server A (participating) selected Media Parameters

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal
f. Media-floor Control Entities proposal.

g. A manual answer override request.
h. Desired QoE Profile.

6-10. When the first ALERTING response is received the PoC Server X (controlling) sends ringing response towards the PoC Client A.

11-13. When the first PoC Client accepts the Pre-arranged PoC Session invitation, the PoC Server X sends an OK response to the PoC Server A (participating) along the same signalling path. The supported Media Types in the OK response maycan depend on the local policy independent does not depend on of the supported Media Types contained in the first acceptance OK response received by the PoC Server X from the terminating PoC Client.

Information elements contained in the OK response:

a. PoC Server X (controlling) selected Media Parameters

b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
c. Media-floor Control Entities response.
d. QoE Profile for the PoC Session.

14-15. The PoC Server A sends an OK response to the PoC Client A along the same signalling path.

Information elements contained in the OK response:

a. PoC Server A (participating) selected Media Parameters

b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
c. Media-floor Control Entities response.
d. QoE Profile for the PoC Session.

16. The PoC Server X (controlling) sends the Talk Burst confirm response to the PoC Server A (participating).

17. The PoC Server A (participating) transfers the Talk Burst confirm response to the PoC Client A.
The negotiated Media Types of Participants in the PoC Session can be obtained as described in the subclause ¡Error! No se encuentra el origen de la referencia. "¡Error! No se encuentra el origen de la referencia.".
Editor’s Note: The method to provide Supported Media Types of the subsequently joining PoC Session Participants is FFS.

NOTE: In case of PoC Client is added to an ongoing PoC Session and the Talk Burst is already given to another Participant the Talk Burst reject is sent instead of Talk Burst confirm.

5.3.1.2 Unconfirmed Indication using On-demand Session 

In this case, the originator does not have to confirm that the PoC Group members have been connected before he starts speaking: he can immediately speak after he receives the Unconfirmed Indication from the PoC Server X (controlling). The Figure 5 “Unconfirmed Indication using On-demand Session” shows the high level flow of this scenario.
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Figure 5: Unconfirmed Indication using On-demand Session.

1.   The PoC Client A sends an INVITE request to the address of the Pre-arranged PoC Group. Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity 

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication 

d. Media Parameters of the PoC Client A

e. A manual answer override request

f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.

h. Desired QoE Profile.

2. The SIP/IP Core A routes the INVITE request to the PoC Server A (participating) trigged on the PoC service indication and PoC Address. Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication

d. Media Parameters of the PoC Client A

e. Manual answer override request, if selected by PoC Client A

f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.

h. Desired QoE Profile.

3. The PoC Server A (participating) identifies that the Pre-arranged PoC Group is not hosted in this PoC Server therefore it sends the request to the SIP/IP Core A. Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication 

d. PoC Server A (participating) selected Media Parameters

e. Manual answer override request, if selected by PoC Client A

f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.

h. Desired QoE Profile.

4. The SIP/IP Core A routes the request according to the routing principles to SIP/IP Core X. Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication

d. PoC Server A (participating) selected Media Parameters

e. Manual answer override request, if selected by PoC Client A

f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal. 

h. Desired QoE Profile.

5. The SIP/IP Core X routes the request to the PoC Server X (controlling) based on Pre-arranged PoC Group Identity. If the Pre-arranged PoC Group Identity is used for other services (e.g. messaging) that are hosted on other Application Servers then the SIP/IP Core needs to use PoC service indication to route to the PoC Server. The PoC Server X performs the necessary terminating service control (e.g. authorizes the PoC Client A, and verifying authorization to override a manual answer setting, if requested) and if the PoC Address of the PoC User initiating the PoC Session is authorized successfully, the PoC Server X invites the other members to the Pre-arranged PoC Session as described in ¡Error! No se encuentra el origen de la referencia.”Pre-arranged PoC Group Session, terminating part”. In the case the PoC Group Session already is ongoing the PoC Client is added to the PoC Session.

Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication

d. PoC Server A (participating) selected Media Parameters

e. Manual answer override request, if selected by PoC Client A and authorisation has been verified by PoC Server X

f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.

h. Desired QoE Profile

6-8. When the PoC Server X receives the first auto-answer indication, it sends the unconfirmed OK response to the PoC Server A through the signalling path. The supported Media Types in the UNCONFIRMED OK response can depend on the local policy independent of the supported Media Types contained in the first AUTO-ANSWER response received by the PoC Server X.
Information elements contained in the unconfirmed OK response:

a. PoC Server X  (controlling) selected Media Parameters

b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
c. Media-floor Control Entities response.
d. QoE Profile for the PoC Session

9-10. The PoC Server A sends an unconfirmed OK response to the PoC Client A along the same signalling path. Information elements contained in the unconfirmed OK response:

a. PoC Server A (participating) selected Media Parameters

b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
c. Media-floor Control Entities response.
d. QoE Profile for the PoC Session

11. The PoC Server X (controlling) sends the Talk Burst confirm response to the PoC Server A (participating).

12. The PoC Server A (participating) transfers the Talk Burst confirm response to the PoC Client A. The PoC Client A is now able to start sending and the PoC Server X buffers the media for the late delivery upon the response from the terminating PoC Client indicating the acceptance of the session.
The negotiated Media Types of Participants in the PoC Session can be obtained as described in the subclause ¡Error! No se encuentra el origen de la referencia. "¡Error! No se encuentra el origen de la referencia.".
Editor’s note: The method to provide Supported Media Types of the subsequently joining PoC Session Participants is FFS.

NOTE: In case of PoC Client is added to an ongoing PoC Session and the Talk Burst is already given to another Participant the Talk Burst reject is sent instead of Talk Burst confirm.

5.3.1.3 Unconfirmed Indication using Pre-Established Session

In this case, the originator does not have to confirm that the PoC Group members have been connected before he starts speaking: he can immediately speak after he receives the Unconfirmed Indication from the PoC Server X (Controlling). The Figure 6 “Unconfirmed Indication using Pre-established Session” shows the high level flow of this scenario.
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Figure 6: Unconfirmed Indication using Pre-established Session
1. The PoC Client A sends a REFER request to the SIP/IP Core A.
Information elements contained in the REFER request:

a. A conference URI that identifies the Pre-established Session to which the REFER applies

b. Pre-arranged PoC Group Identity with an indication that it is a Pre-arranged PoC Group

c. PoC Address of the PoC User at the PoC Client A

d. PoC service indication 

e. A manual answer override request
2. The SIP/IP Core A routes the REFER request to the PoC Server A (participating) based on the PoC Service indication and a conference URI that identifies the Pre-established Session.

Information elements contained in the REFER request:

a. A conference URI that identifies the Pre-established Session to which the REFER applies 

b. Pre-arranged PoC Group Identity with an indication that it is a Pre-arranged PoC Group

c. PoC Address of the PoC User at the PoC Client A

d. PoC service indication

e. Manual answer override request
3. PoC Server A sends an ACCEPTED response to the SIP/IP Core A

4. The SIP/IP Core A sends the ACCEPTED response to the PoC Client.

5. When the PoC Server A (participating) receives a REFER request containing a URI with an indication that the URI is a Pre-arranged PoC Group not hosted by this PoC Server, the PoC Server A (participating) sends an INVITE request towards the hosting PoC Server. In this scenario, PoC Server X owns the Pre-arranged PoC Group Identity.

Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication 

d. Media Parameters of the PoC Server A (participating)

e. Manual answer override request, if selected by PoC Client A
f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.
h. Desired QoE Profile.

6. The SIP/IP Core A routes the INVITE request to SIP/IP Core X.

Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication 

d. Media Parameters of the PoC Server A (participating)

e. Manual answer override request, if selected by PoC Client A
f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.
h. Desired QoE Profile.

7. The SIP/IP Core X routes the request to the PoC Server X (controlling) based on Pre-arranged PoC Group Identity. If the Pre-arranged PoC Group Identity is used for other services (e.g. messaging) that are hosted on other Application Servers then the SIP/IP Core needs to use PoC service indication to route to the PoC Server.

The PoC Server X performs the necessary terminating service control (e.g. authorizes the PoC Client A, and verifying authorization to override a manual answer setting, if requested) and if the PoC Address of the User initiating the PoC Session is authorized successfully, the PoC Server X invites the other members to the Pre-arranged PoC Session as described in 5.3.2. In the case the PoC Group Session already is ongoing the PoC Client is added to the PoC Session.

Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication 

d. Media Parameters of the PoC Server A (participating)

e. Manual answer override request, if selected by PoC Client A 
f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.
h. Desired QoE Profile.

8-10. When the PoC Server X receives the first auto-answer indication, it sends the unconfirmed OK response to the PoC Server A through the signalling path. The supported Media Types in the unconfirmed OK response can depend on the local policy independent of the supported Media Types contained in the first AUTO-ANSWER response received by the PoC Server X.

Information elements contained in the unconfirmed OK response:

a. PoC Session Identity of the Pre-arranged PoC Group Session
b. PoC Server X (controlling) selected Media Parameters
c. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
d. Media-floor Control Entities response.
e. QoE Profile for the PoC Session.

Sending NOTIFY request depends on the PoC Client’s request. If it is requested not to send NOTIFY request in response of the REFER request, do not follow the rest of the steps.
11. After receiving the UNCONFIRMED OK response PoC Server A sends a NOTIFY request to the SIP/IP Core A.

Informational elements contained in the NOTIFY request: 

a. PoC Session Identity of the Pre-arranged PoC Group Session 
b. Unconfirmed OK response received indication
c. QoE Profile for the PoC Session.

12. The SIP/IP Core A forwards the NOTIFY request to the PoC Client A. The PoC Client is now able to start sending and the PoC Server X buffers the media for the late delivery upon the response from the terminating PoC Client indicating the acceptance of the session.

Informational elements contained in the NOTIFY request: 

a. PoC Session Identity of the Pre-arranged PoC Group Session
b. Unconfirmed OK response received indication.
c. QoE Profile for the PoC Session.

13. PoC Client A sends an OK response to the SIP/IP Core A.

14. The SIP/IP Core A sends the OK response to the PoC Server A.
Editor’s Note: The method to provide supported Media Types of the subsequently joining PoC Session Participants to the PoC Client A is FFS.

5.3.1.4 Confirmed Indication using Pre-established Session

This subclause describes a scenario when the Inviting PoC Client receives the right-to-speak indication in a Talk Burst Control and/or Media Burst Control message from the PoC Server X (controlling) when at least one Invited PoC User accepts the invitation.

Figure 7: Confirmed Indication using Pre-established Session shows the message flow for the scenario.
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Figure 7: Confirmed Indication using Pre-established Session
1. The PoC Client A sends a REFER request to the SIP/IP Core A.
Information elements contained in the REFER request:

a. A conference URI that identifies the Pre-established Session to which the REFER applies

b. Pre-arranged PoC Group Identity with an indication that it is a Pre-arranged PoC Group

c. PoC Address of the PoC User at the PoC Client A

d. PoC service indication 

e. A manual answer override request
2. The SIP/IP Core A routes the REFER request to the PoC Server A (participating) based on the PoC service indication and a conference URI that identifies the Pre-established Session.

Information elements contained in the REFER request:

a. A conference URI that identifies the Pre-established Session to which the REFER applies 

b. Pre-arranged PoC Group Identity with an indication that it is a Pre-arranged PoC Group

c. PoC Address of the PoC User at the PoC Client A

d. PoC service indication

e. Manual answer override request
3. PoC Server A sends an ACCEPTED response to the SIP/IP Core A

4. The SIP/IP Core A sends the ACCEPTED response to the PoC Client.

5. When the PoC Server A (participating) receives a REFER request containing a URI with an indication that  the URI is a Pre-arranged PoC Group not hosted by this PoC Server, the PoC Server A (participating) sends an INVITE request towards the hosting PoC Server. In this scenario, PoC Server X owns the Pre-arranged PoC Group Identity.

Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication

d. Media Parameters of the PoC Server A (participating)

e. Manual answer override request, if selected by PoC Client A
f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.

h. Desired QoE Profile.

6. The SIP/IP Core A routes the INVITE request to SIP/IP Core X.

Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication 

d. Media Parameters of the PoC Server A (participating)

e. Manual answer override request
f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.

h. Desired QoE Profile.

7. The SIP/IP Core X routes the request to the PoC Server X (controlling) based on Pre-arranged PoC Group Identity. If the Pre-arranged PoC Group Identity is used for other services (e.g. messaging) that are hosted on other Application Servers then the SIP/IP Core X needs to use PoC service indication to route to the PoC Server.

The PoC Server X performs the necessary terminating service control (e.g. authorizes the PoC Client A, and verifying authorization to override a manual answer setting, if requested) and if the PoC Address of the User initiating the PoC Session is authorized successfully, the PoC Server X invites the other members to the Pre- arranged PoC Session as described in 5.3.2 “Pre-arranged PoC Group Session, terminating part”.
Information elements contained in the INVITE request:

a. Pre-arranged PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication

d. Media Parameters of the PoC Server A (participating)

e. Manual answer override request, if selected by PoC Client A
f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
g. Media-floor Control Entities proposal.

h. Desired QoE Profile.

8-10. When the PoC Server X receives the first accept indication, it sends the CONFIRMED OK to the PoC Server A through the signalling path. The supported Media Types in the CONFIRMED OK response can depend on the local policy independent of the supported Media Types contained in the first acceptance response received by the PoC Server X. 

Information elements contained in the CONFIRMED OK:

a. PoC Session Identity of the Pre-arranged PoC Group Session
b. PoC Server X (controlling) selected Media Parameters
c. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
d. Media-floor Control Entities response.
e. QoE Profile for the PoC Session

Sending NOTIFY request depends on the PoC Client’s request. If it is requested not to send NOTIFY request in response of the REFER request, do not follow the rest of the steps.
11. After receiving the CONFIRMED OK PoC Server A sends a NOTIFY request to the SIP/IP Core A.

Informational elements contained in the NOTIFY request:

a. PoC Session Identity of the Pre-arranged PoC Group Session 
b. Unconfirmed OK response received indication
c. QoE Profile for the PoC Session.

12. The SIP/IP Core A forwards the NOTIFY request to the PoC Client A. The PoC Client is now able to start sending and the PoC Server X buffers the media for the late delivery upon the response from the terminating PoC Client indicating the acceptance of the session.
Informational elements contained in the NOTIFY request:

a. PoC Session Identity of the Pre-arranged PoC Group Session 
b. Unconfirmed OK response received indication

c. QoE Profile for the PoC Session.
13. PoC Client A sends an OK response to the SIP/IP Core A

14. The SIP/IP Core A sends the OK response to the PoC Server A. 

Editor’s Note: The method to provide supported Media Types of the subsequently joining PoC Session Participants to the PoC Client A is FFS.
Change 4: Changes affecting the Chat PoC Group session setup

5.9. Chat PoC Group Session Setup

To join a Chat PoC Group Session, a PoC Client sends a request to join the pre-defined Chat PoC Group. The Chat PoC Group is hosted either in PoC User’s home PoC network or in a remote PoC network.

The PoC Server hosting the Chat PoC Group accepts any invitation request if the type of the PoC Group is an Unrestricted Group. If the type of PoC Group is a Restricted Group then the invitation request is accepted if the inviting PoC User is a member of the Restricted Group. In both cases the total number of PoC Group Participants does not exceed the group Participant limit. 

Figure 8 “Joining the Chat PoC Group Session” shows the high-level signalling procedure when a PoC user joins a Chat PoC Group Session existing in another network.
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Figure 8: Joining the Chat PoC Group Session 

1. The PoC Client A sends an INVITE request to the address of the Chat PoC Group.

Information elements contained in INVITE request:

a. Chat PoC Group Identity 

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication 

d. Media Parameters of PoC Client A

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
f. Media-floor Control Entities proposal.

g. Desired QoE Profile.

2. The SIP/IP Core A routes the INVITE request to the PoC Server A (participating) trigged on the PoC Service indication and the PoC Address.

Information elements contained in INVITE request:

a. Chat PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication

d. Media Parameters of PoC Client A

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
f. Media-floor Control Entities proposal.

g. Desired QoE Profile.

3. The PoC Server A (participating) identifies that the Chat PoC Group is not hosted in this PoC Server therefore it sends the request to the SIP/IP Core A.

Information elements contained in INVITE request:

a. Chat PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication 

d. PoC Server A (participating) selected Media Parameters

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
f. Media-floor Control Entities proposal.

g. Desired QoE Profile

4. The SIP/IP Core A routes the request according to the routing principles to SIP/IP Core X.

Information elements contained in INVITE request:

a. Chat PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication

d. PoC Server A (participating) selected Media Parameters

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
f. Media-floor Control Entities proposal. 

g. Desired QoE Profile.

5. The SIP/IP Core X routes the request to the PoC Server X (controlling) based on Chat PoC Group Identity. If the Chat PoC Group Identity is used for other services (e.g. messaging) that are hosted on other Application Servers then the SIP/IP Core needs to use PoC service indication to route to the PoC Server.

Information elements contained in INVITE request:

a. Chat PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication 

d. PoC Server A (participating) selected Media Parameters

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
f. Media-floor Control Entities proposal.

g. Desired QoE Profile.

6-8. The PoC Server X performs the necessary terminating service control (e.g. authorizes the PoC Client A) and if the PoC Address of the PoC User initiating the PoC Session is authorized successfully. The Chat PoC Group Session is either established or the PoC User is added to the existing Chat PoC Group Session. The PoC Server X sends an OK response to the PoC Server A (participating) along the same signalling path. Information elements contained in OK response:

a. PoC Server X (controlling) selected Media Parameters

b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
c. Media-floor Control Entities response.
d. QoE Profile for the PoC Session.

9-10. The PoC Server A sends an OK response to the PoC Client A along the signalling path.

Information elements contained in OK response:

a. PoC Server A (participating) selected Media Parameters

b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
c. Media-floor Control Entities response.
d. QoE Profile for the PoC Session.

11. Talk Burst Control and/or Media Burst Control is made and media transmitted as described in the subclause ¡Error! No se encuentra el origen de la referencia. “PoC Media Flows”.
Change 5: Changes affecting the Re-joining PoC Group
5.6. Re-joining PoC Group Session
5.6.1. Re-joining PoC Group Session in the case of On-demand Session
When the PoC User wishes to rejoin the PoC Group Session, he issues INVITE request to the PoC Server. The PoC Server adds the PoC User to the PoC Group Session if it is still ongoing, otherwise the request is rejected.

Figure 9 “Rejoining the PoC Group Session” shows the high-level signalling procedure of re-joining the PoC Group Session.
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Figure 9: Rejoining the PoC Group Session

1. The PoC Client A sends an INVITE request to the PoC Group Session Identity. Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC service indication 
c. PoC Address of the PoC User at the PoC Client A
d. Desired Local QoE Profile for PoC Client A.
2. The SIP/IP Core A routes the INVITE request to the PoC Server A (participating) trigged on the PoC Service indication and the PoC Address. Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC service indication 

c. PoC Address of the PoC User at the PoC Client A 

d. Desired Local QoE Profile for PoC Client A.
3. The PoC Server A (participating) identifies that the PoC Group is not hosted in this PoC Server therefore it sends the request to the SIP/IP Core A. Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC service indication 

c. PoC Address of the PoC User at the PoC Client A 

d. Local QoE Profile for PoC Client A.
4. The SIP/IP Core A routes the request to SIP/IP Core X according to the routing principles of the SIP/IP Core. Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC service indication 

c. PoC Address of the PoC User at the PoC Client A
d. Local QoE Profile for PoC Client A.
5. The SIP/IP Core X routes the request to the PoC Server X (controlling) based on the PoC Group Session Identity. If the Pre-arranged PoC Group Identity is used for other services (e.g. messaging) that are hosted on other Application Servers then the SIP/IP Core needs to use PoC Service indication to route to the PoC Server. Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC service indication 

c. PoC Address of the PoC User at the PoC Client A
d. Local QoE Profile for PoC Client A.
6 – 10. Upon receiving the request, the PoC Server X (controlling) performs the necessary procedures to add the PoC Client A to the PoC Session. The PoC Server X (controlling) sends an OK response to the PoC Client A through the signalling path, which has routed the request. The PoC Client A stores the contact address of the PoC Server X (controlling). Information elements contained in the OK response:
a. QoE Profile for the PoC Session.
5.6.2. Re-joining PoC Group Session in the case of Pre-established Session
When the PoC User desires to rejoin the PoC Group Session in the case of Pre-established Session, he issues a REFER request to the PoC Server performing Participating PoC Function in his Home PoC Network. The PoC Server in the controlling network adds the PoC User to the requested PoC Group Session if it is still on-going, otherwise the PoC Server rejects the request. 
Figure 10 “Rejoining a PoC Session in the case of Pre-established Session “ shows the high-level signalling procedure of re-joining the PoC Group Session in the case of Pre-established Session when the PoC Session is still on-going.
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Figure 10: Rejoining a PoC Session in the case of Pre-established Session.
1. The PoC Client A sends a REFER request to SIP/IP Core A. Information elements contained in the REFER request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC Address of the PoC User at the PoC Client A
c. PoC service indication
d. A conference URI that identifies the Pre-established Session to which the REFER applies.
2. The SIP/IP Core A routes the REFER request to the PoC Server A (participating) trigged on the PoC service indication and the PoC Address. Information elements contained in the REFER request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC Address of the PoC User at the PoC Client A
c. PoC service indication
d. A conference URI that identifies the Pre-established Session to which the REFER applies.
3. PoC Server A sends an ACCEPTED response to the SIP/IP Core A.
4. The SIP/IP Core A routes the ACCEPTED response back to the PoC Client A.
5. When the PoC Server A (participating) receives a REFER request containing a URI with an indication that the URI identifies a PoC Session not hosted by this PoC Server, the PoC Server A (participating) sends an INVITE request towards the SIP/IP Core A. Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC Address of the PoC User at the PoC Client A
c. PoC service indication
d. Media Parameters of the PoC Server A (participating)
e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
f. Media-floor Control Entities proposal.
g. Local QoE Profile for PoC Client A.
6. The SIP/IP Core A routes the request to SIP/IP Core X according to the routing principles of the SIP/IP Core.  Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join
b. PoC Address of the PoC User at the PoC Client A
c. PoC service indication
d. Media Parameters of the PoC Server A (participating)
e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.
f. Media-floor Control Entities proposal.
g. Local QoE Profile for PoC Client A.
7. The SIP/IP Core X routes the request to the PoC Server X (controlling) based on the PoC Session Identity. Information elements contained in the INVITE request:

a. PoC Session Identity of the PoC Session to re-join

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication
d. Media Parameters of the PoC Server A (participating)

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal.

f. Media-floor Control Entities proposal.
g. Local QoE Profile for PoC Client A.
8 – 10. Upon receiving the request, the PoC Server X (controlling) performs the necessary procedures to add the PoC Client A to the PoC Session. The PoC Server X (controlling) sends an OK response to the PoC Server A (participating) through the signalling path, which has routed the INVITE request. Information elements contained in the OK response:
a. PoC Session Identity of the PoC Session that the PoC Client A rejoined
b. PoC Server X selected Media Parameters
c. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
d. Media-floor Control Entities response.
e. QoE Profile for the PoC Session.
11 – 12. After receiving the OK response, then the PoC Server A (participating) sends a NOTIFY request to the PoC Client A through the signalling path. Information elements contained in the NOTIFY request:

a. PoC Session Identity of the PoC Session that the PoC Client A rejoined.
b. QoE Profile for the PoC Session.
13 – 14. Upon receiving the NOTIFY request, the PoC Client A sends an OK response to the PoC Server A through the signalling path.

Change 6: Changes affecting the Handling of simultaneous PoC Sessions
5. Handling of Simultaneous PoC Sessions

5. Simultaneous PoC Session setup and control

This subclause describes the case when the PoC Client, which is capable of handling Simultaneous PoC Sessions, selects the PoC Session priority of two priority levels (primary and secondary).

The setting is made on the session setup as described in the Figure 11 “Simultaneous session setup” or on the session update as described in the ¡Error! No se encuentra el origen de la referencia. “Setting the session priority and/or locking during the session”, where Pre-arranged or Chat PoC Group Session priority and/or locking is changed. The priority and locking request information element can be added to the 1-to-1 and Ad-hoc PoC Group Session setup and update, too. The priority information is received and processed by the Home PoC Server (performing the Participating PoC Function). The lock/unlock information is sent by the PoC Client to the PoC Server performing the Participating PoC Function similar way. When PoC Client is locked to one PoC Session, then the PoC Server performing the Participating PoC Function does not send Talk Bursts of any other PoC Session to the PoC Client until unlocked or when PoC Session is ended.  
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Figure 11: Simultaneous session setup. 

1. In order to establish a Simultaneous PoC Session the PoC Client A sends an initial INVITE request.

Information elements contained in INVITE request:

a. PoC Group Identity 

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication

d. Media Parameters of the PoC Client A 

e. The session priority and/or locking request

f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,

g. A manual answer override request.
h. Media-floor Control Entities proposal.
i. Desired QoE Profile.

2. The SIP/IP Core A routes the INVITE request to the PoC Server A (participating) trigged on the PoC service indication and PoC Address.

Information elements contained in INVITE request:

a. PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication

d. Media Parameters of the PoC Client A

e. The session priority and/or locking request

f. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
g. Media-floor Control Entities proposal,
h. A manual answer override request.

i. Desired QoE Profile.
3. The PoC Server A (participating) identifies that the Simultaneous PoC Sessions capability is requested and the session priority and/or locking is requested. The PoC Server A updates the session priority according to the request. If locking is requested the PoC Server A locks the RTP Media filtering the way that this session is by-passed to the PoC Client A until the session ends or it is unlocked. The PoC Server A performing the Participating PoC Function sends the INVITE request to the PoC Server X (controlling), but without Simultaneous PoC Session specific information elements.

Information elements contained in INVITE request:

a. PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication 

d. PoC Server A (participating) selected Media Parameters

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
f. Media-floor Control Entities proposal,
g. A manual answer override request.

h. Desired QoE Profile.

4. The SIP/IP Core A routes the request to SIP/IP Core X.

Information elements contained in INVITE request:

a. PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication

d. PoC Server A (participating) selected Media Parameters

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
f. Media-floor Control Entities proposal,
g. A manual answer override request. 

h. Desired QoE Profile.
5. The SIP/IP Core X routes the request to the PoC Server X (controlling) based on PoC Group Identity.

Information elements contained in INVITE request:

a. PoC Group Identity

b. PoC Address of the PoC User at the PoC Client A

c. PoC service indication 

d. PoC Server A (participating) selected Media Parameters

e. Talk Burst Control Protocol and/or Media Burst Control Protocol proposal,
f. Media-floor Control Entities proposal,
g. A manual answer override request.

h. Desired QoE Profile.
6-8. The PoC Server X (controlling) performs the necessary terminating service control. The PoC Server X sends an OK response to the PoC Server A (participating) along the same signalling path. Information elements contained in OK response:

a. PoC Server X (controlling) selected Media Parameters

b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol.
c. Media-floor Control Entities response.
d. QoE Profile for the PoC Session.
9-10. The PoC Server A sends an OK response to the PoC Client A along the same signalling path.

Information elements contained in OK response:

a. PoC Server A (participating) selected Media Parameters

b. Selected Talk Burst Control Protocol and/or Media Burst Control Protocol. 
c. Media-floor Control Entities response.
d. The session priority and/or locking response.
e. QoE Profile for the PoC Session.
The session priority may be set also during the Pre-established Session setup. Locking to the Pre-established Session, when there is no PoC Session, is not relevant.
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