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1. Scope

The Enabler Test Requirements (ETR) document for the Enabler under consideration is created and maintained by the Technical Working Group (TWG) responsible for the technical specifications for the corresponding Enabler.

The ETR document is intended to cover at least those requirements collected in the Requirements Document (RD) and the Architecture Document (AD) in addition to any other items the TWG has identified as important enough to warrant attention from interoperability perspective and identify any technical functionalities that should be covered by testing.

2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”,{ Version x.y,} Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, 
OMA-ORG-IOP_Process-V1_3, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[ERELD]
	 “Enabler Relese Document for <Enabler>”, Open Mobile Alliance™,
OMA-ERELD-<EnablerName>-Vx_y, URL:http://www.openmobilealliance.org/

	
	

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


2.2 Informative References

Check the version of the Dictionary you are using and update the reference below.  Delete the [OMADICT] entry if the dictionary is not used.  In general, use the latest available version unless seeking alignment with an existing set of specifications.

DELETE THIS COMMENT

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly

DELETE THIS COMMENT>>

	TestFest
	Multi-lateral interoperability testing event


	Browser
	A piece of software in the device that accesses and displays files and other media data available on the Web server. When the HTTP is used for transport, the Browser is supposed to include the HTTP User Agent.

	Conference-Factory-URI
	A provisioned SIP URI that identifies the PoC service in the Home PoC Network, typically used for setting up an Ad-hoc PoC Group or 1-1 PoC Session. The provisioning procedures of Conference-Factory-URI is specified in [OMA-PoC-CP].

	HTTP User Agent
	A piece of software in the device that processes the HTTP transport level protocol and manages the HTTP state. HTTP User Agent is often implemented as a part of the Browser.

	PoC Group Identity
	The PoC Group Identity is a SIP URI of the Pre-arranged PoC Group or Chat PoC Group.


3.3 Abbreviations
<< Add abbreviations as needed to the following table.  No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

	AD
	Architecture Document

	OMA
	Open Mobile Alliance

	RD
	Requirements Document

	HTTP
	Hypertext Transfer Protocal

	MIME
	Multipurpose Internet Mail Extensions

	UE
	User Equipment

	XML
	Extensible Markup Language

	xxx
	xxx


4. Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler <Enabler_name><version>, documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following specifications:

· OMA-TS-PoC-Invocation-Descriptor-V2_0-2006xxxx-C: Specifying the PoC Invocation Descriptor.
· OMA-<Enabler_name>-<version>: Brief description of the specification

· OMA-<Enabler_name>-<version>: Brief description of the specification

· …………….

· OMA-<Enabler_name>-<version>: Brief description of the specification

Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for <Enabler>-<version>.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested  within Enabler <Enabler>-<version>

5. Test Requirements

Brief description of the Enabler capabilities and what it is mainly intended for>

Multi-operator testing requirements (i.e. testing in roaming) should also be specified when that makes sense for the corresponding Enabler and the multi-operator test requirements should be included in the following sections.

DELETE THIS COMMENT
5.1 Enabler Test Requirements

The test requirements collected in this section are related to the Enabler <Enabler>-<version>.

In this section, it should be defined what specific functionalities of this Enabler shall or should be tested to ensure adequate operational of the implementations, including any security requirements and constraints on usage if specified (e.g. user can forward a media object but can not visualize it). That means that devices (clients/serves) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) should be included here if so required.

Besides this information, OMA Architecture specifies a “Framework Architecture”, consisting of a set of common functions that need to be invoked in most use cases involving the different Service Enablers. The functionality requirements defined in the OMA Framework Architecture, i.e. authentication, authorization, charging, billing, common directory, etc. should also be listed in this table.Use cases are the main input to identify test requirements.

The following test requirements should cover both Conformance test requirements (i.e. functionality to be tested to verify wheter it is implemented either in the client side or in the server side) and Interoperability test requirements (i.e. client/server interactions one with another)

The following sections (Mandatory and Optional test requirements) could also be separated for client and server test requirements.

The tables for the mandatory and optional test requirements include the following columns:

FEATURE KEY:
A set of characters uniquely identifying the enabler test  requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.

FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.

FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature,
5.1.1 Mandatory Test Requirements

Mandatory test requirements are covering mandatory features/functions of an Enabler which shall always be implemented in the client/server

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.
5.1.1.1 Registration

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	 REG-001
	[01]: Registration (AD 8.5/CP 6.1.1)
	Verify that registration is done properly.

	
	 REG-002
	[02]: De-Registration (CP 6.1.1)
	Verify that de-registration is done properly.

	Error Flow
	REG-101
	---
	---


Table 1: Applicability Table for Enabler Specific Mandatory Test Requirements

5.1.1.2 PoC Session Initiation, Joining and Release

PoC Session Initiation, Joining and Release

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SJR-001
	[01]: On-demand Session establishment: Ad-hoc PoC Group Session - Confirmed Indication (AD 9.2, CP 6.1.3.3.1, 7.2.1.2). Invited PoC Client Automatic Answer Mode. (NOTE)
	Verify that Ad-hoc PoC Group Session is properly established on demand and the inviting PoC Client can get a permission to speak indication when the first invited PoC Client accepts the session.

	
	SJR-002
	[02]: On-demand Session establishment: 1-1 PoC Session - Confirmed Indication (AD 9.2/CP 6.1.3.3.1, 6.2.1.2) Invited PoC Client Automatic Answer Mode. (NOTE)
	 Verify that 1-1 PoC Session is properly established on demand and the inviting PoC Client can get a permission to speak indication when the invited PoC Client accepts the session.

	
	SJR-003
	[03]: On-demand Session establishment: Pre-arranged PoC Group Session - Confirmed Indication (AD 9.3/CP 6.1.3.3.2, 6.2.1.2) Invited PoC Client Automatic Answer Mode. (NOTE)
	Verify that Pre-arranged PoC Group Session is properly established on demand and the inviting PoC Client can get a permission to speak indication when the first invited PoC Client accepts the session.

	
	SJR-004
	[04]: On-demand Session establishment: Ad-hoc PoC Group Session (AD 9.2/CP 6.1.3.3.1, 6.2.1.3) - Invited PoC Client Manual Answer Mode.
	Verify that Ad-hoc PoC Group session is properly established on demand and the invited PoC Client(s) alert. The inviting PoC Client can get a permission to speak indication when the first invited PoC user accepts the session.

	
	SJR-005
	[05]: On-demand Session establishment: 1-1 PoC Session (AD 9.2/CP 6.1.3.3.1, 6.2.1.3) - Invited PoC Client Manual Answer Mode.
	Verify that 1-1 PoC Session is properly established on demand and the invited PoC Client alerts. The inviting PoC Client can get a permission to speak indication when the invited PoC user accepts the session.

	
	SJR-006
	[06]: On-demand Session establishment: Pre-arranged PoC Group Session (AD 9.3/CP 6.1.3.3, 6.2.1.3) - Invited PoC Client Manual Answer Mode.
	Verify that Pre-arranged PoC Group Session is properly established on demand and the invited PoC Client(s) alert. The inviting PoC Client can get a permission to speak indication when the first invited PoC user accepts the session.

	
	SJR-007
	[07]: Treatment of session initiation in 1-1 PoC Session if Invited PoC User's access policy indicates that invitations from Inviting PoC User are to be rejected (i.e. <allow-invite> action has value “reject”) (AD 8.18/CP 7.3.2.2)
	Verify that the inviting PoC user’s session request is rejected and the inviting PoC user can get an error message of the rejected invitations. 

	
	SJR-008
	[08]: Treatment of session initiation in 1-1 PoC Session if Incoming PoC Session Barring is active (AD 8.18/CP 7.3.2.2)
	Verify that the inviting PoC user’s request is rejected and the inviting PoC user can get an error message of the barred invitations.

	
	SJR-009
	[09]: Leaving PoC Session in on-Demand Session (AD 9.5.1/CP 6.1.6.1)
	Verify that PoC Client is able to leave On-demand PoC Session properly. 

	
	SJR-010
	[10]: Removing PoC Participant from PoC Session by PoC Server. (RD 6.1.5.5/CP 7.2.2.4)
	Verify that PoC Participant can be properly removed from PoC Session.

	
	SJR-011
	[11]: Re-joining PoC Session in On-demand Session (AD 9.6.1/CP 6.1.5.1) 
	Verify that PoC Client is able to re-join on-demand Session properly.

	
	 SJR-012
	[12]: Adding PoC User to PoC Session: invited PoC User in Manual Answer Mode (AD 9.7/CP 6.1.7, 7.2.1.8).
	Verify that a new PoC User can be properly added to the existing session. 

	
	 SJR-013
	[13]: Adding PoC user to PoC Session: invited PoC user in Automatic Answer Mode (AD 9.7/CP 6.1.7, 7.2.1.8).
	Verify that a new PoC user can be properly added to the existing PoC Session.  

	
	 SJR-014
	[14]: Joining PoC Chat Session (AD 9.4/CP 6.1.3.3.2, 7.2.1.5)
	Verify that the PoC Client is able to join the Chat PoC Group Session.

	
	 SJR-015
	[15]: PoC Session release upon the last Participant leaving the Chat Group Session (CP 7.2.1.16).
	Verify that PoC Session is released when the last Participant leaves the session. This can be verified by trying the rejoining the PoC Session resulted in error.

	
	 SJR-016
	[16]: PoC Session release upon the second last Participant leaving the Pre-arranged PoC or Ad-hoc PoC Group Session. (CP 7.2.1.16). 
	Verify that PoC Session is released when the second last Participant leaves the session 

	
	 SJR-017
	[17]: Pre-arranged PoC Session release upon the initiator leaving the session (CP 7.2.1.16).
	Verify that PoC Session can be released when the initiator leaves the session 

	
	 SJR-018
	[18]: PoC Session release after the PoC Session has lasted longer than the pre-defined time (CP 7.2.1.16).
	Verify that PoC Session can be released based on maximum PoC Session length.

	
	 SJR-019
	[19]: PoC Session release after pre-defined time period of no Talk Burst (UP 9.1)
	Verify that PoC Session can be released after pre-defined inactivity time period.

	
	 SJR-020
	[20]: Identity Information of Inviting PoC User in all session modes

Identity information of Inviting user to invited party(ies) (RD 6.1.4.3)
	Verify that the invited party can receive the identity information of the Inviting PoC User when privacy is not indicated in the PoC session establishment.

	
	 SJR-021
	[21]: Group Identity in Pre-arranged PoC Group

Identity for Groups to be used to address the Group and initiate session (RD 6.1.9.5/CP 6.1.3.2.3/CP 6.1.3.3.3)
	Verify that the Group can be addressed and the PoC Group Session can be initiated using the PoC Group Identity.

	
	 SJR-022
	[22]: Adding a PoC user - Notification: in Ad-hoc PoC Group, Pre-arranged PoC Group.

Notification of result of invitation of the invited PoC subscriber (RD 6.1.5.6/CP 6.1.7)
	Verify that the notification about the result of the invitationof the Invited PoC User is received (accepted, rejected invitation, unavailable)

	
	 SJR-023
	[23]: Adding a PoC User - Floor Status Information:

Floor Status information to Invited PoC User after session acceptance (RD 6.1.5.6/UP 6.3.4)
	Verify that the information about the status of the floor is received by the added PoC User.

	
	 SJR-024
	[24]: Policy based adding:

PoC Client can add PoC User(s) to a PoC Session, when allowed by the adding policy (CP 7.2.1.15).
	Verify that a PoC User is added to a PoC Session upon pre-defined policy if allowed.

	
	SJR-025
	[25]: Policy-based release:

Termination of PoC Session based on pre-defined policy (RD 6.1.6, 6.1.9.3/CP 7.2.1.16)
	Verify that the PoC Session is released upon request based on pre-defined policy and Participants are removed and re-joining is rejected.

	Error Flow
	 SJR-101
	[01]: Notification if PoC Session is not established (RD 6.1.4.2.1, 6.1.4.2.2/CP 7.2.1)
	Verify that the notification is received when PoC Session is not established (no answer of invited Participants).

	
	 SJR-102
	[02]: Reject session establishment if inviting PoC User is not allowed to initiate the Pre-arranged PoC Group Session (i.e. not authorized by the <allow-initiate-conference> action of the PoC Group document) (RD 6.1.4.2.1/CP 7.2.1.3)
	Verify that the inviting PoC User’s session request is rejected and the PoC User receives an error message.

	
	 SJR-103
	[03]: Reject (re-)joining request if maximum number of Participants is reached and inform (re-) joining user (RD 6.1.4.2.1, 6.1.4.2.2, 6.1.4.4; 6.1.5.2)
	Verify that the (re-)joining PoC User’s session request is rejected and the PoC User receives an error message.

	
	 SJR-104
	[04]: Reject rejoining request if session is closed/or does not exist/is released and inform re-joining user (RD 6.1.4.2.1, 6.1.4.2.2, 6.1.4.4, 6.1.5.6, 6.1.6/CP 7.2.1.4)
	Verify that the (re-)joining PoC User’s session request is rejected and the PoC User receives an error message.

	
	 SJR-105
	[05]: Reject if not re-joining into same Ad-hoc PoC Group Session (RD 6.1.2/CP 7.2.1.6)
	Verify that the (re-)joining PoC User’s session request is rejected and the PoC User receives an error message.

	
	 SJR-106
	[06]: Reject request to join Pre-arranged PoC Group if joining PoC User is not allowed (i.e. <join-handling> action has value “reject”) and inform joining use (RD 6.1.2/CP 7.2.1.6)
	Verify that the joining PoC user’s session request is rejected and the PoC User receives an error message.

	
	 SJR-107
	[07]: Reject request to join Restricted Chat PoC Group if joining PoC User is not allowed (i.e. <join-handling> action has value “reject”) and inform joining user (RD 6.1.4.4/CP 7.2.1.6)
	Verify that the joining PoC User’s session request is rejected and the PoC User receives an error message.

	
	 SJR-108
	[08]: Reject invitation request if maximum number of Participants is reached in the Ad-hoc PoC Group (RD 6.1.5.6)
	Verify that the inviting PoC User’s session request is rejected and the PoC User receives an error message.

	
	 SJR-109
	[09]: PoC Client not available during session setup
	Verify that the event is detected, the involving entities release the relevant resources and transit to the initial state in this procedure.


Table 2: Mandatory Test Requirements for PoC Session Initiation, Joining and Release
NOTE: The test cases [01], [02] and [03] cannot be tested if the Controlling PoC Function supports the optional functionality of unconfirmed indication.

5.1.1.3 PoC Session-unrelated Features
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SUF-001
	[01]: Privacy requested by PoC User (AD 8.8/CP 6.1.3.1)
	Verify that privacy request is properly handled. 

	
	SUF-002
	[02]: Sending of PoC Alert (RD 6.1.3/AD 9.9.1 /CP 6.1.8).
	Verify that PoC Client is able to send PoC Alert messages. 

	
	SUF-003
	[03]: Receiving of PoC Alert (RD 6.1.3/AD 9.9.2/CP 6.2.4).
	Verify that PoC Client is able to receive PoC Alert messages.

	Error Flow
	SUF-101
	---
	---


Table 3: Mandatory Test Requirements for PoC Session-unrelated Features
5.1.1.4 Talk Burst Control (no queuing)
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	TBN-001
	[01]: Talk Burst request during a session (AD 9.13/UP 6.2.5, 6.3.4, 6.4.3):

Request when floor is idle -> Talk Burst granted
	Verify that Talk Burst is granted to the requesting PoC Client when floor is idle and Talk Burst taken is sent to all other Participants.

	
	TBN-002
	[02]: Talk Burst request during a session (AD 9.13/UP 6.2.5, 6.3.4, 6.4.3):

Request when floor is not idle -> Talk Burst deny
	Verify that Talk Burst is denied when floor is not idle.

	
	TBN-003
	[03]: Implicit Talk Burst request (INVITE) in the beginning of a 1-1 PoC Session (AD 9.13/UP 6.2.5, 6.3.4, 6.4.3):

Request when floor is idle -> Talk Burst granted
	Verify that Talk Burst is granted to the requesting PoC Client when floor is idle and Talk Burst taken is sent to all other Participants.

	
	TBN-004
	[04]: Implicit Talk Burst request (INVITE) in the beginning of an Ad-hoc PoC Group Session (AD 9.13/UP 6.2.5, 6.3.4, 6.4.3):

Request when floor is idle -> Talk Burst granted
	Verify that Talk Burst is granted to the requesting PoC Client when floor is idle and Talk Burst taken is sent to all other Participants.

	
	TBN-005
	[05]: Implicit Talk Burst request (INVITE) in the beginning of a Pre-arranged PoC Group Session (AD 9.13/UP 6.2.5, 6.3.4, 6.4.3):

Request when floor is idle -> Talk Burst granted
	Verify that Talk Burst is granted to the requesting PoC Client when floor is idle and Talk Burst taken is sent to all other Participants.

	
	TBN-006
	[06]: Implicit Talk Burst request (INVITE) when re-joining an Ad-hoc PoC Group Session (AD 9.13/UP 6.2.5, 6.3.4, 6.4.3):

Request when floor is idle -> Talk Burst granted
	Verify that Talk Burst is granted to the requesting PoC Client when floor is idle and Talk Burst taken is sent to all other Participants.

	
	TBN-007
	[07]: Implicit Talk Burst request (INVITE) when re-joining a Pre-arranged PoC Group Session (AD 9.13/UP 6.2.5, 6.3.4, 6.4.3):

Request when floor is idle -> Talk Burst granted
	Verify that Talk Burst is granted to the requesting PoC Client when floor is idle and Talk Burst taken is sent to all other Participants.

	
	TBN-008
	[08]: Implicit Talk Burst request (INVITE) when joining a Chat PoC Group Session (AD 9.13/UP 6.2.5, 6.3.4, 6.4.3):

Request when floor is idle -> Talk Burst granted
	Verify that Talk Burst is granted to the requesting PoC Client when floor is idle and Talk Burst taken is sent to all other Participants.

	
	TBN-009
	[09]: Implicit Talk Burst request (INVITE) when re-joining an Ad-hoc PoC Group Session (AD 9.13/UP 6.2.5, 6.3.4, 6.4.3):

Request when floor is not idle -> Talk Burst denied
	Verify that Talk Burst is denied when floor is not idle.

	
	TBN-010
	[10]: Implicit Talk Burst request (INVITE) when re-joining a Pre-arranged PoC Group Session (AD 9.13/UP 6.2.5, 6.3.4, 6.4.3):

Request when floor is not idle -> Talk Burst denied
	Verify that Talk Burst is denied when floor is not idle.

	
	TBN-011
	[11]: Implicit Talk Burst request (INVITE) when joining a Chat PoC Group Session (AD 9.13/UP 6.2.5, 6.3.4, 6.4.3):

Request when floor is not idle -> Talk Burst denied.
	Verify that Talk Burst is denied when floor is not idle.

	
	TBN-012
	[12]: Talk Burst release (AD 9.13.1/UP 6.5.5)
	Verify that Talk Burst idle indication is sent to all Participants when floor becomes idle.

	
	TBN-013
	[13]: Talk Burst revoke (AD 9.13.1/UP 6.5.8)
	Verify that Talk Burst revoke indication is sent to the talking PoC Client and Talk Burst idle to all other Participants when floor is revoked.

	Error Flow
	TBN-101
	[01]: Talk Burst request not received by PoC Server
	Verify that the event is detected, the involving entities release the relevant resources and transit to the initial state in this procedure.

	
	TBN-102
	[02]: Talk Burst control (granted or deny) not received by PoC Client (AD 9.13/UP 6.2.5, 6.3.4, 6.4.3)
	Verify that the event is detected, the involving entities release the relevant resources and transit to the initial state in this procedure.

	
	TBN-103
	[03]: Talk Burst release not received by PoC Server (AD 9.13/UP 6.2.5, 6.3.4, 6.4.3).
	Verify that the event is detected, the involving entities release the relevant resources and transit to the initial state in this procedure.


Table 4: Mandatory Test Requirements for Talk Burst Control (no queuing)
5.1.1.5 XDM for PoC
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	XFP-001
	[01]: Basic functions of PoC XDMC ([OMA-PoC-XDM], section 5.1)
	a) Verify the PoC XDMC supports implementation of the “users” tree segment. 

b) Verify each PoC user is able to define multiple PoC Group documents

c) Verify each PoC user is able to define the PoC User Access Policy

	
	XFP-002
	[02]: Conference URI negotiation ([OMA-PoC-XDM], section 5.1.5)
	a) Verify the XDMC is able to propose a Conference URI when creating a PoC Group document. 

b) Verify the PoC XDMS is able to validate that the conference URI is unique and that the conference URI conforms to a local policy.

	
	XFP-003
	[03]: Support of PoC group structure ([OMA-PoC-XDM], section 5.1)
	Verify the PoC client and server both are able to support the PoC Group document that is conform to the structure of the “list-service” document defined in section 5.1.1 of [OMA-PoC-XDM], and also the others in following:

Application Unique ID

XML Schema

MIME type

Validation constraints

Data Semantics

Naming conventions

Global documents

Resource interdependency

Authorization policies

	
	XFP-004
	[04]: PoC User Access Policy ([OMA-PoC-XDM], section 5.2)
	Verify the PoC client and server both are able to support the PoC User Access Policy structure of the “ruleset” document, and also the others in following:

Application Unique ID

XML Schema

MIME type

Data Semantics

Naming conventions

Global documents

Resource interdependency

Authorization policies

	
	XFP-005
	[05]: Common function ([POC-XDM-Spec] section 5.1)
	Verify that the PoC XDMS implement the “users” tree segment.

	Error Flow
	XFP-101
	[01]: Conference URI is not unique or does not conform to the local policy ([OMA-PoC-XDM], section 5.1.5)
	Verify the PoC XDMS is able to respond with an HTTP “409 Conflict” with the following clarifications

a) Verify the response  includes the “uniqueness-failure” error element

b) Verify the XDMS generate a correct conference URI according to the local policy

c) Verify the “exists” element includes the “alt-value” element containing the generated conference URI


Table 5: Mandatory Test Requirements for XDM for PoC
5.1.1.6 PoC Box
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	PBO-001
	
	

	Error Flow
	PBO-101

	
	


5.1.1.7 Dispatcher
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	DSP-001
	
	

	Error Flow
	DSP-101

	
	


5.1.1.8 Quality of Experience
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	QOE-001
	
	

	Error Flow
	QOE-101

	
	


5.1.1.9 Full-Duplex Follow On Call
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	FDC-001
	
	

	Error Flow
	FDC-101

	
	


5.1.1.10 Multiple PoC groups
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	MPG-001
	
	

	Error Flow
	MPG-101

	
	


5.1.1.11 Request with Media content
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	RMC-001
	
	

	Error Flow
	RMC-101

	
	


5.1.1.12 Invited Parties Identity
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	IPI-001
	
	

	Error Flow
	IPI-101

	
	


5.1.1.13 Advanced Revocation Alert
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	ARA-001
	
	

	Error Flow
	ARA-101

	
	


5.1.1.14 External PTT networks
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	IWF-001
	
	

	Error Flow
	IWF-101

	
	


5.1.1.15 Operator-specific warning message
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	OWM-001
	
	

	Error Flow
	OWM-101

	
	


5.1.2 Optional Test Requirements

Optional test requirements are covering optional features/functions of an Enabler.

If an optional requirement of the Enabler is implemented in the client/server, this requirement SHALL be tested.

NOTE:  This table needs to be filled out at a level where ambiguity is not present but details are not overwhelming.

Ambiguity means that the details do not have several meanings nor have more than one possible implementation path following.
5.1.2.1 PoC Session Initiation, Joining and Release
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SJR-201
	[01]: Pre-established Session establishment (AD 9.1/CP 6.1.5.2, 7.3.1.2)
	Verify that Pre-established Session is properly established.

	
	SFR-202
	[02]: Ad-hoc PoC Group Session establishment (Pre-established Session) - Confirmed Indication (AD 9.2.1.3/CP 6.1.3.2)
	Verify that Ad-hoc PoC Group Session is properly established and the inviting PoC Client can get a permission to speak indication when the first Invited PoC Client accepts the session.

	
	SJR-203
	[03]: 1-1 PoC Session establishment: (Pre-established Session) - Confirmed Indication (AD 9.2.1.3/CP 6.1.3.2)
	Verify that 1-1 PoC Session is properly established and the Inviting PoC Client can get a permission to speak indication when the Invited PoC Client accepts the session.

	
	SJR-204
	[04]: Ad-hoc PoC Group Session establishment (Pre-established Session)- Invited PoC Client Automatic Answer Mode (AD 9.2.2.2/CP 6.1.3.2)
	Verify that Ad-hoc PoC Group Session is properly established and the invitation is automatically answered. The Inviting PoC Client can get a permission to speak indication when the first Invited PoC Client accepts the session.

	
	SJR-205
	[05]: 1-1 PoC Session establishment (Pre-established Session) - Invited PoC Client Automatic Answer Mode (AD 9.2.2.2/CP 6.1.3.2)
	Verify that 1-1 PoC Session is properly established and the invitation is automatically answered. The Inviting PoC Client can get a permission to speak indication when the Invited PoC Client accepts the session.

	
	SJR-206
	[06]: Ad-hoc PoC Group Session establishment (Pre-established Session) - Invited PoC Client Manual Answer Mode (AD 9.2.2.3/CP 6.1.3.2)
	Verify that Ad-hoc PoC Session is properly established and the Invited PoC Client(s) alert. The Inviting PoC Client can get a permission to speak indication when the first Invited PoC User accepts the session.

	
	SJR-207
	[07]: 1-1 PoC Session establishment (Pre-established Session) - Invited PoC Client Manual Answer Mode (AD 9.2.2.3/CP 6.1.3.2)
	Verify that 1-1 PoC Session is properly established and the Invited PoC Client(s) alert. The Inviting PoC Client can get a permission to speak indication when the invited PoC User accepts the session.

	
	SJR-208
	[08]: Ad-hoc PoC Group Session establishment (Pre-established Session) - Unconfirmed Indication (the invited PoC User(s) has Automatic Answer Mode ) (AD 9.2.1.4, 9.2.2.3/CP 6.1.3.2)
	Verify that Ad-hoc PoC Group Session is properly established and Unconfirmed Indication is sent to the Inviting PoC Client before Invited PoC Client accepts the invitation. The Inviting PoC Client can get a permission to speak indication.

	
	SJR-209
	[09]: 1-1 PoC Session establishment (Pre-established Session) - Unconfirmed Indication (the invited PoC User(s) has Automatic Answer Mode ) (RD 6.1.4.1/AD 9.2.1.4, 9.2.2.2/CP 6.1.3.2)
	Verify that 1-1 PoC Session is properly established and Unconfirmed Indication is sent to the Inviting PoC Client before Invited PoC Client accepts the invitation. The Inviting PoC Client can get a permission to speak indication.

	
	SJR-210
	[10]: On-demand Session establishment: Ad-hoc PoC Group Session - Unconfirmed Indication (the invited PoC User(s) has Automatic Answer Mode ) (AD 9.2.1.2, 9.2.2.1/CP 6.1.3.2.1)
	Verify that Ad-hoc PoC Group Session is properly established on demand and Unconfirmed Indication is sent to the Inviting PoC Client before Invited PoC Client accepts the invitation. The Inviting PoC Client can get a permission to speak indication.

	
	SJR-211
	[11]: On-demand Session establishment: 1-1 PoC Session - Unconfirmed Indication (the invited PoC User(s) has Automatic Answer Mode ) (AD 9.2.1.2, 9.2.2.1/CP 6.1.3.2.1)
	Verify that 1-1 PoC Session is properly established on demand and Unconfirmed Indication is sent to the Inviting PoC Client before Invited PoC Client accepts the invitation. The Inviting PoC Client can get a permission to speak indication.

	
	SJR-212
	[12]: On-demand Session establishment: Pre-arranged PoC Group Session - Unconfirmed Indication (the invited PoC User(s) has Automatic Answer Mode ) (RD 6.1.4.1/AD 9.3.1.2/CP 6.1.3.2.2)
	Verify that Pre-arranged PoC Group Session is properly established on demand and Unconfirmed Indication is sent to the Inviting PoC Client before Invited PoC Client accepts the invitation. The Inviting PoC Client can get a permission to speak indication.

	
	SJR-213
	[13]: Pre-arranged PoC Group Session establishment (Pre-established Session) - Confirmed Indication (AD 9.3.1.4/CP)
	Verify that Pre-arranged PoC Group Session is properly established and the Inviting PoC Client can get a permission to speak indication when the first Invited PoC Client accepts the session.

	
	SJR-214
	[14]: Re-joining a PoC Session in Pre-established Session (AD 9.6.2/CP) 
	Verify that PoC Client is able to re-join an Ad-hoc Group Session  (using Pre-established Session) properly.

	
	SJR-215
	[15]: Leaving PoC Session in Pre-established Session (AD 9.5.2/CP).
	Verify that PoC Client is able to leave from Pre-established Session properly.

	
	SJR-216
	[16]: Manual answer override (AD 9.2.2.4, 9.3.2.2.2)
	Verify that Invited PoC Client is not alerting but Automatic Answer Mode is applied when Inviting PoC User is using manual answer override feature and the Invited PoC User has authorized the Inviting PoC User to use manual answer override in PoC Session invitation.

	
	SJR-217
	[17]: Participant Information of adding user for all PoC Group modes

Notification of identities of Participants to the added user if permitted (RD 6.1.5.6)
	Verify that notification of identities of Participants to the added user is handled based on privacy settings.

	
	SJR-218
	[18]: Inviting PoC User requests that Manual Answer Mode be required at the Invited PoC Client (CP 7.3.2.2)
	Verify that Manual Answer Mode is applied by the Invited PoC Client when Inviting PoC User has requested Manual Answer Mode be required in PoC Session invitation.

	Error Flow
	SJR-301

	[01]: Pre-established Session torn down after sending REFER request
	Verify that the event is detected, the involving entities release the relevant resources and transit to the initial state in this procedure.


Table 6: Optional Test Requirements for PoC Session Initiation, Joining and Release
5.1.2.2 PoC Session-related Features
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SRF-201
	[01]: Session modification: Session on hold (AD 8.21/CP 6.1.4.2)
	Verify that Session-on-Hold request by PoC Client is properly handled.

	
	SRF-202
	[02]: Subscription to Participant information for current status (one-off request) (AD 9.10/CP 6.1.9, 7.2.1.11) during a PoC Session. 
	Verify that PoC Subscriber can get the current status of Participant information during a PoC Session after sending a Participant information request. 

	
	SRF-203
	[03]: Subscription to Participant information for a period of time (continuous mode) (AD 9.10) during a PoC Session.

Continuous mode.
	Verify that PoC Subscriber can get Participant information for a period of time during a PoC Session after sending a Participant information request.

	
	SRF-204
	[04]: Participant Information in Unrestricted Chat PoC Group and joining

Handling of request for Participant information for a joining user (RD 6.1.4.4/AD 9.10/CP 7.2.1.11)
	Verify that the adding to the list of Participants and its distribution to other requesting PoC Users when privacy is not indicated in the PoC session establishment.

	
	SRF-205
	[05]: Handling of request for Participant information in communication phase of all Group modes (RD 6.1.5.3/AD 9.10/CP 7.2.1.8, 7.2.1.11)
	Verify that distribution of Participant information to other PoC Users during a session (on request/continuously) is handled based on privacy settings.

	
	SRF-206
	[06]: Identity Information of inviting PoC User for all session modes to invited party(ies) (RD 6.1.4.3/AD 8.17/CP 7.3.2.2)
	Verify that the invited party can receive the identity information of the inviting PoC User based on privacy settings.

	
	SRF-207
	[07]: Talker Identification provided to other Participants (RD 6.1)
	Verify that the PoC Server performing the Controlling PoC Function sends Talker Identification to all Participants in the PoC Session in the beginning of the Talk Burst.

	
	SRF-208
	[08]: Talker Identification provided to other Participants (RD 6.1)
	Verify that the PoC Server performing the Controlling PoC Function sends Talker Identification to all Participants in the PoC Session in the beginning of the Talk Burst.

	Error Flow
	SRF-301

	---
	---


Table 7: Optional Test Requirements for PoC Session-related Features
5.1.2.3 PoC Session-unrelated Features

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	SUF-201
	[01]: Treatment of PoC Alert if Instant Personal Alert Barring is active (AD 8.27.3/CP 7.4.1.2).
	Verify that PoC Alert is rejected and an error message is sent to the originating PoC user.

	
	SUF-202
	[02]: Sending of Group advertisement (AD 9.11/CP 6.2.5)
	Verify that PoC Client is able to send Group advertisement messages.

	
	SUF-203
	[03]: Receiving of Group advertisement (AD 9.11/CP 6.2.5)
	Verify that PoC Client is able to receive Group advertisement messages.

	
	SUF-204
	[04]: Hiding of PoC Group Identity

(a) from all Participants or (b) from some Participants, but not from PoC Group administrator (RD6.1.9.6)
	Verify that PoC Group Identity is hidden for (a) and (b). PoC Group administrator should receive the PoC Identity information in both cases.

	Error Flow
	SUF-301

	[01]: The PoC User requests privacy when initiating a Group Advertisement.
	Verify that the PoC Client does not allow privacy in Group Advertisement by either rejecting the request for privacy or by not providing the possibility in the user interface for a PoC User to request privacy when initiating a Group Advertisement. (CP 6.1.9)


Table 8: Optional Test Requirements for PoC Session-unrelated Features
5.1.2.4 Talk Burst Control (no queuing)
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	TBN-201
	[01]: Talk Burst request during a PoC Session (AD 9.13.1/UP 6.5.4.1.3):

Request when no other Participants in the session  -> Talk Burst deny
	Verify that Talk Burst is denied when no other Participants in the session.

	Error Flow
	TBN-301

	---
	---


Table 9: Optional Test Requirements for Talk Burst Control (no queuing)
5.1.2.5 Talk Burst Control (queuing)
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	TBQ-201
	[01]: Talk Burst request during a session (AD 9.13.2/UP 6.4.4.1.2.e, 6.4.4.3.3) queue support:

Request when floor is not idle -> Talk Burst request queued -> Talk Burst granted
	Verify that Talk Burst request is not denied but queued indication is sent. Later Talk Burst is granted.

	
	TBQ-202
	[02]: Talk Burst request during a session (AD 9.13.2/UP 6.4.4.1.2.e, 6.4.4.3.3) queue + priority support:

Request when floor is not idle -> Talk Burst request queued indication -> Talk Burst granted according to priority
	Verify that Talk Burst request is not denied but queued indication is sent. Later Talk Burst is granted according to priority.

	
	TBQ-203
	[03]: Talk Burst request during a session (AD 9.13.2) queue + timestamp support:

Request when no one has permission to send a talk burst -> Talk Burst request queued indication -> Talk Burst granted according to a timestamp value at the same priority level.
	Verify that Talk Burst request is not denied but queued indication is sent. Later Talk Burst is granted according to a timestamp value at the same priority level.

	
	TBQ-204
	[04]: Talk Burst request during a session (AD 9.13.2) queue + timestamp support:

Request when no one has permission to send a talk burst -> Talk Burst request queued indication -> Talk Burst granted according to a timestamp value at the same priority level.
	Verify that PoC Client can include the same timestamp value of the original Talk Burst request in the resending Talk Burst request.

	
	TBQ-205
	[05]: Position in queue (RD 6.1.5.1/UP 6.4.4.3.3.3.c-ii, iii)
	Verify that the information about the PoC User’s position in the queue needs to be sent to the requesting PoC User.

	
	TBQ-206
	[06]: Cancel of queued request (RD 6.1.5.1,6.2.1/UP 6.5.5)
	Verify that the queued request is cancelled upon request by the PoC User.

	Error Flow
	TBQ-301

	[01]: Talk Burst request not received by PoC Server (AD 9.13.2/UP 6.4.4)
	Verify that the event is detected, the involving entities release the relevant resources and transit to the initial state in this procedure.

	
	TBQ-302
	[02]: Queued Talk Burst cancel request not received by PoC Server  (AD 9.13.2/UP 6.4.4)
	Verify that the event is detected, the involving entities release the relevant resources and transit to the initial state in this procedure.

	
	TBQ-303
	[03]: Talk Burst control (granted, queued or deny) not received by PoC Client  (AD 9.13.2/UP 6.2.9)
	Verify that the event is detected, the involving entities release the relevant resources and transit to the initial state in this procedure.

	
	TBQ-304
	[04]: Talk Burst release not received by PoC Server (AD 9.13.2/UP 6.4.4)
	Verify that the event is detected, the involving entities release the relevant resources and transit to the initial state in this procedure.


Table 10: Optional Test Requirements for Talk Burst Control (queuing)
5.1.2.6 Multiple Sessions

The descriptions on the multiple sessions, or simultaneous sessions, are found in the PoC RD 6.2.11/AD 8.10, 9.8/CP 6.1.12, 6.2.7 and 7.3.1.12.

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	MUS-201 
	[01]: Participant in more than one PoC Session is able to monitor the TBCP traffic of all PoC Sessions, he participates in.
	Verify that PoC Participant can monitor multiple PoC Group Sessions.

	
	MUS-202
	[02]: Participant in more than one PoC Session receives indication about the PoC Session, which is currently received.
	Verify that PoC Participant can get identification, which PoC Session is being received.

	
	MUS-203
	[03]: Participant in more than one PoC Session is able to select the PoC Session.  To select a PoC Session for listening the locking or priority is changed.
	Verify that the PoC Participant is able to select the PoC Session, which he wants to listen and/or talk to.

	
	MUS-204
	[04]: Participant in more than one PoC Sessions is able to monitor the TBCP traffic of other PoC Sessions, when talking or listening to the selected PoC Session.
	Verify that the PoC Participant is able to continue monitoring other PoC Sessions while talking or listening to the selected PoC Session.

	
	MUS-205
	[05]: Participant in more than one PoC Sessions is able to continue the conversation in the selected PoC Session although there is traffic in another PoC Session on the same or lower session priority level.
	Verify that the traffic is filtered put from other PoC Sessions and a single Conversation can be heard.

	
	MUS-206
	[06]: Participant in more than one PoC Session has higher priority for transmission than for receiving.
	[a]: Veryfy that the transmission is not interrupted, although the Talk Burst is started in another PoC Session. 

	
	MUS-207
	[07]: Participant in more than one PoC Session is able to change his Primary PoC Session.
	Verify that PoC Participant is able to change his/her Primary PoC Session and start to hear the Primary PoC Session, when there is traffic.

	
	MUS-208
	[08]: Participant in more than one PoC Sessions continues listening the Primary PoC Session as long as there is traffic in the PoC Session, although other Simultaneous PoC Sessions have traffic, too.
	[b]: Verify that as long as there is traffic in the Primary PoC Session, the Participant SHALL continue hearing it, until the discussion has ended (timeout occurs).

	
	MUS-209
	[09]: Separate 1-to-1 PoC Session is initiated while having a PoC Session.
	[a]: Verify that a Participant who participates in a PoC Session (1-to-1 or 1-to-many) is able to initiate and conduct a separate 1-to-1 PoC Session with any other PoC User.

	
	MUS-210
	[10]: Separate 1-to-1 PoC Session is released while having an other PoC Session.
	[b]: Verify that a Participant of an ongoing PoC Session (1-to-1 or 1-to-many) is able to receive separate 1-1 PoC Session communications from any other PoC User.

	
	MUS-211
	[11]: Participant in the separate 1-to-1 PoC Session can’t hear the traffic of the PoC Session, he attended before the separate 1-to-1 PoC Session started.
	[c]: Verify that the 1-1 PoC Session Participants cannot receive speech from the previous PoC Session communication while attending the separate 1-1 PoC Session.

	
	MUS-212
	[12]: Participant in the separate 1-to-1 PoC Session can’t hear the traffic of the PoC Session, he attended before the 1-to-1 PoC Session started, until the 1-to-1 PoC Session is released, if it is not yet released.
	[d]: Verify that the first PoC Session is suspended (i.e. the Participant is not able to hear/transmit any Talk Bursts from/to the first PoC Session) while the Participant is engaged in the separate 1-to-1 PoC Session, and will be automatically resumed when the separate 1-to-1 PoC Session is released.

	Error Flow
	MUS-301
	[01]: Simultaneous PoC Sessions: New PoC Session invitation: PoC Client does not support Simultaneous PoC Sessions.
	Verify that PoC Client is able to either accept the new PoC Session and disconnect the existing PoC Session or not accept the new PoC Session request.

	
	MUS-302
	[02]: Priority setting request not accepted by PoC Server
	Verify that the PoC Client is able to continue to use the current setting.

	
	MUS-303
	[03]: Lock/unlock setting request not accepted by PoC Server
	Verify that the PoC Client is able to continue to use the current setting.


Table 11: Optional Test Requirements for Multiple Sessions
5.1.2.7 PoC Invocation Descriptor

	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	PID-201
	[01]: Basic features of PoC Invocation Descriptor ([PoC Invocation Descriptor], section 6.1)
	a) Verify that the UE is able to access a Web server using the Browser (HTTP User Agent) over HTTP and render (X)HTML pages on the Browser (HTTP User Agent).

b) Verify that the Browser (HTTP User Agent) is able to send an HTTP request and receive an HTTP response in order to retrieve a PoC Invocation Descriptor.

	
	PID-202
	[02]: Support of PoC Invocation Descriptor ([PoC Invocation Descriptor], section 6.1, 6.2, 6.3, 6.4)
	a) Verify that the UE is able to invoke an Ad-hoc PoC Group Session or a 1-1 PoC Session if the syntax and semantics of the received PoC Invocation Descriptor are compliant, and it is delivered with valid MIME-type, and the “uri” attribute of the <list-service> element of the received PoC Invocation Descriptor is specified as a Conference-Factory-URI.

b) Verify that the UE is able to invoke a Pre-arranged PoC Group Session or Chat PoC Group Session if the syntax and semantics of the received PoC Invocation Descriptor are compliant, and it is deliverd with valid MIME-type, and the “uri” attribute of the <list-service> element of the received PoC Invocation Descriptor is specified as a PoC Group Identity.

	
	PID-203
	[01]: Handling of invalid PoC Invocation Descriptor and invalid MIME-type ([PoC Invocation Descriptor], section 6.1, 6.2, 6.3, 6.4)
	a) Verify that the UE does NOT invoke any PoC Session if a PoC Invocation Descriptor is received with invalid MIME-type.

b) Verify that the UE does NOT invoke any PoC Session if the syntax and semantics of the received PoC Invocation Descriptor are NOT compliant.

	Error Flow
	PID-301
	[01]: Basic features of PoC Invocation Descriptor ([PoC Invocation Descriptor], section 6.1)
	a) Verify that the UE is able to access a Web server using the Browser (HTTP User Agent) over HTTP and render (X)HTML pages on the Browser (HTTP User Agent).

b) Verify that the Browser (HTTP User Agent) is able to send an HTTP request and receive an HTTP response in order to retrieve a PoC Invocation Descriptor.


PoC Box
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	PBO-201
	
	

	Error Flow
	PBO-301

	
	


5.1.2.8 Dispatcher
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	DSP-201
	
	

	Error Flow
	DSP-301

	
	


5.1.2.9 Quality of Experience
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	QOE-201
	
	

	Error Flow
	QOE-301

	
	


5.1.2.10 Full-Duplex Follow On Call
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	FDC-201
	
	

	Error Flow
	FDC-301

	
	


5.1.2.11 Multiple PoC groups
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	MPG-201
	
	

	Error Flow
	MPG-301

	
	


5.1.2.12 Request with Media content
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	RMC-201
	
	

	Error Flow
	RMC-301

	
	


5.1.2.13 Invited Parties Identity
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	IPI-201
	
	

	Error Flow
	IPI-301

	
	


5.1.2.14 Advanced Revocation Alert
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	ARA-201
	
	

	Error Flow
	ARA-301

	
	


5.1.2.15 External PTT networks
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	IWF-201
	
	

	Error Flow
	IWF-301

	
	


5.1.2.16 Operator-specific warning message
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	OWM-201
	
	

	Error Flow
	OWM-301

	
	


5.2 Backwards Compatibility

<Clarification on which previous Releases the current version of the Enabler SHALL be compatible with and what, if any, test requirements there are for backwards compatibility>
	
	Feature Key
	Feature Description
	Feature Test Requirements

	Normal Flow
	BWC-201
	
	

	Error Flow
	BWC-301

	
	


5.3 Enabler Dependencies

This section should outline what dependencies (if any) Enabler <Enabler>-<version> has on other Enablers (e.g. underlying protocols needed to support the Enabler)
5.3.1 For PoC1.0

Enabler Push to talk over Cellular-V1_0 has the following dependencies.

	Dependencies
	Descriptions

	Enabler Group Management
	The PoC Client and the PoC Server SHALL use the enabler Group Management as listed in [OMA-GM].

	Enabler Presence
	The PoC Client and the PoC Server MAY use the enabler Presence as listed in [OMA-PR].

	Enabler Device Management or Client Provisioning
	The PoC Client SHALL be able to use the enabler Device Management as listed in [OMA-DM] or the enabler Client Provisioning as listed in [OMA-CP], or both.


5.3.2 For PoC2.0

Enabler Push to talk over Cellular-V2_0 has the following dependencies.
	Dependencies
	Descriptions
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Appendix B. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.
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B.1.1.1 Even More Headers
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Figure 1: Example Figure
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