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1 Reason for Change

In PoC 2.0 PoC Box is supported in a server as NW PoC Box and in terminal as UE PoC Box  Feature tags as specified in RFC 3840 are used for a calling PoC Client to explicitly route to a PoC Box or to explicitly request not to be routed to a PoC Box. The UE PoC Box also registers the feature tags to indicate that it is a UE PoC Box and both NW PoC Box and UE PoC Box indicate that they are NW PoC Box and UE PoC Box using feature tags in the contact header returned in the 200 OK when a PoC Box accepts the session.
Current CP text uses:

Accept-Contact: *;+g.poc.talkburst; automata; require; explicit

To request that the session is established with a PoC Box. However this is insufficient as Automata is in RFC 3840 not restricted for indicating voicemail server type devices but any automatic device. In the future other PoC devices may be automata for example the video camera type PoC Client that has been discussed. These clients will likely also indicate that they are automata rather than a human user. We therefore need to differentiate between the PoC Boxes and the other types of automatic PoC endpoints that there may be. RFC 3840 defines a for a voicemail server that takes messages on behalf of a user and then r them later as an “Automata” and a “msg-taker”. The “msg-taker” is a value of the actor feature tag so if you explicitly want to have the request routed to a NW PoC Box the Accept-Contact header is:
Accept-Contact: *; +g.poc.talkburst; actor="msg-taker";automata; require; explicit

For a UE PoC Box which is not a message taker but an automatic recording device collocated with the PoC User the actor value is “principal”.  We have a requirement to be able to identify the difference between a UE PoC Box and NW PoC Box accepting the session and this is conveyed using the appropriate feature tags in the Contact header. Since we don’t have an explicit requirement for the calling user to select whether the call is routed to a UE PoC Box or a NW PoC Box we need to include both msg-taker and principal in the Accept-Contact. This:
Accept-Contact: *; +g.poc.talkburst; actor="msg-taker";automata; require; explicit,

Accept-Contact: *; +g.poc.talkburst; actor="principal";automata; require; explicit

Or

Accept-Contact: *; +g.poc.talkburst; actor="msg-taker";automata; require; explicit,

                           *;+g.poc.talkburst; actor="principal";automata; require; explicit

Both of these are equivalent and are the correct expression to request to route directly to a PoC Box.
Likewise to prevent routing to a PoC Box the Reject-Contact header is used:

Reject-Contact: *; actor="msg-taker";automata; require; explicit,

                           *;actor="principal";automata; require; explicit

This contribution aligns the CP text accordingly:

Below is some relevant text From RFC 3840
   As an example, a voicemail server that is a UA that supports audio

   and video media types and is not mobile would construct a feature

   predicate like this:

   (& (sip.audio=TRUE)

      (sip.video=TRUE)

      (sip.actor=msg-taker)

      (sip.automata=TRUE)

      (sip.mobility=fixed)

      (| (sip.methods=INVITE) (sip.methods=BYE) (sip.methods=OPTIONS)

         (sip.methods=ACK) (sip.methods=CANCEL)))

   These would be converted into feature parameters and included in the

   REGISTER request:

   REGISTER sip:example.com SIP/2.0

   From: sip:user@example.com;tag=asd98

   To: sip:user@example.com

   Call-ID: hh89as0d-asd88jkk@host.example.com

   CSeq: 9987 REGISTER

   Max-Forwards: 70

   Via: SIP/2.0/UDP host.example.com;branch=z9hG4bKnashds8

   Contact: <sip:user@host.example.com>;audio;video

     ;actor="msg-taker";automata;mobility="fixed"

     ;methods="INVITE,BYE,OPTIONS,ACK,CANCEL"

   Content-Length: 0

   Note that a voicemail server is usually an automata and a message taker.
10.7.  Automata

   Media feature tag name: sip.automata

   ASN.1 Identifier: 1.3.6.1.8.4.7

   Summary of the media feature indicated by this tag: The sip.automata

      feature tag is a boolean value that indicates whether the UA

      represents an automata (such as a voicemail server, conference

      server, IVR, or recording device) or a human.

   Values appropriate for use with this feature tag: Boolean.  TRUE

      indicates that the UA represents an automata.

   The feature tag is intended primarily for use in the following

      applications, protocols, services, or negotiation mechanisms: This

      feature tag is most useful in a communications application for

      describing the capabilities of a device, such as a phone or PDA.

   Examples of typical use: Refusing to communicate with an automata

      when it is known that automated services are unacceptable.

   Related standards or documents: RFC 3840

   Security Considerations: Security considerations for this media

      feature tag are discussed in Section 11.1 of RFC 3840.

10.17.  Actor

   Media feature tag name: sip.actor

   ASN.1 Identifier: 1.3.6.1.8.4.17

   Summary of the media feature indicated by this tag: This feature tag

      indicates the type of entity that is available at this URI.

   Values appropriate for use with this feature tag: Token with an

      equality relationship.  The following values are defined:

      principal: The device provides communication with the principal

         that is associated with the device.  Often this will be a

         specific human being, but it can be an automata (for example,

         when calling a voice portal).
      attendant: The device provides communication with an automaton or

         person that will act as an intermediary in contacting the

         principal associated with the device, or a substitute.

      msg-taker: The device provides communication with an automaton or

         person that will take messages and deliver them to the

         principal.
      information: The device provides communication with an automaton

         or person that will provide information about the principal.

   The feature tag is intended primarily for use in the following

      applications, protocols, services, or negotiation mechanisms: This

      feature tag is most useful in a communications application for

      describing the capabilities of a device, such as a phone or PDA.

   Examples of typical use: Requesting that a call not be routed to

      voicemail.
   Related standards or documents: RFC 3840

   Security Considerations: Security considerations for this media

      feature tag are discussed in Section 11.1 of RFC 3840.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to add the following subclauses in the CR to the PoC 2.0 CP.

6 Detailed Change Proposal

6.1.1.1PoC service registration and re-registration

The PoC Client registration and re-registration to the SIP/IP Core SHALL be made according to rules and procedures of [RFC3261] with the clarifications in the following.

When registering or re-registering, the PoC Client

1. SHALL generate a SIP REGISTER request;

2. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client;
3. SHALL, if the PoC Dispatcher capability is supported, include the PoC feature tag '+g.poc.dispatcher' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client; 

4. SHALL include the PoC feature tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client if receiving of Group Advertisement messages is supported;
5. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header of the SIP REGISTER request if the FDCFO Proceed feature is supported; 

6. SHALL include an additional Contact header containing the contact address of the UE PoC Box  and the feature tags 'automata' and 'actor'  with the value  'principal' if UE PoC Box functionality is supported by the UE and enabled by the PoC User;
NOTE 1:
If the SIP/IP Core corresponds to 3GPP IMS then every contact address in the Contact Header  has to contain the same IP address and port number however  they can contain different tokens as URI parameters to differentiate them. 

Editor’s Note: If the SIP/IP Core corresponds to 3GPP2 MMD then whether the contact address in the Contact Header  has to contain the same IP address and port number is FFS because the security mechanisms between the UE and the SIP/IP Core are different from 3GPP IMS.
7. SHALL include a Require header with the option tag  'pref ' according to rules and procedures of [RFC3840]; and,

8. MAY include the User-Agent header in the SIP REGISTER request to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers". 
9. SHALL insert in the SIP REGISTER request any necessary security parameters (e.g. Digest response) according to rules and procedures of the SIP/IP Core; and,

10. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Each time the PoC Client has successfully performed an initial registration the PoC Client SHALL publish the PoC Service Setting as specified in subclause 6.1.2 "PoC Service Settings procedure".

NOTE 2: 
The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials.

NOTE 3:
Periodic application level re-registration is initiated by the PoC Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.1.2PoC service de-registration

When de-registering the PoC Client SHALL de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following.

The PoC Client:

1. SHALL generate a SIP REGISTER request;

2. SHALL include the PoC feature tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request if the PoC Client needs to continue to receive Group Advertisement messages; 

3. SHALL include a Contact header containing the contact address of the UE PoC Box  and the feature tags 'automata' and 'actor'  with the value 'principal' if UE PoC Box functionality is supported by the UE and the PoC User needs the UE to continue to act as a UE PoC Box; 

4. SHALL include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840], if the PoC Client needs to continue to receive Group Advertisement messages and MAY include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840] in all other cases; 

5. MAY include the User-Agent header in the SIP REGISTER request to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

6. SHALL include the expiration value set to 0 according to rules and procedures of [RFC3261], if the User Equipment also needs to de-register from the SIP/IP Core; and,

7. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.2.2PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session within a Pre-established Session the PoC Client:

1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

2. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

3. SHALL in case of a 1-1 PoC Session either set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515]; or continue in the step 4;

4. SHALL in case of Ad-hoc PoC Group Session modify the SIP REFER request according to rules and procedures of  [draft-multiple-refer] with the following clarifications:

a) include in the Refer-To header of the SIP REFER request a URL identifying the body part containing the MIME resource-list body with the Invited PoC Users; 

b) include a MIME resource-lists body according to rules and procedures of [draft-multiple-refer] with the list of the Invited PoC Users and invited Pre-arranged PoC Groups. The PoC Client MAY, for each URI in the list, set the "copyControl" attribute to 'to' or 'cc', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous, according to rules and procedures of [draft-URI-list-capacity]; and,

c) include option tag  'multiple-refer' to the Require header. Otherwise, continue with the rest of the steps. 

5. SHALL include the following according to rules and procedures of [RFC4488], when more than one PoC User is invited:

a) the option tag 'norefersub' in the Require header; and,


b) the value 'false' in the Refer-Sub header.

6. MAY include the following according to rules and procedures of [RFC4488], when only one PoC User is invited:
a) the option tag 'norefersub' in the Require header; and,


b) the value 'false' in the Refer-Sub header.
7. SHALL include value 'id' in the Privacy header according to rules and procedures of  [RFC3325], if anonymity is requested;

8. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of  [draft-answermode], in case the PoC User has requested manual answer override; 

9. SHALL include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of  [draft-answermode], in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client; 
10. MAY include in the Refer-To URI a Reject-Contact header with the feature tags 'automata' and 'actor'  with the value  of  'msg-taker' along with 'require' and 'explicit' along with 'require' and 'explicit' and in another  Reject-Contact header the feature tags  'automata' and 'actor'  with the value  of 'principal' along with 'require' and 'explicit' f the PoC Client doesn't want to be routed to a PoC Box.

11. SHALL include in the Refer-To URI in an Accept-Contact header the feature tags  'automata' and 'actor'  with the value  of  'msg-taker' along with 'require' and 'explicit' and in another  Accept-Contact header the feature tags  'automata' and 'actor'  with the value of  'principal' along with 'require' and 'explicit' if the PoC User explicitly requests that only a PoC Box is to accept the invitation.
12. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 

Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".  
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE 2:
The PoC Server does not send any SIP NOTIFY request in case the value 'false' was included in the Refer-Sub header of the SIP REFER request.

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.3PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session

Upon receiving a request from a PoC User to establish a Pre-arranged or Chat PoC Group Session within the Pre-established Session the PoC Client:

1. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

2. SHALL set the Request URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

3. SHALL set the Refer-To header of the SIP REFER request to the URI of the Pre-arranged PoC Group or Chat PoC Group according to rules and procedures of [RFC3515] and include Session Type uri-parameter "session=prearranged" or "session=chat", respectively as specified in E.5.1 "Session Type uri-parameter";

4. SHALL, if the PoC Dispatcher capability is supported and if the PoC User requested to initiate a Dispatch PoC Session as PoC Dispatcher, proceed as specified in subclause 6.1.3.2.3.1"Dispatch PoC Session establishment as PoC Dispatcher" and then continue with the rest of the steps;
5. MAY include the following according to rules and procedures of [RFC4488]:
      a) the option tag 'norefersub' in the Require header; and,
      b) the value 'false' in the Refer-Sub header.
6. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of  [draft-answermode], in case the PoC User has requested manual answer override;
7. SHALL include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of  [draft-answermode], in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client;
8. MAY include in the Refer-To URI a Reject-Contact header with the feature tags 'automata' and 'actor'  with the value  of  'msg-taker' along with 'require' and 'explicit' along with 'require' and 'explicit' and in another  Reject-Contact header the feature tags  'automata' and 'actor'  with the value  of 'principal' along with 'require' and 'explicit' f the PoC Client doesn't want to be routed to a PoC Box.

9. SHALL include in the Refer-To URI in an Accept-Contact header the feature tags  'automata' and 'actor'  with the value  of  'msg-taker' along with 'require' and 'explicit' and in another  Accept-Contact header the feature tags  'automata' and 'actor'  with the value of  'principal' along with 'require' and 'explicit' if the PoC User explicitly requests that only a PoC Box is to accept the invitation.
10. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
11. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization".
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause.

6.1.3.4.1PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session

Upon receiving a request from a PoC User to establish an Ad-hoc PoC Group Session or a 1-1 PoC Session the PoC Client:

1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";

2. SHALL set the Request-URI of the SIP INVITE request to the Conference-factory-URI for the PoC service in the Home PoC Network of the PoC User;

3. SHALL insert in the SIP INVITE request a Content-Type header with multipart/mixed as specified in [RFC2046];

4. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer as specified in subclause 6.1.3.1a "SDP offer generation";
5. SHALL insert in the SIP INVITE request a MIME resource-lists body with the PoC Address(es) of the Invited PoC User(s) and PoC Group Identities of the invited Pre-arranged PoC Group(s) according to rules and procedures of [draft-URI-list];

6. MAY include a Reject-Contact header with the feature tags 'automata' and 'actor'  with the value  of  'msg-taker' along with 'require' and 'explicit' along with 'require' and 'explicit' i and in another  Reject-Contact header the feature tags  'automata' and 'actor'  with the value  of 'principal' along with 'require' and 'explicit' f the PoC Client doesn't want to be routed to a PoC Box.


7 SHALL include in an Accept-Contact header the feature tags  'automata' and 'actor'  with the value  of  'msg-taker' along with 'require' and 'explicit' and in another  Accept-Contact header the feature tags  'automata' and 'actor'  with the value of  'principal' along with 'require' and 'explicit' if the PoC User explicitly requests that only a PoC Box is to accept the invitation.
8. MAY, for each URI in the list, set the "copyControl" attribute to 'to' or 'cc', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous, according to rules and procedures of [draft-URI-list-capacity];  
9. SHALL include in the SIP INVITE request a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of  [draft-answermode], in case the PoC User has requested manual answer override; 
10. SHALL include in the SIP INVITE request an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of  [draft-answermode], in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client; 
11. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
12. SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client:

1. SHALL cache the list of supported SIP methods if received in the Allow header;
2. SHALL cache the PoC Session Identity if received in the Contact header; and,
3. MAY indicate the progress of the PoC Session establishment to the Inviting PoC User.

On receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client: 

1. SHALL cache the list of supported SIP methods if received in the Allow header;
2. SHALL cache the PoC Session Identity if received in the Contact header; 

3. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme;
4. SHALL notify the PoC User that the PoC Session has been established with a PoC Box if the Contact header contains the feature tag 'automata’; 

5. MAY notify the PoC User that the PoC Session has been established with a UE PoC Box if the Contact header contains the feature tag 'actor'  with the value  'principal’ along with the feature tag 'automata’;

6. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization"; and,

7. MAY notify the answer state to the PoC User (i.e. "Unconfirmed" or "Confirmed") if received in the P-Answer-State header in the response.

NOTE 1:
According to [draft-URI-list] the received 200 "OK" means that the conference was created successfully, that the client that generated the SIP INVITE request is in the conference, and that the server understood the URI-list.  If the client wishes to obtain information about the status of other users in the conference it uses general conference mechanisms, such as the conference state event package.

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.1.3.4.2PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session 

Upon receiving a request from a PoC User to establish a PoC Group Session using a PoC Group Identity, identifying a Pre-arranged PoC Group or a Chat PoC Group the PoC Client: 

1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General"; 

2. SHALL set the Request-URI of the SIP INVITE request to the PoC Group Identity identifying the PoC Group;

3. MAY include a Reject-Contact header with the feature tags 'automata' 'automata' and 'actor'  with the value  of 'msg-takerl' along with 'require' and 'explicit' along with 'require' and 'explicit' and in another  Reject-Contact header the feature tags  'automata' and 'actor'  with the value  of 'principal' along with 'require' and 'explicit' if the PoC Client doesn't want to be routed to a PoC Box.


4. SHALL include in an Accept-Contact header the feature tags 'automata' and  'automata' and 'actor'  with the value  and 'msg-taker' along with 'require' and 'explicit' along with 'require' and 'explicit' and in another  Accept-Contact header the feature tags  'automata' and 'actor'  with the value  and 'principal' along with 'require' and 'explicit' if the PoC User explicitly requests that only a PoC Box is to accept the invitation.
5. MAY include in the Request-URI Session Type uri-parameter "session=prearranged" or "session=chat" depending on the PoC Group Identity as specified in E.5.1 "Session Type uri-parameter";
NOTE 1:
The inclusion of the Session Type uri-parameter in the Request-URI in case of the On-demand Sessions is not mandatory, as it is not needed by the PoC Server for further processing by the Controlling PoC Function. In case the Session Type uri-parameter is included, the Controlling PoC Function checks whether it is set correctly.

6. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer as specified in subclause 6.1.3.1a "SDP offer generation";
7. SHALL include in the SIP INVITE request a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [draft-answermode], in case the PoC User has requested manual answer override;
NOTE 2:
The PoC Server performing the Controlling PoC Function will ignore the manual answer override indication in case the PoC Group Identity identifies a Chat PoC Group.

8. SHALL include in the SIP INVITE request an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of  [draft-answermode], in case the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client;
9. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 
NOTE 3:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on rules specified in the [XDM-Shared-Groups] the PoC Session will not be allowed by the PoC Server hosting the PoC Group.

10. SHALL, if PoC Dispatcher capability is supported and if the PoC User requested to initiate a Dispatch PoC Session as PoC Dispatcher, proceed as specified in subclause 6.1.3.3.2.1 "Dispatch PoC Session establishment as PoC Dispatcher" and then continue with the rest of the steps; and,
11. SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 180 "Ringing" response to the SIP INVITE request the PoC Client: 

1. SHALL cache the list of supported SIP methods if received in the Allow header;
2. SHALL cache the PoC Session Identity if received in the Contact header; 
3. MAY indicate the progress of the PoC Session establishment to the Inviting PoC User, and,

4. SHALL, if the PoC Dispatcher or PoC Fleet Member capability is supported, notify the presence and value of the Dispatch Type uri-parameter in the Contact header or in the Authenticated Originator’s PoC Address to the Inviting PoC User.
On receiving a SIP 200 "OK" response to the SIP INVITE request, the PoC Client:

1. SHALL cache the list of supported SIP methods if received in the Allow header;
2. SHALL cache the PoC Session Identity received in the Contact header; 

3. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme;
4. SHALL notify the PoC User that the PoC Session has been established with a PoC Box if the Contact header contains the feature tag 'automata’;

5. MAY notify the PoC User that the PoC Session has been established with a UE PoC Box if the Contact header contains the feature tag 'actor'  with the value  'principal’ along with the feature tag 'automata’;

6. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization";

7. MAY notify the answer state to the PoC User (i.e. "Unconfirmed" or "Confirmed") if received in the P-Answer-State header in the response, and,

8. SHALL, if the PoC Dispatcher or PoC Fleet Member capability is supported, notify the presence and value of the Dispatch Type uri-parameter in the Contact header or in the Authenticated Originator’s PoC Address to the Inviting PoC User.
In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client Subscription to the conference state event package". 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

7.1.1Reception of an initial SIP INVITE request

Upon receiving an initial SIP INVITE request the PoC Server:

1. SHALL if it is the Originating PoC Service Point Trigger and

a) if the SIP URI in the Request-URI of the SIP INVITE request corresponds to the Conference-factory-URI of the PoC service in the network served by the PoC Server but the SIP INVITE request does not include a URI-list of the PoC Users to be invited the PoC Server SHALL perform the role of Participating PoC Function and continue as specified in subclause 7.3.1.2 "Pre-established Session"; or,

b) otherwise the PoC Server SHALL perform the role of the Participating PoC Function as specified in 7.3.1.4 "PoC Session establishment or rejoin using On-demand Session".

2. SHALL if it is the Terminating PoC Service Point Trigger and

a) if the Session Type uri-parameter is "session=prearranged" and,

i. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Pre-arranged PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request"; 

or,

ii. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Chat PoC Group owned by the PoC Server, the PoC Server SHALL return a SIP 404 "Not Found" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '100 Correct Session Type of <Request-URI> is "session=chat"'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps.

or,

b) if the Session type uri-parameter is "session=chat" and,

i. if the Accept-Contact header contains the feature tag 'automata' and the feature tag 'actor'  with the value  of  'msg-taker' or 'principal' and the parameters 'explicit' and 'require' the PoC Server SHALL return a SIP 404 "Not Found" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to 109 PoC Box not possible for a Chat PoC Group'.  The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header", and do not continue with the rest of the steps. Otherwise continue with next step;

ii. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Chat PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.5 "Joining Chat PoC Group Session request ".

or,

iii. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Pre-arranged PoC Group owned by the PoC Server, the PoC Server SHALL return a SIP 404 "Not Found" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '101 Correct Session Type of <Request-URI> is "session=prearranged"'. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps.

or,

c) if a Session Type uri parameter is not included and

i. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Pre-arranged PoC Group owned by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request";

or,

ii. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Chat PoC Group owned by the PoC Server and the Accept-Contact header contains the feature tag 'automata' and the feature tag 'actor'  with the value  of  'msg-taker' or 'principal' and the parameters 'explicit' and 'require', the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.5 "Joining Chat PoC Group Session request";
iii. if the SIP URI in the Request-URI of the SIP INVITE request corresponds to a Chat PoC Group owned by the PoC Server and the Accept-Contact header contains the feature tag 'automata' and the feature tag 'actor'  with the value  of  'msg-taker' or 'principal' with the parameters 'explicit' and 'require'  the PoC Server SHALL return a SIP 404 "Not Found" response and include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '109 PoC Box not possible for a Chat PoC Group"' and not continue with the rest of the steps;

d) if the SIP-URI in the Request-URI of the SIP INVITE request corresponds to a PoC Session Identity generated by the PoC Server, the PoC Server SHALL perform the role of Controlling PoC Function and continue as specified in subclause 7.2.1.4 "Rejoining PoC Session request"; or,

e) if the SIP-URI in the Request-URI of the SIP INVITE request corresponds to a PoC User served by the PoC Server the PoC Server SHALL perform the role of Participating PoC Function and continue as specified in subclause 7.3.2.2 "PoC Session invitation request"; or,

f) if the SIP URI in the Request-URI of the SIP INVITE request is unknown to the PoC Server the PoC Server SHALL perform the actions specified in subclause 7.5.2 "Conference URI does not exist".
3. SHALL if it is the unregistered PoC Service Point Trigger and

a) if the PoC Server supports PoC Box functionality and the <Unconditional forward invitations to the NW PoC Box when the PoC User is not registered> is set to 'true' perform the actions in the subclause 7.3.2.2.5.1 "Unconditional forward all invitations to a PoC Box".
b) Otherwise the PoC Server SHALL respond with a SIP 480 "Temporarily Unavailable" response.
Editor's note: A proper name for <Unconditional forward invitations to the NW PoC Box when the PoC User is not registered> is needed.
7.2.1Request terminating at the Controlling PoC Function

7.2.1.1General

On receipt of an initial SIP INVITE request the PoC Server 

1. SHALL cache the supported SIP methods if received in the Allow header; 

2. SHALL cache SIP feature tags, if received in the Contact header, and if the specific feature tags are supported; and

3. SHALL use the Nick Name, if a Nick Name is included, according to the priority specified in subclause 5.4 "Nick Name"; and,

4. SHALL cache the uri-parameter "stay-on-media-path", if the uri-parameter is present in the URI of the PoC Server performing Participating PoC Function in the Contact header and if the uri parameter is used according to local policy.

Editor's Note :  Shall be checked, if use of the URI parameter is according to SIP principles.

When sending SIP provisional responses with the exception of the SIP 100 "Trying" response to the SIP INVITE request the PoC Server

1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

2. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

3. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

4. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address"
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session or

b) set to the PoC Group Identity with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of Pre-arranged or Chat PoC Group respectively; and,

5. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter".
6. SHALL copy into the Contact header the feature tags 'automata', 'actor'  with their corresponding  value  if any of these are included in the Contact header of the incoming received SIP response; and

7. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if at least one MIME body with media was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request". The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
8 SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if the text content in the Subject header was removed. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". 
9. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if the Alert-Info header or the Call-Info header or both was removed. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
NOTE:
The reason for removing the Subject header and the reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.
10. SHALL include Warning header(s) received in incoming provisional responses to SIP INVITE request with the exception of the SIP 100 "Trying" response.

When sending a SIP 200 "OK" response to the initial SIP INVITE request the PoC Server:

1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261];

2. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

3. SHALL include the Session-Expires header with and start supervising the SIP Session according to rules and procedures of [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uac'. 
4. SHALL include the option tag 'timer' in a Require header;
5. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address"
a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session  or,

b) set to the PoC Group Identity with the Session Type uri-parameter  "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of the Pre-arranged or Chat PoC Group respectively.

6. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter"; and,
7. SHALL copy into the Contact header the feature tags, 'automata', 'actor'  with their corresponding value  if any of these are included in the Contact header of the incoming received SIP response; and

8. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not already included in a SIP provisional response.

9. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if at least one MIME body with media was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request". The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
10. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if the text content in the Subject header was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request". The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
11.SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if the Alert-Info header or the Call-Info header or both was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 “Pre-arranged PoC Group Session setup request". The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
12. SHALL include Warning header(s) received in incoming responses to SIP INVITE request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

When sending a SIP 488 "Not Acceptable Here" response to the initial SIP INVITE request, the PoC Server:

1. SHALL generate the SIP 488 "Not Acceptable Here" response according to rules and procedures of [RFC3261]; and,

2. SHALL perform one of the following actions:

a) include in the SIP 488 "Not Acceptable Here" response a MIME SDP body, containing the Media Types, the Media-floor Control Entities and the Media-floor Control Entity bindings as currently used in the PoC Session according to rules and procedures of [RFC3261], if the offered Media where none of those currently used in the PoC Session; or,

b) include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '107 Not authorized to add <Media Type>', if the offered Media is not authorized for the PoC User. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header". 
7.2.2Request initiated by the Controlling PoC Function

7.2.2.1General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Server

1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] in all initial INVITE requests;
2. SHALL include a Reject-Contact header with a feature tag 'automata' and the feature 'actor'  with the corresponding value along with 'require' and 'explicit' according to rules and procedures of [RFC3841] if included in the incoming SIP INVITE request or SIP REFER request.

3. SHALL set the Request-URI to the PoC Address of the PoC User to be invited

4. SHALL include the User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

NOTE:
The use of the option tag 'precondition', as specified in [RFC3312], is not defined for the POC-2 reference point.

5. SHALL include an option tag '100rel' in a Supported header according to rules and procedures of [RFC3262];
6. SHALL include an option tag 'norefersub' in a Supported header according to rules and procedures of [RFC4488];
7. SHALL include Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address"
a) with the URI set to the PoC Address of the Inviting PoC Client and the Nick Name to the one defined for this PoC User in the incoming SIP request in case of 1-1 PoC Session and Ad-hoc PoC Group Session; or,

b) with the URI set to the PoC Group Identity and the Nick Name to the one defined for this PoC Group in the PoC Group definitions with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of the Pre-arranged or Chat PoC Group respectively;

8. SHALL include a Referred-By header with the Authenticated Originator's PoC Address of the Inviting PoC Client;

9. SHALL include in the Contact header as PoC Session Identity the contact address of the conference with the PoC feature tag '+g.poc.talkburst' and the feature tag 'isfocus' and a Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter"; 

10. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". The refresher parameter SHALL be omitted.
11. SHALL include the Supported header set to 'timer';

12. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested with the Privacy header by the Inviting PoC Client;

13. SHOULD include an Allow header the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261]; and,

14. SHALL include unmodified Answer-Mode header if  present in the incoming SIP INVITE request or in the Refer-To URI of the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated.

15. SHALL include unmodified Priv-Answer-Mode header if  present in the incoming SIP INVITE request or in the Refer-To URI of the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated, if manual answer override is supported.

16 SHALLinclude a Resource-Priority header according to rules and procedures of [RFC4412] set to the priority value assigned for the PoC Session, if the QoE Profile assigned to the PoC Session is 'Official Government Use' and if the PoC Server supports this QoE Profile.

On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the PoC Server:

1. SHALL start the SIP Session timer according to rules and procedures of [RFC4028];

2. SHALL cache SIP feature tags, if received in the Contact header, and if the specific feature tags are supported;
3. SHALL use the Nick name, if a Nick Name is included, according to the priority specified in subclause 5.4 "Nick Name"; and,

3. SHALL cache the uri parameter "stay-on-media-path", if the uri-parameter is present in the URI of the PoC Server performing Participating PoC Function in the Contact header and if the uri parameter is used according to local policy.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.2.1a

7.2.2.2PoC Session invitation requests

This subclause describes the procedures for inviting a PoC User to a PoC Session. The procedure is initiated by the PoC Server as the result of an action specified in subclause 7.2.1 "Requests terminated at the Controlling PoC Function".
The PoC Server:

1. SHALL generate a SIP INVITE request as specified in subclause 7.2.2.1 "General";

2. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network as specified in the subclause 7.2.1.1a "SDP offer generation";
3. SHALL include the remaining MIME bodies with media contained into the incoming SIP INVITE request, if Included Media Content is supported by the PoC Server and if a MIME body with media was included and not removed as described in 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" or 7.2.1.3 "Pre-arranged PoC Group Session setup request" and if the SIP INVITE request is the result of an initialization of a PoC Session.

Editor’s note: Backward compatibility with PoC 1.0 when including a MIME body with media or text content in Subject header or text content in Alert-Info header is FFS.

4. MAY, in the establishment of an Ad-hoc PoC Group Session, include in the SIP INVITE request the MIME resource-lists body contained in the incoming SIP INVITE request according to rules and procedures of [draft-URI-list], and for the URIs without both the "copyControl" and the "anonymize" attribute values in the list, set, based on the PoC Server's configuration, the "copyControl" attribute to 'to' or 'cc', and if the URI is to be anonymous set the "anonymize" attribute to 'true', according to rules and procedures of [draft-URI-list-capacity];
5. MAY, when adding Participants to a PoC Session as specified in the subclause 7.2.1.8 "Adding Participants to PoC Session request", include the MIME resource-lists body contained in the incoming SIP REFER request according to rules and procedures of [draft-URI-list], and for the URIs without both the "copyControl" and the "anonymize" attribute values in the list, set, based on the PoC Server's configuration, the "copyControl" attribute to 'to' or 'cc', and if the URI is to be anonymous set the "anonymize" attribute to 'true', according to rules and procedures of [draft-URI-list-capacity], and add to the list the URI(s) of the Invited PoC Client(s) already participating in the ongoing session along with their "copyControl" and "anonymize" attribute values from the cached information.
6. SHALL include the text content in the Subject header contained into the incoming SIP INVITE request, if Text Content is supported by the PoC Server and if text is received in Subject header and not removed and if the SIP INVITE request is the initialization of a PoC Session.

7. SHALL include the text content in the Alert-Info header or the Call-Info header or both contained into the incoming SIP INVITE request, if Referenced Media Content is supported by the PoC Server and if text content  is received in Alert-Info header and not removed and if the SIP INVITE request is the initialization of a PoC Session.
8. SHALL, in case of an invitation to a Dispatch PoC Session, as specified in subclauses 7.2.1.3.1 "Dispatch PoC Session setup request from PoC Dispatcher", 7.2.1.3.2 "Dispatch PoC Session setup request from PoC Fleet Member" 7.2.1.24 "PoC Dispatcher role transfer request" and subclause 7.2.1.8 "Adding Participants to PoC Session request", include in the Authenticated Originator's PoC Address and in the Contact header of the SIP INVITE request the Dispatch Type uri-parameter "dispatch=entire-group" or "dispatch=sub-group" as appropriate for the type of the Dispatch PoC Session, as specified in E.5.2 "Dispatch Type uri-parameter".
9. In case the PoC User is invited as PoC Dispatcher for a Dispatch PoC Session, as specified in subclauses 7.2.1.3.3 "Dispatch PoC Session setup request from PoC Fleet Member" and 7.2.1.24 "PoC Dispatcher role transfer request", ,the PoC Server SHALL include an Accept-Contact header with the PoC Dispatcher feature tag '+g.poc.dispatcher' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841].

10. SHALL include in the Accept-Contact header the feature tag 'automata' if the feature tag was included in the Accept-Contact header in the incoming SIP INVITE/REFER request.

11. SHALL include an Reject-Contact header with the feature tags 'automata' and 'actor'  with the corresponding value  along with 'require' and 'explicit' if the feature tags were included in an Reject-Contact header in the incoming SIP INVITE/REFER request .
Editor's note: It is FFS if automata is the only feature tag to identify a PoC Box.

12. SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 183 "Session Progress" response containing a Require header with the option tag '100rel' and containing a P-Answer-State header with the value "Unconfirmed" in response to the SIP INVITE request the PoC Server SHALL according to rules and procedures of [RFC3262] send a SIP PRACK request to the other PoC Server according to rules and procedures of the SIP/IP Core.
Upon receiving a SIP 180 "Ringing" response for the SIP INVITE request the PoC Server: 

1. MAY generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Invited PoC User is alerted to join to the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

2. MAY send the SIP NOTIFY request to the PoC Client according to rules and procedures of the SIP/IP Core.

Upon receiving SIP provisional responses for the SIP INVITE request(s) the PoC Server:

1. SHALL cache the list of supported SIP methods if received in the Allow header; and
2. SHALL cache the contact received in the Contact header;
Upon receiving SIP 200 "OK" response for the SIP INVITE request the PoC Server 

1. SHALL cache the list of supported SIP methods if received in the Allow header; 
2. SHALL cache the contact received in the Contact header;

3. SHALL in the case of  an invitation to a Pre-arranged PoC Group Session or to a Chat PoC Group Session, check whether the privacy is allowed for this PoC Group, when anonymity is requested with the Privacy header containing the tag 'id'.  If not allowed, the PoC Server SHALL according to local policy either accept the SIP response ignoring the privacy request or release the PoC Client from the PoC Session immediately as specified in 7.2.2.4 "Removal of PoC Participant from the PoC Session".  Allowing privacy in the PoC Group is defined using <allow-anonymity> element as specified in [XDM-Shared-Groups].  If accepted, continue with the rest of the steps;

4. SHALL check if the feature tag 'automata' along with the feature tag 'actor'  with the value  of  'msg-taker' or 'principal'  is contained in the Contact header and if that is the case the PoC Server either

a) SHALL perform actions in subclause 7.2.24 "Removal of Participant from PoC Session" if more than one PoC User was invited without  an explicit request to be routed to a PoC Box; or,

b) Continue with the rest of the steps in case of a 1-1 PoC Session or if all PoC Users were invited with the explicit request to be routed to a PoC Box.

NOTE:
An Accept-Contact header with the feature tag 'automata' and the feature tag 'actor'  with the value  of  'msg-taker' or 'principal' along with parameters ' explicit' and 'require' is the explicit request to route an invitation to a PoC Box.

5. SHALL check if the PoC Dispatcher feature tag '+g.poc.dispatcher' is contained in the Contact header, in case the outgoing SIP INVITE request contained an Accept-Contact header with the PoC Dispatcher feature tag '+g.poc.dispatcher' along with 'require' and 'explicit' parameters. If it is not present, the PoC Server SHALL perform the actions specified in subclause 7.2.24 "Removal of Participant from PoC Session" and do not proceed with the rest of the steps. Otherwise, the PoC Server SHALL mark the Invited PoC User as the Active PoC Dispatcher for the Dispatch PoC Session.

6. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

7. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Invited PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,
8. SHALL send the SIP NOTIFY request to the PoC Client according to rules and procedures of the SIP/IP Core.

NOTE 1: 
Procedures towards Inviting PoC Clients, when SIP 183 "Session Progress", SIP 180 "Ringing" SIP 200 "OK", or other SIP final response (4xx, 5xx, 6xx) is received, are specified subclause 7.2.1 "Requests Terminated at the Controlling PoC Function".

NOTE 2:
If a SIP 4xx response is received due to media included in a MIME body or in a Subject header or in an Alert-Info header or in a Call-Info header, the PoC Server does not resend the SIP INVITE request without the MIME bodies or headers or both causing the SIP 4xx response.

Upon receiving SIP 495 "URI-List Handling Refused" response for the SIP INVITE request, the PoC Server

1. SHALL check if the response contains body parts for each URI-List included in the SIP URI-List-Entry header (s) according to rules and procedures of [draft-URI-list-handling]. If not, the PoC Server SHALL behave as specified in the subclause 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request", when receiving a SIP final response other than 2xx or 3xx. Otherwise, continue with the rest of the steps;

2. SHALL check the MIME resource-lists body that the maximum number of Participants allowed in an Ad-hoc PoC Group Session is not exceeded. If exceeded, or when the local policy prevents further processing and no final response is yet sent, the first response towards the Inviting PoC Client SHALL include a Warning header, as specified in [RFC3261] with the warning code 399 and the warning text set to '102 Too many participants'. Otherwise continue with the rest of the steps;

Editor's Note:  It should be considered whether different warning code is needed, if the PoC Server has a local policy of not allowing too many embedded PoC Groups within the PoC Groups.
NOTE 3:
With regards to 'MAX-ADHOC-GROUP-SIZE' parameter, the initiator of the PoC Session is also counted as a Participant.

3. SHALL invite the PoC Users and/or Pre-arranged PoC Groups listed in the MIME resource-lists body of the SIP 495 response, as specified in the subclause 7.2.2.2 "PoC Session invitation request". During the same Ad-hoc PoC Session initiation the Controlling PoC Function SHALL issue only one SIP INVITE request per one PoC Address and per one PoC Group Identity.

Upon receiving a SIP 408 "Request Timeout", SIP 480 "Temporarily Unavailable", SIP 486 "Busy Here", SIP 503 "Service Unavailable", SIP 504 "Server Timeout", SIP 600 "Busy Everywhere" or SIP 603 "Decline" response to a SIP INVITE request for a Dispatch PoC Session , the PoC Server MAY resend the SIP INVITE request at a later time towards the SIP/IP Core according to rules and procedures of the SIP/IP Core, if the Dispatch PoC Session is still on-going.

NOTE 4:
The time that the PoC Server needs to wait before resending the SIP INVITE request is out of the scope of this specification.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3Participating PoC Function procedures

7.3.1Requests initiated by the served PoC User

7.3.1.1General

Upon receiving from the served PoC Client an initial SIP INVITE request or SIP REFER request that requires an initial SIP INVITE request to be sent, the PoC Server:

1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261];

2. SHALL include in the SIP INVITE request the Privacy header unmodified according to rules and procedures of [RFC3325], if the incoming SIP INVITE or SIP REFER request contained a Privacy header;

3. SHALL set the Nick Name in the Authenticated Originator's PoC Address to the one defined for the PoC User in the PoC Server, if configured; otherwise set the Nick Name in the Authenticated Originator's PoC Address to the one in the incoming SIP request;

4. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841];

5. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

NOTE 1:
The use of the option tag 'precondition', as specified in [RFC3312], is not defined for the POC-1 or POC-2 reference points.

NOTE 2:
The use of the option tag '100rel', as specified in [RFC3262] is not defined for the POC-1 reference point.

6. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request".  It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to 'uac'.

7. SHALL include the option tag 'timer' in a Supported header ;

8. SHALL cache the allowed SIP methods if received in the Allow header;

9. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];

10. SHALL include the Authenticated Originator's PoC Address received in the incoming SIP INVITE request in the outgoing SIP INVITE request;

11. SHALL perform the following actions, if the incoming SIP INVITE request contained an Answer-Mode header, or the incoming SIP REFER request contained a Refer-To URI with an Answer-Mode header:

a) include an Answer-Mode header unmodified if the received value is set to 'Manual;Require';

b) discard the Answer-Mode header if the received value is set to 'Auto' or 'Manual'; or

c) return a SIP 403 "Forbidden" response and not continue with the rest of the steps if the received value is set to 'Auto;Require';
12. SHALL perform the following actions, if the incoming SIP INVITE request contained a Priv-Answer-Mode header, or the incoming SIP REFER request contained a Refer-To URI with a Priv-Answer-Mode header and manual answer override is supported:

a) include a Priv-Answer-Mode header unmodified if the received value is set to 'Auto';

b) return a SIP 403 "Forbidden" response and not continue with the rest of the steps if the received value is set to anything other than 'Auto';
13. SHALL include in the Contact header the PoC feature tag '+g.poc.talkburst',

14. SHALL copy the feature tag '+g.poc.dispatcher' if it was included in the Contact header of the incoming SIP request.

15. SHALL, if the incoming SIP INVITE request contained a MIME resource-lists body with the PoC Address(es) of Invited PoC User(s), include a Content-Type header with multipart/mixed, as specified in [RFC2046], and copy the MIME resource-lists body, according to rules and procedures of [draft-URI-list], 

Editor’s Note: The behaviour to be followed for the case of PF receiving an invitation for a subset of a Dispatch PoC Group when using Pre-established Session (SIP REFER/INVITE) needs further investigation

16. SHALL insert the uri-parameter "stay-on-media-path" to the URI of the PoC Server in the Contact header of the initial SIP request, if the PoC Server performing Participating PoC Function indicates according to local policy to the Controlling PoC Function, that it stays on the Media path.

17. SHALL include in the Accept-Contact header the feature tag 'automata' along with the feature tag 'actor'  with the corresponding values and the parameters 'explicit' and 'require' if included in the incoming SIP INVITE request.

Editor's Note.  The URI parameter shall be defined.Editor's Note.  Shall be checked, if use of the uri parameter is according to SIP principles.

Editor's Note.  Shall be covered also the case, that proxy shall check that the PoC Client has not included this field.

When sending SIP provisional responses, other than the SIP 100 "Trying" response, to the SIP INVITE request and if the PoC Server is acting as a B2BUA, the PoC Server:

1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

2. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if has not already been sent in a provisional response for this dialog;

3. SHALL include the Authenticated Originator's PoC Address, along with any possible uri-parameter, if received in the incoming SIP response, in the outgoing SIP provisional respond; and,

4. SHALL include a SIP URI for the Contact header as follows, if not already sent in a provisional response for this dialog:

a) constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the Contact header of the provisional response by the Controlling PoC Function; 

b) include the PoC feature tag '+g.poc.talkburst';

c) include the feature tag 'isfocus';

d) copy the feature tag '+g.poc.dispatcher', 'automata', 'actor' with their corresponding value  ;if if any of these are included in the Contact header of the incoming received SIP response; and

e) include the Session Type uri-parameter and any other uri-parameter provided in the Contact header of the provisional response received from the Controlling PoC Function.

5. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested.

When sending a SIP 200 "OK" response to the SIP INVITE request and if the PoC Server is acting as a B2BUA the PoC Server

1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

2. SHALL include a Server header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if has not already been sent in a provisional response for this dialog;

3. SHALL include the option tag 'timer' in a Require header;
4. SHALL include the Session-Expires header according to rules and procedures of [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uac'. 
5. SHALL start the SIP Session timer according to rules and procedures of [RFC4028]; 
6. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

7. SHALL include a SIP URI for the Contact header as follows:

a) constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the Contact header of the SIP 200 "OK" response by the Controlling PoC Function;

b) include the PoC feature tag '+g.poc.talkburst';

c) include the feature tag 'isfocus';

d) copy the feature tag '+g.poc.dispatcher', 'automata', 'actor'  with their corresponding value  ; if any of these are included in the Contact header of the incoming received SIP response; and,

e) include the Session Type uri-parameter and any other uri-parameter provided in the Contact header of the SIP 200 "OK" response received from the Controlling PoC Function.

8. SHALL include the Authenticated Originator's PoC Address, along with any possible uri-parameter, if received in the incoming SIP 200 "OK" response in outgoing SIP 200 "OK" response.

9. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested;

10. SHALL include the option tag 'norefersub' in a Supported header according to rules and procedures of [RFC4488];
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2Requests terminated by the served PoC User

7.3.2.1General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] with the clarifications in this subclause.

The PoC Server

1. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325] if anonymity is requested with the Privacy header containing the tag 'id';
2. SHALL include an Accept-Contact header with 

a) the PoC feature tag '+g.poc.talkburst' with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841], and

b) any other feature tag with the parameters received in the Accept-Contact header of the incoming SIP INVITE request from the Controlling PoC Function 
3. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

4. SHOULD include the Session-Expires header in the INVITE according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". The "refresher" parameter SHALL be omitted.
5. SHALL include the option tag 'timer' in the Supported header;
6. SHALL include the option tag 'norefersub' in a Supported header;
7. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261];

8. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the SIP INVITE request by the Controlling PoC Function; 
b) include the PoC feature tag '+g.poc.talkburst';

c) include the feature tag 'isfocus'; 

d) copy the feature tag '+g.poc.dispatcher' if it was included in the Contact header of the incoming SIP request and,

e) include the Session Type uri-parameter provided in the SIP INVITE request by the Controlling PoC Function

f) include any other uri-parameter provided in the Contact header of the incoming SIP INVITE request by the Controlling PoC Fucntion.

9. SHALL include the Authenticated Originator's PoC Address, along with any possible uri-parameter, if received in the incoming SIP INVITE request in the outgoing SIP INVITE request; and,

10. SHALL include the Nick Name received in incoming SIP INVITE request in the outgoing SIP INVITE request.

NOTE 1:
The use of the option tag 'precondition', as specified in [RFC3312] and the option tag '100rel', as specified in [RFC3262] is not defined in the POC-1 reference point.

11. SHALL include MIME bodies containing media in the outgoing SIP INVITE request, if Included Media Content is supported by the PoC Server and if one or more MIME body containing media are included in the incoming SIP INVITE request and if at least one MIME body containing media was not removed as specified in subclause 7.3.2.2 "PoC Session invitation request".

12. SHALL include the Subject header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Text Content is supported by the PoC Server and if text content is included in Subject header.
13. SHALL include the Alert-Info header and the Call-Info header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Referenced Media Content is support by the PoC Server and if a reference to media content is included in the Alert-Info header or in the Call-Info header or both.
14. SHALL, if the PoC Server supports 'Official Government Use' QoE Profile, check, according to the rules and procedures of [RFC4412], for a Resource-Priority header for 'Official Government Use' QoE Profile included in the SIP INVITE. If present, the PoC Server SHALL include a Resource-Priority header identical to the one in the incoming SIP INVITE request.
When sending a SIP provisional responses other than the SIP 100 "Trying" response to the SIP INVITE request, the PoC Server:
1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

2. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers". 

3. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261], if not previously sent in a provisional response for this dialog;

4. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst' if not previously sent in a provisional response for this dialog; and,

5. SHALL copy into the Contact header the feature tags '+g.poc.dispatcher', 'automata''actor'  with their corresponding value  if any of these are included in the Contact header of incoming received SIP response.
6. SHALL include as the URI in the Authenticated Originator's PoC Address in the outgoing SIP provisional response either
a) the URI contained in the Authenticated Originator's PoC Address received in the incoming SIP provisional response in the case of an On-demand Session establishment; or

b) the URI stored from the Request-URI  received in the incoming SIP INVITE request in the case of a Pre-established Session establishment;

7. SHALL set the Nick Name in the Authenticated Originator's PoC Address to either
a)the one defined for the PoC User in the PoC Server, if configured; otherwise the one in the incoming SIP provisional response if received, in the case of an On-demand Session establishment; or

b) the one defined for the PoC User in the PoC Server, if configured; otherwise the one stored from the Authenticated Originator's PoC Address contained in the SIP INVITE request if received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session; received in the incoming SIP provisional response in the outgoing SIP provisional response.
8. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session.
9. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if at least one MIME body containing media was removed as specified in subclause 7.3.2.2 "PoC Session invitation request". The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
10. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if the Subject header  was removed as specified in subclause 7.3.2.2 "PoC Session invitation request" for some local policy reason. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
11. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if the Alert-Info header or Call-Info header was removed as specified in subclause 7.3.2.2 "PoC Session invitation request" for some local policy reason. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
NOTE 2:
A maximum of three Warning headers can be included, one for Included Media Content, one for Referenced Media Content and one for Text Content.

When sending a SIP 200 "OK" response to the SIP INVITE request the PoC Server

1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261] and [RFC3262];

2. SHALL include as the URI in the Authenticated Originator's PoC Address in the outgoing SIP 200 "OK" response either
a) the URI contained in the Authenticated Originator's PoC Address received in the incoming SIP 200 "OK" response in the case of an On-demand Session establishment; or
b) the URI stored from the Request-URI  received in the incoming SIP INVITE request in the case of a Pre-established Session establishment;
3. SHALL set the Nick Name in the Authenticated Originator's PoC Address to either
a) the one defined for the PoC User in the PoC Server, if configured; otherwise the one in the incoming SIP 200 "OK" response if received, in the case of an On-demand Session establishment; or

b) the one defined for the PoC User in the PoC Server, if configured; otherwise the one stored from the Authenticated Originator's PoC Address contained in the SIP INVITE request if received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

5. SHALL include the option tag 'timer' in the Require header;

6. SHALL include the Session-Expires header in the SIP 200 "OK" before sending the response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uas'.
7. SHALL start the SIP Session timer according to rules and procedures of [RFC4028];

8. SHOULD include the Allow header with the SIP methods supported in this dialog according to rules and procedures of  [RFC3261], if not previously sent in a provisional response for this dialog;

9. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not previously sent in a provisional response for this dialog; and,
10. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst'.

11. SHALL copy into the Contact header the feature tags '+g.poc.dispatcher', 'automata', 'actor'  with their corresponding value  if any of these are included in the Contact header of the incoming received SIP response.
12. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if at least one MIME body containing media was removed as specified in subclause 7.3.2.2 "PoC Session invitation request". The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
13. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if the Subject header was removed as specified in subclause 7.3.2.2 "PoC Session invitation request" for some local policy reason. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
14. SHALL include a Warning header as specified in [RFC3261] with the warning code 399 and the warning text set to '108 Media in INVITE discarded' if the Alert-Info header or Call-Info header  was removed as specified in subclause 7.3.2.2 "PoC Session invitation request" for some local policy reason. The corresponding warning text SHOULD be replaced with text in the language indicated by the PoC Client as specified in subclause 5.6 "Warning header".
NOTE 3:
A maximum of three Warning headers can be included, one for Included Media Content, one for Referenced Media Content and one for Text Content.

15. SHALL insert the uri-parameter "stay-on-media-path" to the URI of the PoC Server in the Contact header of the initial SIP request, if the PoC Server performing Participating PoC Function indicates according to local policy to the Controlling PoC Function, that it stays on the Media path.

Editor's Note.  The URI parameter shall be defined.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.2.2.5Forward invitation to a PoC Box

7.3.2.2.5.1Determination of routing to a PoC Box upon an incoming invitation

Editor's note: This text is preliminary and needs further work and addition of further criteria including to take into account XDM Access Rules that determine what the PoC Box routing behaviour is when no PoC Service Settings are available.

This subclause specifies how the PoC Server determines whether to route and incoming request to a NW PoC Box or a UE PoC Box before attempting to route the request to the PoC Client.

Editor's note: The access rule for PoC User PoC Box routing determination is FFS. From this text it is proposed that the PoC User can indicate a preference or can require to use only one type of PoC Box.
1. If the PoC Box PoC Service Setting <indication-setting> is not set to "unwillingness" and if the SIP INVITE request received from the Inviting PoC Client:

a) Contains an Accept-Contact header containing the feature tag 'automata' and the feature tag 'actor'  with the value  of  'msg-taker' along with the parameters 'require' and 'explicit'; and

b) Does not contain a Reject-Contact header containing the feature tag 'automata' and the feature tag 'actor'  with the value  of  'msg-taker' 
Then if based on the Access rules the PoC User prefers or requires to have PoC Session invitation requests routed to the NW PoC Box and if the PoC Server supports the PoC Box and the called PoC User subscribes to the NW PoC Box service then the PoC Server determines that the incoming SIP INVITE request is to be routed to the NW PoC Box.
2. If the PoC Box PoC Service Setting <indication-setting> is not set to "unwillingness" and if the SIP INVITE request received from the Inviting PoC Client:

a) Contains an Accept-Contact header containing the feature tag 'automata' and the feature tag 'actor'  with the value  of 'principal' along with the parameters 'require' and 'explicit'; and

b) Does not contain a Reject-Contact header containing the feature tag 'automata' and the feature tag 'actor'  with the value  of  'principal'
Then if based on the Access rules the PoC User prefers or requires to have PoC Session invitation requests routed to the UE PoC Box and if the PoC Server supports the PoC Box then the PoC Server determines that the incoming SIP INVITE request is to be routed to the UE PoC Box.
3. If the PoC Box PoC Service Setting <indication-setting> is not set to "unwillingness" and if the SIP INVITE request received from the Inviting PoC Client:

a) Contains an Accept-Contact header containing the feature tag 'automata' and the feature tag 'actor'  with the value  of  'principal' along with the parameters 'require' and 'explicit'; and

Then if based on the Access rules the PoC User does not refuse to have PoC Session invitation requests routed to the UE PoC Box and if the PoC Server supports the PoC Box then the PoC Server determines that the incoming SIP INVITE request is to be routed to the UE PoC Box.
4. If the PoC Box PoC Service Setting <indication-setting> is not set to "unwillingness" and if the SIP INVITE request received from the Inviting PoC Client:

a) Contains an Accept-Contact header containing the feature tag 'automata' and the feature tag 'actor'  with the value  of  'msg-taker' along with the parameters 'require' and 'explicit'; and

Then if based on the Access rules the PoC User does not refuse to have PoC Session invitation requests routed to the NW PoC Box and if the PoC Server supports the PoC Box and the called PoC User subscribes to the NW PoC Box service then the PoC Server determines that the incoming SIP INVITE request is to be routed to the NW PoC Box.
5. If the PoC Box PoC Service Setting <indication-setting> is set to "unconditional" or if the Incoming PoC Session Barring is activated and if the SIP INVITE request received from the Inviting PoC Client:

a) Does not contain a Reject-Contact header containing the feature tag 'automata' and the feature tag 'actor'  with the value  of  'msg-taker' along with the parameters 'require' and 'explicit'; and

Then if based on the Access rules the PoC User prefers or requires to have PoC Session invitation requests routed to the NW PoC Box and if the PoC Server supports the PoC Box and the called PoC User subscribes to the NW PoC Box service then the PoC Server determines that the incoming SIP INVITE request is to be routed to the NW PoC Box.
6. If the PoC Box PoC Service Setting <indication-setting> is set to "unconditional" or if the Incoming PoC Session Barring is activated and if the SIP INVITE request received from the Inviting PoC Client:

a) Does not contain a Reject-Contact header containing the feature tag 'automata' and the feature tag 'actor'  with the value  of  'principal' along with the parameters 'require' and 'explicit'; and

Then if based on the Access rules the PoC User prefers or requires to have PoC Session invitation requests routed to the UE PoC Box and if the PoC Server supports the PoC Box then the PoC Server determines that the incoming SIP INVITE request is to be routed to the UE PoC Box.
7. If the PoC Box PoC Service Setting <indication-setting> is set to "unconditional" or if the Incoming PoC Session Barring is activated and if the SIP INVITE request received from the Inviting PoC Client:

a) Does not contain a Reject-Contact header containing the feature tag 'automata' and the feature tag 'actor'  with the value  of  'msg-taker' along with the parameters 'require' and 'explicit'; and

Then if based on the Access rules the PoC User does not refuse to have PoC Session invitation requests routed to the NW PoC Box and if the PoC Server supports the PoC Box and the called PoC User subscribes to the NW PoC Box service then the PoC Server determines that the incoming SIP INVITE request is to be routed to the NW PoC Box.
8. If the PoC Box PoC Service Setting <indication-setting> is set to "unconditional" or if the Incoming PoC Session Barring is activated and if the SIP INVITE request received from the Inviting PoC Client:

a) Does not contain a Reject-Contact header containing the feature tag 'automata' and the feature tag 'actor'  with the value  of  'principal' along with the parameters 'require' and 'explicit'; and

Then if based on the Access rules the PoC User does not refuse to have PoC Session invitation requests routed to the UE PoC Box and if the PoC Server supports the PoC Box then the PoC Server determines that the incoming SIP INVITE request is to be routed to the UE PoC Box..
9. If the PoC Server has been unable to determine to route the request to a PoC Box based on the conditions in the steps above and either:

a) the PoC Service Setting <indication-setting> is set to "unconditional"; or

b) the SIP INVITE request received from the Inviting PoC Client Contains an Accept-Contact header containing the feature tag 'automata' along with the parameters 'require' and 'explicit';

Then the PoC Server SHALL respond with a SIP 480 "Temporarily unavailable" response and SHALL NOT continue with the PoC Session Establishment.
7.3.2.2.5.2Determination of routing to a NW PoC Box upon failure to receive a valid SIP2xx response

Editor's note: This text is preliminary and needs further work and addition of further criteria including to take into account XDM Access Rules.

This subclause specifies how the PoC Server determines whether to route request to a NW PoC Box after failing to receive a non SIP 2xx final response from the PoC Client or from the UE PoC Box.

Editor's note: The access rule for PoC User PoC Box routing determination is FFS. From this text it is proposed that the PoC User can indicate a preference or can require to use only one type of PoC Box.
Upon receiving a SIP 302 "Moved Temporarily" response to the SIP INVITE request from the PoC Client and if the original SIP INVITE request received from the Inviting PoC Client:

a) Does not contain a Reject-Contact header containing the feature tag 'automata' and the feature tag 'actor'  with the value  of  'msg-taker' along with the parameters 'require' and 'explicit'; and

Then if the PoC Server supports the PoC Box and the called PoC User subscribes to the NW PoC Box service then route the original Incoming SIP INVITE Request to the NW PoC Box as specified in subclause 7.3.2.2.5.2 "Forward invitations to a NW PoC Box".

NOTE:
The SIP INVITE request is forwarded to the NW PoC Box even if the access rule indicates "unwillingness" as this is upon the specific decision of the PoC User.
Editor's note: Further work is needed to add the setting and expiration of the 'PoC Box Alert User Timer’ and the name of the timer is FFS.

Upon an expiration of the 'PoC Box Alert User Timer' or upon failing to receive a final response or receiving any 4xx, 5xx or 6xx  response to the SIP INVITE request from the PoC Client or UE PoC Box and if the original SIP INVITE request received from the Inviting PoC Client:

a) Does not contain a Reject-Contact header containing only the feature tag 'automata' and the feature tag 'actor'  with the value  of  'msg-taker' along with the parameters 'require' and 'explicit'; and

Then if based on the Access rules the PoC User does not refuse to have PoC Session invitation requests routed to the NW PoC Box and the PoC Server supports the PoC Box and the called PoC User subscribes to the NW PoC Box service then route the original Incoming SIP INVITE Request to the NW PoC Box as specified in subclause 7.3.2.2.5.3 "Forward invitations to a NW PoC Box".

:It the PoC Server determines that the incoming SIP INVITE request is not to be redirected to the NW PoC Box based upon the above steps then the PoC Server SHALL either:

a) Forward the response received from the PoC Client or UE PoC Box; or

b) If no response was received return an appropriate 5xx response.
7.3.2.2.5.3Forward invitations to a NW PoC Box

When an invitation to a PoC Session is to be forwarded to the NW PoC Box the PoC Server:

· 1. SHALL generate a SIP 181 "Call is Being Forwarded" response according to rules and procedures of [RFC 3261];

Editor's note: The sending of the181 "Call is Being Forwarded" response is FFS.
· 2. SHALL send the SIP 181 "Call is Being Forwarded" response according to rules and procedures of SIP IP Core;

· 3. SHALL generate a SIP INVITE request as specified in subclause 7.3.2.1"General";
4. SHALL include the address of a NW PoC Box along with the called PoC User's PoC Address and the cause for the redirection in the Request-URI according to rules and procedures of [RFC 4458];
· 5. SHALL include a History header as specified in [RFC 4244] giving the condition for forwarding the invitation to the NW PoC Box;

6. include in the SIP INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation";

7. SHALL include the Answer-Mode header set to 'Manual;Require';

· 8. SHALL include the Referred-By header from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header; 

· 9. MAY, in the establishment of an Ad-hoc PoC Group Session, include in the SIP INVITE request the MIME resource-lists body according to rules and procedures of [draft-URI-list], and MAY perform procedures of [draft-URI-list-capacity] relying on the "capacitycopyControl" and the "anonymize" attribute values in the list; and,

NOTE:
The URIs without both the "capacitycopyControl" and the "anonymize" attributes are interpreted as their "anonymize" attribute value has been set to 'true'.
10 SHALL continue, for the duration of the SIP Session, acting as a B2BUA according to rules and procedures of [RFC3261].

11. SHALL forward the incoming SIP INVITE request towards the NW PoC Box according to rules and procedures of SIP/IP Core.
Upon receiving SIP 200 "OK" response to the SIP INVITE request the PoC Server:

· 1. SHALL perform the following actions

a) cache the list of supported SIP methods if received in the Allow header;

b) cache the contact received in the Contact header;

· 2. SHALL include in the Contact header.the feature tags 'automata'' and the feature tag  'actor'  with the value of  'msg-taker'if any of these are included in the Contact header of the incoming received SIP response.

· 3. SHALL send the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.

The PoC Server SHALL forward any other SIP response that does not contain SDP along the signalling path to the originating network according to rules and procedures of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.2.5.4Forward invitations to a UE PoC Box

When an invitation to a PoC Session is to be forwarded to the UE PoC Box

The PoC Server:

1. SHALL generate a SIP INVITE request as specified in subclause 7.3.2.1 "General". 

2. SHALL include in the SIP INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request as specified in the subclause 7.3.2.1a "SDP offer generation";

3. SHALL set the Request-URI to the PoC Address of the PoC User to be invited

4. SHALL include in the Accept-Contact header the feature tag 'automata' along with the feature tag 'actor'  with the value  'principal' and the parameters 'explicit' and 'require'; 

5. SHALL include unmodified any Reject-Contact headers contained in the original SIP INVITE request; and,

· 6. SHALL include the Answer-Mode header set to 'Manual;Require';

· 7. SHALL include the Referred-By header from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header; 

· 8. MAY, in the establishment of an Ad-hoc PoC Group Session, include in the SIP INVITE request the MIME resource-lists body according to rules and procedures of [draft-URI-list], and MAY perform procedures of [draft-URI-list-capacity] relying on the "capacitycopyControl" and the "anonymize" attribute values in the list; and,
NOTE:
The URIs without both the "capacitycopyControl" and the "anonymize" attributes are interpreted as their "anonymize" attribute value has been set to 'true'.
9. SHALL  continue, for the duration of the SIP Session, acting as a B2BUA according to rules and procedures of [RFC3261].

· 10. SHALL send the SIP INVITE request towards the UE PoC Box according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Server:

· 1. SHALL perform the following actions

a) cache the list of supported SIP methods if received in the Allow header;

b) cache the contact received in the Contact header;

· 2. SHALL copy into the Contact header.the feature tags 'automata', 'actor'  with their corresponding value   if any of these are included in the Contact header of the incoming received SIP response.

· 3. SHALL send the SIP 200 "OK" response to the PoC Server performing the Controlling PoC Function according to rules and procedures of SIP/IP Core.

Upon receiving any 4xx, 5xx or 2xx response or if no final response is received from the UE PoC Box the PoC Server SHALL determine whether to forward the request to a NW PoC Box as specified in subclause 7.3.2.2.5.2 "Determination of routing to a NW PoC Box upon failure to receive a valid SIP2xx response".
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
8PoC Box

This subclause describes the action in the NW PoC Box and the UE PoC Box.

8.1Procedures terminated by the NW PoC Box
8.1.1General

On receipt of the initial SIP INVITE request the NW PoC Box: 

1. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Box determines that there is not enough resources to handle the PoC Session; or,

b) any other reason outside the scope of this specification.

2. SHALL cache the list of supported SIP methods if received in the Allow header;
3. SHALL cache as the PoC Session Identity the content of the Contact header;
4. SHALL store the PoC Address of the Inviting PoC User; and,
5. SHALL store the Session Type information to the PoC User based on the information received in the Session-Type uri-parameter in the Contact header.

When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request the PoC Box:

1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 
NOTE:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for the POC-1 reference point.

2. SHALL include Server header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

3. SHALL include the option tag 'timer' in a Require header;
4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of  [RFC3261]; 
5. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request or the SIP re-INVITE request within a Pre-established Session and start the SIP Session timer according to rules and procedures specified in [RFC4028], "UAS Behavior". The 'refresher' parameter in the Session-Expires header SHALL be set to 'uas'.
6. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";
7. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header;
8. SHALL include the feature tag 'automata' and the feature tag  'actor'  with the value of  'msg-taker'  in the Contact header;
9. MAY include a Nick Name as specified in subclause 5.4 "Nick Name" in the SIP 200 "OK" response to the initial SIP INVITE request; and,

10. SHOULD store the media received in MIME bodies to the PoC User if media in a request is supported and the Media Type is supported by the PoC Box.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the NW PoC Box SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

8.3UE PoC Pox

Editor's note: UE PoC Box is FFS.

8.3.1UE PoC Box Invited to a PoC Session

Upon receiving a SIP INVITE request the UE PoC Box:

1. SHALL check whether the Accept-Contact header including the PoC feature tag '+g.poc.talkburst' is included and if it is not then the UE PoC Box SHALL return a SIP 403 "Forbidden" response without continuing the rest of the steps;

2. SHALL check whether there is a  Reject-Contact header including the feature tag 'automata' is included and if it is then the UE PoC Box SHALL return a SIP 403 "Forbidden" response without continuing the rest of the steps;

3. SHALL check whether the session is a 1-1 session if it is not then the UE PoC Box SHALL return a SIP 403 "Forbidden" response without continuing the rest of the steps;

Editor's note: The above text needs to be improved to indicate how the UE PoC Box determines it is a 1-1 session.. and to cover the case when it is not 1-1session where a check of the Accept-Contact is needed
4. SHALL validate that at least one Media Type and Media Parameters and at least one codec offered in the SIP INVITE request are acceptable to the PoC Box and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

5. SHALL accept the request and generate a SIP 200 "OK" response using the procedures specified for the PoC Client as specified in the subclause 6.2.1.1 "General" towards the PoC Server; 

6. SHALL include the feature tag 'automata' and the feature tag 'actor'  with the value  'principal' in the Contact header along with the contact address of the UE PoC Box.

7. SHALL include in a SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request  as specified in the subclause x.1.2 "SDP answer generation";

8. SHALL send the SIP 200 "OK" response towards the PoC Server according to rules and procedures of the SIP/IP Core; 

9. SHALL interact with the User Plane as specified in "[OMA-PoC-UP] "UE PoC Box procedures at PoC Session initialization" 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the UE PoC Box SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
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