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	Title:
	CP-D327-328-7.2.1.2 corrections
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 OMA Confidential

	To:
	PoC WG 

	Doc to Change:
	OMA-TS-PoC-ControlPlane-V2_0-20061221-D

	Submission Date:
	24th Jan 2007

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Tapio Paavonen, NOKIA, tapio.paavonen@nokia.com; +358 400 672 937.
Ivo Sedlacek, Siemens.

	Replaces:
	  N/A.


1 Reason for Change

a)
Justification: 

Covered the comments D327 and D328 (OMA-REL-2007-0024-POCv2.0_CONR_CP comments_NOKIA).
	ID
	Open Date
	Type
	Section
	Description
	Status

	D327
	2006-01-19
	E
	7.2.1.2
	Source: NOKIA

Form: OMA-REL-2007-0024-INP_POCv2.0_CONR_CP comments_NOKIA

Comment: In the bullet 1, we should not give any normative requirements for PoC Clients, because this is a PoC Server subclause.

Proposed Change: Change "PoC Client MAY re-attempt .." by "PoC Client can re-attempt …".
	Status: OPEN

	D328
	2006-01-19
	E
	7.2.1.2
	Source: NOKIA

Form: OMA-REL-2007-0024-INP_POCv2.0_CONR_CP comments_NOKIA

Comment: Bullet order is not correct.

Proposed Change: Move the bullet 8 after the NOTE 3.
	Status: OPEN


b)
Clauses affected:

Sub clause 7.2.1.2.
c)
Summary of change:

Covered some editorial comments. 

d)
Consequence if not approved:

Unsolved CONR comments.
e)
Reason for revision:
N/A.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To review by PoC WG, agree to the changes and incorporate in the next release of PoC AD.
6 Detailed Change Proposal
7.2.1.2 Ad-hoc PoC Group and 1-1 PoC Session setup request

Upon receiving of an initial SIP INVITE request the PoC Server:

1. MAY reject the SIP INVITE request with a SIP 503 “Service Unavailable” response depending on the value of the requested QoE Profile if QoE Profiles are enabled and a risk of congestion exists as specified in [OMA-PoC-UP] “Procedures at the PoC Server performing the Controlling PoC Function”. The PoC Server MAY include a Retry-After header to the 503 "Service Unavailable" response as specified in [RFC3261], set to a value expressed in seconds after which the PoC Client is allowed to re-attempt the PoC Session establishment
2. SHALL check whether the Conference-factory-URI contained in the Request URI is allocated and perform the actions specified in subclause 7.5.1 "Conference-factory URI does not exist" if it is not allocated. Otherwise, continue with the rest of the steps;

3. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request, and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

4. SHALL validate that the received SDP offer includes at least one Media Stream for which the Media Parameters and at least one codec or Media format is acceptable by the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps;

5. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in an Ad-hoc PoC Group Session is not exceeded. If exceeded, PoC Server SHALL return SIP 486 "Busy Here" response and include the warning text set to '102 Too many participants' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps; 

NOTE 1:
With regards to "MAX-ADHOC-GROUP-SIZE" parameter, the initiator of the PoC Session is also counted as a Participant.

6. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if the media content is received in one or more MIME bodies:

a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, either,

i) send a SIP 403 "Forbidden" response. Otherwise continue with the rest of the steps; or,

ii) remove the MIME body containing the not allowed media content.

NOTE 2:
One example of a local policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

b) Check the size of all MIME bodies containing media content and if the size exceeds a configurable max size send a SIP 413 "Request Entity Too Large" response. Otherwise, continue with the rest of the steps.

7. SHALL check if a Resource-Priority header is included in the SIP INVITE request according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header";
b) assign 'Official Government Use' QoE Profile as the QoE Profile for the PoC Session; and,
c) apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps.

8. SHALL assign the QoE Profile to the PoC Session according to the value indicated in the QoE Profile attribute included in the received SDP Offer, as specified in subclause E.3.2 "QoE Profile" if QoE Profiles are enabled;
NOTE 3:
If no QoE Profile attribute is included in the request, it is considered that 'Basic' QoE Profile is requested.
9. SHOULD check whether the "b=AS" attribute is included in the SDP offer, and if it is, use the attribute as specified in [OMA-PoC-UP] "Media Buffering";
10. MAY remove the Subject header.
11. MAY remove the Alert-Info or the Call-Info header or both.
NOTE 4:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.
12. SHALL allocate a PoC Session Identity for the PoC Session; and,

13. SHALL invite the PoC Users and Pre-arranged PoC Groups listed in the MIME resource-lists body as specified in subclause 7.2.2.2 "PoC Session invitation request".

NOTE 5:
How the multiple invited members are conveyed in the SIP INVITE request is specified in [draft-URI-list]. How each URI in the list is anonymized is specified in [draft-URI-list-capacity].
Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value "Unconfirmed" as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server:

1. SHALL generate 200 "OK" response as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and the final response is not yet sent to the Inviting PoC Client, otherwise do not proceed with the rest of the steps;

2. SHALL include body in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";
3. SHALL include a P-Answer-State header with the value "Unconfirmed";

4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";
NOTE 6: Resulting User Plane processing is completed before the next step is performed.

5. SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of SIP/IP Core;

NOTE 7:
If PoC Server supports Unconfirmed Indication and generates and sends SIP 200 "OK" response towards Inviting PoC Client based on received SIP 183 "Session Progress", then PoC Server needs either to prepare for transcoding or PoC Session modification. This is needed in the case if the SDP answer contained in SIP 200 "OK" sent towards Inviting PoC Client is in mismatch with the SDP answer contained in SIP 200 "OK" received from the terminating network.

6. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

7. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session Invitation Request" and the SIP final response or a SIP 180 "Ringing" response has not yet been sent to the Inviting PoC Client, the PoC Server:

1. SHALL generate a SIP 180 "Ringing" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General"; and,

2. SHALL send the SIP 180 "Ringing" response towards the Inviting PoC Client according to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation request" and if the SIP final response has not yet been sent to the Inviting PoC Client the PoC Server:

1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General"  before continuing with the rest of the steps;

2. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";  
3. SHALL send a SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core;

4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";

5. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,
6. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP final response other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the PoC Server: 
1. SHALL send the SIP final response towards the Inviting PoC Client, if a SIP final response was received from all the Invited PoC Clients and the SIP 200 "OK" response is not yet sent. The SIP final response SHALL include the Status-Code defined by the PoC Server according to local policy e.g. the lowest value received from the Invited PoC User(s); or, 

2. SHALL remove Inviting PoC Client from the PoC Session as specified in subclause 7.2.2.4 "Remove of Participant from PoC Session", if a SIP final response other than 2xx or 3xx was received from all the Invited PoC Clients and the SIP 200 "OK" response is already sent.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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