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1 Reason for Change

Justification

 This CR proposes a solution for the following consistency review comment:

	D429
	2007.01.22
	E
	7.2.1.24

Bullet 13
	Source: Telefónica SA

Form: OMA-REL-2007-0050

Comment: Change “in accordance with step 11” to “in accordance with steps 10 and 11”

Proposed Change: 
	Status: OPEN




Scope of change
Changed to: “in accordance with steps 10 and 11”
Impacted subclauses

7.2.1.24
Consequence if not accepted

 Unresolved comments.

2 Impact on Backward Compatibility

No impact.

3 Impact on Other Specifications

No impact.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the proposed changes in the next version of CP.
6 Detailed Change Proposal

Change 1:  (D429)

7.2.1.24 PoC Dispatcher role transfer request

Upon receiving a SIP REFER request with a Refer-To header that includes a method parameter set to 'INVITE' and an uri-header indicating an Accept-Contact header with '+g.poc.dispatcher; require; explicit;', the PoC Server:

· 1. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User corresponds with the Active PoC Dispatcher for the Dispatch PoC Session and authorize the request as specified in subclauses 7.2.1.19 "PoC Session role transfer". If the validation is not correct or the request is not authorized, the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '111 User not allowed to transfer the dispatcher role' as specified in subclause 5.6 "Warning header" . Otherwise, continue with the rest of the steps;

· 2. SHALL extract from the Refer-To header, according to rules and procedures of [RFC3515], the PoC Address of the target PoC Dispatcher or a URI representing any available PoC Dispatcher for the Dispatch PoC Group other than the current PoC Dispatcher (i.e., the sender of the REFER); 
· 3. SHALL check whether the PoC User to be added, in addition to those already participating, does not exceed the maximum number of Participants allowed in the PoC Group Session according to the <max-participant-count> element, which is specified in [XDM-Shared-Groups]. If exceeded, the PoC Server SHALL return a SIP 486 "Busy Here" response with the warning text set to '102 Too many participants' to the originating network as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;
· 4. SHALL, for the case of a URI extracted from the Refer-To header representing any available PoC Dispatcher, determine the set of available PoC Users that are allowed the action <allow-dispatch> in the PoC Group document and establish an ordered list for inviting them, and skip the next step.
NOTE 1:
The procedures to determine the set of available PoC Users that are allowed the action <allow-dispatch> in the PoC Group are outside the scope of this specification.

NOTE 2:
The procedures to establish and ordered list for inviting the available PoC Dispatcher are outside the scope of this specification.

· 5. SHALL, for the case of a PoC Address extracted from the Refer-To header identifying an individual PoC User, check if the action <allow-dispatch> is allowed for that PoC User, according to subclause 7.2.1.19 "PoC Session role transfer". If it is not authorized, the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '112 Target User not allowed to receive the dispatcher role' as specified in subclause 5.6 "Warning header" and do not continue with the rest of the steps. Otherwise, continue with the rest of the steps;
· 6. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];
· 7. SHALL, if the SIP REFER request was an initial SIP request received outside of an existing dialog, include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [draft-norefersub];
· 8. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [draft-norefersub];
· 9. SHALL send the SIP 2xx final response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;
· 10. SHALL invite the target PoC User as PoC Dispatcher following the procedures described in subclause 7.2.2.2 "PoC Session invitation request";
· 11. SHALL, for the case of a URI extracted from the Refer-To header representing any available PoC Dispatcher, invite subsequent possible PoC Dispatcher, as described in subclause 7.2.2.2 "PoC Session invitation request", until one accepts the transfer or the ordered list of possible PoC Dispatchers is exhausted;
NOTE 3:
The amount of time that the PoC Server needs to wait before inviting another PoC Dispatcher from the list is outside the scope of this specification.
· 12. SHALL remove the Fleet Member from the PoC Session, as specified in subclause 7.2.2.4 "Removal of Participant from PoC Session" if a PoC User currently participating in the PoC Session as PoC Fleet Member accepts the PoC Dispatcher role; and,
· 13. SHALL generate and send to the PoC Client a SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request" based on the progress of each SIP INVITE request sent, in accordance with steps 10 and 11 of this subclause, to PoC User(s) determined in steps 4 or 5 of this subclause. 

Upon receiving a SIP 403 "Forbidden" response with the warning code 399 and the warning text '105 Isfocus already assigned', the PoC Server SHALL if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request, generate and send to the PoC Client a SIP NOTIFY request as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request".

Upon receiving SIP provisional responses or SIP final responses for the SIP INVITE request(s) containing a P-Answer-State header with the value 'Unconfirmed' as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server:

· 1. SHALL discard the received SIP responses without forwarding them.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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