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1 Reason for Change
R01: The WG reconfirmed, in discussion on 8/Feb/2007, that the definition for 'invited parties' is not needed for the PoC V2.0 specs and clean-up for the term is to be avoided.  Therefore, all original proposed changes are withdrawn.
The corresponding consistency review comment is also to be withdrawn, according to the same discussion.
Consequently, only one new change is proposed for Subsection 4.18.2.4, de-capitalisation of the term.
R02: The R01 version of this CR received a comment and objection from Tapio during the 7day SF R&A, as shown below:
Small problem: PoC Server does not undertand regulations. Maybe we should say e.g. according to local policy and clarify e.g. in a note that local policy is based on regulations.
However, this comment does not seem to be applicable to this CR, since this CR only proposes an editorial change and does not propose any change in the sentences which describes PoC Server behaviour.

Therefore, this revision proposes no further change to the R01 version in order to address the R&A comment.
This CR proposes a solution for the following consistency review comment, ID C350; 

	C350
	2007.01.22
	E
	4.34
	Source: Samsung

Form: OMA-REL-2007-0054

Comment: definition of  “Invite Parties Identity Information” is missing

Proposed Change: Capitalize “Invite Parties Identity Information” since we have a definition and an abbreviation of IPIIM.
	Status: OPEN

 


Definition is introduced for 'invited parties identity information'.
Following the adoption of the definition, the term has to be expressed with the beginning of the each word capitalised throughout the specification.  The affected subclauses are 3.2, 3.3, 4.18.2, 4.18.2.4, 4.26.5, 4.34 and 5.14.

Note that IPII is expressed in a couple of ways, 'invited parties identity information', 'invited parties' identity information' and 'invited party identity information', capitalised or not.
Since other CRs may propose change to the structure of some of the affected clauses, the term may not be found in the places pointed out in this CR.  Please be careful when implementing this change.
See Detailed Change Proposal for the actual amendment.

2 Impact on Backward Compatibility

There is no impact on backward compatibility.
3 Impact on Other Specifications

The definition needs to be adopted by the other PoC V2.0 specs, and capitalisation needs to be applied.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to adopt the proposed changes to the PoC TS System Description V 2.0.
6 Detailed Change Proposal
Change 1:  Addition of the definition for IPII
3.2
Definitions

For the purposes of the PoC specifications, the terms and definitions given in [OMA Dictionary] and the following terms and definitions apply.

----------------------------------------------------------------------------- SKIP -----------------------------------------------------------------------------
	Instant Personal Alert
	Instant Personal Alert is a feature in which a PoC User sends a SIP based instant message to a PoC User requesting a 1-1 PoC Session.

	
	

	Invited PoC Client
	An Invited PoC Client is a PoC Client that is invited to a PoC Session.


----------------------------------------------------------------------------- SKIP -----------------------------------------------------------------------------
Change 2:  De-capitalisation


3.2
Definitions

For the purposes of the PoC specifications, the terms and definitions given in [OMA Dictionary] and the following terms and definitions apply.

----------------------------------------------------------------------------- SKIP -----------------------------------------------------------------------------
	Inviting PoC Client
	An Inviting PoC Client is a PoC Client that invites other PoC User(s) to a PoC Session.

	Invited Parties Identity Information Mode
	A PoC Service Setting for the PoC Server that conveys that the PoC Client is able and PoC User is willing to receive invited parties identity information.

	Law Enforcement Agency
	A lawfully authorized organization conducting lawful interception.


----------------------------------------------------------------------------- SKIP -----------------------------------------------------------------------------
3.3
Abbreviations

For the purposes of the PoC specifications, the abbreviations given in [OMA Dictionary] and the following abbreviations apply:
	IP
	Internet Protocol

	IPIIM
	Invited Party Identity Information Mode

	ISB
	Incoming Session Barring


----------------------------------------------------------------------------- SKIP -----------------------------------------------------------------------------
4.18.2
PoC User access policy

PoC User access policy MAY be used by the PoC User as a means of controlling incoming and outgoing PoC Session requests from other PoC Users or PoC Groups. 
The PoC User access policies include: 

· General access rules;
· Media Type specific access rules; 

· PoC Box criteria access rules; and

· Invited party identity information access rules.
In case several access rules, described above, are applicable the following main rule applies:

· If any of the access rules indicates 'block' then 'block' is applied to the request.

· If none of the access rules indicates 'block' and any of the access rules indicates 'manual answer' then 'manual answer'  is applied to the request.

· If none of the access rules indicates 'block' or 'manual answer' then 'automatic answer'  is applied to the request.

· If access rule is not defined, then 'manual answer' is applied to the request.

Editor's Note:  The exceptions to the main rule are FFS.

NOTE:  PoC User's answer mode setting also affects the Answer Mode applied to the request as described in the subclause 4.31 "Answer Mode". 
PoC User access policies are superseded by the Incoming PoC Session Barring state.
----------------------------------------------------------------------------- SKIP -----------------------------------------------------------------------------

4.18.2.4
Invited party identity information access rules
The XDMC MAY support configuration of the invited party identity information access rules.

If the PoC Server supports the invited party identity information functionality the PoC XDMS SHALL support storing of invited party identity information access rules.

The invited party identity information access rules SHALL support the following action: 
· Allow/disallow Automatic Answer Mode to the invitation request containing invited party identity information
The access rules supersede the Automatic Answer Mode setting stored in the PoC Server.
----------------------------------------------------------------------------- SKIP -----------------------------------------------------------------------------

4.26.5
Invited Parties Identity Information Mode (IPIIM)

The PoC Server in the Home PoC Network SHALL store the Invited Parties Identity Information Mode setting provided by the PoC Client for the Served PoC User.
The PoC Client MAY support the Invited Parties Identity Information Mode. If supported, the PoC Client SHALL allow the PoC User to change his Invited Parties Identity Information Mode.

The possible  Invited Parties Identity Information Mode settings are:

· IPIIM active; or,
· IPIIM not active.
If the value is “IPIIM active” the PoC Server SHALL deliver the invited parties identity information to the PoC Client for the Served PoC User.
NOTE: When there is no available service setting value for IPIIM, the default value is “IPIIM not active”. 

----------------------------------------------------------------------------- SKIP -----------------------------------------------------------------------------
4.34
Invited Parties Identity Information
The PoC Server SHALL support the invited parties identity information functionality based on Service Provider Policy and configuration. A PoC Client MAY support invited parties identity information functionality.

      NOTE: It is recommended that Service Provider Policy enables this functionality except the case where this functionality is prohibited by local regulations.

If the invited party identity information is supported, the PoC Server performing the Participating PoC Function of the Invited PoC Client SHALL check the invited party identity information access rules to process the incoming invitation request in either automatic or manual way.
The PoC Client MAY set ID Notification Indications for each PoC Address of all the Invited PoC Users in the invitation when it establishes an Ad-hoc PoC Group Session. 

When a PoC Server performing the Controlling PoC Function receives a request to initiate an Ad-hoc PoC Group Session with ID Notification Indications:
· the PoC Server performing the Controlling PoC Function MAY, according to the settings of the Service Provider  Policy, modify the ID Notification Indications in the received invitation; and

· the PoC Server performing the Controlling PoC Function SHALL include PoC Addresses of all Invited PoC Users to all terminating PoC Servers performing the Participating PoC Function with the ID Notification Indications of each PoC Address of all the Invited PoC Users.
When a terminating PoC Server performing the Participating PoC Function receives an invitation for an Ad-hoc PoC Group Session with the ID Notification Indications of each PoC Address of all the Invited PoC Users:
· the terminating PoC Server performing the Participating PoC Function MAY, according to the settings of the Service Provider Policy, modify the ID Notification Indications in the received invitation, and

· the terminating PoC Server performing the Participating PoC Function SHALL send the invitation to Invited PoC Client(s) with the ID Notification Indications of each PoC Address of all the Invited PoC Users except in the case that the Invited PoC User has configured the PoC Service setting to “IPIIM not active”. In that case the terminating PoC Server performing the Participating PoC Function SHALL remove the PoC Addresses of all Invited PoC Users from the invitation which will be sent to the Invited PoC Client.
When a PoC Server performing the Controlling PoC Function and/or the Participating PoC Function receives request to initiate an Ad-hoc PoC Group Session with no ID Notification Indication, the PoC Server performing the Controlling PoC Function and/or the Participating PoC Function SHALL set the ID Notification Indications based on the settings of the PoC Service Provider, where the default setting SHOULD make the ID Notification Indication of the PoC Address of the Invited PoC User be “HIDDEN”.

In case one or more of the Invited PoC Addresses have been indicated as “HIDDEN” in ID Notification Indication(s):
· A PoC Server performing the Controlling PoC Function SHALL inform all terminating PoC Server(s) performing the Participating PoC Function of the all PoC Addresses with ID Notification Indications.

· A terminating PoC Server performing the Participating PoC Function SHALL indicate, in the invitation to the Invited PoC User, the total number of the Invited PoC Users whose PoC Addresses are indicated as “HIDDEN” in the ID Notification Indications and SHALL remove the PoC User Addresses of any PoC User indicated as “HIDDEN” in the ID Notification Indications in the invitation to the Invited PoC Client.
When a terminating PoC Server performing the Participating PoC Function remove identity information from an invitation, the terminating PoC Server performing the Participating PoC Function SHALL indicate, in the invitation to the Invited PoC User, the total number of the Invited PoC Users.

The Invited PoC Client MAY support displaying the list of invited parties identity information on the User Equipment.

If supporting Invited Parties Identity Information, a PoC Client SHALL be able to publish its Invited Parties Identity Information Mode Setting for its Home PoC Server’s behaviour to handle the identity information when the Home PoC Server receives the invitation request containing the invited parties identity information.

In case the PoC Client doesn’t support or the PoC Service Setting is set ‘not active’ for the invited party identity information feature, the PoC Server performing the Participating PoC Function SHALL NOT include invited party identity information in the invitation request or MBCP Connect message. 
An XDM Client SHOULD be able to set its access rules for its Home PoC Server’s behaviour of overriding Automatic Answer Mode setting when the Home PoC Server receives an invitation containing invited party identity information.

----------------------------------------------------------------------------- SKIP -----------------------------------------------------------------------------
5.14
Changing PoC Service Settings

This subclause describes successful modification of a PoC User’s PoC Service Settings, i.e. the Incoming Session Barring (ISB), Incoming Instant Personal Alert Barring (IAB), Answer Mode, Simultaneous PoC Sessions Support (SSS) settings. Figure 61 "Changing PoC Service Settings” shows the message flow for the scenario.
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Figure 61: Changing PoC Service Settings

1. The PoC Client sends the PUBLISH request to the SIP/IP Core. Information elements contained in the PUBLISH request:

a. PoC service indication.

b. PoC Address of the PoC User at PoC Client A.

c. Answer mode setting (auto-answer or manual-answer).

d. Incoming PoC Session Barring setting (ISB active or ISB not active).

e. Incoming Instant Personal Alert Barring setting (IAB active or IAB not active).

f. Simultaneous PoC Sessions Support setting (SSS active or SSS not active).
g. PoC Box use setting (PoC Box use unwilling, conditional, or unconditional)
h. Invited Parties Identity Information Mode setting (with or without invited parties’ identity information).
2. The SIP/IP Core sends the PUBLISH request to the PoC Server based on the PoC Address of the PoC User and the PoC service indication. Information elements contained in the PUBLISH request:

a. PoC service indication.

b. PoC Address of the PoC User at PoC Client A.

c. Answer mode setting (auto-answer or manual-answer).

d. Incoming PoC Session Barring setting (ISB active or ISB not active).

e. Incoming Instant Personal Alert Barring setting (IAB active or IAB not active).

f. Simultaneous PoC Sessions Support setting (SSS active or SSS not active).
g. PoC Box use setting (PoC Box use unwilling, conditional, or unconditional).
h. Invited Parties Identity Information Mode setting (with or without invited parties’ identity information).
3. The PoC Server authorizes the PoC Address of the PoC User and if successful stores the new values and sends the OK response to the SIP/IP Core.

4. The SIP/IP Core forwards the OK response to the PoC Client.
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