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1 Reason for Change
a) Justification:
The following CONRRs are marked OPEN:

	I29

	2006-01-19
	T
	5.2

8.1.1
	Source: NOKIA

Form: OMA-REL-2007-0026-INP_POCv2.0_CONR_other comments_NOKIA

Comment: the bullets 4, 5 and 6 could be deleted.   What is the use case for sending SIP MESSAGEs to user(s) or group ID since Large Message Mode is not supported. Users can exchange only small messages, not bigger ones. Also, since Deferred Messaging functionality is not supported, sender does not know if recipient received the message or not. This is not usable service from user point of view.

Proposed Change: 
	Status: OPEN

	I48

	2007.01.16
	T
	5.2 clause 8.3.1.1
	Source: Jan Holm

Form: OMA-REL-2007-0033
Comment: Bullets 1, 2 and 3 can be removed since the SIP MESSAGE is always sent within an ongoing PoC Session and only the PoC Session Identity is used.

Proposed Change: 
	Status: OPEN 

	I42

	2007.01.16
	T
	5.2.caluse 8.1.1 bullet 8
	Source: Jan Holm

Form: OMA-REL-2007-0033

Comment: Contains an unnecessary "if" statement:

If the message is to be sent to the Participants of an on-going Session other than an IM PoC Session, the PoC Client:

SHALL set the Request-URI of the SIP MESSAGE request to the PoCSIP Session Identity of the on-going PoC Session;

Proposed Change: Remove the "if" statement as follows:

If the message is to be sent to the Participants of an on-going Session other than an IM PoC Session, the PoC Client:

SHALL set the Request-URI of the SIP MESSAGE request to the PoCSIP Session Identity of the on-going PoC Session;


	Status: OPEN 


b) Clauses affected:

8.1.1, 8.3.1.1, 8.3.2.1
c) Summary of change:
The Discrete Media MESSAGE can be sent only to the PoC Session.
d) Consequence if not approved:
Review comment not closed.

e) Reason for revision:
2 Impact on Backward Compatibility
None
3 Impact on Other Specifications
None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

Change 1:  PoC Client
8.1.1 Sending SIP MESSAGE for Pager Mode

The PoCIM Client SHALL generate a SIP MESSAGE according to rules and procedures of [RFC 3428] The PoCIM Client:

· 1. SHALL include an Accept-Contact header with the PoCIM feature-tag ‘+g.oma.sip-im' according to rules and procedures of [RFC3841] in all initial SIP requests;

· 2. SHALL include a User-Agent header to indicate the PoCIM release version as specified in ‎Appendix F “Release version in User-agent and Server headers”;

· 3. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

NOTE 1: If SIP MESSAGE is sent to a PoCIM Group and anonymity is not allowed for the PoCIM Group indicated with the Request-URI of the SIP MESSAGE based on the rules specified in the [XDM-Shared-Groups][XDM Specification] the pager mode MESSAGE will not be allowed by the PoCIM Server hosting the PoCIM Group

· 4. If the message is to be sent to one IM user, the IM Client SHALL set the Request-URI of the SIP MESSAGE request to the intended recipient IM User; 

· 5. If the message is to be sent to more than one IM Uuser, then the client SHALL;

· a. include a MIME resource-list body with the receiving IM Users as specified in [draft-ietf-sipping-uri-list-message-04.txt]

· b. set the Request-URI to the Conference-factory-URI for the IM service in the Home IM Network of the IM User;

· c. SHOULD set the sessiontype parameter to “adhoc”, as specified in ‎E.5 “URI parameters”;

· 6. If the IM message is to be sent to a pre-defined group, then the IM client, 

· a. SHALL set the Request-URI to the identity of the IM group

· b. SHOULD set the sessiontype parameter to “pre-defined”, as specified in ‎E.5 “Uri-parameters”
· Contributor's note (not to be part of the final text): the bullets 4, 5, 6 are not endorsed any more.
· 7. If the message is to be sent to the Participants of an on-going Session other than an IM Session, the Client:

· SHALL set the Request-URI of the SIP MESSAGE request to the PoCSIP Session Identity of the on-going PoC Session;
Contributor's note (not to be part of the final text): the statement above is no longer conditional
· 8. The PoCIM Cclient MAY refer to content stored external to the message. Then the content type header field SHOULD be set to message/external body in according to rules and procedures in [RFC4483];

· 9. If the user wishes to know whether the message is delivered to the recipient(s) successfully or not, the PoCIM client shall set the delivery report request according to the rules and procedures of [IMDN];

· 10. The IM client shall send the SIP MESSAGE message towards the IM Server according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoCIM Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

NOTE 2: On receiving 202 Accept response and the client has requested a delivery report as defined in [IMDN], then the client SHOULD store at a minimum the message-ID in the IMDN request for a period of time (implementation dependent) to be able to correlate the delivery report with the original sent message 

Change 2:  Controlling PoC Function
8.3.1.1 Receiving SIP MESSAGE request for group communication
NOTE:  In PoC 2 this subclause covers also the 1-1 message transfer case, when PoC Client sends a SIP MESSAGE during a PoC Session. 

Upon receipt of a SIP MESSAGE request PoCIM Server:

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response, if the SIP MESSAGE request contains a URI-list and the IM Server does not support the “MESSAGE URI-list service” as defined in [draft-uri-list-message]; otherwise continue with next step.

· 2. SHALL check whether the Request-URI contains an IM Group Identity owned by the IM Server if the SIP MESSAGE is received destined for IM Group. If not, then it will perform the actions specified in subclause ‎11.2 "Conference URI does not exist"; otherwise continue with next step.

· 3. SHALL check the Conference URI is owned by the IM Server if the SIP MESSAGE is received destined for URI-List. If not, then it will perform the actions specified in subclause ‎11.1"Conference Factory URI does not exist"; otherwise continue with next step.
· Contributor's note (not to be part of the final text): the bullets 1, 2, 3 are not endorsed any more.
· 4. SHALL check if the received PoC Session Identity is that of an on-going PoC Session known by the PoC Server. If the SIP MESSAGE received is destined for an on-going PoC SIP Session and . Iif not, then it will return a SIP 403 "Forbidden" response; Otherwise, continue with the rest of the steps;

· 5. SHALL check the Authenticated Originator's PoCIM Address and authorize the request and if it is not authorized the PoCIM Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

· 6. If anonymity is not allowed by PoCIM server and anonymity is requested, it SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 7. SHALL check whether the SIP MESSAGE contains Disposition-Notification header fields and the header contains the "aggregate" parameter, if true the PoCIM Server SHALL start a timer a with configurable period of time to wait for aggregating delivery notifications;

· 8. SHALL send the SIP MESSAGE requests towards each IM Address as specified in the subclause ‎8.3.2.1 "SIP MESSAGE requests”; 

· 9. SHALL send a SIP 202 "Accepted" response along the signaling path towards the initiating PoCIM Client according to [draft-uri-list-message].

Upon reception of the first SIP 2xx response, the PoC Server forwards the SIP 2xx response along the signaling path towards the initiating PoC Client according to [draft-uri-list-message].

Upon reception of the last SIP final response and if no SIP 2xx response was received, the PoC Server forwards the received SIP final response with the lowest SIP status code along the signaling path towards the initiating PoC Client according to [draft-uri-list-message].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoCIM Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

8.3.2.1 SIP MESSAGE requests

When the IMPoC Server receivessends a SIP MESSAGE, the PoCIM Server:

· 1. SHALL generate a SIP MESSAGE request according to rules and procedures of [RFC3428];

· 2. SHALL include an Accept-Contact header with the IM feature-tag ‘+g.oma.sip-im' according to rules and procedures of [RFC3841];

· 3. SHALL set the Authenticated Originator's PoCIM Address to the ‘P-Asserted-Identity’ header field as specified in subclause ‎5.2 “Authenticated Originator's PoCIM Address”; 

· 4. SHALL set the Request-URI to the PoCIM Address of the intended message recipient; 

· 5. SHALL perform one of the following if the SIP MESSAGE is to be sent to more than one IM User:

· a. Generate a SIP MESSAGE for each member of the list according to procedures defined in [draft-ietf-sipping-uri-list-message-04.txt], if the SIP MESSAGE was received for an Ad-hoc Group; 

· b. Generate a SIP MESSAGE to each member of the IM Group by retrieving the IM Addresses of the members belonging to the IM Group by interacting with XDMS, if the SIP MESSAGE was received for a Pre-defined Group , and shall set the “From” field to the value received in the original “From” header field; 
· Contributor's note (not to be part of the final text): the bullets 5 a, 5 b are not endorsed any more.
· c. Generate a SIP MESSAGE to each member of the participants of an on-going SIP session if the MESSAGE was received for an on-going PoCSIP Session Identity with the following additional clarification

· 6. SHALL set the ‘From’ header field to the PoCSIP Session Identity;

· 7. SHALL forward the SIP MESSAGE request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoCIM Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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