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	To:
	PoC WG
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	 FORMCHECKBOX 
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 1: Major Change
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 2: Bug Fix
 FORMCHECKBOX 
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	Source:
	Jan Holm, Ericsson AB, Jan.Holm@ericsson.com

	Replaces:
	OMA-POC-POCv2-2007-0383r01-CR_CP_CONNR_D_see_inside_6.1_Cleaning_my_T_comments


1 Reason for Change

2 R01: This is the agreed version.
Justification
	· ID
	· Open Date
	· Type
	· Section
	· Description
	· Status

	D45

	2007.01.11
	E
	3.2 Home PoC Server
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Terminology problem at the end of definition.

Proposed Change: user ( PoC User
	Status: OPEN
Closed by this CR 



	D50

	2007.01.11
	E
	3.2 PoC Session Identity
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Contains TBCP

Proposed Change: TBCP ( MBCP
	Status: OPEN 
Closed by this CR 



	D111

	2007.01.11
	T
	5.8.2
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: WPS is not in the abbreviation list in 3.3

Proposed Change: Add WPS in 3.3
	Status: OPEN 
Closed by this CR


	D123

	2007.01.11
	E
	6.1.1.1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Incomplet ending of the 1:st paragraph.

Proposed Change: …with the clarifications in the following. ( with the clarifications in this subclause.
	Status: OPEN
Closed by this CR 



	D137

	2007.01.11
	T
	6.1.1.2 bullet 4
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Need to be modified to also include the UE PoC Box, i.e. SHALL include "pref" also in the UE PoC Box case.

Proposed Change: 
	Status: OPEN
Closed by other CR 



	D216

	2007.01.11
	T
	6.1.12
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Unclear how the PoC Client knows if Simultaneous Sessions are supported by the PoC Server.

Proposed Change: Add the following text.

The PoC Client can know if Simultaneous PoC Sessions are supported by the Home PoC Network by checking the parameter SIMU-SESNS. If the SIMU-SESNS parameter is provisioned as specified in Appendix B "Appendix The parameters to be provisioned for PoC service" to a value grater than zero the Home PoC Network supports Simultaneous PoC Sessions.
	Status: OPEN
Solved by this CR 



	D224

	2007.01.11
	T
	6.1.13
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Contains an editor's note. However, expelling of Participants is already in the SCR tables for the Dispatcher case and not for normal Participants.

Proposed Change: Editor's note can be removed.
	Status: OPEN
Already closed by other CR. 



	D225

	2007.01.11
	E
	6.1.14

+ 7 andra ställen
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment:  Terminology problem in bullet 2 (SIP NOTIFY) list.

Proposed Change: SIP NOTIFY body ( SIP NOTIFY request body.
	Status: OPEN
Solved by this CR 



	D226

	2007.01.11
	E
	6.1.13
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: NOTE 1 contains TBCP.

Proposed Change: TBCP ( MBCP
	Status: OPEN
Closed by this CR 



	D233

	2007.01.11
	E
	6.1.14
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: In bullet 6 and 7 it is not clear that adding anything to the URI (using the escape mechanism) is only possible if it contains a SIP URI i.e. it is not possible in the case of a TEL URI.

Proposed Change: Describe the limitation giving a hint that converting the TEL URI to a SIP URI makes it still possible in the same way as in NOTE 4 in subclause 6.1.13. 
	Status: OPEN 
Closed by this CR


	D237

	2007.01.11
	T
	6.1.15
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: The NOTE gives the impression that it is possible to send a MESSAGE without an relation to a PoC Session. This is not true.

NOTE:
The SIP MESSAGE can be sent inside or outside the existing SIP dialog, when sent to the Participants of the PoC Session. If sent inside the existing SIP dialog, the Accept-Contact header is not needed to be included.

Proposed Change: Modify the note to be as follows:

NOTE:
The SIP MESSAGE can be sent inside or outside the existing SIP dialog. If sent inside the existing SIP dialog, the Accept-Contact header is not needed to be included.


	Status: OPEN 
Solved by this CR


	D240

	2007.01.11
	T
	6.1.16.1 bullet 1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: The interaction with user plane also includes initialization of the 2 stage release procedure.

Proposed Change: 1) Rephrase or 2) only say interact with the user plane in the bullet and then modify UP to say something about releasing the granted permission to send Media or for canceling the queued Media Burst Request. Alternative 2) is recommended.
	Status: OPEN 
Solved by this CR


	D243

	2007.01.11
	E
	6.1.16.2
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment:  Terminology problem in bullet 2 (SIP NOTIFY) list.

Proposed Change: SIP NOTIFY body ( SIP NOTIFY request body.
	Status: OPEN 
Solved by this CR


	D248

	2007.01.11
	T
	6.1.18
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: The 1:st paragraph ends in a strange way. 

Proposed Change: Remove the ":" at the end, add PoC Client:.

Remove from second paragraph "The PoC Client".

Make a bullet list of the SHALL …
	Status: OPEN 
Closed by this CR


	D148

	2007.01.11
	T
	6.1.3.1 bullet 7
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Unclear ending of the bullet "… SHALL be included as specified in subclause 5.4 "Nick Name"."

Proposed Change: ….SHALL be included as specified in subclause 5.4 "Nick Name". ( ….the Nick Name SHALL be included as specified in subclause 5.4 "Nick Name".
	Status: OPEN 
Closed by this CR


	D150

	2007.01.11
	E
	6.1.3.1a
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: The sentence before the bullet list contains the following:" When composing an SDP offer according to rules and procedures of [RFC3264] and [RFC4566] the PoC Server:". This subclause is about the PoC Client.

Proposed Change: the PoC Server ( PoC Client
	Status: OPEN
Already closed by other CR 



	D151

	2007.01.11
	E
	6.1.3.1a
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Wrong reference in NOTE 3. 

Proposed Change: [OMA TS IM] ( [OMA-PoC-IM]
	Status: OPEN 
Solved by this CR


	D152

	2007.01.11
	E
	6.1.3.1a bullet 2c
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Contains the unnecessary TBCP

Proposed Change: remove ….with TBCP
	Status: OPEN
Closed by this CR 



	D154

	2007.01.11
	E
	6.1.3.1a bullet 3c
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Contains the unnecessary TBCP

Proposed Change: remove ….with TBCP
	Status: OPEN
Closed by this CR 



	D190

	2007.01.11
	E
	6.1.3.3.2
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Terminology problem in NOTE 3.

Proposed Change: SIP INVITE ( SIP INVITE request
	Status: OPEN
Closed by other CR 



	D201

	2007.01.11
	T
	6.1.5.1 
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Inconsistent with PoC 1.0.1 in the 1:st bullet list bullet 3.

Proposed Change: Replace the whole bullet 3 with the following Note:

NOTE:
The PoC Session Identity includes the Session Type uri-parameter indicating the PoC Session type e.g. "session=prearranged", "session=chat" or "session=adhoc" as defined in E.5.1 "Session Type uri-parameter";


	Status: OPEN 
Solved by this CR


	D202

	2007.01.11
	E
	6.1.5.1 bullet 3
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Bullet 3 (200 OK list) contains some strange English.

3. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme; and,
Proposed Change:
3. MAY notify the Media Burst Control Scheme to the PoC User if an indication of Media Burst Control Scheme is received; and,

	Status: OPEN 
Solved by this CR

	D203

	2007.01.11
	T
	6.1.6.1 bullet 1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: The interaction with user plane also includes initialization of the 2 stage release procedure.

Proposed Change: 1) Rephrase or 2) only say interact with the user plane in the bullet and then modify UP to say something about releasing the granted permission to send Media or for canceling the queued Media Burst Request. Alternative 2) is recommended.
	Status: OPEN 
Closed by this CR


	D205

	2007.01.11
	T
	6.1.6.2 bullet 1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: The interaction with user plane also includes initialization of the 2 stage release procedure.

Proposed Change: 1) Rephrase or 2) only say interact with the user plane in the bullet and then modify UP to say something about releasing the granted permission to send Media or for canceling the queued Media Burst Request. Alternative 2) is recommended.
	Status: OPEN
Closed by this CR 



	D207

	2007.01.11
	E
	6.1.7
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: NOTE 1 contains TBCP.

Proposed Change: TBCP ( MBCP
	Status: OPEN 
Closed by this CR


	D208

	2007.01.11
	E
	6.1.7
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: In bullet 8 and 9 it is not clear that adding anything to the URI (using the escape mechanism) is only possible if it contains a SIP URI i.e. it is not possible in the case of a TEL URI.

Proposed Change: Describe the limitation giving a hint that converting the TEL URI to a SIP URI makes it still possible in the same way as in NOTE 4 in subclause 6.1.13. 
	Status: OPEN
Closed by this CR 



	D122

	2007.01.11
	T
	6.1A
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: The "… the PoC Client SHALL perform procedures specified in [OMA-PoC-1-CP] "Procedures at the PoC Client"." is unclear. 

Proposed Change: Modify as follows:

… the PoC Client SHALL perform procedure specified in [OMA-POC-1-CP] “Procedures at the PoC Client” instead of the procedures in this document.
	Status: OPEN
Closed by this CR


Scope of change

A number of small issues solved.
Further a number of comments already solved are closed.

 Some definitions added.
One abbreviation added.

Impacted subclauses

Subclause 6.2 modified.
Consequence if not accepted
Unsolved Comments in CONRR
3 Impact on Backward Compatibility

No impact.
4 Impact on Other Specifications

No impact.
5 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

6 Recommendation

It is recommended that the proposed changes shall be included in the next version of the CP.
7 Detailed Change Proposal

3.2   Definitions

	Home PoC Server
	The Home PoC Server is the PoC Server owned by service provider that provides PoC service to the PoC User.

	PoC Session Identity
	SIP URI, which identifies the PoC Session and which can be used for routing initial SIP requests. It is received by the PoC Client during the PoC Session establishment in the Contact header and/or in the MBCP Connect message in case of using Pre-established Session.


3.3  Abbreviations

	WPS
	Wireless Priority Service


6.1a
Backward compatibility

When PoC Client is configured according to the parameters specified in [OMA-PoC1.0-CP] "The parameters to be provisioned for PoC service" the PoC Client SHALL perform procedures specified in [OMA-PoC-1-CP] "Procedures at the PoC Client" instead of the procedures specified in this document.

NOTE:
OMA PoC 1 CP doesn't specify how to handle the PoC 2 specific PoC Service Settings.

6.1.1.1  PoC service registration and re-registration

The PoC Client registration and re-registration to the SIP/IP Core SHALL be made according to rules and procedures of [RFC3261] with the clarifications in this subclause.

When registering or re-registering, the PoC Client

1. SHALL generate a SIP REGISTER request;

2. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client;

3. SHALL include the PoC feature tag '+g.poc.dispatcher' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if the PoC Dispatcher capability is supported; 

4. SHALL include the PoC feature tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if receiving of Group Advertisement messages is supported;

5. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header of the SIP REGISTER request, if Discrete Media is supported;

6. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header of the SIP REGISTER request, if the FDCFO Proceed feature is supported; 

7. SHALL include an additional Contact header containing the contact address of the UE PoC Box and the feature tags 'automata' and  'actor' with the value 'principal' if UE PoC Box functionality is supported by the UE and enabled by the PoC User;

Editor’s Note:It is FFS whether the combination of feature tags automata and actor with the value principal is sufficient to uniquely identify the UE PoC Box in order to avoid conflicts with other PoC services.

NOTE 1:
If the SIP/IP Core corresponds to 3GPP IMS then every contact address in the Contact header has to contain the same IP address and port number however they can contain different tokens as URI parameters to differentiate them. 

Editor’s Note: If the SIP/IP Core corresponds to 3GPP2 MMD then whether the contact address in the Contact header has to contain the same IP address and port number is FFS because the security mechanisms between the UE and the SIP/IP Core are different from 3GPP IMS.

8. SHALL include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840]; 

9. MAY include the User-Agent header in the SIP REGISTER request to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers"; 

10. SHALL insert in the SIP REGISTER request any necessary security parameters (e.g. Digest response) according to rules and procedures of the SIP/IP Core; and,

11. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

Each time the PoC Client has successfully performed an initial registration the PoC Client SHALL publish the PoC Service Setting as specified in subclause 6.1.2 "PoC Service Settings procedure".

NOTE 2: 
The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials.

NOTE 3:
Periodic application level re-registration is initiated by the PoC Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.1.3.1    General

The PoC Client SHALL generate an initial SIP request according to rules and procedures of [RFC3261]. The PoC Client:

1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] in all initial SIP requests; 

2. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

3. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header; 

4. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header if the FDCFO Proceed feature is supported; 

5. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 

6. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";

7. MAY include a Nick Name in the Authenticated Originator’s PoC Address and, if included, the Nick Name SHALL be included as specified in subclause 5.4 "Nick Name". 

The PoC Client SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Client:

1. SHALL include the option tag 'timer' in the Supported header; 

2. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to 'uac'; and,
3. SHALL include an Accept-Language header to indicate the language to be used by the PoC Server for the warning texts sent to the PoC Client if the PoC Client wishes to get the warning texts in a language different than default.

NOTE 1:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for POC-1 reference point.

· 4. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests that QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles".

5. MAY include media content in one or more MIME body as specified in [RFC2046] with a size equal to or less than the maximum size indicated in "INCLUDED-MEDIA-CONTENT-SIZE";

NOTE 2:
If "INCLUDED-MEDIA-CONTENT-SIZE" is not provisioned or if "INCLUDED-MEDIA-CONTENT-SIZE" is provisioned and set to zero a MIME body with a Media Type specified in [RFC2046] can not be included.

6. MAY include text content in Subject header in SIP INVITE request as specified in [RFC3261]; and,
7. MAY include reference to media content in the Alert-Info header or in the Call-Info header or both in SIP INVITE request according to rules and procedures in [RFC3261].
On receipt of a SIP final response or SIP provisional response to the SIP request, the PoC Client: 

1. SHALL cache the list of SIP methods that the PoC Server supports if received in the Allow header; 

2. SHALL cache the contact if received in the Contact header; and,

3. MAY present the warning text received in a Warning header to the PoC User, if a Warning header is received.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client:

1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028], "Processing a 2xx Response";
2. SHALL use the accepted Media Stream and the connected Media-floor Control Entities until the PoC Session is modified or released; and,
3. MAY present the warning text received in a Warning header to the PoC User, if a Warning header is received; and,

NOTE 3: 
The PoC Client can perform any further actions associated with the SIP/IP Core and Access Network outside the scope of this Specification in accordance with the requested priority procedures of the invitation, if the PoC Client included a Resource-Priority header.
4. SHOULD inform the PoC Server performing the Controlling PoC Function, as specified in section 6.1.4.4 "User Plane Adaptation", of the achieved QoE Profile, if a QoE Profile was negotiated and if the PoC Client is unable to obtain that negotiated QoE Profile according to the parameters provisioned to the PoC Client, as specified in subclause 5.8 "QoE Profiles".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.3.1a
SDP offer generation

For a PoC Session one or more Media Types MAY be offered. The offered Media Streams MAY be of PoC Speech, Audio, Video and Discrete Media. Media Streams for a PoC Session are offered with an SDP body, each independent Media Stream of offered Media Type represented by its own media-level section also known as m-line. One PoC Session MAY include one or more Media-floor Control Entities.

When generating an SDP offer for the PoC Session re-join, the PoC Client SHALL compose the SDP offer as in case of PoC Session initiation. 

NOTE 1:
The PoC Client can determine the Media Types currently used in the PoC Session as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package" or the PoC Client can use the same or subset of the Media Types negotiated in the previous PoC Session invitation.

When the PoC Client generates the SDP offer for the SIP Session refresh using SIP re-INVITE request, the PoC Client SHALL offer the currently used Media Streams with used Media Parameters according to rules and procedures of [RFC3264].

When the PoC Client establishes a Pre-established Session, the PoC Client SHALL compose the SDP offer as in case of PoC Session initiation. In the SDP offer, the PoC Client MAY include one or more Media Types and one or more Media-floor Control Entities.

When the PoC Client requests User Plane adaptation, the PoC Client SHALL offer the used Media Streams with modified Media Parameters according to rules and procedures of [RFC3264].

When the PoC Client generates SDP offer for placing media off hold or placing media on hold, the PoC Client SHALL offer the used Media Stream with used Media Parameters according to rules and procedures of [RFC3264].

When the PoC Client offers to add new Media Type to the PoC Session or to connect to a Media Type in the PoC Session, the PoC Client SHALL offer the Media Type according to rules and procedures of [RFC3264].
NOTE 2:
The PoC Client is not necessarily authorized to add a Media Type to the existing PoC Session

When the PoC Client offers to disconnect from a Media Type in the PoC Session, the PoC Client SHALL mark the Media Stream as rejected according to rules and procedures of [RFC3264]. 

The PoC Client MAY offer to add a new MediaType , to connect to a Media Type and to disconnect from a Media Stream in the PoC Session in the same SIP request.

Editor's note: It is FFS whether an explicit removal of Media from PoC Session is needed ot whether it is enough to have a policy which removes the Media based on disconnecting from a Media by a Participant.

When composing an SDP offer according to rules and procedures of [RFC3264] and [RFC4566] the PoC Client:

1. SHALL set the IP address of the PoC Client for each offered Media Stream and for each offered Media-floor Control Entity;

2. SHALL include the media-level section for each offered Media Stream consisting of:

a) the port number for the Media Stream selected as specified in [OMA-PoC-UP] "Port numbers";

b) the codec(s) and Media Parameters;

NOTE 3:
The Media Parameters of the Discrete Media are specified in [OMA-PoC-IM].

c) the "a=label" attribute with a unique value as specified in [RFC4574], if the Media Stream is to be connected to a Media-floor Control Entity, except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP]is offered; 

d) the IP address of the PoC Client and port number to be used for RTCP at the PoC Client selected as specified in [OMA-PoC-UP] "Port numbers", according to rules and procedures of [RFC3605], if the Media Stream uses the RTCP protocol and other than the default IP address or port number specified by the [RFC3550] is to be used; and,

e) under the media level definition of MSRP, add to "a=accept types:" SDP attribute any combination of a MIME Type "application/vnd.oma.final-report+xml", "application/vnd.oma.detailed-progress-report+xml", and "application/vnd.oma.optimized-progress-report+xml" if either Discrete Media Transfer Final Report, detailed Discrete Media Transfer Progress Report and optimized Discrete Media Transfer Progress Report respectively, is indicated to be supported.

Editors Note: following is ffs "– e) an attribute to set the Media inactive, if PoC Client is not willing to send or receive the Media immediately."
3. SHALL include the media-level section of each offered Media-floor Control Entity, if any Media-floor Control Entity is offered, consisting of:

a) the format list field for the Media-floor Control Entity set to "TBCP";

b) the port number for Media-floor Control Entity selected as specified in [OMA-PoC-UP] "Port numbers"; 

c) the "a=floorid:0 m-stream" attribute with value(s) referencing the Media Stream as specified in [draft-ietf-mmusic-sdp-bfcp] intended to be connected to the Media-floor Control Entity except when only PoC Speech with Talk Burst Control Protocol as specified in [OMA-POC-1-UP] is offered; and.

d) optionally TBCP MIME parameters as specified in E.3 "SDP Extensions";

4. the PoC Client SHALL include a QoE Profile attribute as specified in subclause E.3.2 "QoE Profile" with the following value, if QoE Profiles are provisioned to the PoC Client:

a) the value of Local QoE Profile assigned to the PoC User if the SDP offer is included in a SIP Re-INVITE or a SIP UPDATE.

a) the QoE Profile requested by the PoC User in other case.

When composing an SDP offer, the PoC Client:

1. SHALL bind the media-level section that identifies PoC Speech to Media-floor Control Entity, if PoC Speech is offered,;

2. SHALL bind the media-level section that identifies Video to Media-floor Control Entity, if Video is offered;

3. SHALL bind the media-level section that identifies Audio to Media-floor Control Entity, if Audio is offered; and,

4. SHALL bind the media-level section that identifies Discrete Media to Media-floor Control Entity, if Discrete Media is offered and bound to the Media-floor Control Entity.

Editor's note: how to distinguish the PoC Speech and Audio is FFS.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.5.1   On-demand Session establishment

Upon receiving a request from a PoC User to re-join a PoC Session the PoC Client:

1. SHALL generate an initial SIP INVITE request as specified in subclause 6.1.3.1 "General";

2. SHALL set the Request-URI to the PoC Session Identity;


· NOTE:
The PoC Session Identity includes the Session Type uri-parameter indicating the PoC Session type e.g. "session=prearranged", "session=chat" or "session=adhoc" as defined in E.5.1 "Session Type uri-parameter".
4. SHALL include a MIME SDP body as an SDP offer as specified in subclause 6.1.3.1a "SDP offer generation";
5. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,
NOTE:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP INVITE based on rules specified in the [XDM-Shared-Groups] the PoC Session will not be allowed by the PoC Server hosting the PoC Group.

6. SHALL send the SIP INVITE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the PoC Client: 

1. SHALL cache the list of supported SIP methods if received in the Allow header;
2. SHALL cache the PoC Session Identity received in the Contact header; 
3. MAY notify the Media Burst Control Scheme to the PoC User if an indication of a Media Burst Control Scheme is received; and,
4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization". 

In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
6.1.6.1   Leaving a PoC Session - On-demand Session case

When a Participant wants to leave the PoC Session that has been established using On-demand Session signaling as specified in subclause 6.1.3.3 "Establishment of an On-demand Session" or as specified in subclause 6.1.5.1 " On-demand Session establishment", the PoC Client:

1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release";

2. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

3. SHALL set the Request-URI to the PoC Session Identity of the PoC Session to leave;

4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 
5. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client is using 'Official Government Use' as the Local QoE Profile for the on-going PoC Session. If included, the value of the Resource-Priority header SHALL be equal to the level assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; and,

6. SHALL send a SIP BYE request towards PoC Server according to rules and procedures of SIP/IP Core. 

Upon receiving a SIP 200 "OK" response to the SIP BYE request, the PoC Client SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".

NOTE:
Depending on the release policy described in subclause 7.2.1.16 "PoC Session release policy" this procedure either removes the release initiator from the PoC Session or releases the whole PoC Session. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.6.2  Leaving a PoC Session – Pre-established Session case 

Upon receiving a request from a PoC User to leave a PoC Session, the PoC Client: 

1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release";

2. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

3. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

4. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to leave; 

NOTE 1:
The PoC Session Identity of the PoC Session to leave may have been received in the TBCP Connect message or in the SIP NOTIFY request associated with the SIP REFER request.
5. MAY include the following according to rules and procedures of [RFC4488]:
      a) the option tag 'norefersub' in the Require header; and, 
      b) the value 'false' in the Refer-Sub header.
6. SHALL include the "method" parameter with the value "BYE" in the Refer-To header;

7. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 
8. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client is using 'Official Government Use' as the Local QoE Profile for the on-going PoC Session. If included, the value of the Resource-Priority header SHALL be equal to the level assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; the Resource-Priority header is included as a header of the REFER request as well as a Refer-to URI parameter; and,

9. SHALL send the SIP REFER request towards the PoC Server via SIP/IP Core within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 

Upon receiving a SIP 2xx response to the SIP REFER request, the PoC Client:

1. SHALL handle it according to rules and procedures of [RFC3515] and [RFC3265]; and,

2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body. 

NOTE 2:
Depending on the release policy described in subclause 7.2.1.16 "PoC Session release policy" this procedure either removes the release initiator from the PoC Session or releases the whole PoC Session. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.7  PoC Client adding PoC User(s) to a PoC Session

Upon receiving a request from the PoC User to add one or more PoC Users to an ongoing PoC Session, the PoC Client:

1. SHALL generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515], if the SIP REFER request will be sent in a new dialog; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

2. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

NOTE 1:
If the ongoing PoC Session is established using Pre-established Session but is not controlled by the same PoC Server, which hosts the Pre-established Session, the PoC Session Identity of the on-going PoC Session has been received in the MBCP Connect message.
3. SHALL perform the following actions, if only one PoC User is invited, either

a) set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515] if the "copyControl" and the "anonymize" attributes are not used, and skip the next step; or

b) continue to the next step.
NOTE 2:
If a PoC User wants to add a PoC User using a TEL URI the PoC Client can convert TEL URI to SIP URI according to [RFC3261], if needed.
4. SHALL perform the following actions:

a) include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-lists body according to rules and procedures of [draft-multiple-refer]; 

b) include a MIME resource-lists body with the list of the PoC Users to be added according to rules and procedures of [draft-multiple-refer]; 

c) optionally, for each URI in the list, set the "copyControl" attribute to 'to' or 'cc', and set the "anonymize" attribute to 'true' if the URI is requested to be anonymous, according to rules and procedures of [draft-URI-list-capacity]; and,

d) include option tag 'multiple-refer' to the Require header according to rules and procedures of [draft-multiple-refer]. 

5. SHALL include the following according to rules and procedures of [RFC4488], when more than one PoC User is added:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.
6. MAY include the following according to rules and procedures of [RFC4488], when only one PoC User is added:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.

7. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 

NOTE 3:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [XDM-Shared-Groups] the PoC User(s) will not be added to the PoC Session by the PoC Server hosting the PoC Group. 

8. SHALL include in the Refer-To URI a Priv-Answer-Mode header with the value 'Auto' according to rules and procedures of [draft-answermode] if the PoC User has requested manual answer override; 

9. SHALL include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of [draft-answermode] if the PoC User has requested that Manual Answer Mode be required at the Invited PoC Client; 

10. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client is using 'Official Government Use' as the Local QoE Profile for the on-going PoC Session. If included, the value of the Resource-Priority header SHALL be equal to the level assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; the Resource-Priority header is included as a header of the REFER request as well as a Refer-to URI parameter; and, 
11. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialog according to rules and procedures of the SIP/IP Core. 

NOTE 4:
The SIP REFER request is sent using a new SIP dialogin case of Pre-established Session if the PoC Session Identity is different from Pre-established Session identity. 

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE 5:
The PoC Server does not send any SIP NOTIFY request if the PoC Client inserted the Refer-Sub header with value 'false' in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.1.12  Simultaneous PoC Session control procedures

The PoC Client MAY use Simultaneous PoC Session control procedures if Simultaneous PoC Sessions are supported by the Home PoC Network, if the provisioned parameter SIMU-SESNS specified in Appendix B "The parameters to be provisioned for PoC service" is greater than zero.
6.1.13   PoC Client expels Participant(s) from a PoC Session 

Upon receiving a request from the PoC User to expel one or more Participants from an ongoing PoC Session, the PoC Client:

1. SHALL generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515], if the SIP REFER request will be sent in a new dialog; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

2. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of an ongoing PoC Session; 

NOTE 1:
If the ongoing PoC Session is established using Pre-established Session but it is not controlled by the same PoC Server, which hosts the Pre-established Session, the PoC Session Identity of the on-going PoC Session has been received in the MBCP Connect message.

3. SHALL perform the following actions, if only one Participant is expelled, either

NOTE 2:
This is either a case when another Participant is expelled from a PoC Session or the release inititor leaves a PoC Session. 

a) if the Participant to be expelled is not an anonymous one, then set the Refer-To header of the SIP REFER request to the PoC Address of the expelled Participant according to rules and procedures of [RFC3515], otherwise set the Refer-To header of the SIP REFER request to the Anonymous PoC Address of the expelled Participant and skip the next step; or

b) continue to the next step.

4. SHALL perform the following actions, if not all Participants are expelled:

a) include a Refer-To header with a pointer to an URI-list in a body part containing the MIME resource-lists body according to rules and procedures of [draft-multiple-refer]; 

b) include a MIME resource-lists body with the list of the PoC Users to be expelled according to rules and procedures of [draft-multiple-refer] if the Participant to be expelled is anonymous then the Anonymous PoC Address SHALL be used in the MIME resoure-lists; and,

c) include 'multiple-refer' option tag to the Require header according to rules and procedures of [draft-multiple-refer]. 

5. SHALL include the "method" parameter with the value "BYE" in the Refer-To header;

6. SHALL include the following according to rules and procedures of [RFC4488], when more than one Participant is expelled:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.
7. SHOULD include the following according to rules and procedures of [RFC4488], when only one Participant is expelled:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.

8. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; and,

NOTE 3:
If anonymity is not allowed for the PoC Group indicated with the Request-URI of the SIP REFER request based on rules specified in the [XDM-Shared-Groups] the expelling will be rejected by the PoC Server hosting the PoC Group. 

9. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialog according to rules and procedures of the SIP/IP Core. 

NOTE 4:
If a PoC User wants to expel another Participant from the PoC Session, the PoC Client uses SIP URI when sending a SIP request. In that case the expelling PoC Client can convert TEL URI to SIP URI according to [RFC3261], if needed.

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.

NOTE 5:
The PoC Server does not send any SIP NOTIFY request if the PoC Client inserted the Refer-Sub header with value 'false' in the SIP REFER request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.1.14  PoC Dispatcher transferring the PoC Dispatcher role

Upon receiving a request from the Active PoC Dispatcher of a Dispatch PoC Session to transfer the Dispatcher role to another PoC User, the PoC Client:

1. SHALL, if the SIP REFER request will be sent in a new dialog, generate an initial SIP REFER request as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3515]; otherwise generate a SIP REFER request according to rules and procedures of [RFC3515];

2. SHALL set the Request-URI of the SIP REFER request to the PoC Session Identity of the ongoing Dispatch PoC Session; 

NOTE 1:
If the ongoing PoC Session is established using Pre-established Session but is not controlled by the same PoC Function as the Pre-established Session, the PoC Session Identity of the on-going PoC Session has been received in the TBCP Connect message.
3. SHALL, if the PoC Dispatcher role is to be transferred to an individual PoC Dispatcher, set the Refer-To header of the SIP REFER request to the PoC Address of the Invited PoC User according to rules and procedures of [RFC3515];
4. SHALL, if the PoC Dispatcher role is to be transferred to any available PoC Dispatcher of the Dispatch PoC Group, set the Refer-To header of the SIP REFER request to a URI representing any available PoC Dispatcher of the Dispatch PoC Group, according to rules and procedures of [RFC3515]; 

5. SHALL include the following according to rules and procedures of [draft-norefersub]:
a) the option tag 'norefersub' in the Require header; and,

b) the value 'false' in the Refer-Sub header.

6. SHALL include in the Refer-To URI an Answer-Mode header with the value 'Manual;Require' according to rules and procedures of [draft-answermode]; 
NOTE 2:
If a PoC User wants to use a TEL URI when transferring the PoC Dispatcher role to another PoC User the PoC Client can convert TEL URI to SIP URI according to [RFC3261].
7. SHALL include in the Refer-To URI an Accept-Contact header with the PoC Dispatcher feature tag '+g.poc.dispatcher' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]; and,

8. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialog according to rules and procedures of the SIP/IP Core. 
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. SHALL display transfer success or fail information to the PoC Dispatch User based on the information in the SIP NOTIFY request body.

NOTE 3:
After successfully transferring the PoC Dispatcher role for a Dispatch PoC Session with a Dispatch PoC Group, the PoC Client is supposed automatically to transfer the PoC Dispatcher role to the same PoC User for all the remaining Dispatch PoC Sessions associated with that Dispatch PoC Group. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

6.1.15   PoC Client sending a Discrete Media as a SIP MESSAGE

Upon a request from a PoC User to send a Discrete Media and when the SIP MESSAGE request is used, the PoC Client: 

1. SHALL generate a SIP MESSAGE request as specified in  [OMA_IM_TS_Endorsement];

2. SHALL include an Accept-Contact header with the PoC feature tag, '+g.poc.discretemedia' according to rules and procedures of [RFC3841] instead of the IM feature-tag '+g.oma.sip-im'; and,

3. SHALL send the SIP MESSAGE request towards the PoC Server according to rules and procedures of the SIP/IP Core.

NOTE 1:
The SIP MESSAGE can be sent inside or outside the existing SIP dialog to Participants of the PoC Session. If sent inside the existing SIP dialog, the Accept-Contact header is not needed to be included.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

NOTE 2:
Responses for the SIP MESSAGE request are described in [OMA_IM_TS_Endorsement].

6.1.16.1Releasing a PoC Session – On-demand Session case

When the Participant wants to release the PoC Session that has been established using On-demand Session signaling as specified in subclause 6.1.3.3 "Establishment of an On-demand Session" or as specified in subclause 6.1.5.1 "On-demand Session establishment", the PoC Client:

1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release";

2. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

3. SHALL set the Request-URI to the PoC Session Identity of the PoC Session to leave;

4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 
5. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client is using 'Official Government Use' as the Local QoE Profile for the on-going PoC Session. If included, the value of the Resource-Priority header SHALL be equal to the level assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; and,

6. SHALL send a SIP BYE request towards PoC Server according to rules and procedures of SIP/IP Core. 

Upon receiving a SIP 200 "OK" response to the SIP BYE request, the PoC Client SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.16.2    Releasing a PoC Session – Pre-established Session case 

Upon receiving a request from a PoC User to release a PoC Session, the PoC Client: 

1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release" for releasing the granted permission to talk or for cancelling the queued Talk Burst Request;

2. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];

3. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;

4. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to leave; 

NOTE:
The PoC Session Identity of the PoC Session to leave may have been received in the TBCP Connect message or in the SIP NOTIFY request associated with the SIP REFER request.
5. MAY include the following according to rules and procedures of [RFC4488]:
a) the option tag 'norefersub' in the Require header; and, 
b) the value 'false' in the Refer-Sub header.
6. SHALL include the "method" parameter with the value 'BYE' in the Refer-To header;

7. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 
8. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client is using 'Official Government Use' as the Local QoE Profile for the on-going PoC Session. If included, the value of the Resource-Priority header SHALL be equal to the level assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; the Resource-Priority header is included as a header of the REFER request as well as a Refer-to URI parameter; and,

9. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialogue according to rules and procedures of the SIP/IP Core. 

Upon receiving a SIP 2xx response to the SIP REFER request, the PoC Client :

1. SHALL handle it according to rules and procedures of [RFC3515] and [RFC3265]; and,

2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".

Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:

1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY request body. 

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.18   PoC Client activating Discrete Media Transfer Progress and Final Report

Upon a request from a PoC User to send MSRP message with Discrete Media Transfer Final Report, detailed Discrete Media Transfer Progress Report or optimized Discrete Media Transfer Progress Report, if the PoC Client supports these features but have not negotiated the respective MIME Types of the "a=accept-types:" SDP attribute 
the PoC Client SHALL indicate the support for the functionalities by adding MIME Types "application/vnd.oma.final-report+xml", "application/vnd.oma.detailed-progress-report+xml" or "application/vnd.oma.optimized-progress-report+xml"  to the "a=accept-types:" SDP attribute in header of a SIP request either at PoC Session setup procedure or anytime during the PoC Session by the PoC Session modification procedure.
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