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1 Reason for Change

Justification

This is a proposal for solution to the following Consistency Review Report item(s) as described in OMA-CONRR-PoC-V2_0-20070222-D : 
	ID
	Open Date
	Type
	Section
	Description
	Status

	F11

	2007.01.18
	E
	3.2,
PoC User Access Policy
	Source: bert.skedinger@ericsson.com

Form: OMA-REL-2007-0041
Comment:  A “PoC User Access Policy” is the application the terms “Access Control” defined in the other PoC spec, and “Policy” defined in RD, for a PoC user. 

Proposed Change: Add existing definitions for “Access Control” and “Policy”.  Then define a new term “PoC User Access Policy” as “Access Control for a PoC User based on a Policy.”
	Status: CLOSED
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Summary of Change

Definitions added for “Access Control” (from AD), “Policy” (from RD) and “PoC User Access Policy” (new).  

Scope of Change

Subclause 3.2 is affected.

Consequence if not accepted

Definitions missing.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in chapter 6.

6 Detailed Change Proposal

Change 1:  F11-addeded definitions
3.2 Definitions

For the purposes of the PoC specifications, the terms and definitions given in [OMA Dictionary] and the following terms and definitions apply.

	Access Control
	PoC User specified rules that define the interactions with other PoC Users, e.g. rules restricting other PoC Users that may try to establish PoC Session to the PoC User.

	Answer Mode
	The current Answer Mode setting preference of the PoC User. (Source: [OMA-PoC-SD])

	Application Unique ID

(AUID)
	A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another application.  (Source: [XCAP])

	Chat PoC Group
	A persistent PoC Group in which each member individually joins the PoC Session, i.e., the establishment of a PoC Session to a Chat PoC Group does not result in other members of the Chat PoC Group being invited.    (Source: [OMA-PoC-SD])

	Chat PoC Group Session
	A Chat PoC Group Session is a PoC Session established to a Chat PoC Group.  (Source: [OMA-PoC-SD])

	Controlling PoC Function
	A function is implemented in a PoC Server, providing centralized PoC Session handling, which includes RTP Media distribution, Talk Burst Control, Media Burst Control, policy enforcement for participation in the PoC Group Sessions, and the Participant information. (Source: [OMA-PoC-SD])

	Document URI
	The HTTP URI containing the XCAP Root and document selector, resulting in the selection of a specific document. As a result, performing a GET against the Document URI would retrieve the document. (Source: [XCAP])

	Global Document
	A document placed under the XCAP Global Tree that applies to all users of that application usage.

	Global Tree
	A URI that represents the parent for all Global Documents for a particular application usage within a particular XCAP Root. (Source: [XCAP])

	Group Usage List
	A list of group names or service URIs that are known by the XDM Client

	Manual Answer Mode
	Manual Answer Mode is a mode of operation in which the PoC Client requires the PoC User to manually accept the PoC Session invitation before the PoC Session is established. (Source: [OMA-PoC-SD]) 

	Participant
	A Participant is a PoC User in a PoC Session.  (Source: [OMA-PoC-SD])

	PoC Group
	A PoC Group is a predefined set of PoC Users together with its attributes. A PoC Group is identified by a SIP URI (PoC Group Identity for PoC Prearranged and Chat PoC Groups). PoC User uses PoC Groups to establish PoC Group Sessions.. (Source: [OMAPoC-SD])

	PoC Group Session
	A PoC Group Session is a Pre-arranged PoC Group, Ad-hoc PoC Group or Chat PoC Group Session.  (Source: [OMA-PoC-SD])

	PoC Group Identity
	A SIP URI identifying a Pre-arranged PoC Group or a Chat PoC Group. A PoC Group Identity is used by the PoC Client to establish PoC Group Sessions to the Pre-arranged PoC Groups and Chat PoC Groups. (Source: [OMA-PoC-SD]) 

	PoC Server
	The PoC Server implements the 3GPP/3GPP2 IMS application level network functionality for the PoC service. A PoC Server may perform the role of the Controlling PoC Function or Participating PoC Function, or both at the same time.   (Source: [OMA-PoC-SD])

	PoC User
	A user of the PoC service. A PoC User can be the same person as a PoC Subscriber. A PoC User uses the PoC features through the User Equipment.

NOTE: In [PoC RD V1.0] the term “PoC Subscriber” is sometimes used to mean the same as term "PoC User" in [OMA PoC AD], [OMA PoC CP] and [OMA PoC UP]. (Source: [OMA-PoC-SD])

	PoC User Access Policy
	A rule-based plan of actions that defines the criteria for access to the PoC User. The plan describes the expected pattern of behaviour of the PoC User at access atempts from other PoC Users.  

	Policy
	A policy is a plan of action based on certain defined criteria for handling the PoC Service. A Policy is established by one or more roles of the PoC Service Enabler (the PoC Service Provider, PoC Subscriber, PoC User, or enterprise customer IT department on behalf of PoC Users) and may concern, e.g., expel rights in PoC Groups, release of PoC Sessions, network privacy rules, user preferences, assignment of priority levels, etc.  Policy may be applicable to different points in the end-to-end PoC Session, e.g., PoC Client, PoC Service entity, underlying network infrastructure. 

	Pre-arranged PoC Group
	A Pre-arranged PoC Group is a persistent PoC Group that has an associated set of PoC Users or/and PoC Groups. The establishment of a PoC Session to a Pre-arranged PoC Group results in all members being invited.  (Source: [OMA-PoC-SD])

	URI List
	A list of URIs. (Source: [SHARED_GROUP_XDM])

	User
	A User is any entity that uses the described features through the User Equipment.

	XCAP Application Usage
	Detailed information on the interaction of an XCAP Client with an XCAP Server. (Source: [XCAP])

	XCAP Client
	An HTTP client that understands how to follow the naming and validation constraints defined in this specification. (Source: [XCAP])

	XCAP Root
	A context that includes all of the documents across all application usages and users that are managed by a server. (Source: [XCAP])

	XCAP Root URI
	An HTTP URI that represents the XCAP Root. Although a syntactically valid URI, the XCAP Root URI does not correspond to an actual resource on an XCAP Server.  Actual resources are created by appending additional path information to the XCAP Root URI. (Source: [XCAP])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in this specification. (Source: [XCAP])

	XCAP User Identifier (XUI)
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP Server. (Source: [XCAP])


Change 2:  Another change

<insert change info here>

Change 3:  etc

<insert change info here>
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