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1 Reason for Change

2 R01: This is the agreed version.
Justification
	C69
	2007.01.16
	E
	4.34
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0028

Comment: The 

"NOTE: It is recommended that Service Provider Policy enables this functionality except the case where this functionality is prohibited by local regulations." can be rephrased in order to improve the English.

Proposed Change: Rephrase as follows:

NOTE: It is recommended that the Service Provider Policy enables this functionality except in the case when this functionality is prohibited by local regulations.

	Status: OPEN  
AI for Jan
Solved by this CR

	C185
	2007.01.16
	T
	4.15.2
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0028
Comment: Contains an editor's note regarding credit control.

Is credit control required in the RD.

Proposed Change: Remove editor's note add the note:

NOTE: Credit control is out of scope of PoC Release 2.0.
	Status: OPEN  
Solved by this CR

	C188
	2007.01.16
	T
	4.15.4
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0028
Comment: The structure of the list need to be cleaned.

Proposed Change: Clean as follows:

All bullets except the second last and last should end with ";", the second last shall end with "; and,". The last shall end with "."

(Both lists need this cleaning)
	Status: OPEN  
Solved by this CR

	C200
	2007.01.16
	T
	4.18.2.1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0028
Comment: The "invited party identity information access rules" supersedes the "Allow PoC Users to be treated in Automatic Answer Mode". This must be clear in this subclause too.

Proposed Change: Add in this subclause a NOTE as follows:

NOTE: The Automatic Answer Mode setting is superseded by the invited party identity information access rules as specified in 4.18.2.4 "Invited party identity information access rules". 
	Status: OPEN  

Solved by this CR

	C215
	2007.01.16
	E
	4.21
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0028
Comment: There is no need for backward compatibility reasons to use 4.21.A.

Proposed Change: Renumber subclause 4.21.A ( 4.21.1

(Update reference too)
	Status: OPEN 
Solved by this CR


Scope of change

Impacted subclauses

Consequence if not accepted
3 Impact on Backward Compatibility

No impact.
4 Impact on Other Specifications

No impact.
5 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

6 Recommendation

It is recommended that the proposed changes shall be included in the next version of the SD.
7 Detailed Change Proposal

4.34  Invited Parties Identity Information
The PoC Server SHALL support the invited parties identity information functionality based on Service Provider Policy and configuration. A PoC Client MAY support invited parties identity information functionality.

      NOTE: It is recommended that the Service Provider Policy enables this functionality except in the case where this functionality is prohibited by local regulations.

If the invited party identity information is supported, the PoC Server performing the Participating PoC Function of the Invited PoC Client SHALL check the invited party identity information access rules to process the incoming invitation request in either automatic or manual way.
The PoC Client MAY set ID Notification Indications for each PoC Address of all the Invited PoC Users in the invitation when it establishes an Ad-hoc PoC Group Session. 

When a PoC Server performing the Controlling PoC Function receives a request to initiate an Ad-hoc PoC Group Session with ID Notification Indications:
· the PoC Server performing the Controlling PoC Function MAY, according to the settings of the Service Provider  Policy, modify the ID Notification Indications in the received invitation; and

· the PoC Server performing the Controlling PoC Function SHALL include PoC Addresses of all Invited PoC Users to all terminating PoC Servers performing the Participating PoC Function with the ID Notification Indications of each PoC Address of all the Invited PoC Users.
When a terminating PoC Server performing the Participating PoC Function receives an invitation for an Ad-hoc PoC Group Session with the ID Notification Indications of each PoC Address of all the Invited PoC Users:
· the terminating PoC Server performing the Participating PoC Function MAY, according to the settings of the Service Provider Policy, modify the ID Notification Indications in the received invitation, and

· the terminating PoC Server performing the Participating PoC Function SHALL send the invitation to Invited PoC Client(s) with the ID Notification Indications of each PoC Address of all the Invited PoC Users except in the case that the Invited PoC User has configured the PoC Service setting to “IPIIM not active”. In that case  the terminating PoC Server performing the Participating PoC Function SHALL NOT include invited party identity information in the invitation request.
When a PoC Server performing the Controlling PoC Function and/or the Participating PoC Function receives request to initiate an Ad-hoc PoC Group Session with no ID Notification Indication, the PoC Server performing the Controlling PoC Function and/or the Participating PoC Function SHALL set the ID Notification Indications based on the settings of the PoC Service Provider, where the default setting SHOULD make the ID Notification Indication of the PoC Address of the Invited PoC User be “HIDDEN”.

In case one or more of the Invited PoC Addresses have been indicated as “HIDDEN” in ID Notification Indication(s):
· A PoC Server performing the Controlling PoC Function SHALL inform all terminating PoC Server(s) performing the Participating PoC Function of the all PoC Addresses with ID Notification Indications.

· A terminating PoC Server performing the Participating PoC Function SHALL indicate, in the invitation to the Invited PoC User, the total number of the Invited PoC Users whose PoC Addresses are indicated as “HIDDEN” in the ID Notification Indications and SHALL remove the PoC User Addresses of any PoC User indicated as “HIDDEN” in the ID Notification Indications in the invitation to the Invited PoC Client.
When a terminating PoC Server performing the Participating PoC Function remove identity information from an invitation according to the PoC service provider's settings, the terminating PoC Server performing the Participating PoC Function MAY indicate, in the invitation to the Invited PoC User, the total number of the Invited PoC Users.

The Invited PoC Client MAY support displaying the list of invited parties identity information and the total number of ID Notification Indications set to “HIDDEN” on the User Equipment.

If the invited party identity information is supported, a PoC Client SHALL be able to publish its Invited Parties Identity Information Mode setting for its Home PoC Server. The Home PoC Server handles the identity information according to the setting, when the Home PoC Server receives the invitation request containing the invited parties identity information.

An XDM Client SHOULD be able to set its access rules for its Home PoC Server’s behaviour of overriding Automatic Answer Mode setting when the Home PoC Server receives an invitation containing invited party identity information.

4.15.2   Charging of other PoC services

A PoC Server SHALL provide the information to charge its PoC Subscriber for the following other actions:
· Number of sent/received PoC Instant Personal Alerts, including the identities of the alerted/alerting PoC Users.
· Sending/Receiving Group Advertisement, including the identities of the sending/receiving PoC Users. Type and size of any Media Content included in the Group Advertisement SHALL be considered.
· Modification of PoC Service Settings.
· Management of PoC Groups (i.e. creation and storage time for PoC Group documents). The type and size of the PoC Group SHALL be considered in the generated charging information. 
· Handling of Simultaneous PoC Sessions
· Full Duplex Call Follow-on usage.

4.15.4   PoC Session Charging Correlation
The PoC Server SHALL enable PoC Session Charging Correlation. The PoC Charging Events related to a PoC Session generated by the PoC Server SHALL be correlated by a Charging Correlation ID.
PoC Server performing the Controlling PoC Function:
· SHALL create a unique Charging Correlation ID during PoC Session establishment;
· SHALL send the Charging Correlation ID to PoC Servers performing the Participating PoC Function;
· SHALL include the Charging Correlation ID in PoC Charging Events for the associated PoC Session; and,
· SHALL retire the Charging Correlation ID when the PoC Session is terminated.

The PoC Server performing the Participating PoC Function:
· SHALL save the Charging Correlation ID received from the PoC Server performing the Controlling PoC Function;
· SHALL include the Charging Correlation ID in PoC Charging Events for the associated PoC Session; and,
· SHALL retire the Charging Correlation ID when the PoC Session is terminated at the Participating PoC Function.
4.18.2.1  General access rules
The PoC User access rules SHALL support the following actions:

· Allow/block PoC User and PoC Groups incoming PoC Session request
· Block anonymous PoC User’s incoming PoC Session request
· Allow PoC Users to be treated in Automatic Answer Mode

The PoC User access rules MAY support the following actions:

· Allow PoC Users to override Manual Answer Mode setting, known as MAO.
The access rules MAY be applied also on the delivery of the Instant Personal Alerts.

NOTE: 
The Automatic Answer Mode setting is overridden by the invited party identity information access rules as specified in 4.18.2.4 "Invited party identity information access rules".
4.21 Deactivate/reactivate incoming Talk Bursts

The deactivation/reactivation of the incoming Media is enhanced also to include Media Bursts, see subclause 4.21.1 "Deactivate/reactivate incoming Media Bursts".
4.21.1 Deactivate/reactivate incoming Media Bursts
When a PoC Client wants temporarily to deactivate incoming Talk Bursts or Media Bursts it SHALL send a request to the PoC Server to place the Media on hold. The PoC Server performing the Controlling PoC Function SHALL stop transmitting Talk Bursts or Media Bursts to the PoC Client until the corresponding Media Stream is activated again. Deactivation and reactivation are Media Stream specific and SHALL be made via signalling path through reference points POC-1, POC-2 and IP-1.
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