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	Source:
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1 Reason for Change

Justification
	D390

	2007.01.11
	E
	7.2.1.11.2
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: Paragraph after NOTE 1 contains "Talk Burst".

Proposed Change: Talk Burst ( Media Burst
	Status: OPEN
Solved by this CR


	D407

	2007.01.11
	E
	7.2.1.15
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: The Note contains some strange English. " In case of restricted Chat PoC Group, allowed Invited PoC Users are listed in the <list> element of the PoC Group document too "

Proposed Change: Rephrase as follows:

In case of restricted Chat PoC Group, allowed Invited PoC Users are also listed in the <list> element of the PoC Group document.
	Status: OPEN 
Solved by this CR


	D323

	2007.01.11
	E
	7.2.1.2 
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Note 5 talks about members and are confusing since there are no members in Ad-hoc or 1-1 case.

Proposed Change: Rephrase.

How the multiple invited members are conveyed in the SIP INVITE request is specified in [draft-URI-list]. How each URI in the list is anonymized is specified in [draft-URI-list-capacity].
( 

How multiple URIs are conveyed in the SIP INVITE request is specified in [draft-URI-list]. How each URI in the list is anonymized is specified in [draft-URI-list-capacity].
	Status: OPEN
Solved by this CR 



	D324

	2007.01.11
	T
	7.2.1.2
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: In the list below the " Upon receiving a SIP 200 "OK" response….". Bullet about sending 200 OK shall be moved after the user plane interaction.

Proposed Change: Move bullet 3 after bullet for and add the note:

NOTE x: Resulting User Plane processing is completed before the next step is performed.


	Status: OPEN 

Solved by this CR

	D325

	2007.01.11
	T
	7.2.1.2 bullet 7c
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Bullet ends with "skip the next step" this is not correct since next step does not talk about QoE.

Proposed Change: Move bullet 8 after bullet 9.
	Status: OPEN
Solved by this CR 



	D431

	2007.01.11
	T
	7.2.1.3
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Second and third paragraphs ending is unclear.

Proposed Change: 

…from a PoC Dispatcher ( … initiated by a PoC Dispatcher.

…from a PoC Fleet Member ( … initiated by a PoC Fleet Member
	Status: OPEN 
Solved by this CR


	D432

	2007.01.11
	E
	7.2.1.3.1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Contains an editor's note that seems to be resolved already.

Proposed Change: Remove editor's note.
	Status: OPEN 



	D433

	2007.01.11
	T
	7.2.1.3.1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: In the list after "Upon receiving a SIP 200 OK response…." the bullet 2 has an ending that can be misunderstood.

2. SHALL include the warning text set to '103 Too many group members' as specified in subclause 5.6 "Warning header" in the SIP 200 "OK" response, if the Pre-arranged PoC Group has more than <max-participant-count> members as specified in [XDM-Shared-Groups].

The bullet can be understood as if all members were invited.

Proposed Change: Modify as follows:

2. SHALL include the warning text set to '103 Too many group members' as specified in subclause 5.6 "Warning header" in the SIP 200 "OK" response, if all members were not invited because the Pre-arranged PoC Group has exceeded the <max-participant-count> members as specified in [XDM-Shared-Groups].
	Status: OPEN 
Solved by this CR


	D434

	2007.01.11
	T
	7.2.1.3.1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: In the list after " Upon receiving a SIP 200 "OK" response " sending 200 OK shall be done after user plane interaction.

Proposed Change: Move bullet 5 after bullet 6 and add the note:

NOTE x: Resulting User Plane processing is completed before the next step is performed 
	Status: OPEN
Closed by this CR 



	D435

	2007.01.11
	E
	7.2.1.3.1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Why is 2 list starting with "Upon receiving a SIP 200 OK response". Very confusing and also unnecessary.

Proposed Change: Restructure! Note that the second list will be a, b, c and so on if the condition: if the SIP final response has not yet been sent to the Inviting PoC Client is fulfilled.
	Status: OPEN
Solved by this CR 



	D438

	2007.01.11
	T
	7.2.1.3.1 bullet 10
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: In the list below the "Upon receiving a SIP INVITE" response….". Bullet about sending 200 OK shall be moved after the user plane interaction.

Proposed Change: Move bullet 10h after bullet 10i and add the note:

NOTE x: Resulting User Plane processing is completed before the next step is performed
	Status: OPEN
Solved by this CR 



	D440

	2007.01.11
	T
	7.2.1.3.2 bullet 8
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Confusing "or" in the bullet.

Proposed Change: Rephrase:

MAY remove the Alert-Info or the Call-Info header; (
MAY remove the Alert-Info or the Call-Info header or both;
	Status: OPEN
Solved by this CR 



	D441

	2007.01.11
	T
	7.2.1.3.3 bullet 6g
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: The sending 200 OK shall be done after user plane interaction.

Proposed Change: Move bullet 6g after bullet 6h and add the note:

NOTE x: Resulting User Plane processing is completed before the next step is performed 
	Status: OPEN 
Solved by this CR 

	D442

	2007.01.11
	T
	7.2.1.4 bullet 14
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: The sending 200 OK shall be done after user plane interaction.

Proposed Change: Move bullet 14 after bullet 15 and add the note:

NOTE x: Resulting User Plane processing is completed before the next step is performed 
	Status: OPEN 
Solved by this CR


	D443

	2007.01.11
	E
	7.2.1.4 bullet 5
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Misplaced " -
Otherwise, continue with the rest of the steps;"

Proposed Change: Restructure bullet 5, the Note and the "Otherwise…"

5…..

5a If Privacy is not allowed + Otherwise…

5b If privacy is allowed

NOTE
	Status: OPEN
Closed by other CR 



	D446

	2007.01.11
	E
	7.2.1.5 bullet 6
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Misplaced " -
Otherwise, continue with the rest of the steps;"

Proposed Change: Restructure bullet 6, the Note and the "Otherwise…"

6…..

6a If Privacy is not allowed + Otherwise…

6b If privacy is allowed

NOTE
	Status: OPEN 
Closed by other CR 



	D447

	2007.01.11
	T
	7.2.1.5.13
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: The sending 200 OK shall be done after user plane interaction.

Proposed Change: Move bullet 13 after bullet 14 and add the note:

NOTE x: Resulting User Plane processing is completed before the next step is performed 
	Status: OPEN 
Closed by this CR.


	D450

	2007.01.11
	T
	7.2.1.7
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: 1:st paragraph. Format of Media streams are unclear.

Proposed Change: changing the formats of supported Media Streams

(
changing the Media formats of supported Media Streams
	Status: OPEN
Solved by this CR 



	D451

	2007.01.11
	T
	7.2.1.7 bullet 10
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: The phrase "…accepted by the originating PoC Client" is very unclear. Use current or something instead.
Proposed Change: Rephrase and avoid using accepted by the "originating PoC Client".
	Status: OPEN
Solved by this CR 



	D452

	2007.01.11
	T
	7.2.1.7 bullet 5
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: There are no procedure associated with Nick Name during a PoC Session so this bullet is not needed.

Proposed Change: Remove bullet 5.
	Status: OPEN 
Solved by this CR


	D453

	2007.01.11
	T
	7.2.1.7 bullet 6c
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Unclear  what the intention is with this bullet.

c) if the current Media-floor Control Entity binding of a Media used and offered by the originating PoC Client is not the same as in the received SDP offer;
My understanding is reflected in the proposed change below:

Proposed Change: 

c) if the current Media-floor Control Entity binding of a Media is not the same as in the received SDP offer;
	Status: OPEN
Solved by this CR 



	D454

	2007.01.11
	T
	7.2.1.8 bullet 11
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: The "…for each PoC User" is not 100% correct since some of URIs can be identifying Pre-arranged PoC Groups instead of PoC Users.

Proposed Change: for each PoC User ( for each URI in the list
	Status: OPEN
Solved by other CR


	D455

	2007.01.11
	E
	7.2.1.8 bullet 2
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Misplaced " -
Otherwise, continue with the rest of the steps;"

Proposed Change: Restructure bullet 2, the Note and the "Otherwise…"

2…..

2a If Privacy is not allowed + Otherwise…

2b If privacy is allowed

NOTE
	Status: OPEN 
Solved by other CR


	D456

	2007.01.11
	T
	7.2.1.9.1 bullet 2
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Wrong order of sending 200 OK and interact with user plane.

Proposed Change: Move bullet after bullet 3
	Status: OPEN 
Solved by this CR


	D457

	2007.01.11
	E
	7.2.1.9.1 bullet 6
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Formatting problem.

Proposed Change: 2:nd sentence starting with "When .." shall be a separate paragraph without number.
	Status: OPEN
Solved by this CR 



	D458

	2007.01.11
	E
	7.2.1.9.4
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029
Comment: Terminology problem in bullet 3a iv, 3b iv, 4c iv 

Proposed Change: SIP response ( SIP 2xx response
	Status: OPEN 
Solved by this CR



Scope of change

Correcting many small errors in subclause 7.2.1
Impacted subclauses

Subclause 7.2.1 and its subclauses are modified.
Consequence if not accepted
Unresolved CONRR comments.
2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes shall be included in the next version of the CP.
6 Detailed Change Proposal

7.2.1.11.2   Generating a SIP NOTIFY request

The PoC Server SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265] with the clarifications in this subclause.

The PoC Server SHALL include in the SIP NOTIFY request a Resource-Priority header, according to rules and procedures of [RFC4412], of the same value as the one included in the SIP SUBSCRIBE request that created the subscription, if that SIP SUBSCRIBE request included a Resource-Priority and if the 'Official Government Use' QoE Profile is supported.

The PoC Server SHOULD limit the rate of SIP NOTIFY requests sent toward a PoC Client.

NOTE 1:
How a PoC Server limits the rate of SIP NOTIFY requests towards the PoC Client is out of scope of this specification.

The PoC Server SHOULD avoid sending a SIP NOTIFY request towards a PoC Client at the same time as a Media Burst is sent towards the PoC Client or a Media Burst is received from the PoC Client. 

When reporting changes in the Participant information the PoC Server SHALL use partial output according to rules and procedures of [RFC4575].

The PoC Server SHALL include a MIME conference-info+xml body according to rules and procedures of [RFC4575] with the following limitations:

1. The PoC Server SHALL include the PoC Group Identity of the PoC Group in the "entity" attribute of the <conference-info> element;

2. for each Participant in the PoC Session the PoC Server SHALL include a <user> element. The <user> element:

a) SHALL include the "entity" attribute. The "entity" attribute:

i. SHALL for the originating PoC Client include the Authenticated Originator's PoC Address of the initial SIP INVITE request, if the Participant has not requested privacy; or,

ii. SHALL for the originating PoC Client include the From header, if the Participant has requested privacy; or,

iii. SHALL for the originating PoC Client include the Authenticated Originator's PoC Address of the initial SIP INVITE request even if the Participant requested privacy, if the receiver of the SIP NOTIFY request is another PoC Server authorized as specified in subclause 7.2.1.18 "PoC Session Participant information policy"; and,

iv. SHALL for an Invited PoC Client include the identity used in the URI-list for the Invited PoC Client to an Ad-hoc PoC Group Session or the identity used in the PoC Group definition in case of a Pre-arranged or Restricted Chat PoC Group Session, if the Participant has not requested privacy; or, 

v. SHALL for an Invited PoC Client include the Anonymous PoC Address as specifed in subclause "5.9 Anonymous PoC Address") of an anonymous user, as specified in [RFC4575], if the Participant has requested privacy; or,

vi. SHALL for an Invited PoC Client include the identity used in the URI-list for the Invited PoC Client to an Ad-hoc PoC Group Session or the identity used in the PoC Group definition in case of a Pre-arranged or Restricted Chat PoC Group Session even if the Participant requested privacy, if the receiver of the SIP NOTIFY request is another PoC Server authorized as specified in subclause 7.2.1.18 "PoC Session Participant information policy".

b) MAY include the <display-text> element. If included, the <display-text> element SHALL include a Nick Name of the identity of the "entity" attribute indicated in a) as collected by the PoC Server performing the Controlling PoC Function according to procedures of subclause "5.4 Nick Name".

c) SHALL include a single <endpoint> element. The <endpoint> element

i. SHALL include the "entity" attribute;

ii. SHALL include the <status> element. The <status> element SHOULD have one of the following values:

A.'connected' , when the Participant is added to the PoC Session; or,

B.'disconnected' , when the Participant has left the PoC Session since the last SIP NOTIFY request was sent; or,

C. 'on-hold' , when the Participant has put the PoC Session on hold; or,

D. 'alerting' , when the Invited PoC Client has responded by SIP 180 "Ringing", but not yet accepted the invitation;

E. 'disconnected' , when the invited PoC Client is disconnected from the PoC Session before the invited PoC Client has accepted the invitation and the "alerting" notification has been sent.

iii. The <status> element MAY have the following value:
F. 'dialing-out', when the PoC Server performing the Controlling PoC Function receives the SIP 183 "Session Progress" response in case of Automatic Answer Mode if Privacy header is included in the SIP 183 "Session Progress" response.

NOTE 2:
The usage of other values of the <status> element is not defined for PoC.

iv. SHALL include the <media> element as specified by [RFC4575] if more than one Media Stream is negotiated in the PoC Session. If included, the <media> element SHALL include negotiated Media Types with the following clarification:

A. SHALL include in the <type> element as specified by [RFC4575]
B. SHALL include the <status> element as specified by [RFC4575].

v. MAY include the "LocalQoE" attribute in accordance with subclause E.1.3 "Participant information indications"; and,

vi. MAY include the "FDCFOSupported" attribute in accordance with subclause E.1.3 "Participant information indications".

d) MAY include the <roles> element. If included, the <roles> element SHALL include an <entry> element with the value 'dispatcher' when the Participant is the Active PoC Dispatcher in case of a Dispatch PoC Session.

Editor’s note: How to distinguish the Audio and PoC Speech is FFS.

NOTE 3:
The usage of other elements specified in [RFC4575] is not defined for PoC.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.2    Ad-hoc PoC Group and 1-1 PoC Session setup request

Upon receiving of an initial SIP INVITE request the PoC Server:

1. MAY reject the SIP INVITE request with a SIP 503 "Service Unavailable" response depending on the value of the requested QoE Profile if QoE Profiles are enabled and a risk of congestion exists as specified in [OMA-PoC-UP] "Procedures at the PoC Server performing the Controlling PoC Function". The PoC Server MAY include a Retry-After header to the 503 "Service Unavailable" response as specified in [RFC3261], set to a value expressed in seconds after which the PoC Client MAY re-attempt the PoC Session establishment

2. SHALL check whether the Conference-factory-URI contained in the Request URI is allocated and perform the actions specified in subclause 7.5.1 "Conference-factory URI does not exist" if it is not allocated. Otherwise, continue with the rest of the steps;

3. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request, and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

4. SHALL validate that the received SDP offer includes at least one Media Stream for which the Media Parameters and at least one codec or Media format is acceptable by the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps;

5. SHALL check from the MIME resource-lists body that the maximum number of Participants allowed in an Ad-hoc PoC Group Session is not exceeded. If exceeded, PoC Server SHALL return SIP 486 "Busy Here" response and include the warning text set to '102 Too many participants' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps; 

NOTE 1:
With regards to "MAX-ADHOC-GROUP-SIZE" parameter, the initiator of the PoC Session is also counted as a Participant.

6. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if the media content is received in one or more MIME bodies:

a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, either,

i) send a SIP 403 "Forbidden" response. Otherwise continue with the rest of the steps; or,

ii) remove the MIME body containing the not allowed media content.

NOTE 2:
One example of a local policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

b) Check the size of all MIME bodies containing media content and if the size exceeds a configurable max size send a SIP 413 "Request Entity Too Large" response. Otherwise, continue with the rest of the steps.

7. SHALL check if a Resource-Priority header is included in the SIP INVITE request according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header";

b) assign 'Official Government Use' QoE Profile as the QoE Profile for the PoC Session; and,

c) apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps.


8. SHALL assign the QoE Profile to the PoC Session according to the value indicated in the QoE Profile attribute included in the received SDP Offer, as specified in subclause E.3.2 "QoE Profile" if QoE Profiles are enabled;
NOTE 3:
If no QoE Profile attribute is included in the request, it is considered that 'Basic' QoE Profile is requested.

9. SHOULD use the "b=AS" attribute as specified in [OMA-PoC-UP] "Media Buffering", if included in the SDP offer;

10. MAY remove the Subject header;
11. MAY remove the Alert-Info or the Call-Info header or both;

NOTE 4:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.
12. SHALL allocate a PoC Session Identity for the PoC Session; and,

13. SHALL invite the PoC Users and Pre-arranged PoC Groups listed in the MIME resource-lists body as specified in subclause 7.2.2.2 "PoC Session invitation request".

NOTE 5:
How the multiple URIs of the invited members are conveyed in the SIP INVITE request is specified in [draft-URI-list]. How each URI in the list is anonymized is specified in [draft-URI-list-capacity].
Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value "Unconfirmed" as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server:

1. SHALL generate 200 "OK" response as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and the final response is not yet sent to the Inviting PoC Client, otherwise do not proceed with the rest of the steps;

2. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";

3. SHALL include a P-Answer-State header with the value "Unconfirmed";

4. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";
NOTE 6: Resulting User Plane processing is completed before the next step is performed.

5. SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of SIP/IP Core;

NOTE 7:
If PoC Server supports Unconfirmed Indication and generates and sends SIP 200 "OK" response towards Inviting PoC Client based on received SIP 183 "Session Progress", then PoC Server needs either to prepare for transcoding or PoC Session modification. This is needed in the case if the SDP answer contained in SIP 200 "OK" sent towards Inviting PoC Client is in mismatch with the SDP answer contained in SIP 200 "OK" received from the terminating network.

6. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

7. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session Invitation Request" and the SIP final response or a SIP 180 "Ringing" response has not yet been sent to the Inviting PoC Client, the PoC Server:

1. SHALL generate a SIP 180 "Ringing" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General"; and,

2. SHALL send the SIP 180 "Ringing" response towards the Inviting PoC Client according to rules and procedures of SIP/IP Core.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation request" and if the SIP final response has not yet been sent to the Inviting PoC Client the PoC Server:

1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General"  before continuing with the rest of the steps;

2. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";  

3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";
NOTE 8:
Resulting User Plane processing is completed before the next step is performed.
4. SHALL send a SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core;


5. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that an Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

6. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP final response other than 2xx or 3xx, that is one of the SIP 4xx, 5xx or 6xx final responses the PoC Server: 

1. SHALL send the SIP final response towards the Inviting PoC Client, if a SIP final response was received from all the Invited PoC Clients and the SIP 200 "OK" response is not yet sent. The SIP final response SHALL include the Status-Code defined by the PoC Server according to local policy e.g. the lowest value received from the Invited PoC User(s); or, 

2. SHALL remove Inviting PoC Client from the PoC Session as specified in subclause 7.2.2.4 "Remove of Participant from PoC Session", if a SIP final response other than 2xx or 3xx was received from all the Invited PoC Clients and the SIP 200 "OK" response is already sent.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.3   Pre-arranged PoC Group Session setup request

This subclause describes the procedures that the PoC Server follows for the establishment of a Pre-arranged PoC Group Session.

Subclause 7.2.1.3.1: "General" is the starting point for the establishment of all Pre-arranged PoC Group Sessions.

Subclause 7.2.1.3.2: "Dispatch PoC Session setup request from PoC Dispatcher" describes the specific procedures to be followed, when indicated from subclause 7.2.1.3.1"General", for the establishment of a Dispatch PoC Session initiated by a PoC Dispatcher

Subclause 7.2.1.3.3: "Dispatch PoC Session setup request from PoC Fleet Member" describes the specific procedures to be followed, when indicated from subclause 7.2.1.3.1"General", for the establishment of a Dispatch PoC Session initiated by a PoC Fleet Member

7.2.1.3.1   General

Editor’s Note: SCR needs to be updated in order to consider this new subclause for Pre-arranged PoC Group Sessions

Upon receiving an initial SIP INVITE request the PoC Server:

1. MAY reject the SIP INVITE request with a SIP 503 "Service Unavailable" response depending on the value of the requested QoE Profile if QoE Profiles are enabled, the PoC Group does not already have an on-going PoC Session and a risk of congestion exists as specified in [OMA-PoC-UP] "Procedures at the PoC Server performing the Controlling PoC Function". The PoC Server MAY include a Retry-After header to the 503 "Service Unavailable" response as specified in [RFC3261], set to a value expressed in seconds after which the PoC Client MAY re-attempt the PoC Session establishment;

2. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

3. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL return a SIP 403 "Forbidden" response according to the rules and procedures of [draft-URI-list-handling] containing the list of members of the Pre-arranged PoC Group and include with the warning text set to '105  Isfocus already assigned' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

NOTE 1:
If the sender of the INVITE request is a Release 1.0 PoC Server, the procedure specified in [OMA-POC-1-CP] is used instead.

4. SHALL, if the PoC Dispatcher functionality is supported, check whether any of the PoC Users contained in the <list> element of the Pre-arranged PoC Group document is allowed the action <allow-dispatch> as specified in [PoC-XDM Specification]:

a) If it is allowed for at least one group member, the PoC Server SHALL check whether the Contact header of the incoming SIP INVITE request includes the PoC Dispatcher feature tag '+g.poc.dispatcher' according to rules and procedures of [RFC3840]. If it is present, the PoC Server SHALL proceed as specified in subclause 7.2.1.3.2 "Dispatch PoC Session setup request from PoC Dispatcher" and do not continue with the rest of the steps. If it is not present, the PoC Server SHALL proceed as specified in subclause 7.2.1.3.3 "Dispatch PoC Session setup request from PoC Fleet Member" and do not continue with the rest of the steps; and,

b) If it is not allowed for any group member, continue with the rest of the steps. 

5. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14 "PoC Session initiation policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

6. SHALL check whether privacy is allowed for the Authenticated Originator’s PoC Address, when anonymity is requested with the Privacy header containing the value 'id'. If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator’s PoC Address is defined using <allow-anonymity> element of the PoC Group’s authorization rules as specified in [XDM-Shared-Groups]. If privacy is allowed, the PoC Server SHALL create an Anonymous PoC Address as specified in subclause 5.9 "Anonymous PoC Address" and include a Nick Name for the PoC User as specified in subclause 5.4 "Nick Name"; Otherwise, continue with the rest of the steps;

NOTE 2:
The Anonymous PoC Address is an alias for the PoC User, and this address appears in Participant Information and the User Plane Taken message. This alias PoC Address is used when expelling the  Participant from the PoC Session.

7. SHALL validate that the received SDP offer includes at least one Media Stream for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps;

8. SHOULD check whether the "b=AS" attribute is included in the SDP offer, and if it is,  use the attribute as specified in [OMA-PoC-UP] "Media Buffering";

9. if the PoC Group does not have already an on-going PoC Session, the PoC Server:

a) SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header";
ii. assign 'Official Government Use' QoE Profile as the QoE Profile for the PoC Session; and,

iii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps.

b). SHALL, if QoE Profiles are enabled, 
i. if there is no <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], assign the QoE Profile indicated in the QoE Profile attribute as the QoE Profile of the PoC Session;

ii if there is a <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], check whether value of the QoE Profile attribute is equal or higher, as specified in 5.8 "QoE Profiles", than the value of the <qoe>. If it is lower the PoC Server SHALL reject the invitation request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise, the PoC Server SHALL assign the value of the <qoe> element as the QoE Profile of the PoC Session and SHALL mark it as "mandatory" and continue with the rest of the steps; and,

NOTE 3:
If no QoE Profile attribute is included in the request, it is considered that 'Basic' QoE Profile is requested.

c) SHALL, if Included Media Content is supported by the PoC Server and if media content is received in one or more MIME bodies,

i. Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, the PoC Server SHALL,

1. send a SIP 403 "Forbidden" response and do not continue with the rest of the steps; or,

2. remove the MIME bodies containing the media content that is not allowed.

NOTE 4:
One example of a local policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

ii. Check the size of all MIME bodies containing media content and if the total size exceeds a configurable max size send a SIP 413 "Request Entity Too Large" response. Otherwise, continue with the rest of the steps. 

d) MAY remove the Subject header;

e) MAY remove the Alert-Info or the Call-Info header or both;

NOTE 5:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.

f) SHALL invite members of the Pre-arranged PoC Group as specified in subclauses 7.2.1.14 "PoC Session initiation policy" and 7.2.2.2 "PoC Session invitation requests"; and,

g) SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization" and do not continue the rest of the steps.

10. if the PoC Group has already an active PoC Session, the PoC Server:

a) SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

b) SHALL check if <max-participant-count> as specified in [XDM-Shared-Groups] is already reached. If reached, PoC Server SHALL return a SIP 486 "Busy Here" response with the warning text set to '102 Too many participants' to the originating network as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

c) SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header"; and,

ii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps.

d) SHALL check for a QoE Profile attribute contained in the request, if QoE Profiles are enabled. If the included QoE Profile is lower, as specified in subsection 5.8 "QoE Profiles" than the QoE Profile assigned to the active PoC Session and if the QoE Profile assigned to the active PoC Session is marked as "mandatory", the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps;

e) SHALL generate a SIP 200 "OK" response as specified in the 7.2.1.1 "General"; 

f) SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";

g) SHALL include in the SIP 200 "OK" response with the warning text set to "116 PoC Session already exists'" as specified in subclause 5.6 "Warning header ";


NOTE 6:
Resulting User Plane processing is completed before the next step is performed
i) SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";
h) SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core;
j) SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

k) SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value "Unconfirmed" as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session Invitation Requests" the PoC Server:

1. SHALL generate a SIP 200 "OK" response to SIP INVITE request as specified in the subclause 7.2.1.1 "General" and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and the SIP final response is not yet sent to the Inviting PoC Client, otherwise do not proceed with the rest of the steps;

2. SHALL include the warning text set to '103 Too many group members' as specified in subclause 5.6 "Warning header" in the SIP 200 "OK" response, if the Pre-arranged PoC Group has more than <max-participant-count> members as specified in [XDM-Shared-Groups]. 
3. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";

4. SHALL include a P-Answer-State header with the value "Unconfirmed";

5. SHALL, in case the Pre-arranged PoC Group Session is a Dispatch PoC Session, include in the Authenticated Originator's PoC Address and in the Contact header the Dispatch Type uri-parameter "dispatch=entire-group" or "dispatch=sub-group" as appropriate for the type of the Dispatch PoC Session, as specified in E.5.2 "Dispatch Type uri-parameter";

6. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";
NOTE 7:
Resulting User Plane processing is completed before the next step is performed.

7. SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core; 

8. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and

9. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP 180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session invitation requests" and the SIP final response or a SIP 180 "Ringing" response has not yet been sent to the Inviting PoC Client, the PoC Server: 

1. SHALL generate a SIP 180 "Ringing" to the SIP INVITE request response as specified in the subclause 7.2.1.1 "General"; and,

2. SHALL, in case the Pre-arranged PoC Group Session is a Dispatch PoC Session, include in the Authenticated Originator's PoC Address and in the Contact header the Dispatch Type uri-parameter "dispatch=entire-group" or "dispatch=sub-group" as appropriate for the type of the Dispatch PoC Session, as specified in E.5.2 "Dispatch Type uri-parameter"; and,

3. SHALL send the SIP 180 "Ringing" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core.




Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation requests" and if the SIP final response has not yet been sent to the Inviting PoC Client the PoC Server: 

1. SHALL include an Anonymous PoC Address as specified in subclause 5.9 "Anonymous PoC Address" if anonymity is requested and allowed;
2. SHALL include an Anonymous Nick Name as specified in subclause 5.4 "Nick Name" if anonymity is requested and allowed;
3. SHALL generate SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General" before continuing with the rest of the steps;

4. SHALL include the warning text set to '103 Too many group members' as specified in subclause 5.6 "Warning header" in the SIP 200 "OK" response, if all members were not invited because the Pre-arranged PoC Group has exceeded the <max-participant-count> members as specified in [XDM-Shared-Groups]. 
5. SHALL, in case the Pre-arranged PoC Group Session is a Dispatch PoC Session, include in the Authenticated Originator's PoC Address and in the Contact header the Dispatch Type uri-parameter "dispatch=entire-group" or "dispatch=sub-group" as appropriate for the type of the Dispatch PoC Session, as specified in E.5.2 "Dispatch Type uri-parameter".

6. SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";


7 SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";
NOTE 8:
Resulting User Plane processing is completed before the next step is performed.
8 SHALL send a SIP 200 "OK" response to the Inviting PoC Client according to rules and procedures of the SIP/IP Core.; 

9 SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

10. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP final response other than 2xx or 3xx that is one of the SIP 4xx, 5xx or 6xx final responses the PoC Server: 

1. SHALL perform either of the following:

a) send the SIP final response towards the Inviting PoC Client, according to rules and procedures of the SIP/IP Core, if a SIP final response was received from all the Invited PoC Clients and the SIP 200 "OK" response is not yet sent. The SIP final response SHALL include the Status-Code defined by the PoC Server according to local policy e.g. the lowest value received from the Invited PoC User(s); or,

b) remove the Inviting PoC Client from the PoC Session as specified in subclause 7.2.2.4 "Removal of Participant from PoC Session", if a SIP final response other than 2xx or 3xx was received from all the Invited PoC Clients and the SIP 200 "OK" response is already sent.

2. MAY invite an additional member of the Pre-arranged PoC Group as specified in subclause 7.2.2.2 "PoC Session invitation request" that has not already been invited, if the Pre-arranged PoC Group has more than <max-participant-count> members as specified in [XDM-Shared-Groups], and all members have not yet been invited.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.3.2   Dispatch PoC Session setup request from PoC Dispatcher

Upon receiving an initial SIP INVITE request to establish a Dispatch PoC Session from a PoC Dispatcher, as specified in subclause 7.2.1.3.1"General", the PoC Server:

1. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '113 User is not a dispatcher for the group' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

2. SHALL check whether privacy is allowed for the Authenticated Originator's PoC Address, when anonymity is requested with the Privacy header containing the value 'id'. If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator's PoC Address is defined using <allow-anonymity> element of the PoC Group's authorization rules as specified in [XDM-Shared-Groups]. Otherwise, continue with the rest of the steps;

3. SHALL validate that the received SDP offer includes at least one Media Stream for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and if not, reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps;

4. SHALL check the presence of the Dispatch Type uri-parameter in the Request-URI, and

a) if the Dispatch Type uri-parameter is present and its value is understood, the PoC Server SHALL consider the received value as the Dispatch Type uri-parameter for the Dispatch PoC Session; or

b) if the Dispatch Type uri-parameter is present but its value is unknown, the PoC Server SHALL reject the SIP INVITE request with a SIP 404 "Not Found" response and do not continue with the rest of the steps.

5. SHALL, if Included Media Content is supported by the PoC Server and if media content is received in one or more MIME bodies,

a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, the PoC Server SHALL,

i) send a SIP 403 "Forbidden" response and do not continue with the rest of the steps; or,

ii) remove the MIME bodies containing the media that is not allowed.

NOTE 1:
One example of a local policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

b) Check the size of all MIME bodies containing media content and if the total size exceeds a configurable max size send a SIP 413 "Request Entity Too Large" response. Otherwise, continue with the rest of the steps. 

6. SHOULD use the "b=AS" attribute as specified in [OMA-PoC-UP] "Media Buffering", if included in the SDP offer;

7. MAY remove the Subject header;

8. MAY remove the Alert-Info or the Call-Info header or both;

NOTE 2:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.

9. If the Dispatch PoC Group does not have already any on-going Dispatch PoC Session the PoC Server:

a) SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header";
ii. assign 'Official Government Use' QoE Profile as the QoE Profile for the Dispatch PoC Session; and,

iii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip step b and proceed with the rest of the steps.

b)  SHALL, if QoE Profiles are enabled, 
i. if there is no <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], assign the QoE Profile indicated in the QoE Profile attribute as the QoE Profile of the Dispatch PoC Session;

ii) if there is a <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], check whether value of the QoE Profile attribute is equal or higher, as specified in 5.8 "QoE Profiles", than the value of the <qoe>. If it is lower the PoC Server SHALL reject the invitation request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise, the PoC Server SHALL assign the value of the <qoe> element as the QoE Profile of the Dispatch PoC Session and SHALL mark it as "mandatory" and continue with the rest of the steps; and,

NOTE 2:
If no QoE Profile attribute is included in the request, it is considered that 'Basic' QoE Profile is requested.

c) If the Dispatch Type uri-parameter is "dispatch=sub-group", then the PoC Server:

i. SHALL allocate a PoC Session Identity for the PoC Session; and,

ii, SHALL invite the PoC Users listed in the MIME resource-lists body as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "PoC Session invitation requests".

d) If the Dispatch Type uri-parameter is "dispatch=entire-group", the PoC Server SHALL invite members of the Dispatch PoC Group as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "Dispatch PoC Session invitation requests"

10. If the Dispatch PoC Group has already one or more on-going Dispatch PoC Session, then the PoC Server:

a) SHALL check whether the inviting PoC User is the Active PoC Dispatcher for the other on-going Dispatch PoC Sessions. If not, the PoC Server SHALL reject the request with as SIP 486 "Busy Here" response with the warning text set to '110 Dispatch group has already another active dispatcher' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

b) If the Dispatch Type uri-parameter is "dispatch=sub-group", the PoC Server

i. SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

1. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header";
2. assign 'Official Government Use' QoE Profile as the QoE Profile for the Dispatch PoC Session; and,

3. apply any preferential treatment to the SIP request as specified in [RFC4412], skip step b and proceed with the rest of the steps.

ii. SHALL, if QoE Profiles are enabled, 
1. if there is no <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], assign the QoE Profile indicated in the QoE Profile attribute as the QoE Profile of the Dispatch PoC Session;

2. if there is a <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], check whether value of the QoE Profile attribute is equal or higher, as specified in 5.8 "QoE Profiles", than the value of the <qoe>. If it is lower the PoC Server SHALL reject the invitation request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise, the PoC Server SHALL assign the value of the <qoe> element as the QoE Profile of the Dispatch PoC Session and SHALL mark it as "mandatory" and continue with the rest of the steps; and,

NOTE 3:
If no QoE Profile attribute is included in the request, it is considered that 'Basic' QoE Profile is requested.

iii. SHALL allocate a PoC Session Identity for the PoC Session; and,

iv. SHALL invite the PoC Users listed in the MIME resource-lists body as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "PoC Session invitation requests".

c) If the Dispatch Type uri-parameter is "dispatch=entire-group", and

i. If any of the already on-going Dispatch PoC Sessions is established with the entire Dispatch PoC Group, the PoC Server SHALL reject the request with as SIP 486 "Busy Here" response. Otherwise continue with the rest of the steps; and,

ii. SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

1. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header";
2. assign 'Official Government Use' QoE Profile as the QoE Profile for the Dispatch PoC Session; and,

3. apply any preferential treatment to the SIP request as specified in [RFC4412], skip step b and proceed with the rest of the steps.

iii.  SHALL, if QoE Profiles are enabled, 
1. if there is no <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], assign the QoE Profile indicated in the QoE Profile attribute as the QoE Profile of the Dispatch PoC Session;

2. if there is a <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], check whether value of the QoE Profile attribute is equal or higher, as specified in 5.8 "QoE Profiles", than the value of the <qoe>. If it is lower the PoC Server SHALL reject the invitation request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise, the PoC Server SHALL assign the value of the <qoe> element as the QoE Profile of the Dispatch PoC Session and SHALL mark it as "mandatory" and continue with the rest of the steps; and,

NOTE 4:
If no QoE Profile attribute is included in the request, it is considered that 'Basic' QoE Profile is requested.

NOTE 5:
Dispatch PoC Session with the entire Dispatch PoC Group are only established when the inviting PoC Dispatcher indicates the Dispatch Type uri-parameter "dispatch=entire-group" or no MIME resource-lists body is included in the SIP INVITE request

iv. If none of the already on-going Dispatch PoC Sessions is established with the entire Dispatch PoC Group, the PoC Server SHALL invite members of the Dispatch PoC Group as specified in subclauses 7.2.1.14.2 "Dispatch PoC Session initiation policy for PoC Dispatcher" and 7.2.2.2 "Dispatch PoC Session invitation requests".

11. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP response for the SIP INVITE request, as specified in subclause 7.2.2.2 "PoC Session invitation requests", the PoC Server SHALL proceed as specified in subclause 7.2.1.3.1"General".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.1.3.3   Dispatch PoC Session setup request from PoC Fleet Member

Upon receiving an initial SIP INVITE request to establish a Dispatch PoC Session from a PoC Fleet Member, as specified in subclause 7.2.1.3.1"General", the PoC Server:

1.SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclause 7.2.1.14.3 "Dispatch PoC Session initiation policy for PoC Fleet Member" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

2. SHALL check whether privacy is allowed for the Authenticated Originator's PoC Address, when anonymity is requested with the Privacy header containing the value 'id'. If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator's PoC Address is defined using <allow-anonymity> element of the PoC Group's authorization rules as specified in [XDM-Shared-Groups]. Otherwise, continue with the rest of the steps;

3. SHALL validate that the received SDP offer includes at least one Media Stream for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and if not, reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps;

4. SHOULD use the "b=AS" attribute as specified in [OMA-PoC-UP] "Media Buffering";, if included in the SDP offer

5. If the Dispatch PoC Group does not have already any on-going Dispatch PoC Session with the entire Dispatch PoC Group, then the PoC Server:

a) SHALL, if Included Media Content is supported by the PoC Server and if media is received in one or more MIME bodies,

i. Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, the PoC Server SHALL

1. send a SIP 403 "Forbidden" response and do not continue with the rest of the steps; or,

2. remove the MIME bodies containing the media that is not allowed.

NOTE 1:
One example of a local policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

ii) Check the size of all MIME bodies containing media and if the total size exceeds a configurable max size send a SIP 413 "Request Entity Too Large" response. Otherwise, continue with the rest of the steps. 

b) MAY remove the Subject header;

c) MAY remove the Alert-Info or the Call-Info header;

NOTE 2:
The reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.

d) SHALL use the value "dispatch=sub-group" as the Dispatch Type uri-parameter for the Dispatch PoC Session;

e) SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header";
ii. assign 'Official Government Use' QoE Profile as the QoE Profile for the Dispatch PoC Session; and,

iii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip step b and proceed with the rest of the steps.

f)  SHALL, if QoE Profiles are enabled, 
i. if there is no <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], assign the QoE Profile indicated in the QoE Profile attribute as the QoE Profile of the Dispatch PoC Session;

ii. if there is a <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], check whether value of the QoE Profile attribute is equal or higher, as specified in 5.8 "QoE Profiles", than the value of the <qoe>. If it is lower the PoC Server SHALL reject the invitation request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise, the PoC Server SHALL assign the value of the <qoe> element as the QoE Profile of the Dispatch PoC Session and SHALL mark it as "mandatory" and continue with the rest of the steps; and,

NOTE 3:
If no QoE Profile attribute is included in the request, it is considered that 'Basic' QoE Profile is requested.

g) SHALL invite one member of the Dispatch PoC Group that is allowed the action <allow-dispatch>, as specified in subclauses 7.2.1.14.3 "Dispatch PoC Session initiation policy for PoC Fleet Member" and 7.2.2.2 "PoC Session invitation requests"; and,

h) SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization" and do not continue the rest of the steps.

6. If the Dispatch PoC Group has already an on-going Dispatch PoC Session with the entire Dispatch PoC Group, the PoC Server:

a) SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

b) SHALL check if <max-participant-count> as specified in [XDM-Shared-Groups] is already reached. If reached, PoC Server SHALL return a SIP 486 "Busy Here" response with the warning text set to '102 Too many participants' to the originating network as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

c) SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header"; and,

ii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps.

d) SHALL check for a QoE Profile attribute contained in the request, if QoE Profiles are enabled. If the included QoE Profile is lower, as specified in subsection 5.8 "QoE Profiles" than the QoE Profile assigned to the active Dispatch PoC Session and if the QoE Profile assigned to the active PoC Session is marked as "mandatory", the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps;

e) SHALL use the value "dispatch=entire-group" as the Dispatch Type uri-parameter for the Dispatch PoC Session;

f) SHALL generate a SIP 200 "OK" response as specified in the 7.2.1.1 "General";

g) SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";

h) SHALL include in the Authenticated Originator's PoC Address and in the Contact header of the SIP 200 "OK" response the Dispatch Type uri-parameter "dispatch=entire-group" as specified in E.5.2 "Dispatch Type uri-parameter";
NOTE 4:
Resulting User Plane processing is completed before the next step is performed.
j) SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";
i) SHALL send the SIP 200 "OK" response towards the Inviting PoC Client according to rules and procedures of the SIP/IP Core;


k) SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that the Inviting PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

l) SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP response for the SIP INVITE request, as specified in subclause 7.2.2.2 "PoC Session invitation requests", the PoC Server SHALL proceed as specified in subclause 7.2.1.3.1"General".
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.4  Rejoining PoC Session request

Upon receiving a SIP INVITE request that includes a PoC Session Identity in the Request-URI the PoC Server:

1. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

2. SHALL check the presence of the Session Type uri-parameter in the Request-URI and if it is present check whether it matches with the correct Session Type of the Request-URI and if it does not then the PoC Server SHALL reject the request with a SIP 404 "Not Found" response with the warning text '100 Correct Session Type of <Request-URI> is "session=chat"' or '101 Correct Session Type of <Request-URI> is "session=prearranged"' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

3. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

4. SHALL in the case a Chat or Pre-arranged PoC Group Session check if <max-participant-count> as specified in [XDM-Shared-Groups] is already reached. If reached, PoC Server SHALL return a SIP 486 "Busy Here" response with the warning text set to '102 Too many participants' to the originating network as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

5. SHALL check whether privacy is allowed for the Authenticated Originator's PoC Address, when anonymity is requested with the Privacy header containing the tag 'id' If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator's PoC Address is defined using <allow-anonymity> element of the PoC Group's authorization rules as specified in [XDM-Shared-Groups]. If privacy is allowed, the PoC Server SHALL create an Anonymous PoC Address as specified in subclause 5.9 "Anonymous PoC Address" and include a Nick Name as specified in subclause 5.4 "Nick Name"; Otherwise, continue with the rest of the steps;
NOTE 1:
The Anonymous PoC Address is an alias for the PoC User, and this address appears in Participant Information and the User Plane Taken message. This alias PoC Address is used when expelling the PoC Participant from the PoC Session.

6. SHALL validate that the received SDP offer includes at least one Media Stream for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and if not, reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps;

7. SHALL check whether the Contact header of the incoming SIP INVITE request includes the PoC Dispatcher feature tag '+g.poc.dispatcher', in case of a Dispatch PoC Session. If it is present and the joining PoC User is not the Active PoC Dispatcher for the Dispatch PoC Session, the PoC Server SHALL reject the request with as SIP 486 "Busy Here" response with the warning text set to '110 Dispatch group has already another active dispatcher' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

8. SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response withthe warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header"; and, 

b) apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps;

9. SHALL check for a QoE Profile attribute contained in the SIP request, if QoE Profiles are enabled. If the included QoE Profile is lower, as specified in subsection 5.8 "QoE Profiles" than the QoE Profile assigned to the active PoC Session, and if the QoE Profile assigned to the active PoC Session is marked as "mandatory", the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps;

10. SHOULD use the "b=AS" attribute as specified in [OMA-PoC-UP] "Media Buffering", if included in the SDP offer;

11. SHALL accept the SIP request and generate a SIP 200 "OK" response to the SIP request as specified in the subclause 7.2.1.1 "General"; 

12. SHALL include a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specificed in the subclause 7.2.1.1.a "SDP answer generation";

13. SHALL include in the Authenticated Originator's PoC Address and in the Contact header of the SIP 200 "OK" response the Dispatch Type uri-parameter "dispatch=entire-group", or "dispatch=sub-group" as appropriate for the type of the Dispatch PoC Session, as specified in E.5.2 "Dispatch Type uri-parameter", in case of a Dispatch PoC Session.


15. SHALL interact with the User Plane as specified in [OMA-PoC- UP] "Controlling PoC Function procedures at PoC Session initialization";
NOTE 2:
Resulting User Plane processing is completed before the next step is performed.
14. SHALL send the SIP 200 "OK" response towards the PoC Client according to rules and procedures of SIP/IP Core;
16. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that a PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

17. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.5   Joining Chat PoC Group Session request

Upon receiving a SIP INVITE request that includes a PoC Group Identity, which identifies the Chat PoC Group in the request URI that is owned by the PoC Server, the PoC Server: 

1. MAY reject the SIP INVITE request with a SIP 503 "Service Unavailable" response depending on the value of the requested QoE Profile if QoE Profiles are enabled, the Chat PoC Group Session does not already exist and a risk of congestion exists as specified in [OMA-PoC-UP] "Procedures at the PoC Server performing the Controlling PoC Function". The PoC Server MAY include a Retry-After header to the 503 "Service Unavailable" response as specified in [RFC3261], set to a value expressed in seconds after which the PoC Client MAY re-attempt the PoC Session establishment.

2. SHALL check whether the Accept-Contact header includes the PoC feature tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

3. SHALL check the presence of the 'isfocus' feature parameter in the URI of the Contact header and if it is present then the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '105 Isfocus already assigned' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

4. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response to the originating network. Otherwise, continue with the rest of the steps;

5. SHALL check if <max-participant-count> as specified in [XDM-Shared-Groups] is already reached. If reached, PoC Server SHALL return SIP 486 "Busy Here" response with the warning text set to '102 Too many participants' to the originating network as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

6. SHALL check whether privacy is allowed for the Authenticated Originator's PoC Address, when anonymity is requested with the Privacy header containing the tag 'id'. If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator's PoC Address is defined using <allow-anonymity> element of the PoC Group's authorization rules as specified in [XDM-Shared-Groups]. If privacy is allowed, the PoC Server SHALL create an Anonymous PoC Address as specified in subclause 5.9 "Anonymous PoC Address" and SHALL include a Nick Name as specified in subclause 5.4 "Nick Name";  Otherwise, continue with the rest of the steps;

NOTE 1:
The Anonymous PoC Address is an alias for the PoC User, and this address appears in Participant Information and the User Plane Taken message. This alias PoC Address in used when expelling the PoC Participant from the PoC Session.

7. SHALL validate that the received SDP offer includes at least one Media Stream for which the Media Parameters and at least one codec or Media format is acceptable for the PoC Server and the Media Type is either used in the PoC Session or allowed by adding Media policy as specified in subclause 7.2.1.21 “Policy for allowing Media Streams in a PoC Session” and if not, reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps;

8. SHOULD use the "b=AS" attribute as specified in [OMA-PoC-UP] "Media Buffering", if included in the SDP offer;

9. If the Chat PoC Group Session does not already exist, the PoC Server:

a) SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". ;
ii. assign 'Official Government Use' QoE Profile as the QoE Profile for the PoC Session; and,

iii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps.

b) If QoE Profiles are enabled, the PoC Server SHALL:

i) if there is no <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], assign the QoE Profile indicated in the QoE Profile attribute as the QoE Profile of the PoC Session.

ii) if there is a <qoe> element defined in the PoC Group document as specified in [XDM-Shared-Groups], check whether value of the QoE Profile attribute is equal or higher, as specified in 5.8 "QoE Profiles", than the value of the <qoe>. If it is lower the PoC Server SHALL reject the invitation request with a SIP 403 "Forbidden" response withthe warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise, the PoC Server SHALL assign the value of the <qoe> element as the QoE Profile of the PoC Session and SHALL mark it as "mandatory" and continue with the rest of the steps, 

NOTE 2:
If no QoE Profile attribute is included in the SIP request, it is considered that 'Basic' QoE Profile is requested.

c) SHALL create a Chat PoC Group Session.

10. If the Chat PoC Group Session already exists, the PoC Server:

a). SHALL check if a Resource-Priority header is included in the SIP INVITE request, according to rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

i. check that the QoE Profile attribute contained in the SDP offer indicates 'Official Government Use' QoE Profile, as specified in subclause E.3.2 "QoE Profile". If the QoE Profile attribute indicates other QoE Profile, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header"; and,

ii. apply any preferential treatment to the SIP request as specified in [RFC4412], skip the next step and proceed with the rest of the steps.

b) SHALL check the QoE Profile attribute contained in the request, if QoE Profiles are enabled. If the included QoE Profile is lower, as specified in subclause 5.8 "QoE Profiles" than the QoE Profile assigned to the active PoC Session and if the QoE Profile assigned to the active PoC Session is marked as "mandatory", the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '114 QoE Assignment Error' as specified in subclause 5.6 "Warning header". Otherwise continue with the rest of the steps. 

11. SHALL accept the SIP request and generate a SIP 200 "OK" response to the SIP INVITE request as specified in the subclause 7.2.1.1 "General";

12 SHALL include in the SIP 200 "OK" response a MIME SDP body as an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 7.2.1.1a "SDP answer generation";
14. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization";
NOTE 3:
Resulting User Plane processing is completed before the next step is performed.
13. SHALL send the SIP 200 "OK" response towards the PoC Client according to rules and procedures of SIP/IP Core;

15. SHALL start PoC Session modification with the PoC Client as specified in subclause 7.2.2.5 "PoC Session modification", if a Media not offered in the received SDP offer is used in the PoC Session and if the PoC Session already existed before;

· 16. SHALL start PoC Session modification with the other PoC Clients as specified in subclause 7.2.2.5 "PoC Session modification", if there is a Media Type in the received SDP offer which was not used in the PoC Session and which is allowed by adding Media policy as specified in subclause 7.2.1.21 “Policy for allowing Media Streams in a PoC Session” and which was not offered to the other PoC Client yet;

17. SHALL send a notification to the PoC Clients, which have subscribed to the conference state event package that a PoC User has joined in the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,

18. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.1.7    PoC Session modification

The PoC Session modification can be made due to changing codecs and Media Parameters of Media Streams, changing the Media formats of supported Media Streams, adding new Media Streams to a PoC Session, disconnecting from a Media Stream, connecting to a Media Stream or changing bindings between Media Streams and Media-floor Control Entities or combination of these.

Upon receiving a SIP UPDATE request or a SIP re-INVITE request within an existing PoC Session including a new SDP offer as specified by [RFC3264] and [RFC4566] the PoC Server:

1. SHALL validate that the received SDP offer includes at least one Media Stream for which the Media Parameters and at least one codec or Media format is acceptable by the PoC Server and if not reject the request with a SIP 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise, continue with the rest of the steps;
2. SHALL check if a Resource-Priority header for 'Official Government Use' QoE Profile is included in the SIP UPDATE request or SIP re-INVITE request, if the 'Official Government Use' QoE Profile is supported. If included, the PoC Server SHALL apply preferential treatment to the request to modify the PoC Session, as specified in [RFC4412];
3. SHALL perform actions to verify the Authenticated Originator's PoC Address and authorize the request as specified in subclause 7.2.1.21 “Policy for allowing Media Streams in a PoC Session” and as specified in 7.2.1.22 "Policy for removing Media from PoC Session", if the current Media-floor Control Entity binding of a Media Stream used and offered by the originating PoC Client is not the same as in the received SDP offer. If any Media Stream is not authorized in the received SDP offer, the PoC Server SHALL return 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise continue with the rest of the steps;
4. SHALL perform actions to verify the Authenticated Originator's PoC Address and authorize the request as specified in subclause 7.2.1.21 “Policy for allowing Media Streams in a PoC Session”, if offered a Media currently not used in the PoC Session. If any Media is not authorized in the received SDP offer, the PoC Server SHALL return 488 "Not Acceptable Here" response generated as specified in the subclause 7.2.1.1 "General". Otherwise continue with the rest of the steps;

6. SHALL modify according to the received SDP offer the PoC Session towards other Participants as specified in subclause 7.2.2.5 "PoC Session modification", 
a) if the received SDP offer includes a Media Stream, which is currently not used in a PoC Session;

b) if the received SDP offer includes a Media Stream, which is used in a PoC Session and which is marked as rejected and if allowed by the Media Stream removal policy defined in subclause 7.2.1.22 "Removing Media from a PoC Session policy"; 

c) if the current Media-floor Control Entity binding of a Media is not the same as in the received SDP offer; or,
d) any combination of the previous.

7. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures when disconnecting from a Media Type" for disconnecting from the Media Stream in the PoC Session for the originating PoC Client, if the Media Stream in the received SDP offer was marked as rejected or if the current Media-floor Control Entity binding of a Media Stream used and offered by the originating PoC Client is not the same as in the received SDP offer;

Editor's note: It is FFS whether an explicit removal of Media Stream from the whole PoC Session is needed or whether it is enough to have a policy which removes the Media Stream based on disconnecting from a Media by a Participant.

8. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures when adding a Media Type to PoC Session", if the offered Media Stream is currently not used in the PoC Session or if the current Media-floor Control Entity binding of a Media Stream used and offered by the originating PoC Client is not the same as in the received SDP offer;

9. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures when connecting to a Media Type" for connecting to the Media Stream in the PoC Session, if the offered Media Stream is currently used in the PoC Session, but not used by the originating PoC Client;

10. SHALL, if the received SDP offer includes changes in codecs or Media formats or Media Parameters from those earlier accepted by the PoC Client:

a) check for each Media Stream that the Media Parameters and Media formats and codecs are acceptable for the PoC Server, and if not, reject the Media Stream as specified in subclause 7.2.1.1a "SDP answer generation"; and,

b) for those Media Stream where the Media Parameters and Media formats and codecs are acceptable for PoC Server, interact with the User Plane as specified in [OMA-PoC-UP] "User Plane adaptation" for updating the User Plane with the new codecs or Media formats or Media Parameters;

11. SHALL generate a SIP 200 "OK" response including a MIME SDP body as an SDP answer as specified in subclause 7.2.1.1a "SDP answer generation";

12. SHALL send the SIP 200 "OK" response to the SIP/IP Core along the signalling path;

13. SHOULD generate a notification as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request" to the PoC Clients, which have subscribed to the conference state event package, if a PoC User has put the PoC Session on hold or off hold or if Media Stream used by the PoC Session modification initiator have changed and the PoC Server performing the Controlling PoC Function includes the information about Media Stream used in the PoC Session to the Participant Information; and,

14. SHOULD send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.
NOTE:
The PoC Server may determine to update the Media Parameters and codec(s) of the other Participants according to the local policy. The modification is specified in subclause 7.2.2.5 "PoC Session modification".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.1.8    Adding Participants to PoC Session request

Upon receiving a SIP REFER request that is without a method parameter in the Refer-To header or when the method parameter is set to "INVITE" in the Refer-To header, the PoC Server: 

1. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request as specified in subclauses 7.2.1.14 "PoC Session initiation policy" and 7.2.1.15 "PoC Session adding policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response. Otherwise, continue with the rest of the steps;

2. SHALL check whether privacy is allowed for the Authenticated Originator's PoC Address, if anonymity is requested via a Privacy header containing the tag 'id' in the SIP REFER request, if adding PoC User(s) to a Pre-arranged PoC Group or Chat PoC Group Session. If not allowed, the PoC Server SHALL respond with a SIP 403 "Forbidden" response to the originating network. Allowing privacy for a specific Authenticated Originator's PoC Address is defined using <allow-anonymity> element of the PoC Group's authorization rules as specified in [XDM-Shared-Groups]. If privacy is allowed, the PoC Server SHALL create an Anonymous PoC Address as specified in subclause 5.9 "Anonymous PoC Address" and SHALL include  a Nick Name as specified in subclause 5.4 "Nick Name". Otherwise, continue with the rest of the steps;
NOTE 1:
The Anonymous PoC Address is an alias for the PoC User, and this address appears in Participant Information and the User Plane Taken message. This alias PoC Address in used when expelling the PoC Participant from the PoC Session.

3. SHALL check if a Resource-Priority header for 'Official Government Use' QoE Profile is included in the SIP REFER request, if the 'Official Government Use' QoE Profile is supported. If included, the PoC Server SHALL apply preferential treatment to the request to add Participants to the PoC Session, as specified in [RFC4412];
4. SHALL extract the PoC Address(es) of the PoC User(s) from the SIP REFER request to be invited either:

a) from the Refer-To header according to rules and procedures of [RFC3515]; or,

b) from the MIME resource-lists body according to rules and procedures of [draft-multiple-refer]; 

5. SHALL check whether the PoC User(s) to be added, in addition to those already participating, do not exceed the maximum number of Participants allowed in an Ad-hoc PoC Group Session, if adding PoC User(s) to an Ad-hoc PoC Group Session. If exceeded, according to the local policy, the PoC Server SHALL return a SIP 486 "Busy Here" response with the warning text set to ' 102 Too many participants' to the originating network as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;

6. SHALL check whether the PoC User(s) to be added, in addition to those already participating, do not exceed the maximum number of Participants allowed in the PoC Group Session according to the <max-participant-count> element, which is specified in [XDM-Shared-Groups], if adding PoC Users to a Chat or Pre-arranged PoC Group Session. If exceeded, the PoC Server SHALL return a SIP 486 "Busy Here" response with the warning text set to '102 Too many participants' to the originating network as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps.

7. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

8. SHALL if the SIP REFER request was an initial SIP request received outside of an existing dialog, then the PoC Server SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [RFC4488];

9. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];

10. SHALL send the SIP 2xx final response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core;

11. SHALL perform for the PoC Addresses allowed according to 7.2.1.15 "PoC Session adding policy" the actions described in subclause 7.2.2.2 "PoC Session invitation request" for each URI in the list; and,

12. SHALL generate and send to the PoC Client SIP NOTIFY request(s) as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request" based on the progress of each SIP INVITE request sent to PoC User(s) in accordance with sub-clause 7.2.2.2 "PoC Session invitation request", if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request. 

NOTE 2:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event 'refer' if the Refer-Sub header is not present or is set to 'true'.

Upon receiving a SIP 403 "Forbidden" response with the warning code 399 and the warning text '105 Isfocus already assigned', or a SIP 503 "Service Unavailable" response, or a SIP 486 "Busy Here" response, or a SIP 488 "Not Acceptable Here" response, or a SIP 417 "Unknown Resource Priority" response, the PoC Server SHALL if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request, generate and send to the PoC Client a SIP NOTIFY request as specified in the subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request".

Upon receiving SIP provisional responses or SIP final responses for the SIP INVITE request(s) containing a P-Answer-State header with the value "Unconfirmed" as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server:

1. SHALL discard the received SIP responses without forwarding them.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.9.1    SIP BYE request received in a PoC Session 

Upon receiving a SIP BYE request the PoC Server:

1. SHALL check if a Resource-Priority header for 'Official Government Use' QoE Profile is included in the SIP BYE request, if the 'Official Government Use' QoE Profile is supported. If included, the PoC Server SHALL apply preferential treatment to the request to leave the PoC Session, as specified in [RFC4412];

3. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function Procedures at PoC Session release" for releasing User Plane resource associated with the SIP Session towards the Participating PoC Function;
2. SHALL send a SIP 200 "OK" response towards the PoC Client according to rules and procedures of the SIP/IP Core;
4. SHALL check PoC Session release policy as specified in the subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each Participant of the PoC Session the procedures as specified in the subclause 7.2.2.4 "Remove of Participant from the PoC Session", if needed;

5. SHALL generate a notification to the PoC Clients, which have subscribed to the conference state event package that a PoC User has left the PoC Group Session, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request"; and,
6. SHALL send the SIP NOTIFY request to the PoC Clients according to rules and procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.1.9.4  SIP REFER BYE request received when using an On-demand Session 

Upon receiving from the PoC Client a SIP REFER request when using an On-demand Session with the method parameter set to value "BYE" in the Refer-To header the PoC Server:

1. SHALL check if a Resource-Priority header for 'Official Government Use' QoE Profile is included in the SIP REFER request, if the 'Official Government Use' QoE Profile is supported. If included, the PoC Server SHALL apply preferential treatment to the request to leave the PoC Session, as specified in [RFC4412];
2. SHALL perform the actions to verify the Authenticated Originator's PoC Address of the PoC Client and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response; Otherwise, continue with the rest of the steps.

3. SHALL examine the URI in the Refer-To header of the SIP REFER request and 

a) if the URI identifies a Participant in the on-going PoC Session, the PoC Server:

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [RFC4488], if the SIP REFER request was an initial SIP request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];

iv. SHALL send the SIP 2xx response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL perform for the identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

vi. SHALL check the PoC Session release policy specified in subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

vii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
viii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.

b) if referred to a URI list, then the PoC Server:

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [RFC4488], if the SIP REFER request was an initial SIP request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];

iv. SHALL send the SIP 2xx response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL perform for each identified Participant the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session";

vi. SHALL check the PoC Session release policy specified in subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session", if needed;

vii. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";
viii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

ix. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.

c) if the PoC Address is the PoC Session Identity of the on-going PoC Session, then the PoC Server:

i. SHALL generate a SIP 2xx final response to the SIP REFER request according to rules and procedures of [RFC3515];

ii. SHALL include in the response to the SIP REFER request a Supported header with the option tag 'norefersub' according to rules and procedures of [RFC4488], if the SIP REFER request was an initial SIP request received outside of an existing dialog;

iii. SHALL check the presence of the Refer-Sub header of the SIP REFER request and if it is present and it has the value 'false' then the PoC Server SHALL include in the response to the SIP REFER request a Refer-Sub header set to 'false' according to rules and procedures of [RFC4488];

iv. SHALL send the SIP 2xx response to the SIP REFER request towards the PoC Client according to rules and procedures of the SIP/IP Core; 

v. SHALL check the PoC Session release policy specified in subclause 7.2.1.16 "PoC Session release policy" and according to the applied release policy perform either:

A. for each identified PoC User the procedures specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session"; or,

B. remove the Participant referred by the Authenticated Originator’s PoC Address from the PoC Session by performing the procedures as specified in subclause 7.2.2.4 "Removal of Participant from the PoC Session".

vi. SHALL generate a notification of the current state of the PoC Session to the PoC Client(s), which have subscribed to the conference state event package, as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request";

vii. SHALL check the subscription termination policy as specified in subclause 7.2.1.11.3 "Termination of subscription" and for each PoC Client terminate the existing subscription to the conference state event package, if needed; and,

viii. SHALL send the SIP NOTIFY request to the PoC Client(s) according to rules and procedures of the SIP/IP Core.

d) if the URI is else, the PoC Server: 

i. SHALL return SIP 403 "Forbidden" response. Otherwise continue with the rest of the steps.

4. SHALL generate and send to the PoC Client a SIP NOTIFY request(s) as specified in subclause 7.2.1.17 "Generating a SIP NOTIFY request to the SIP REFER request" based on the progress of the BYE request, if the Refer-Sub header is not present or is set to 'true' in the SIP REFER request.

NOTE:
A SIP REFER request according to rules and procedures of [RFC3515] or [draft-multiple-refer] is an implicit subscription to event 'refer' in case the Refer-Sub header is not present in or is set to 'true'.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.15  PoC Session adding policy

The PoC Server SHALL NOT allow a PoC User to be added to an ongoing PoC Session if one or more PoC Boxes participates in the PoC Session.

When adding PoC Users to a PoC Session, the PoC Server performing the Controlling PoC Function SHALL invite PoC Users only if the Authenticated Originator's PoC Address is a Participant of the PoC Session.

Additionally in the case of a Pre-arranged PoC Group, Dispatch PoC Group or Chat PoC Group, the PoC Server performing the Controlling PoC Function SHALL invite PoC Users if the Authenticated Originator's PoC Address is allowed by the <allow-invite-users-dynamically> action as specified in [XDM-Shared-Groups]. 

When a request to add one or more PoC Users to a Pre-arranged PoC Group Session or Dispatch PoC Session is made by an authorized Participant of an ongoing PoC Session, the PoC Server performing the Controlling PoC Function SHALL only invite PoC Users if the Invited PoC Users are listed in the <list> element of the PoC Group document as specified in [XDM-Shared-Groups].

When a request to add one or more PoC Users to a Chat PoC Group Session is made by an authorized Participant of an ongoing PoC Session, the PoC Server performing the Controlling PoC Function SHALL only invite PoC Users if the Invited PoC Users are allowed to join by the <join-handling> action of the PoC Group’s authorization rules as specified in [XDM-Shared-Groups].

NOTE:
In case of restricted Chat PoC Group, allowed Invited PoC Users are also listed in the <list> element of the PoC Group document.
PoC Server performing the Controlling PoC Function MAY apply a local policy, when adding PoC Users to 1-1 or Ad-hoc PoC Group Sessions. The PoC Server local policy may be e.g. that either only the PoC Session initiator or any of the Participants is allowed to add PoC Users.
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