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	Title:
	UP CONRR E387
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 OMA Confidential
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	PoC WG
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	Submission Date:
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	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Ivo Sedlacek, Siemens, ivo.sedlacek@siemens.com
Tapio Pavoneen, Nokia

	Replaces:
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1 Reason for Change
a) Justification:
The CR attempts to close the following CONR comments:
	E387

	2007-01-19
	T
	6.5.1.2
	Source: Siemens

Form: OMA-REL-2007-0005

Comment: it is not clear what is meant by length and field ID and where the MBCP specific fields are located.

Proposed Change: It should be stated that the MBCP specific fields have the structure (ID, length, value) and are stored in "application-dependent data" one field by one in the order defined later on by each MBCP message 
	Status: OPEN


b) Clauses affected:

See justification.
c) Summary of change:
See justification.

d) Consequence if not approved:
Review comments not closed.

e) Reason for revision:
2 Impact on Backward Compatibility
None
3 Impact on Other Specifications
None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

6.5 Media Burst Control Protocol (MBCP) messages
The Media Burst Control Protocol (MBCP) is based on the RTCP Application Packets (RTCP: APP), as defined in [RFC3550], but MBCP messages do not conform to the rules for compound RTCP packets or RTCP packet transmission. Each MBCP message SHALL be one RTCP: APP packet. These RTCP: APP packets SHALL not be sent in compound RTCP packets, but more than one MBCP Media Burst Control message MAY be sent in a single IP packet. The structure of each MBCP message is defined below.

6.5.9 RTCP: APP message format

6.5.9.1 General

The definition of the fields in the RTCP APP packet is found in [RFC3550].

Table 1 "RTCP: APP message format" shows the RTCP APP packet format.

Table 1: RTCP: APP message format.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P| subtype |   PT=APP=204  |            length             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                           SSRC                                |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name (ASCII)                         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                 application-dependent data                    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
P

The padding bit P SHALL be set to 0.

Length

The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.

NOTE: 
The length field can indicate message size longer than specified in this version of the protocol. This can be the case e.g. if message is of later version of this protocol.

Name

The 4-byte ASCII string in the RTCP header SHALL be used to define the set of MBCP Media Burst Control messages to be unique with respect to other APP packets that the application might receive. 

For PoC the ASCII name string SHALL be: PoC1.

Application-dependent data
The use of application dependent data is specified in the subclause where the MBCP message is specified. If the length of the application dependent data is not a multiple of 4 bytes, the application dependent data SHALL be padded to a multiple of 4 bytes. The value of the padding bytes SHOULD be set to zero. The PoC Client SHALL ignore the value of the padding bytes.

6.5.9.1.1 Handling of unknown fields and messages

When a message is received the PoC Client and the PoC Server SHALL:

6． ignore the whole message, if the subtype is unknown

7． ignore the unspecified fields in the message (e.g. specified in future version of the PoC Enabler Release) and,

8． ignore the syntactically incorrect optional fields.

6.5.9.2 MBCP specific fields

This subclause list fields specific for MBCP.
The MBCP messages can include the MBCP specific fields. If included, the MBCP specific fields are contained in the application-dependent data of the MBCP message. 
Each MBCP specific field consists of an 8-bit Field ID, an 8-bit octet count describing the length of the field value not including this two-octet header, and the field value.

Table 2 "MBCP specific fields" lists the available fields including the assigned Field ID.
Table 2: MBCP specific fields.

	Field name
	Field ID
	Reference
	Description

	-
	000-099
	[RFC3550]
	Used by RTCP [RFC3550]

	P-count
	100
	6.5.1.2.1
	Participants

	T2-timer
	101
	6.5.1.2.2
	Stop talking time

	MB-priority-level
	102
	6.5.1.2.3
	MB-priority value

	Time-stamp
	103
	6.5.1.2.4
	Time stamp value

	Alert-margin
	104
	6.5.1.2.5
	Advanced Revocation Alert time information

	Privacy
	105
	6.5.1.2.6
	Privacy for Sender Identification

	Anonymous identity
	106
	6.5.1.2.7
	Unique anonymous identity

	MBCP-restrict
	107
	6.5.1.2.8
	MBCP usage restrictions

	Media-Streams
	108
	6.5.1.2.9
	Media Streams usage

	-
	107-255
	Future releases of the PoC Enabler
	Reserved for future use


6.5.9.2.1 P-count

The P-count field SHALL include the value 100 (decimal) indicating that this additional information field is used to indicate the amount of Participants in the PoC Session.

The P-count-length field SHALL include the value 2 indicating the length of this item.

The Participant field SHALL be a 16 bits integer and it SHALL be used as follows:

0
= The number of Participant is not known.

1 … 65534   
= The number of Participants in the PoC Session including the speaker.

65535
= 65535 or more Participants in the PoC Session including the speaker.

6.5.9.2.2 T2-timer

The T2-timer field SHALL include the value 101 (decimal) indicating that this additional information field is used to indicate the T2 (Stop talking) timer value.

The T2-length field SHALL include the value 2 indicating the length of this item.

The value of the T2 (Stop talking) timer value SHALL be a 16 bits integer and it SHALL be used as follows:

0 
= The value of timer T2 is unknown 

1 … 65534
= The value of timer T2 in seconds.

65535
= The value of T2 is infinity.

The Stop talking timer value in the MBCP Media Burst Granted message corresponds to the value of timer T2 at the time the timer is started, and therefore the value does not change during the Media Burst.

6.5.9.2.3 MB-priority-level

The MB-priority-level field SHALL have the value 102 (decimal).

The MB-priority-length field SHALL have the value 2 indicating the length of this item.

The MB-priority value field SHALL consist of 16 bit parameter giving a defined Media Burst request priority level.

The defined Media Burst request priority levels that can be included in a MBCP Media Burst Request message are:

1
= normal priority.

2
= high priority.

3
= pre-emptive priority.

All other values are reserved and SHALL NOT be used.

6.5.9.2.4 Time-stamp

The Time-stamp field SHALL have the value 103 (decimal).

The Time-stamp-length field SHALL have the value 8 (decimal) indicating the length of this item.

The Time-stamp-value field SHALL consist of 8 bytes giving an NTP timestamp as specified in RFC [1305].

6.5.9.2.5 Alert Margin
The Alert Margin field SHALL have the value 104 (decimal) indicating that this information field is used to indicate the Alert Margin value.
The Alert Margin length field SHALL include the value 2 indicating the length of this item.

The value of the Alert Margin value SHALL be a 16 bits integer and it SHALL be used as follows:

0
= The value of initiation of Remaining time notification.
1 … 65534
= The value of Alert Margin in seconds.
65535
= The value of Alert Margin is unknown.

The Alert Margin value SHALL be less than T2-timer value.

6.5.9.2.6 Privacy

If used, the Privacy field SHALL include the value 105 (decimal) indicating that this information field is used to indicate if privacy is requested for Sender Identification.

The Privacy-length field SHALL include the value 2 indicating the length of this item.

The Privacy request field SHALL be a 16 bits integer and it SHALL be used as follows:

0
= Privacy not requested.

1   
= Privacy requested. 

2 … 65535
= Not used.

If this optional field is not included then the privacy is not requested.

6.5.9.2.7 Anonymous identity

If used, the Anonymous identity field SHALL include the value 106 (decimal) indicating that this information field is used to indicate a unique identity for an anonymous PoC User.

The Identity-length field SHALL include the value indicating the length of this item.

The Unique anonymous identity field SHALL indicate the PoC Server performing Controlling PoC Function selected unique identity for an anonymous Participant (e.g. anonymous 3 @operator.net).

If the unique anonymous identity functionality is not used, this optional field is not included.
6.5.9.2.8 MBCP-restrict
The MBCP-restrict field SHALL include the value 107 (decimal) indicating that this additional information field is used to indicate the usage of the Media-floor Control Protocol extensions for the Media-floor Control Entity of the PoC Session associated with the Pre-established Session.

The MBCP-restrict-length field SHALL include the value 2 indicating the length of this item.

The MBCP-restrict-value field SHALL be a 16 bits integer and it SHALL be used as follows:

0 
= Media-floor Control Entity of the PoC Session associated with the Pre-established Session uses all the 
                                   Media-floor Control Protocol multimedia extensions as specified in [OMA-POC-CP] "Media Burst 
                                   Control Protocol MIME registration".
1 
= Media-floor Control Entity of the PoC Session associated with the Pre-established Session does not use             
                                   the Media-floor Control Protocol multimedia extensions as specified in [OMA-POC-CP] "Media Burst 
                                  Control Protocol MIME registration".
2 … 65535
= reserved and not used.
6.5.9.2.9 Media-Streams
The Media-Streams field SHALL include the value 108 (decimal) indicating that this additional information field is used to indicate the usage of the Media Streams of the Pre-established Session in the associated PoC Session.

The Media-Streams-length field SHALL indicate the length of this item and is equal to number of SDP "m=" lines of the last SDP offer of the Pre-established Session.

The Media-Streams-value field SHALL indicate whether the Media Streams and the Media-floor Control Entities of the Pre-arranged Session are used in the associated PoC Session. If the Media Stream or the Media-floor Control Entity, which was negotiated in the n-th SDP "m=" line of the last SDP offer of the Pre-established Session, is used in the PoC Session associated with the Pre-established Session, the n-th octet of the Media-Streams-value SHALL be set to 1, otherwise SHALL be set to 0.
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