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1 Reason for Change 
a) Justification:
The CR addresses the following technical CONR comment:

	ID
	Open Date
	Type
	Section
	Description
	Status

	Gzzz
	2007-04-06
	E
	Appendix B
	Source: NTT DoCoMo
Form: 
Comment: It’s preferable not to include messages details for the parts of the example that are outside the scope of PoC-ID spec.

“Aggregation Proxy” is not needed in the examples.

The signalling flows which are in the scope of PoC should be non-dotted line, and others should be dotted line.
Proposed Change: Update the Appendix B according the comments.
	Status: CLOSED
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b) Clauses affected:

Section 3.2, 3.3 and Appendix B.
c) Summary of change:
Summary of the changes can be found in the Justification table.
Gzz: 

Delete some detailed message examples of what is actually out of the scope of the PoC-ID spec from Appendix B.2.2. And also the “Aggregation Proxy” is deleted from Fig.B4.
Related modifications are made at section 3.2 and 3.3.
The “Aggregation Proxy” is deleted from Appendix B.1.2.
Make the last 2 lines in Fig B.3 be non-dotted line.

d) Consequence if not approved:
Review comment not closed.

e) Reason for revision:
2 Impact on Backward Compatibility
None

3 Impact on Other Specifications
None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal
Change 1:  3.2 Definitions

3.2
Definitions
	1-1 PoC Session
	A feature enabling a PoC User to establish a PoC Session with one other PoC User

	Ad-hoc PoC Group Session
	An Ad-hoc PoC Group Session is a PoC Session for multiple PoC Users that does not involve the use or definition of a Pre-arranged or Chat PoC Group

	Aggeregation Proxy
	A contact point to access XML documents stored in any XDMS

	Application Unique ID (AUID)
	A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another. (Source: [XCAP])

	Browser
	A piece of software in the User Equipment that accesses and displays files and other media data available on the Web server. When the HTTP is used for transport, the Browser is supposed to include the HTTP User Agent.

	Chat PoC Group
	A Chat PoC Group is a persistent PoC Group where the <invite-members> element is set to “false” as specified in the [OMA-SHARED_GROUP_XDM] “PoC Group” and in which a PoC User individually joins to have a PoC Session with other joined PoC Users, i.e., the establishment of a PoC Session to a Chat PoC Group does not result in other members of the Chat PoC Group being invited.

	Chat PoC Group Session
	A Chat PoC Group Session is a PoC Session established to a Chat PoC Group.

	Conference-Factory-URI
	A provisioned SIP URI that identifies the PoC service in the Home PoC Network, typically used for setting up an Ad-hoc PoC Group or 1-1 PoC Session. The provisioning procedures of Conference-Factory-URI is specified in [OMA-PoC-CP] Appendix B “The parameters to be provisioned for PoC service”

	Group
	A Group is a predefined set of Users together with its policies and attributes. A Group is identified by a SIP URI.

	HTTP User Agent
	An HTTP client which initiates an HTTP request (see [RFC2616])

	MIME Media Type
	String to identify content types, content subtypes, character sets, access types, and conversion values of media as specified in [RFC2046]

	PoC Address
	A PoC Address identifies a PoC User. The PoC Address can be used by one PoC User to request communication with other PoC Users. 

	PoC Client
	A PoC Client is a PoC functional entity that resides on the PoC User Equipment that supports the PoC service.

	PoC Group
	A PoC Group is a predefined set of PoC Users together with its attributes. A PoC Group is identified by a SIP URI.

	PoC Group Identity
	 The PoC Group Identity is a SIP URI of the Pre-arranged PoC Group or Chat PoC Group

	PoC Invocation Descriptor
	An XML document containing the information for initiating a PoC Session. The detail is specified in this document.

	PoC Server
	The PoC Server implements the 3GPP/3GPP2 IMS application level network functionality for the PoC service. A PoC Server may perform the role of the Controlling PoC Function or Participating PoC Function, or both at the same time.

	PoC Session
	A PoC Session is a SIP Session established by the procedures in [OMA-PoC-CP]. The following types of PoC Sessions are supported:  1-1 PoC, Ad-hoc PoC Group, Pre-arranged PoC Group, or Chat PoC Group Session.

	PoC User
	A PoC User is a user of the PoC service.

	Pre-arranged PoC Group 
	A Pre-arranged PoC Group is a persistent PoC Group, where the <invite-members> element is set to ”true” as specified in the [OMA-SHARED_GROUP_XDM] “PoC Group”. The establishment of a PoC Session to a Pre-arranged PoC Group results in all members being invited.

	Pre-arranged PoC Group Session
	A PoC Session established by a PoC User to a Pre-arranged PoC Group.

	SIP URI
	From [RFC3261]: "A SIP or SIPS URI identifies a communications resource" and "follows the guidelines in [RFC2396]". PoC uses SIP URIs to identify PoC Clients, PoC Servers, and PoC Sessions, resource lists that point to URI lists, etc.

	Shared Group XDMS
	The Shared Group XDMS is an XCAP Server that manages XML documents (e.g. PoC Groups), which are common to several enablers

	TEL URI
	TEL URI describes resources identified by telephone numbers.

	User
	A User is any entity that uses the described features through the User Equipment.

	User Equipment
	User Equipment is a hardware device that supports a Browser and PoC Client e.g., a wireless phone.

	Web
	A hypertext system that operates over the internet, used for serving Web pages and transferring files

	XDM Server
	An HTTP server that understands how to follow the naming and validation constraints defined in [XCAP]

	XCAP User Identifier (XUI)
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP server. [Source: XCAP]


Change 2:  3.3 Abbreviations
3.3   Abbreviations

	3GPP
	3rd Generation Partnership Project

	AUID
	Application Unique ID

	CSCSF
	Client Side Content Screening Framework

	HTTP
	Hypertext Transfer Protocol

	GAA
	General Authentication Architecture

	MIME
	Multipurpose Internet Mail Extensions

	OMA
	Open Mobile Alliance

	PoC
	Push to talk over Cellular

	SIP
	Session Initiation Protocol

	SSL
	Secure Socket Layer

	TEL
	TELephone

	TLS
	Transport Layer Security

	UE
	User Equipment

	URI
	Uniform Resource Identifier

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XDMS
	XDM Server

	XML
	Extensible Markup Language

	XUI
	XCAP User Identifier


Change 3:  Appendix B.1.2
B.1.2

Sequence example
Fig. B. 2 depicts an example of the sequence of the PoC Invocation Descriptor. 
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Fig. B.  2 An example sequence of PoC Invocation Descriptor
1. The PoC User request a Web page which includes the PoC Group information by clicking a link for example. 

2. The Browser (HTTP User Agent) sends the HTTP request to the Web server to request the page for the PoC Group information.

3. The Web server queries the PoC Group information from the Shared Group XDMS to compose the PoC Group information page by the procedures specified in [OMA-XDM_SPEC] ”Procedures at the XDM Client” with the security procedures specified in [OMA-XDM_SPEC] ”Security Procedures”. The Web server receives the necessary information from the PoC User in advance for the user authorization by Shared Group XDMS. The Web server obtains the related information from external information resources other than the Shared Group XDMS.

4. The Web server sends the PoC Group information page to the Browser. 

5. The PoC User inputs some additional information through the form interface such as choosing the individual PoC User(s) by the checkboxes.

6. The PoC User pushes the submit button after finishing the form input. 

7. The Browser (HTTP User Agent) sends the information contained in the form to the Web server.

8. The Web server creates the PoC Invocation Descriptor compliant to the XML Schema specified in Section 5.4 “XML Schema” using the information contained in the HTTP request submitted by the Browser (HTTP User Agent).
9. The Browser (HTTP User Agent) analyzes the MIME Media Type [RFC2046] of the HTTP header, and passes the PoC Invocation Descriptor and the necessary information to the PoC Client to initiate the PoC Session. 

10. PoC Client analyses the PoC Invocation Descriptor then sends the SIP request to the PoC Server to initiate the PoC Session according to the PoC Invocation Descriptor received from the Browser (HTTP User Agent). 
Change 4:  Appendix B.2.1
B.2.1

Ad-hoc PoC Group Session / 1-1 PoC Session initiation

Fig. B. 3 describes how an Ad-hoc PoC Group Session or a 1-1 PoC Session is initiated using the PoC Invocation Descriptor.
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Fig. B.  3 Ad-hoc PoC Group Session / 1-1 PoC Session initiation signalling flow.
The details of the flows are as follows:
1) Alice decides to access to her buddy list on the Web server. The Browser (HTTP User Agent) sends an HTTP request to the Web server. At this time, the Web server authenticates the UE, (the details of authentication are omitted here.)

2) In response to the HTTP request, the Web server generates a Web page. (At this time the Web server can retrieve some resources relating to the Web page from external entities, however this is completely implementation specific.)
3) After generating the Web page, the Web server returns an HTTP 200 OK response together with the generated Web page to the Browser (HTTP User Agent). This Web page is rendered on the Browser and then Alice is able to make use of her buddy list. 
4) Alice selects her friend(s) to talk with in an Ad-hoc PoC Group Session or a 1-1 PoC Session from her buddy list, and submits the form to initiate the PoC Session. The Browser (HTTP User Agent) sends an HTTP request to the Web server to get the PoC Invocation Descriptor.
In this example, it is assumed that Alice now selects Bob, Carol and Dave to talk with from her buddy list.
5) In response to the HTTP request, the Web server generates a PoC Invocation Descriptor according to Section 5.4 “XML Schema”, and returns an HTTP 200 OK response to the Browser (HTTP User Agent) together with the PoC Invocation Descriptor in its body.
In this example, the PoC Invocation Descriptor is for an Ad-hoc PoC Group Session, because the value of the "uri" attribute of the <poc-session> element is a Conference-Factory-URI, and 3 <entry> elements corresponding to Bob, Carol and Dave respectively are included under the <list> element. 
(If the value of the "uri" attribute of the <poc-session> element is a Conference-Factory-URI, and only 1 <entry> element is included under the <list> element, then the PoC Invocation Descriptor is for a 1-1 PoC Session.)
HTTP/1.1 200 OK

...

Content-Type: application/vnd.oma.poc.invocation-descriptor+xml

<?xml version="1.0" encoding="UTF-8" ?>

<invocation-descriptor version="2.0" xmlns="urn:oma:xml:poc:session-invocation-descriptor"

  xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <poc-session uri="sip:conferencefactory@example.com">

    <list>

      <entry uri="sip:bob@example.com">

        <display-name xml:lang="en">Bob</display-name>

      </entry> 

      <entry uri="sip:carol@example.com">

        <display-name xml:lang="en">Carol</display-name>

      </entry>

      <entry uri="sip:dave@example.com">

        <display-name xml:lang="en">Dave</display-name>

      </entry>

    </list>

  </poc-session>

</invocation-descriptor>
6) When the Browser (HTTP User Agent) receives the HTTP 200 OK response from the Web server, the body of which contains a PoC Invocation Descriptor, this PoC Invocation Descriptor is passed from the Browser (HTTP User Agent) to the PoC Client.
<?xml version="1.0" encoding="UTF-8" ?>

<invocation-descriptor version="2.0" xmlns="urn:oma:xml:poc:session-invocation-descriptor"

  xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <poc-session uri="sip:conferencefactory@example.com">

    <list>

      <entry uri="sip:bob@example.com">

        <display-name xml:lang="en">Bob</display-name>

      </entry> 

      <entry uri="sip:carol@example.com">

        <display-name xml:lang="en">Carol</display-name>

      </entry>

      <entry uri="sip:dave@example.com">

        <display-name xml:lang="en">Dave</display-name>

      </entry>

    </list>

  </poc-session>

</invocation-descriptor>
7) When the PoC Client receives the PoC Invocation Descriptor, the PoC Client can send a SIP request to initiate a PoC Session. 
In this example, the SIP request is for an Ad-hoc PoC Group Session because the value of the "uri" attribute of the <poc-session> element is a Conference-Factory-URI and 3 <entry> elements are included under the <list> element within the PoC Invocation Descriptor.

(If the value of the "uri" attribute of the <poc-session> element is a Conference-Factory-URI and only 1 <entry> element is included under the <list> element, then the SIP request is for a 1-1 PoC Session.)

 Then the SIP request is generated and sent as specified in [OMA-PoC-CP] ”PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session”.
Change 5:  Appendix B.2.2
B.2.2 Pre-arranged PoC Group Session / Chat PoC Group Session initiation

Fig. B. 2 describes how a Pre-arranged PoC Group Session or Chat PoC Group Session is initiated using the PoC Invocation Descriptor.
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Fig. B.  4 Pre-arranged PoC Group Session / Chat PoC Group Session initiation signalling flow.
The details of the flows are as follows:
1) Alice decides to access to her PoC Group list on the Web server. The Browser (HTTP User Agent) sends an HTTP request to the Web server. At this time, the Web server authenticates the UE, (the details of authentication are omitted here.)

2) In response to the HTTP request, the Web server generates a Web page. (At this time the Web server can retrieve some resources relating to the Web page from external entities, however this is completely implementation specific.)
3) The Web server can attempt to access the Shared Group XDMS to retrieve information about Alice’s directory using her XUI to prepare a list of PoC Group document(s) belonging to her using the AUID of Group document defined in [OMA-SHARED_GROUP_XDM] “Group”. Then the Web server sends an HTTP GET request to the Shared Group XDMS according to [OMA-XDM_SPEC] “Procedures at the XDM Client” and “XML Documents Directory” using the AUID of XCAP directory defined in [OMA-XDM_SPEC] “XML Documents Directory”.





4) 
5) The Web server receives an HTTP 200 OK response containing the list of PoC Group document(s) belonging to Alice from the Shared Group XDMS.








6) 
7) The Web server generates a Web page according to Alice’s directory information in the HTTP 200 OK response. After generating the Web page, the Web server returns an HTTP 200 OK response together with the generated Web page to the Browser (HTTP User Agent). This Web page is rendered on the Browser and then Alice is able to make use of her PoC Group list.
8) Alice selects her PoC Group to initiate a Pre-arranged PoC Group Session or Chat PoC Group Session from her PoC Group list, and submits the form to initiate the PoC Session. The Browser (HTTP User Agent) sends an HTTP request to the Web server to get the PoC Invocation Descriptor.
In this example, it is assumed that Alice now selects “chatting.xml”, which conforms to [OMA-SHARE_GROUP_XDM] “Group”, as the PoC Group to be invited from her PoC Group list.
9) In response to the HTTP request, the Web server attempts to retrieve the PoC Group document “chatting.xml” specified by Alice using her XUI. The Web server sends an HTTP GET request to the Shared Group XDMS according to [OMA-XDM_SPEC] “Procedures at the XDM Client” using the AUID of Group document defined in [OMA-SHARED_GROUP_XDM] “Group”.




10) 
11) The Web server receives an HTTP 200 OK response containing the content of the PoC Group document “chatting.xml” specified by Alice from the Shared Group XDMS.































12) 
13) Based on the PoC Group document “chatting.xml” within the HTTP 200 OK response, the Web server generates a PoC Invocation Descriptor according to Section 5.4 “XML Schema” and returns an HTTP 200 OK response to the Browser (HTTP User Agent) together with the PoC Invocation Descriptor in its body.
In this example, the PoC Invocation Descriptor is for a Pre-arranged PoC Group Session, because the value of the "uri" attribute of the <poc-session> element is a PoC Group Identity, and the <invite-members> element exists, and contains the text "true". 

(If the value of the "uri" attribute of the <poc-session> element is a PoC Group Identity, and the <invite-members> element is omitted or exists and contains the text "false", then the PoC Invocation Descriptor is for a Chat PoC Group Session.)
HTTP/1.1 200 OK

...

Content-Type: application/vnd.oma.poc.invocation-descriptor+xml

<?xml version="1.0" encoding="UTF-8" ?>

<invocation-descriptor version="2.0" xmlns="urn:oma:xml:poc:session-invocation-descriptor"

  xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <poc-session uri="sip:myconference@example.com">

    <display-name xml:lang="en">Chatting</display-name>

    <list>

      <entry uri="sip:bob@example.com" />

      <entry uri="sip:carol@example.com" />

      <entry uri="sip:dave@example.com" />

      <entry uri="sip:ellen@example.com" />

      <entry uri="sip:frank@example.com" />

    </list>
    <invite-members>true</invite-members>

  </poc-session>

</invocation-descriptor>
14) When the Browser (HTTP User Agent) receives the HTTP 200 OK response from the Web server whose body contains a PoC Invocation Descriptor, this PoC Invocation Descriptor is passed from the Browser (HTTP User Agent) to the PoC Client.
<?xml version="1.0" encoding="UTF-8" ?>

<invocation-descriptor version="2.0" xmlns="urn:oma:xml:poc:session-invocation-descriptor"

  xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

  <poc-session uri="sip:myconference@example.com">

    <display-name xml:lang="en">Chatting</display-name>

    <list>

      <entry uri="sip:bob@example.com" />

      <entry uri="sip:carol@example.com" />

      <entry uri="sip:dave@example.com" />

      <entry uri="sip:ellen@example.com" />

      <entry uri="sip:frank@example.com" />

    </list>
    <invite-members>true</invite-members>

  </poc-session>
</invocation-descriptor>
15) When the PoC Client receives the PoC Invocation Descriptor, the PoC Client can send a SIP request to initiate a PoC Session.
In this example, the SIP request is for a Pre-arranged PoC Group Session because the value of the "uri" attribute of the <poc-session> element is a PoC Group Identity, and the <invite-members> element exists and contains the text "true".

(If the value of the "uri" attribute of the <poc-session> element is a PoC Group Identity, and the <invite-members> element is omitted or exists and contains the text "false", then the SIP request is for a Chat PoC Group Session.)

Then the SIP request is generated and sent as specified in [OMA-PoC-CP] ”PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session”.
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