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1 Reason for Change

a) Justification:

The contribution attempts to close the following comment:
	D420

	2007-01-19
	T
	7.2.1.20
	Source: Siemens

Form: OMA-REL-2007-0005

Comment:  Group advertisement policy is not defined for Chat PoC Group which is neither Restricted Group nor Unrestricted Group (e.g. Chat PoC Group with black list).

Proposed Change: Change the description so that the Group advertisement for Chat PoC Group can be done to any PoC Address allowed to join the Chat PoC Group by <join-handling>.
	Status: CLOSED



The 1st paragraph of the 7.2.1.20 can be removed as the Controlling PoC Function procedures for the GA sending do not define where to send the Group Advertisement messages in case of the unrestricted Chat PoC Group Identity in the Request-URI:
 7.2.1.20 Group Advertisement policy

The PoC Server performing the Controlling PoC Function SHALL allow any PoC Subscriber or PoC User to advertise to any PoC User if the Request-URI is a PoC Group Identity identifying an unrestricted Chat PoC Group.
The PoC Server performing the Controlling PoC Function SHALL allow the Authenticated Originator to advertise to the <list> element if the Request-URI is a PoC Group Identity identifying a restricted Chat PoC Group or a Pre-arranged PoC Group and unless the Authenticated Originator's PoC Address is blocked by the <block-group-advertisement-sending> action with value "true" as specified in [OMA-PoC-Document-Mgmt].
The PoC Server performing the Controlling PoC Function SHALL allow the Authenticated Originator to advertise to the PoC Address of the 'uri' attribute of the <entry> element in the XML resource list if the Request-URI is an Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message].

NOTE:
Authorization is not applied to the Group Advertisement requests sent to a PoC Address identifying a PoC User.

 7.2.1.12 Group Advertisement request

Upon receiving a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header the PoC Server:

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header", if Group Advertisement is not supported by the PoC Server. Otherwise continue with next step.

· 2. SHALL check whether Request-URI contains a PoC Group Identity or an Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message]owned by the PoC Server. If not owned, perform the actions specified in subclause 7.5.2 "Conference URI does not exist". Otherwise, continue with the rest of the steps; 

· 3. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request as specified in subclause 7.2.1.20 "Group Advertisement policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps; 

· 4. SHALL return a SIP 403 "Forbidden" response with the warning text set to '119 Anonymity not allowed' as specified in subclause 5.6 "Warning header", if anonymity is requested. Otherwise, continue with the rest of the steps;

· 5. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if the media content is received in one or more MIME bodies:

a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, based on a Service Provider Policy either,

i. send a SIP 415 "Unsupported Media Type" response , the SIP 415 "Unsupported Media Type" response SHALL include:
1) the Accept header with the acceptable Media-Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
2) the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
3) both
and do not continue with the rest of the steps; or,

ii. remove the MIME bodies containing the not allowed media content.

NOTE 1:
One example of a local policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

b) Check the total size of all MIME bodies containing media content and if the total size exceeds a configurable max size, based on a Service Provider Policy either,

i. send a SIP 413 "Request Entity Too Large" response and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing media content.

· 6. SHALL obtain the PoC Addresses to advertise from the PoC Addresses of the 'uri' attributes of the <entry> elements in the PoC Group document if the Request-URI is a PoC Group Identity identifying a restricted Chat PoC Group or a Pre-arranged PoC Group or from the PoC Addresses of the 'uri' attributes of the <entry> elements in the XML resource list if the Request-URI is an Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message];

· 7. MAY remove the Subject header;
· 8. MAY remove the Call-Info header;

NOTE 2:
The reason for removing the Subject header and the reason for removing the Call-Info header may be a local policy in the PoC Server.
· 9. SHALL send the SIP MESSAGE request towards each PoC Address as specified in the subclause 7.2.2.6 "Group Advertisement request"; and,
· 10. SHALL send a SIP 202 "Accepted" response along the signalling path towards the initiating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

If the 1st paragraph is removed, then the Group Advertisement is consistent

· anyone can advertise any type of PoC Group to the included XML list of PoC Addresses by including the Exploder-URI in the Request-URI. The advertised PoC Group Identity is contained in the XML Group Advertisement document.

· the authorized PoC User can advertise a restricted Chat PoC Group or a Pre-arranged PoC Group to the Group List of the PoC Group by including the PoC Group Identity in the Request-URI. The advertised PoC Group Identity is also contained in the XML Group Advertisement document.
· anyone can advertise any type of PoC Group to another PoC User by including the PoC Address in the Request-URI. The advertised PoC Group Identity is contained in the XML Group Advertisement document.

b) Clauses affected:

See justification.
c) Summary of change:

The policy is updated so that:

· anyone can advertise any type of PoC Group to the included XML list of PoC Addresses by including the Exploder-URI in the Request-URI. The advertised PoC Group Identity is contained in the XML Group Advertisement document. (=> 2nd paragraph after the changes are applied)

· the authorized PoC User can advertise a restricted Chat PoC Group or a Pre-arranged PoC Group to the Group List of the PoC Group by including the PoC Group Identity in the Request-URI. The advertised PoC Group Identity is also contained in the XML Group Advertisement document. (=> 1st paragraph after the changes are applied)

· anyone can advertise any type of PoC Group to another PoC User by including the PoC Address in the Request-URI. The advertised PoC Group Identity is contained in the XML Group Advertisement document. (=> NOTE)

If there are no receiving PoC Addresses (either because the Chat PoC Group is not restricted Chat PoC Group, the restricted Chat PoC Group/Pre-arranged PoC Group do not have any members or the XML resource list is empty), then the SIP 403 response with a new warning code is returned.
d) Consequence if not approved:

CONRR not closed.

e) Reason for revision:

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

 5.6.2 Warning texts

The text string included in a Warning header consists of an explanatory text preceded by a 3-digit text code, according to the following format <xxx> + <explanatory text>, for example '102 Too many participants'. 

Table 1 defines the warning texts that are defined for the Warning header when a Warning header is included in a response to a SIP INVITE request as specified in subclause 5.6.1 "General".

	Code
	Explanatory text
	Description

	100
	Correct Session Type of <Request-URI> is "session=chat"
	The Session type uri parameter does not correspond to a Chat PoC Group specified by the SIP URI in the Request-URI of the SIP INVITE request.
The value of <Request-URI> will depend on the actual request received.

	101
	Correct Session Type of <Request-URI> is "session=prearranged"
	The Session type uri parameter does not correspond to a Pre-arranged PoC Group specified by the SIP URI in the Request-URI of the SIP INVITE request.
The value of <Request-URI> will depend on the actual request received.

	102
	Too many participants
	The maximum number of Participants allowed in a PoC Session is exceeded.

	103
	Too many group members
	The PoC Group has more than <max-participant-count> members as specified in [OMA-PoC-Document-Mgmt].

	104
	Too many Simultaneous PoC Sessions
	The maximum number of Simultaneous PoC Sessions for the PoC Client is exceeded.

	105
	Isfocus already assigned
	A conference focus (a PoC Server performing the Controlling Function) has already been assigned to the PoC Session. 

	106
	Isfocus not assigned
	A conference focus (a PoC Server performing the Controlling Function) has not been assigned to the PoC Session. 

	107
	Not authorized to add <Media Type>
	The offered Media Type is not accepted due to authorization. The value of <Media Type> is 'PoC Speech', 'Audio', 'Video' or 'Discrete Media'.

	108
	Media content in INVITE discarded
	At least one MIME body containing media has been removed from the SIP INVITE request.

	109
	PoC Box not possible for a Chat PoC Group
	Voice mail type PoC Box can't be used for Chat PoC Groups.

	110
	Dispatch group has already another active dispatcher
	The Dispatch PoC Group already has on-going Dispatch PoC Session(s) with another PoC Dispatcher.

	111
	User not allowed to transfer the dispatcher role
	Requesting PoC User not allowed to transfer the PoC Dispatcher role based on the Dispatch PoC Group definition

	112
	Target User not allowed to receive the dispatcher role 
	Target PoC User is not defined as PoC Dispatcher capable in the Dispatch PoC Group definition

	113
	User is not a dispatcher for the group
	Requesting PoC User is not defined as PoC Dispatcher capable in the Dispatch PoC Group definition

	114
	QoE Assignment Error
	An error in the assignment of the QoE Profile to the PoC Session has occurred. 

	115
	<RequestedQoE> QoE Profile not authorized
	Requested Local QoE Profile is not authorized according to the PoC User subscription.

<Requested QoE> will be the Local QoE Profile requested by the inviting PoC User in the initial request or by the Invited PoC User in the final response. 

	116
	PoC Session already exists
	Although the PoC Client attempted to initiate a new PoC Session, existing PoC Session was joined instead.

	117
	Client not supporting the PoC Dispatcher capability
	PoC Client is not supporting the PoC Dispatcher capability.

	118
	Media content not allowed
	Added media content in the request is not allowed by PoC Server local policy.

	119
	Anonymity not allowed
	Privacy is requested, but anonymity is not allowed.

	120
	Routing error in network
	The SIP request is routed to a wrong server by the SIP/IP Core.

	121
	Function not allowed due to <detailed reason>
	The function is not allowed to this user.
The <detailed reason> will be 'Group definiton', 'Access Policy', 'Local Policy', 'User authorization' or free text string.

	122
	Function not allowed
	Function is not allowed, but the detailed description about the reason is not given.

	123
	Session does not exist
	Used by OMA IM as specied in [OMA_IM_TS_
Endorsement] "Warning header".

	124
	Service not allowed due to the age limit
	Used by OMA IM as specied in [OMA_IM_TS_
Endorsement] "Warning header".

	125
	No messages
	Used by OMA IM as specied in [OMA_IM_TS_
Endorsement] "Warning header".

	126
	Uri-list service not supported
	Used by OMA IM as specied in [OMA_IM_TS_
Endorsement] "Warning header".

	127
	Too many embedded groups
	PoC Server has found too many embedded groups.

	XXX
	No destinations
	No destination addresses available for the action.


Table 1: PoC specific warning texts
 7.2.1.12 Group Advertisement request

Upon receiving a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header the PoC Server:

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header", if Group Advertisement is not supported by the PoC Server. Otherwise continue with next step.

· 2. SHALL check whether Request-URI contains a PoC Group Identity or an Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message]owned by the PoC Server. If not owned, perform the actions specified in subclause 7.5.2 "Conference URI does not exist". Otherwise, continue with the rest of the steps; 

· 3. SHALL perform actions to verify the Authenticated Originator's PoC Address and authorize the request as specified in subclause 7.2.1.20 "Group Advertisement policy" and if it is not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps; 

· 4. SHALL return a SIP 403 "Forbidden" response with the warning text set to '119 Anonymity not allowed' as specified in subclause 5.6 "Warning header", if anonymity is requested. Otherwise, continue with the rest of the steps;

· 5. SHALL perform the following actions, if Included Media Content is supported by the PoC Server and if the media content is received in one or more MIME bodies:

a) Check if included Media Type is allowed, using a local policy, and if at least one Media Type is not allowed, based on a Service Provider Policy either,

i. send a SIP 415 "Unsupported Media Type" response , the SIP 415 "Unsupported Media Type" response SHALL include:
1) the Accept header with the acceptable Media-Types that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
2) the Accept-Encoding header with the encoding formats that the PoC Server would accept according to rules and procedures of [RFC3261]; or,
3) both
and do not continue with the rest of the steps; or,

ii. remove the MIME bodies containing the not allowed media content.

NOTE 1:
One example of a local policy could be that the PoC Server only allows Included Media Content in special traffic scenarios.

b) Check the total size of all MIME bodies containing media content and if the total size exceeds a configurable max size, based on a Service Provider Policy either,

i. send a SIP 413 "Request Entity Too Large" response and do not continue with the rest of the steps; or,

ii. remove all MIME bodies containing media content.

· 6. SHALL return a SIP 403 "Forbidden" response with the warning text set to 'XXX No destinations' as specified in subclause 5.6 "Warning header", if 
· a) the Request-URI identifies a Chat PoC Group other than restricted Chat PoC Group;

· b) the Request-URI identifies a restricted Chat PoC Group with empty Group List or a Pre-arranged PoC Group with empty Group List; or,

· c) the Request-URI is an Exploder-URI identifying a SIP MESSAGE URI-list service and XML resource list has no entries. 
Otherwise, continue with the rest of the steps;
· 7. SHALL obtain the PoC Addresses to advertise from the PoC Addresses of the 'uri' attributes of the <entry> elements in the PoC Group document if the Request-URI is a PoC Group Identity identifying a restricted Chat PoC Group or a Pre-arranged PoC Group or from the PoC Addresses of the 'uri' attributes of the <entry> elements in the XML resource list if the Request-URI is an Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message];

· 8. MAY remove the Subject header;
· 9. MAY remove the Call-Info header;

NOTE 2:
The reason for removing the Subject header and the reason for removing the Call-Info header may be a local policy in the PoC Server.
· 10. SHALL send the SIP MESSAGE request towards each PoC Address as specified in the subclause 7.2.2.6 "Group Advertisement request"; and,
· 11. SHALL send a SIP 202 "Accepted" response along the signalling path towards the initiating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

 7.2.1.20 Group Advertisement policy


The PoC Server performing the Controlling PoC Function SHALL allow the Authenticated Originator to advertise a restricted Chat PoC Group or a Pre-arranged PoC Group to the <list> element if the Request-URI is a PoC Group Identity identifying the restricted Chat PoC Group or the Pre-arranged PoC Group and unless the Authenticated Originator's PoC Address is blocked by the <block-group-advertisement-sending> action with value "true" as specified in [OMA-PoC-Document-Mgmt].
The PoC Server performing the Controlling PoC Function SHALL allow the Authenticated Originator to advertise any PoC Group to the PoC Address of the 'uri' attribute of the <entry> element in the XML resource list if the Request-URI is an Exploder-URI identifying a SIP MESSAGE URI-list service according to rules and procedures of [draft-uri-list-message].
NOTE:
Authorization is not applied to the Group Advertisement requests advertising any PoC Group sent to a PoC Address identifying a PoC User.
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