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1 Reason for Change

a)
Justification: 
ACTION from Bangkok meeting: Rajev and Andrew to address the PoC Box including +g.poc.discretemedia in the Contact header of the 200 OK to the INVITE and the PoC Server checking the +g.poc.discretemedia feature tag in order to determine whether to send discrete Media to a PoC box (see 529R04) and also to address PoC Servers forwarding the +g.poc.discretemedia feature tag end to end.
b)
Clauses affected:

 Section 6.2.1.1; 7.2.1.1; 7.2.2.1; 7.3.1.1; 7.3.2.1; 7.4.1.1; 7.4.1.2; 8.2.1
c)
Summary of change:

PoC feature tag '+g.poc.discretemedia' is included in sections where it was missing.
Green Highlighted text indicates already specified stuff related to this (informational only). 

d)
Consequence if not approved:

Inconsistent specification
e)
Reason for revision:
R01: Incorporated Jul 03 CC comments.
R02: addressed and Incorporated following R&A (Jul-04 to Jul-07) comments. Included additional changes in the section 7.3.2.8.  
	Mr. Skedinger Bert
	No
	8.2.1, step 8: Is it maybe better to say "if the Poc Box is configured to accept Discrete Media" in order to not exclude other alternatives than the user doing it (can "user" configure NW PoC Box?)?
	2007-07-05 15:18:45

	Mr. Allen Andrew
	No
	SHOULD include the PoC feature tag ''+g.poc.discretemedia'' in the Contact header, if Discrete Media is supported We discussed on conference call replacing all PoC Client related text with: SHALL include the PoC feature tag ''+g.poc.discretemedia'' in the Contact header, if receiving Discrete Media is supported and acceptable to the PoC User during this PoC Session. Also for the Participating PoC Function we discussed having the PoC Server not forwarding the SIP Message if the PoC Client had not indicated +g.poc.discretemedia in the contact.
	2007-07-06 16:09:22

	Mr. Sedlacek Ivo
	Yes
	7.2.1.1 7 - The DM feature in the SIP 200 OK response sent to the Inviting PoC Client seems to mean that the 1st responding Invited PoC Client supports the Discrete Media sent over the SIP MESSAGE request. This information can have a random value - consider the following scenario: A invites B and C. A and C supports the Discrete Media sent over the SIP MESSAGE request, B does not support. PoC Server generates the SIP 200 OK towards the Inviting PoC Client when the 1st 200 OK response is received from Invited PoC Client. If B responds first, SIP 200 response does not contain the DM feature tag, if C responses first, SIP 200 response contains the DM feature tag.
it would be better to send the DM feature tag only from the PoC Client to PoC Server (in SIP INVITE request from the Inviting PoC Client to CF and in SIP 200 response from Invited PoC Client to CF) and any Participant could fetch the information about the other Participant support from the Participant Information entity attribute.
	2007-07-09 13:50:54

	Mr. Holm Jan
	No
	Sometimes "include" and sometimes "copy" use the same everywhere (include is preferred) 8.2.1 General discrete media --> Discrete Media 
	2007-07-09 16:05:33


R03: Incorporated Jul 23rd CC. 
1. Removed section 7.3.2.8 from the CR (Participating PoC function do not get involved in deciding forwarding of SIP message). 
2. Included Section 7.2.1.23 and modified the text in this CR (Controlling PoC function decides forwarding SIP message to PoC BoX).
3. Added a Note in Section 8.2.1
4. Deleted “and not previously sent in a provisional response for this dialog” from bullet-5 in 7.3.2.1 
R04: addressed and Incorporated following R&A (Jul-25 to Jul-30) comments.
	 
	Mr. Allen Andrew
	Research In Motion Limited
	Yes
	7.2.1.23 d) the PoC Box according to rules and procedures of the SIP/IP Core as specified in [OMA_IM_TS_Endorsement] "Receiving SIP MESSAGE request for Pager mode", if the PoC Session is routed to the PoC Box, if the PoC Box supports Discrete Media and if the PoC Box is configured to accept Discrete Media. Should be (based on CC comment) d) the PoC Box according to rules and procedures of the SIP/IP Core as specified in [OMA_IM_TS_Endorsement] "Receiving SIP MESSAGE request for Pager mode", if the PoC Session is routed to the PoC Box, and if the PoC Box indicated support for Discrete Media by including the +g.poc.discretemedia feature tag in the Contact header of the SIP 200 OK response returned when the PoC Session was established.
	2007-07-30 03:53:24

	 
	Mr. Sedlacek Ivo
	Siemens AG
	No
	6.2.1.1 - the PoC Client does not know at the time of provisional response generation (e.g. 180 Ringing of Manual Answer mode) whether the usage of Discrete Media over MESSAGE is acceptable to the PoC User or not since the PoC User has not made any decision yet. Could the feature tag be included only in 2xx response?
	2007-07-30 06:14:50

	 
	Mr. Holm Jan
	Ericsson
	No
	Bullet 2a) and b) in 7.2.1.23 shall also include a check about the discrete media feature tag.
	2007-07-30 15:24:54


Note: Jan Holm comment is to be discussed and not incorporated in the CR.
R05: Incorporated Jan Holm comment after discussion in Jul 31 CC
R06: Incorporated following R&A (Aug 01 – Aug 06) comments.
	 
	Mr. Sedlacek Ivo
	Siemens AG
	Yes
	- 7.2.1.23 2 d does not cover the PoC Session with multiple PoC Boxes as it mentions PoC Box in singular - it can be merged with 7.2.1.23 2 a - if the PoC Clients >>>or PoC Boxes<<< indicated support for Discrete Media
- 7.2.1.23 2 d - it is not clear why there is the reference "according to rules and procedures of the SIP/IP Core as specified in [OMA_IM_TS_Endorsement] "Receiving SIP MESSAGE request for Pager mode"" - the initial line already references 7.2.2.7 "Discrete Media request". Which of the references should be used?
- NOTE 2 and NOTE 1 are true, but are not related to this chapter - what is the reason to have them there?
- 7.2.2.1 2 - "in all initial SIP INVITE request" - why is there >>all<
- 7.3.2.1 "contact" -> "Contact" (2x) 
	2007-08-06 05:28:50

	 
	Mr. Holm Jan
	Ericsson
	No
	7.2.1.23) a) and b) in shall include SIP INVITE request in the same way as the bullet C. Why do we need bullet d) from CF point of view the PoC Box is a participant.
	2007-08-06 05:41:04


2 Impact on Backward Compatibility

No impact.
3 Impact on Other Specifications

No impact.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree.

6 Detailed Change Proposal
6. Procedures at the PoC Client

6.1 PoC Client originating procedures

6.1.3 PoC Session initiation

6.1.3.1 General

The PoC Client SHALL generate an initial SIP request according to rules and procedures of [RFC3261]. The PoC Client:

· 1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] in all initial SIP requests; 

· 2. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 3. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header; 

· 4. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header if the FDCFO Proceed feature is supported; 

· 
· 5. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header, if Discrete Media is supported and acceptable to the PoC User during the PoC Session;

· 6. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 

· 7. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";

· 8. MAY include a Nick Name in the Authenticated Originator’s PoC Address and, if included, the Nick Name SHALL be included as specified in subclause 5.4 "Nick Name". 

The PoC Client SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Client:

· 1. SHALL include the option tag 'timer' in the Supported header; 

· 2. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to 'uac'; and,
· 3. SHALL include an Accept-Language header to indicate the language to be used by the PoC Server for the warning texts sent to the PoC Client if the PoC Client wishes to get the warning texts in a language different than default.

NOTE 1:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for POC-1 reference point.

· 4. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests that QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles".

· 5. MAY include media content in one or more MIME bodies as specified in [RFC2046] with a total size equal to or less than the maximum size indicated in "INCLUDED-MEDIA-CONTENT-SIZE";

NOTE 2:
If "INCLUDED-MEDIA-CONTENT-SIZE" is not provisioned or if "INCLUDED-MEDIA-CONTENT-SIZE" is provisioned and set to zero a MIME body with a Media Type specified in [RFC2046] can not be included.

· 6. MAY include text content in Subject header in SIP INVITE request as specified in [RFC3261]; and,
· 7. MAY include reference to media content in the Alert-Info header or in the Call-Info header or both in SIP INVITE request according to rules and procedures in [RFC3261].
NOTE 3:
Included media content is not applicable, when establishing a Pre-established Session as specified in subclause 6.1.3.2.1 "PoC Client initiates a Pre-established Session" or when joining to a Chat PoC Group Session as specified in subclause 6.1.3.3.2 "PoC Client initiates a Pre-arranged PoC Group Session or joins a Chat PoC Group Session".

On receipt of a SIP final response or SIP provisional response to the SIP request, the PoC Client: 

· 1. SHALL cache the list of SIP methods that the PoC Server supports if received in the Allow header; 

· 2. SHALL cache the contact if received in the Contact header; and,

· 3. MAY present the warning text received in a Warning header to the PoC User, if a Warning header is received.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request the PoC Client:

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028], "Processing a 2xx Response";
· 2. SHALL use the accepted Media Stream and the connected Media-floor Control Entities until the PoC Session is modified or released; and,
· 3. MAY present the warning text received in a Warning header to the PoC User, if a Warning header is received; and,

NOTE 3: 
The PoC Client can perform any further actions associated with the SIP/IP Core and Access Network outside the scope of this Specification in accordance with the requested priority procedures of the invitation, if the PoC Client included a Resource-Priority header.
· 4. SHOULD inform the PoC Server performing the Controlling PoC Function, as specified in section 6.1.4.4 "User Plane Adaptation", of the achieved QoE Profile, if a QoE Profile was negotiated and if the PoC Client is unable to obtain that negotiated QoE Profile according to the parameters provisioned to the PoC Client, as specified in subclause 5.8 "QoE Profiles".

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 1:  PoC feature tags '+g.poc.discretemedia' is added 
6.2 PoC Client termination procedures

6.2.1 PoC Client invited to a PoC Session

6.2.1.1 General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

Upon receiving a SIP re-INVITE request within a Pre-established Session without associated PoC Session or upon receiving an initial SIP INVITE request, the PoC Client: 

· 1. MAY reject the SIP INVITE request or the SIP re-INVITE request within a Pre-established Session with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Client is occupied in another PoC Session and can not handle Simultaneous PoC Sessions as specified in 6.2.7 "Simultaneous PoC Sessions control procedures"; or,

b) when the PoC Client is occupied in a CS call; or,

c) when the PoC Client determines that there is not enough resources to handle the PoC Session; or,

d) any other reason outside the scope of this specification.

NOTE 2:
The decision to reject a SIP INVITE request to a PoC Session can e.g. be based on procedures between the PoC Client and the PoC User outside the scope of this specification. 

· 2. SHALL reject the initial SIP INVITE request with a SIP 403 "Forbidden" response if either of the following conditions are true:

a) the incoming SIP INVITE request contained a Priv-Answer-Mode header with the value 'Auto' as specified in [draft-answermode] and the PoC Client does not support manual answer override;

b) the incoming SIP INVITE request contained an Answer-Mode header with the value 'Manual;Require' as specified in [draft-answermode] and the PoC Client does not support Manual Answer Mode;

NOTE 3:
A SIP re-INVITE request cannot include an Answer-Mode header as specified in [draft-answermode] so Manual Answer is implied when a SIP re-INVITE request is received within the existing SIP dialog of the Pre-established Session. 

· 3. SHALL cache the list of supported SIP methods if received in the Allow header;
· 4. SHALL cache as the PoC Session Identity the content of the Contact header;
· 5. MAY display to the PoC User the PoC Address of the Inviting PoC User but SHALL NOT display it if Privacy header includes value 'id'; 
· 6. MAY render to the PoC User the identities which are indicated to be shown and the total number of anonymous PoC Users invited to the Ad-hoc PoC Group Session and 1-1 PoC Session, if indicated in the MIME resource-lists body in the request;
· 7. MAY display Session Type information to the PoC User based on the information received in the Session-Type uri-parameter in the Contact header; 

· 8. MAY notify the Media Burst Control Scheme to the PoC User if received the indication of Media Burst Control Scheme;
· 9. MAY check if a Resource-Priority header is included in the incoming SIP INVITE request and can perform further actions associated with the SIP/IP Core and Access Network outside the scope of this Specification to act upon an included Resource-Priority header, if 'Official Government Use' QoE Profile is supported; 
· 10. SHOULD render the media content received in MIME bodies to the PoC User if media content in a request is supported and the Media Type is supported by the PoC Client;

· 11. SHOULD render the text content in Subject header to the PoC User if text is included in the Subject header and if Text Content is supported by the PoC Client; and,

· 12 SHOULD retrieve and render the referenced media content in the Alert-Info header or in the Call-Info header or both according to rules and procedures of [RFC 3261] if a reference is included in the Alert-Info header or in the Call-Info header or in both , and if Referenced Media Content and referenced Media Type(s) are supported by the PoC Client.

When generating SIP provisional responses other than the SIP 100 "Trying" or SIP 2xx final responses to the received initial SIP request or the SIP re-INVITE request within a Pre-established Session the PoC Client:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 

NOTE 4:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for the POC-1 reference point.

· 2. SHALL include Server header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 3. SHALL include the option tag 'timer' in a Require header;
· 4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 
· 5. SHALL include value 'id' in a Privacy header according to rules and procedures specified in [RFC3325], if anonymity is requested by the Invited PoC User; 

· 6. SHALL include the Session-Expires header in the SIP 200 "OK" response to the initial SIP INVITE request or the SIP re-INVITE request within a Pre-established Session and start the SIP Session timer according to rules and procedures specified in [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uas'.
· 7. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address", if not provided automatically by SIP/IP Core; 

· 8. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header;
· 9. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header if the FDCFO Proceed feature is supported; 

· 10. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header of the SIP 200 “OK” response, if Discrete Media is supported and acceptable to the PoC User during the PoC Session;

· 11. MAY include a Nick Name and, if included, SHALL be included as specified in subclause 5.4 "Nick Name" in the SIP 200 "OK" response to the initial SIP INVITE request;

· 12. SHALL include an Accept-Language header to indicate the language to be used by the PoC Server for the texts sent to the PoC Client if the PoC Client wishes to get the texts in a language different than default.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 2:  PoC feature tags '+g.poc.discretemedia' is added 
7.2 Controlling PoC Function procedures

7.2.1 Request terminating at the Controlling PoC Function

7.2.1.1 General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

On receipt of an initial SIP INVITE request the PoC Server 

· 1. SHALL cache the supported SIP methods if received in the Allow header; 

· 2. SHALL cache SIP feature tags, if received in the Contact header, and if the specific feature tags are supported; 

· 3. SHALL cache the Nick Name as specified in subclause 5.4 "Nick Name", if a Nick Name is included; and,

· 4. SHALL cache the uri-parameter "b2bua", if the uri-parameter is present in the URI of the PoC Server performing Participating PoC Function in the Contact header and if the uri parameter is used according to local policy.

When sending SIP provisional responses with the exception of the SIP 100 "Trying" response to the SIP INVITE request the PoC Server

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 3. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];

· 4. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address"

a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session; or,

b) set to the PoC Group Identity with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of Pre-arranged or Chat PoC Group respectively.

· 5. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter".
· 6. SHALL copy into the Contact header the feature tags 'automata', 'actor' with their corresponding value if any of these are included in the Contact header of the incoming received SIP response; 

NOTE 2: 
If both UE PoC Box and NW PoC Box take part in the PoC Session and a provisional response other than SIP 100 "Trying" was already sent, the 'actor' has the same value as in the previous provisional response. If both UE PoC Box and NW PoC Box take part in the PoC Session and no provisional response other than SIP 100 "Trying" has been sent yet, the 'actor' value is either 'principal' or 'msg-taker' according to the PoC Server local policy.

· 7. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if at least one MIME body with media content was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request";
· 8. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the text content in the Subject header was removed; 
· 9. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Alert-Info header or the Call-Info header or both was removed; and,
NOTE 3:
The reason for removing the Subject header and the reason for removing the Alert-Info header or the Call-Info header or both may be a local policy in the PoC Server.

· 10. SHALL include Warning header(s) received in incoming provisional responses to SIP INVITE request with the exception of the SIP 100 "Trying" response.

When sending a SIP 200 "OK" response to the initial SIP INVITE request the PoC Server:

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];

· 3. SHALL include the Session-Expires header with and start supervising the SIP Session according to rules and procedures of [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uac';

· 4. SHALL include the option tag 'timer' in a Require header;
· 5. SHALL include Authenticated Originator’s PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address"

a) set to the Conference-factory-URI in case of 1-1 PoC Session or Ad-hoc PoC Group Session; or,

b) set to the PoC Group Identity with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of the Pre-arranged or Chat PoC Group respectively.

· 6. SHALL include in a Contact header the PoC Session Identity with the feature tag 'isfocus' and the PoC feature tag '+g.poc.talkburst' and the Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter";
· 
· 7. SHALL copy into the Contact header the feature tags, 'automata', 'actor' with their corresponding value if any of these are included in the Contact header of the incoming received SIP response;

NOTE 4: 
If both UE PoC Box and NW PoC Box take part in the PoC Session and a provisional response other than SIP 100 "Trying" was already sent, the 'actor' has the same value as in the previous provisional response. If both UE PoC Box and NW PoC Box take part in the PoC Session and no provisional response other than SIP 100 "Trying" has been sent yet, the 'actor' value is either 'principal' or 'msg-taker' according to the PoC Server local policy.

· 8. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not already included in a SIP provisional response;

· 9. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if at least one MIME body with media content was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request";
· 10. SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the text content in the Subject header was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request";
· 11.SHALL include the warning text set to '108 media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Alert-Info header or the Call-Info header or both was removed as specified in subclauses 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request" and 7.2.1.3 "Pre-arranged PoC Group Session setup request"; and,
· 12. SHALL include Warning header(s) received in incoming responses to SIP INVITE request.

When sending a SIP 488 "Not Acceptable Here" response to the initial SIP INVITE request, the PoC Server:

· 1. SHALL generate the SIP 488 "Not Acceptable Here" response according to rules and procedures of [RFC3261]; and,

· 2. SHALL perform one of the following actions:

a) include in the SIP 488 "Not Acceptable Here" response a MIME SDP body, containing the Media Types, the Media-floor Control Entities and the Media-floor Control Entity bindings as currently used in the PoC Session according to rules and procedures of [RFC3261], if the offered Media Types where none of those currently used in the PoC Session; or,

b) include the warning text set to '107 Not authorized to add <Media Type>' as specified in subclause 5.6 "Warning header", if the offered Media Type is not authorized for the PoC User. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.1.23 Discrete Media request

Upon receiving a SIP MESSAGE request either 

· 1. outside the SIP dialog used for a PoC Session containing the PoC feature tag '+g.poc.discretemedia' in the Accept-Contact header; or,

· 2. inside the SIP dialog used for the PoC Session, 

the PoC Server:

· 1. SHALL check the SIP MESSAGE request as specified in [OMA_IM_TS_Endorsement] "Receiving SIP MESSAGE request for group communication";  

· 2. SHALL send the SIP MESSAGE request as specified in the subclause 7.2.2.7 "Discrete Media request" towards;
a) all Participants, if the PoC Session is not using 1-many-1 communication method, and if the PoC Clients or PoC Boxes indicated support for Discrete Media by including the +g.poc.discretemedia feature tag in the Contact header of the SIP INVITE or SIP 200 OK response returned when the PoC Session was established; or,

b) all Ordinary Participants or PoC Fleet Members if the PoC Session is using the 1-many-1 communication method, and if the PoC Clients indicated support for Discrete Media by including the +g.poc.discretemedia feature tag in the Contact header of the SIP INVITE or SIP 200 OK response returned when the PoC Session was established and the SIP MESSAGE request is received from the Distinguished Participant or the PoC Dispatcher; or,

c) the Distinguished Participant or the PoC Dispatcher if the PoC Session is using the 1-many-1 communication method, and if the PoC Client indicated support for Discrete Media by including the +g.poc.discretemedia feature tag in the Contact header of the SIP INVITE or SIP 200 OK response returned when the PoC Session was established and the SIP MESSAGE request is received from an Ordinary Participant or a PoC Fleet Member,



NOTE:
Responses for the SIP MESSAGE request are described in [OMA_IM_TS_Endorsement] "Receiving SIP MESSAGE request for group communication".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 3:  PoC feature tags '+g.poc.discretemedia' is added 
7.2.2 Request initiated by the Controlling PoC Function

7.2.2a
Backward compatibility

When PoC Server performing Controlling PoC Function sends a SIP request towards the terminating PoC Network, the PoC Server SHALL perform the actions according to subclause 7.2.2 "Request initiated by the Controlling PoC Function", if the PoC Server does not know the version of OMA PoC specification supported by the terminating PoC Server or the version supported is the one specified in this specification.

When PoC Server performing Controlling PoC Function has learned by means which are out of scope of this specification that the terminating PoC Server supports only the PoC 1 specifications the PoC Server SHOULD perform the actions according to [OMA-PoC-1-CP] "Request initiated by the Controlling PoC Function", when sending a SIP request towards the terminating PoC Network.

When sending subsequent SIP requests inside an existing SIP dialog the PoC Server performing the Controlling PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-1-CP] "Request initiated by the Controlling PoC Function", if the terminating PoC Server indicated in the User-Agent or Server headers of the previous SIP transaction that the terminating PoC Server supported only the PoC 1 specifications.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.2.1 General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Server

· 1. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841] in all initial SIP INVITE requests;

Editor's note: It is FFS if automata is the only feature tag to identify a PoC Box.

· 2. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header, if it was included in the incoming SIPrequest;

· 3. SHALL include Accept-Contact headers with a feature tag 'automata' and the feature tag 'actor' with the corresponding value along with 'require' and 'explicit' according to rules and procedures of [RFC3841] if included in the incoming SIP INVITE request or SIP REFER request;

· 4. SHALL include Reject-Contact headers with a feature tag 'automata' and the feature tag 'actor' with the corresponding value along with 'require' and 'explicit' according to rules and procedures of [RFC3841] if included in the incoming SIP INVITE request or SIP REFER request;

· 5. SHALL set the Request-URI to the PoC Address of the PoC User to be invited;

· 6. SHALL include the User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

NOTE 2:
The use of the option tag 'precondition', as specified in [RFC3312], is not defined for the POC-2 reference point.

· 7. SHALL include an option tag '100rel' in a Supported header according to rules and procedures of [RFC3262];
· 8. SHALL include an option tag 'norefersub' in a Supported header according to rules and procedures of [RFC4488];
· 9. SHALL include Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address":

a) with the URI set to the PoC Address of the Inviting PoC Client and the Nick Name to the one defined for this PoC User in the incoming SIP request in case of 1-1 PoC Session and Ad-hoc PoC Group Session as specified in subclause 5.4 "Nick Name"; or,

b) with the URI set to the PoC Group Identity and the Nick Name to the one defined for this PoC Group in the PoC Group definitions with the Session Type uri-parameter "session=prearranged" or "session=chat" as specified in E.5.1 "Session Type uri-parameter" in case of the Pre-arranged or Chat PoC Group respectively.

· 10. SHALL include a Referred-By header with the Authenticated Originator's PoC Address of the Inviting PoC Client;

· 11. SHALL include a MIME message/sipfrag body containing a User-Agent header with the value of the User-Agent header of the received SIP request, if the Inviting PoC Client is compliant only to the PoC version 1.0 specification;
· 12. SHALL include in the Contact header as PoC Session Identity the contact address of the PoC Session with the PoC feature tag '+g.poc.talkburst' and the feature tag 'isfocus' and a Session Type uri-parameter "session=1-1", or "session=adhoc", or "session=prearranged", or "session=chat" as appropriate for the type of the PoC Session as specified in E.5.1 "Session Type uri-parameter"; 

· 13. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". The refresher parameter SHALL be omitted;

· 14. SHALL include the Supported header set to 'timer';

· 15. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325], if anonymity is requested with the Privacy header by the Inviting PoC Client;

· 16. SHOULD include an Allow header the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 

· 17. SHALL include unmodified Answer-Mode header if present in the incoming SIP INVITE request or in the Refer-To URI of the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated;

· 18. SHALL include unmodified Priv-Answer-Mode header if present in the incoming SIP INVITE request or in the Refer-To URI of the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated, if manual answer override is supported; and,

· 19 SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] set to the priority value assigned for the PoC Session, if the QoE Profile assigned to the PoC Session is 'Official Government Use' and if the PoC Server supports this QoE Profile.

On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the PoC Server:

· 1. SHALL start the SIP Session timer according to rules and procedures of [RFC4028];

· 2. SHALL cache SIP feature tags, if received in the Contact header, and if the specific feature tags are supported;
· 3. SHALL cache the Nick Name, if a Nick Name is included, according to the priority specified in subclause 5.4 "Nick Name"; and,

· 4. SHALL cache the uri parameter "b2bua", if the uri-parameter is present in the URI of the PoC Server performing Participating PoC Function in the Contact header and if the uri parameter is used according to local policy.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 4:  PoC feature tags '+g.poc.discretemedia' is added 
7.3 Participating PoC Function procedures

7.3.1 Requests initiated by the served PoC User

7.3.1a
Backward compatibility

When PoC Server performing Participating PoC Function sends a SIP request towards the terminating PoC Network, the PoC Server SHALL perform the actions according to subclause 7.3.1 "Request initiated by the served PoC User", if the PoC Server does not know the version of OMA PoC specification supported by the terminating PoC Server or the version supported is the one specified in this specification.

When PoC Server performing Participating PoC Function in the originating PoC Network has learned by means which are out of scope of this specification that the terminating PoC Server supports only the PoC 1 specifications the PoC Server SHOULD perform the actions according to [OMA-PoC-1-CP] "Requests initiated by the served PoC User", when sending a SIP request towards the terminating PoC Network.

When sending a SIP request on behalf of a served PoC Client which indicated in the User-Agent header of the SIP PUBLISH request setting the PoC Service Settings that the PoC Client supports only the PoC 1 specifications, the PoC Server performing the Participating PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-1-CP] "Request initiated by the Served PoC User".

When sending subsequent SIP requests inside an existing SIP dialog the PoC Server performing the Participating PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-1-CP] "Request initiated by the Served PoC User", if the terminating PoC Server indicated in the User-Agent or Server headers of the previous SIP transaction that the terminating PoC Server supported only the PoC 1 specifications.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.1.1 General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

Upon receiving from the served PoC Client an initial SIP INVITE request or SIP REFER request that requires an initial SIP INVITE request to be sent, the PoC Server:

· 1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261];

· 2. SHALL include in the SIP INVITE request the Privacy header unmodified according to rules and procedures of [RFC3325], if the incoming SIP INVITE or SIP REFER request contained a Privacy header;

· 3. SHALL include the Nick Name in the Authenticated Originator's PoC Address as specified in subclause 5.4 "Nick Name";

· 4. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841];

· 5. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 6. SHALL include in the Contact header the feature tag '+g.poc.fdcfo', as specified subclause E.2.4 "FDCFO Proceed Feature Tag", if the PoC Server supports the FDCFO Proceed feature, and the SIP INVITE request from the PoC Client contains this feature tag;

NOTE 2:
The use of the option tag 'precondition', as specified in [RFC3312], is not defined for the POC-1 or POC-2 reference points.

NOTE 3:
The use of the option tag '100rel', as specified in [RFC3262] is not defined for the POC-1 reference point.

· 7. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to 'uac'.

· 8. SHALL include the option tag 'timer' in a Supported header ;

· 9. SHALL cache the allowed SIP methods if received in the Allow header;

· 10. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];

· 11. SHALL include the Authenticated Originator's PoC Address received in the incoming SIP INVITE request in the outgoing SIP INVITE request;

· 12. SHALL perform the following actions, if the incoming SIP INVITE request contained an Answer-Mode header, or the incoming SIP REFER request contained a Refer-To URI with an Answer-Mode header:

a) include an Answer-Mode header unmodified if the received value is set to 'Manual;Require';

b) discard the Answer-Mode header if the received value is set to 'Auto' or 'Manual'; or

c) return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header" and not continue with the rest of the steps if the received value is set to 'Auto;Require';

· 13. SHALL perform the following actions, if the incoming SIP INVITE request contained a Priv-Answer-Mode header, or the incoming SIP REFER request contained a Refer-To URI with a Priv-Answer-Mode header and manual answer override is supported:

a) include a Priv-Answer-Mode header unmodified if the received value is set to 'Auto';

b) return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header" and not continue with the rest of the steps if the received value is set to anything other than 'Auto';

· 14. SHALL include in the Contact header the PoC feature tag '+g.poc.talkburst';

· 15. SHALL include the PoC feature tag '+g.poc.discretemedia' if it was included in the incoming SIP request;

· 16. SHALL copy the feature tag '+g.poc.dispatcher' if it was included in the Contact header of the incoming SIP request;

· 17. SHALL include the feature tag '+g.poc.interworking' if it was included in the Contact header of the incoming SIP request, if the PoC Server supports the PoC Interworking Service;

· 18. SHALL, if the incoming SIP INVITE or SIP REFER request contained a MIME resource-lists body with the PoC Address(es) of Invited PoC User(s), include a Content-Type header with multipart/mixed, as specified in [RFC2046], and copy the MIME resource-lists body, according to rules and procedures of [draft-URI-list]; 

· 19. SHALL insert the uri-parameter "b2bua" to the URI of the PoC Server in the Contact header of the initial SIP request as specified in E.5.3 "Back to back UA uri-parameter", if the PoC Server performing Participating PoC Function indicates according to local policy to the Controlling PoC Function, that it acts as a B2BUA and stays on the Media path; and,

· 20. SHALL include in the Accept-Contact header the feature tag 'automata' along with the feature tag 'actor' with the corresponding values and the parameters 'explicit' and 'require' if included in the Accept-Contact header of the incoming SIP INVITE request or in the Accept-Contact header contained within the Refer-To URI from the incoming SIP REFER request.

When sending SIP provisional responses, other than the SIP 100 "Trying" response, to the SIP INVITE request and if the PoC Server is acting as a B2BUA, the PoC Server:

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if has not already been sent in a provisional response for this dialog;

· 3. SHALL include the Authenticated Originator's PoC Address, along with any possible uri-parameter, if received in the incoming SIP response, in the outgoing SIP provisional response; 

· 4. SHALL include a SIP URI for the Contact header as follows, if not already sent in a provisional response for this dialog:

a) constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the Contact header of the provisional response by the Controlling PoC Function; 

b) include the PoC feature tag '+g.poc.talkburst';

c) include the feature tag 'isfocus';


d) copy the feature tag '+g.poc.dispatcher', 'automata', 'actor' with their corresponding value;if any of these are included in the Contact header of the incoming received SIP response; and,

e) include the Session Type uri-parameter and any other uri-parameter provided in the Contact header of the provisional response received from the Controlling PoC Function.

· 5. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested.

When sending a SIP 200 "OK" response to the SIP INVITE request and if the PoC Server is acting as a B2BUA the PoC Server

· 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if has not already been sent in a provisional response for this dialog;

· 3. SHALL include the option tag 'timer' in a Require header;
· 4. SHALL include the Session-Expires header according to rules and procedures of [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uac';
· 5. SHALL start the SIP Session timer according to rules and procedures of [RFC4028]; 
· 6. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];

· 7. SHALL include a SIP URI for the Contact header as follows:

a) constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the Contact header of the SIP 200 "OK" response by the Controlling PoC Function;

b) include the PoC feature tag '+g.poc.talkburst';

c) include the feature tag 'isfocus';


d) copy the feature tag '+g.poc.dispatcher', 'automata', 'actor' with their corresponding value; if any of these are included in the Contact header of the incoming received SIP response; and,

e) include the Session Type uri-parameter and any other uri-parameter provided in the Contact header of the SIP 200 "OK" response received from the Controlling PoC Function.

· 8. SHALL include the Authenticated Originator's PoC Address, along with any possible uri-parameter, if received in the incoming SIP 200 "OK" response in outgoing SIP 200 "OK" response.

· 9. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested; and,

· 10. SHALL include the option tag 'norefersub' in a Supported header according to rules and procedures of [RFC4488].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 5:  PoC feature tags '+g.poc.discretemedia' is added 
7.3.2 Requests terminated by the served PoC User

7.3.2a
Backward compatibility

When PoC Server performing Participating PoC Function in the terminating PoC Network sends a SIP request towards the terminating PoC Clients, the PoC Server SHALL perform the actions according to the [OMA-PoC-1-CP] "Requests terminated by the served PoC User", if the User-Agent header received from the terminating PoC Client, when setting the PoC Service Settings, indicates the support only to the PoC 1 specifications. 

The PoC Server performing Participating PoC Function SHALL indicate in the Server header the version supported by the Invited PoC Client, when sending SIP responses back to the PoC Server performing Controlling PoC Function.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.2.1 General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261] with the clarifications in this subclause.

The PoC Server

· 1. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3325] if anonymity is requested with the Privacy header containing the tag 'id';

· 2. SHALL include an Accept-Contact header with 

a) the PoC feature tag '+g.poc.talkburst' with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]; and,

b) any other feature tag with the parameters received in the Accept-Contact header of the incoming SIP INVITE request from the Controlling PoC Function. 

· 3. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 4. SHOULD include the Session-Expires header in the INVITE according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". The "refresher" parameter SHALL be omitted.
· 5. SHALL include the option tag 'timer' in the Supported header;
· 6. SHALL include the option tag 'norefersub' in a Supported header;
· 7. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];

· 8. SHALL include a Contact header as follows:

a) a SIP URI constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the SIP INVITE request by the Controlling PoC Function; 

b) include the PoC feature tag '+g.poc.talkburst';

c) include the feature tag 'isfocus'; 

        d) include the PoC feature tag '+g.poc.discretemedia'; if included in the incoming SIP request;

e) include the feature tag '+g.poc.dispatcher', if it was included in the Contact header of the incoming SIP request;

f) include the Session Type uri-parameter provided in the SIP INVITE request by the Controlling PoC Function; and,

g) include any other uri-parameter provided in the Contact header of the incoming SIP INVITE request by the Controlling PoC Function.

· 9. SHALL include the Authenticated Originator's PoC Address, along with any possible uri-parameter, if received in the incoming SIP INVITE request in the outgoing SIP INVITE request; 

· 10. SHALL include the Nick Name as specified in subclause 5.4 "Nick Name".

NOTE 2:
The use of the option tag 'precondition', as specified in [RFC3312] and the option tag '100rel', as specified in [RFC3262] is not defined in the POC-1 reference point.

· 11. SHALL include the MIME message/sipfrag body from the received SIP request, if the MIME message/sipfrag body indicating the Inviting PoC Client compliant only to the PoC version 1.0 specification was included in the received SIP INVITE request and the regional and national regulations require that the Inviting PoC User is informed about recording before being recorded and the SIP INVITE request is being sent to the NW PoC Box;
· 12. SHALL include a Reject-Contact header the feature tags  'automata' and 'actor' with the value of 'principal' along with 'require' and 'explicit', if the MIME message/sipfrag body indicating the Inviting PoC Client compliant only to the PoC version 1.0 specification was included in the received SIP INVITE request and the regional and national regulations require that the Inviting PoC User is informed about recording before being recorded and the SIP INVITE request is being sent to the PoC Client;
NOTE 3:
The inclusion of the Reject-Contact header ensures that the Invited PoC Client cannot pass the PoC Session invitation to the collocated UE PoC Box. 
· 12. SHALL include MIME bodies containing media content in the outgoing SIP INVITE request, if Included Media Content is supported by the PoC Server and if one or more MIME body containing media content are included in the incoming SIP INVITE request and if at least one MIME body containing media content was not removed as specified in subclause 7.3.2.2 "PoC Session invitation request";

· 13. SHALL include the Subject header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Text Content is supported by the PoC Server and if text content is included in Subject header;
· 14. SHALL include the Alert-Info header and the Call-Info header received in the incoming SIP INVITE request into the outgoing SIP INVITE request, if Referenced Media Content is support by the PoC Server and if a reference to media content is included in the Alert-Info header or in the Call-Info header or both; and,
· 15. SHALL include a Resource-Priority header according to rules and procedures of [RFC4412] that is identical to the one in the incoming SIP INVITE request, if the PoC Server supports 'Official Government Use' QoE Profile and if a Resource-Priority header is included in the received SIP INVITE.
When sending a SIP provisional responses other than the SIP 100 "Trying" response to the SIP INVITE request, the PoC Server:
· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers". 

· 3. SHOULD include the Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261], if not previously sent in a provisional response for this dialog;

· 4. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst' if not previously sent in a provisional response for this dialog; 

· 5. SHALL include into the Contact header the feature tag '+g.poc.discretemedia', if included in the Contact header of the incoming received SIP response;

· 6. SHALL copy into the Contact header the feature tags '+g.poc.dispatcher', 'automata', 'actor' with their corresponding value if any of these are included in the Contact header of incoming received SIP response;
· 7. SHALL include as the URI in the Authenticated Originator's PoC Address in the outgoing SIP provisional response either
a) the URI contained in the Authenticated Originator's PoC Address received in the incoming SIP provisional response in the case of an On-demand Session establishment; or

b) the URI stored from the Request-URI received in the incoming SIP INVITE request in the case of a Pre-established Session establishment.

· 8. SHALL include the Nick Name as specified in subclause 5.4 "Nick Name";

· 9. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested by the Privacy header with the value 'id' in the incoming SIP provisional response in the case of an On-demand Session establishment, by the Privacy header with the value 'id' in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session, or by the Privacy PoC Service Settings with the value set to ‘id’ in the case of Automatic Answer Mode of On-demand Session;
· 10. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if at least one MIME body containing media content was removed as specified in subclause 7.3.2.2 "PoC Session invitation request" if not previously sent in a provisional response for this SIP dialog;
· 11. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Subject header was removed as specified in subclause 7.3.2.2 "PoC Session invitation request" if not previously sent in a provisional response for this SIP dialog; and,
· 12. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Alert-Info header or Call-Info header was removed as specified in subclause 7.3.2.2 "PoC Session invitation request" if not previously sent in a provisional response for this SIP dialog.
NOTE 4:
A maximum of three Warning headers can be included, one for Included Media Content, one for Referenced Media Content and one for Text Content.

When sending a SIP 200 "OK" response to the SIP INVITE request the PoC Server

· 1. SHALL generate the SIP 200 "OK" response according to rules and procedures of [RFC3261] and [RFC3262];

· 2. SHALL include as the URI in the Authenticated Originator's PoC Address in the outgoing SIP 200 "OK" response either
a) the URI contained in the Authenticated Originator's PoC Address received in the incoming SIP 200 "OK" response in the case of an On-demand Session establishment; or

b) the URI stored from the Request-URI received in the incoming SIP INVITE request in the case of a Pre-established Session establishment.

· 3. SHALL include the Nick Name as specified in subclause 5.4 "Nick Name";

· 4. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested either through a Privacy header with the value 'id' in the incoming SIP final response in the case of an On-demand Session establishment, or in the SIP INVITE request received during the Pre-established Session establishment for the PoC User in the case of a Pre-established Session;

· 5. SHALL include the option tag 'timer' in the Require header;

· 6. SHALL include the Session-Expires header in the SIP 200 "OK" before sending the response towards the PoC Server performing the Controlling PoC Function according to rules and procedures of [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uas';
· 7. SHALL start the SIP Session timer according to rules and procedures of [RFC4028];

· 8. SHOULD include the Allow header with the SIP methods supported in this dialog according to rules and procedures of [RFC3261], if not previously sent in a provisional response for this dialog;

· 9. SHALL include the Server header with the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers" if not previously sent in a provisional response for this dialog; 
· 10. SHALL include a Contact header with a SIP URI identifying this PoC Server and the PoC feature tag '+g.poc.talkburst';

· 11. SHALL include into the Contact header the feature tag '+g.poc.discretemedia', if included in the Contact header of the incoming received SIP response;

· 12. SHALL include the Contact header the feature tags '+g.poc.dispatcher', 'automata', 'actor' with their corresponding value if any of these are included in the Contact header of the incoming received SIP response;
· 13. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if at least one MIME body containing media content was removed as specified in subclause 7.3.2.2 "PoC Session invitation request";
· 14. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Subject header was removed as specified in subclause 7.3.2.2 "PoC Session invitation request";
· 15. SHALL include the warning text set to '108 Media content in INVITE discarded' as specified in subclause 5.6 "Warning header", if the Alert-Info header or Call-Info header was removed as specified in subclause 7.3.2.2 "PoC Session invitation request"; and,
NOTE 5:
A maximum of three Warning headers can be included, one for Included Media Content, one for Referenced Media Content and one for Text Content.

· 16. SHALL insert the uri-parameter "b2bua" to the URI of the PoC Server in the Contact header of the initial SIP request as specified in E.5.3 "Back to back UA uri-parameter", if the PoC Server performing Participating PoC Function indicates according to local policy to the Controlling PoC Function, that it acts as a B2BUA and stays on the Media path.

· 17. SHALL include the Accept-Language header with value received 

a) in the received SIP 200 "OK" response, if the On-demand Session is used to initiate the PoC Session and the Accept-Language is included in the received SIP 200 "OK" response; or

b) in the SIP INVITE request initiating the Pre-established Session, if the Pre-established Session is used to initiate the PoC Session and the Accept-Language was included in the SIP INVITE request initiating the Pre-established Session;

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 6:  PoC feature tags '+g.poc.discretemedia' is added 
7.4 Handling of requests unrelated to PoC Sessions

7.4.1 Instant Personal Alert

7.4.1.1 Instant Personal Alert procedure at Originating PoC Server

Upon receiving a SIP MESSAGE request containing the PoC feature tag '+g.poc.talkburst' in the Accept-Contact header, the PoC Server:

· 1. SHALL return a SIP 403 "Forbidden" response with the warning text set to '119 Anonymity not allowed' as specified in subclause 5.6 "Warning header", if anonymity is requested. Otherwise, continue with the rest of the steps;

· 2. SHALL perform actions to verify the Authenticated Originator's PoC Address of the PoC User and authorize the request according to local policy, and if not authorized the PoC Server SHALL respond with a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header" to the PoC Client. Otherwise, continue with the rest of the steps; and,

· 3. SHALL forward the SIP MESSAGE request to the SIP/IP Core.

Upon receiving a SIP final response PoC Server SHALL forward the SIP final response along the signalling path towards the originating PoC Client according to rules and procedures of [RFC3261]. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 
7.4.1.2 Instant Personal Alert procedure at terminating PoC Server

Upon receiving a SIP MESSAGE request containing the PoC feature tag '+g.poc.talkburst' in the Accept-Contact header and the request includes a PoC Address in the Request-URI that is served by the PoC Server then, the PoC Server:

· 1. SHALL check if the Authenticated Originator's PoC Address in the initial SIP MESSAGE request is not 'true' in the <allow-reject-invite> action associated to the Invited PoC User indicated by the Request-URI as described in [OMA-PoC-Document-Mgmt]. If it is 'true', the PoC Server SHALL respond with a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header" to the originating network. Otherwise, continue with the rest of the steps; 

· 2. SHALL check the terminating PoC User's Incoming Instant Personal Alert Barring setting associated to the PoC Address received in the Request-URI. If the Incoming Instant Personal Alert Barring is activated the PoC Server performing the Participating PoC Function SHALL respond with a SIP 480 "Temporarily Unavailable" response to the originating network. The response is sent along the signalling path. Otherwise, continue with the rest of the steps; and,

· 3. SHALL forward the SIP MESSAGE request towards the PoC Client of the terminating PoC User according to rules and procedures of the SIP/IP Core.

Upon receiving a SIP final response PoC Server SHALL forward the SIP final response along the signalling path towards the originating PoC Client according to rules and procedures of [RFC3261]. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 7:  PoC feature tags '+g.poc.discretemedia' is added 
8.2 Common PoC Box procedures
8.2.1 General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

Upon receiving an initial SIP INVITE request the PoC Box: 

· 1. SHALL validate that at least one Media Stream and Media Parameters and at least one codec or Media format offered in the SIP INVITE request are acceptable to the PoC Box and if not, reject the request with a SIP 488 "Not Acceptable Here" response. Otherwise, continue with the rest of the steps;

· 2. MAY reject the SIP INVITE request with an appropriate reject code as specified in [RFC3261] e.g.

a) when the PoC Box determines that there is not enough resources to handle the PoC Session; or,

b) any other reason outside the scope of this specification.

· 3. SHALL cache the list of supported SIP methods if received in the Allow header;
· 4. SHALL cache as the PoC Session Identity the content of the Contact header;
· 5. SHALL store the PoC Address of the Inviting PoC User obtained from the Authenticated Originator’s PoC Address in case of 1-1 PoC Session and Ad-hoc PoC Group Session or from the Referred-By header in case of Pre-arranged PoC Group Session; 

· 6. SHALL store the PoC Group Identity obtained from the Authenticated Originator’s PoC Address in case of Pre-arranged PoC Group Session;

· 7. SHALL store the Session Type information based on the information received in the Session-Type uri-parameter in the Contact header;

· 8. SHALL discard the MIME bodies containing Included Media Content if included in the SIP INVITE request;

· 9. MAY store the Subject header if Included Text Content is supported and if the Subject header is included in the SIP INVITE request; and,

· 10. SHALL discard references in the Alert-Info header or in the Call-Info header or both, if the Alert-Info header and the Call-Info header are included in the SIP INVITE request.

When generating SIP responses other than the SIP 100 "Trying" to the received initial SIP request the PoC Box:

· 1. SHALL generate SIP responses according to rules and procedures of [RFC3261]; 

NOTE 2:
The use of the option tag 'precondition', as specified in [RFC3312], and the option tag '100rel', as specified in [RFC3262], is not defined for the PoC-11 reference point.

· 2. SHALL include Server header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 3. SHALL include the option tag 'timer' in a Require header;
· 4. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261]; 
· 5. SHALL include the Session-Expires header and start the SIP Session timer according to rules and procedures specified in [RFC4028], "UAS Behavior". The 'refresher' parameter in the Session-Expires header SHALL be set to 'uas';
· 6. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";

· 7. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header;
· 8. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header, if the PoC Box supports Discrete Media and  isconfigured to accept Discrete Media;
NOTE 1:
Configuration of PoC Box is out of scope of this specification.
· 9. SHALL include a the warning text set to '108 Media in INVITE discarded' as specified in subclause 5.6 "Warning header", if at least one MIME body with media was removed or if the Subject header was removed or if the Alert-Info header was removed or if the Call-Info header was removed as specified in this subclause.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Box SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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