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1 Reason for Change

a) Justification:

The following referenced IETF drafts expired:

	 [XCAP]
draft became RFC 4825
no implications for the document, diff can be found at http://tools.ietf.org/wg/simple/draft-ietf-simple-xcap/rfc4825-from-12.diff.html
	“The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, October 2006, URL:http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-12.txt
NOTE: IETF Draft work in progress.

	[XCAP_List]
draft became RFC 4826
no implications for the document, diff can be found at http://tools.ietf.org/wg/simple/draft-ietf-simple-xcap-list-usage/rfc4826-from-05.diff.html
	“Extensible Markup Language (XML) Formats for Representing Resource Lists”, J.Rosenberg, February 2005, URL:http://www.ietf.org/internet-drafts/draft-ietf-simple-xcaplist-usage-05.txt
NOTE: IETF Draft work in progress.
RFC 4826

	[SSL3.0]
the draft expired a long time ago (~ 1997), there does not seem to be a updated draft. The draft cannot be found at the listed URL or at www.ietf.org.
The draft seems to be superseded by RFC2246, which is also referenced in the ID.
	The SSL Protocol, Version 3.0, <draft-freier-ssl-version3-02.txt>, Transport Layer Security Working Group, Alan O. Freier et al, November 1996,
URL:http://www.netscape.com/eng/ssl3/draft302.txt
An expired draft which should be removed.


This CR relates to the following CONRR:
	D4

	2007.01.11
	T
	2.1
	Source: Jan Holm, Ericsson

Form: OMA-REL-2007-0029

Comment: The reference [draft-answermode] does not exist any longer (not even an old version)

Proposed Change: ?
	Status: CLOSED

OMA-POC-POCv2-2007-0545-CR_CP_D4_D5_D6_D7_Update_references_in_2.1
OMA-POC-POCv2-2007-0570R03-CR_CP_D4_D19_D23


b) Clauses affected:

many
c) Summary of change:

The references are updated as specified in the Justification.

The text related to [SSL3.0] is removed as the draft expired a long time ago (~ 1997).
d) Consequence if not approved:

Expired IETF draft referenced.

Inconsistency between PoC documents related to referenced IETF drafts.

e) Reason for revision:

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed changes are discussed and agreed. 
6 Detailed Change Proposal

 2.1 Normative References

	 [RFC4825]
	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)", J. Rosenberg, May 2007

URL: http://tools.ietf.org/rfc/rfc4825.txt



	[RFC4826]
	IETF RFC 4826: "Extensible Markup Language (XML) Formats for Representing Resource Lists", J. Rosenberg, May 2007

URL: http://tools.ietf.org/rfc/rfc4826.txt




 2.2 Informative References

	
	



 3.2 Definitions
	Application Unique ID (AUID)
	A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another. (Source: [RFC4825])

	XDM Server
	An HTTP server that understands how to follow the naming and validation constraints defined in [RFC4825]

	XCAP User Identifier (XUI)
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP server. (Source: [RFC4825])


 3.3 Abbreviations

	3GPP
	3rd Generation Partnership Project

	AUID
	Application Unique ID

	CSCSF
	Client Side Content Screening Framework

	HTTP
	Hypertext Transfer Protocol

	GAA
	General Authentication Architecture

	MIME
	Multipurpose Internet Mail Extensions

	OMA
	Open Mobile Alliance

	PoC
	Push to talk over Cellular

	SIP
	Session Initiation Protocol

	
	

	TEL
	TELephone

	TLS
	Transport Layer Security

	UE
	User Equipment

	URI
	Uniform Resource Identifier

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XDMS
	XDM Server

	XML
	Extensible Markup Language

	XUI
	XCAP User Identifier


 5.2.5 The <display-name> element

The <display-name> element specifies a human readable name of each parent’s element as defined in [RFC4826]. 

When the parent element is the <poc-session> element, the <display-name> element determines the PoC Session name. When the parent element is the <entry> element, the <display-name> element determines the single PoC User name.

The usage of the <display-name> element is implementation specific.

Element attributes
"xml:lang"
This attribute specifies the language of the display name. 

 B.1.1 Usage example

Fig. B. 1 shows an example of a configuration where the Browser is used to;

•Present some information associated with the PoC Group (information on a ski resort in this example), 

•Allow the PoC User to select the member(s) (in case of 1-1 PoC Session and Ad-hoc PoC Group Session) or PoC Group (in case of Pre-arranged PoC Group Session and Chat PoC Group Session) to call,
•Retrieve a PoC Invocation Descriptor, and
•Invoke the PoC Client to initiate a PoC Session. 
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Fig. B.  1 An example of PoC Client invocation from Browser
Assuming Alice, Bob, Carol, David and Edward are the PoC Users, the normal and alternative flows are as follows:

(1) Normal flow

•Alice request a Web page to the Web server using the Browser in her UE.

•The Web server authenticates Alice and returns the Web page requested to Alice’s Browser.
During this step the Web server accesses the Shared Group XDMS using Alice’s XUI [RFC4825] and obtains her PoC Group document using her access rights.
•The Web page generated by the Web server contains a list of the PoC Groups which Alice is a member of, and also contains other relevant information such as news, offers, etc.

•Alice selects one of her PoC Groups, e.g. Ski_Buddies, on her Browser. 
•The Browser presents a list of members of Ski_Buddies as well as updates of certain ski resort. The updates contain such information as dates, time, current weather, forecast, wind, temperature, near real time pictures of the resort, etc.

•Since the conditions look perfect, using PoC, Alice decides to call Bob, Carol and David to discuss their trip to the ski resort tomorrow. Alice knows that Edward is not available due to his trip abroad and she does not attempt to call him.

•Alice selects Bob, Carol and David and clicks the “CALL” button on the Browser.

•The PoC Client is automatically invoked by clicking the “CALL” button and the invitation is sent to Bob, Carol and David. The four talk in the Ad-hoc PoC Group Session and discuss their ski trip tomorrow.
If Alice selects only one person, then the PoC Session becomes a 1-1 PoC Session.

(2) Alternative flow 

•Instead of selecting each member whom Alice wants to talk to, Alice wants to talk to everyone. Alice selects the “CALL ENTIRE GROUP” button on the Browser.

•PoC Client is automatically invoked by clicking the “CALL ENTIRE GROUP” button and invitation is sent to everyone in the PoC Group. The participants talk in the Pre-arranged PoC Group Session and discuss their ski trip tomorrow.
If Ski_Buddies is a Chat PoC Group, then the PoC Session becomes a Chat PoC Group Session.
 C.2.1.2 Server authentication

When a PoC Invocation Descriptor is downloaded from the Web server to the Browser (HTTP User Agent), the Browser (HTTP User Agent)  supports at least one server authentication method such as TLS1.0 [RFC2246]  transport layer server authentication. When HTTPS is used to indicate the need for Server Authentication, HTTPS implementations conform to RFC2818 [RFC2818].
If the Web server switches from TLS to an insecure protocol during a session, the Browser (HTTP User Agent) can terminate the communication.

 C.2.1.4 Confidentiality and integrity protection

When TLS is used to provide Web server authentication, the authenticated PoC Invocation Descriptor download also is confidentiality and integrity protected using the mechanisms defined in the TLS specification [RFC2246]. 
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