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1 Reason for Change

2 R01: Updated according to agreement in the Beijing meeting.
· Changed rejection code to 500 and included a new warning text so that the PoC Client can differenciate this 500 from all other 500 that e.g. SIP/IP Core can generate.
· Simplified all procedures outside the new chapter 5.7A and tried to describe everything in the 5.7A.
· XML checked with Windows Exploder and corrected.
Justification

 At the moment the issue with multiple PoC Addresses on one PoC Client remains to be solved.

There are 2 solutions already proposed and I got as an action point in London to provide a 3:rd solution based on subscription to the "reg" event package.

The "OMA-POC-POCv2-2008-0001-INP_Multiple_PoC_Addresses_in_ multi_device_environment_using_Regevent" shows the over all solution.
This CR proposes the changes needed in the CP.
Summary of Change

· I added a new definition, Instance Identifier URN.

· I modified the Registration procedure and the filter criteria in SIP/ IP Core
· I modified the PoC Service Settings procedure in the PoC Client and in the PoC Server.

· I added a new procedure for subscribing to the Registration Event package

Scope of Change

 Subclauses 3.2, 6.1.1.1, 6.1.1.2, 6.1.2 and Appendix D.2 are modified.
Consequence if not accepted

Problem with multiple PoC addresses remains. 
3 Impact on Backward Compatibility

None
4 Impact on Other Specifications

None
5 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

6 Recommendation

To include the proposed changes as described in clause 6 in the next version of the CP.
7 Detailed Change Proposal

Change 1:  (Adding new reference to extend the xml defined in RFC)

	[RFC3680]
	IETF RFC 3680 (March 2004) "A Session Initiation Protocol (SIP) Event Package for Registrations"
URL: http://www.ietf.org/rfc/rfc3680.txt



Change 2:  (adding a new definition)

3.2 Definitions
	Instance Identifier URN
	A global unique identifier identifying a PoC Client created as specified in [sip-outbound].


Change 3:  (Adding warning text)

5.6.2    Warning texts

The text string included in a Warning header consists of an explanatory text preceded by a 3-digit text code, according to the following format <xxx> + <explanatory text>, for example '102 Too many participants'. 

Table 1 defines the warning texts that are defined for the Warning header when a Warning header is included in a response to a SIP INVITE request as specified in subclause 5.6.1 "General".

	Code
	Explanatory text
	Description

	100
	Correct Session Type of <Request-URI> is "session=chat"
	The Session type uri parameter does not correspond to a Chat PoC Group specified by the SIP URI in the Request-URI of the SIP INVITE request.
The value of <Request-URI> will depend on the actual request received.

	101
	Correct Session Type of <Request-URI> is "session=prearranged"
	The Session type uri parameter does not correspond to a Pre-arranged PoC Group specified by the SIP URI in the Request-URI of the SIP INVITE request.
The value of <Request-URI> will depend on the actual request received.

	102
	Too many participants
	The maximum number of Participants allowed in a PoC Session is exceeded.

	103
	Too many group members
	The PoC Group has more than <max-participant-count> members as specified in [OMA-PoC-Document-Mgmt].

	104
	Too many Simultaneous PoC Sessions
	The maximum number of Simultaneous PoC Sessions for the PoC Client is exceeded.

	105
	Isfocus already assigned
	A conference focus (a PoC Server performing the Controlling Function) has already been assigned to the PoC Session. 

	106
	Isfocus not assigned
	A conference focus (a PoC Server performing the Controlling Function) has not been assigned to the PoC Session. 

	107
	Not authorized to add <Media Type>
	The offered Media Type is not accepted due to authorization. The value of <Media Type> is 'PoC Speech', 'Audio', 'Video' or 'Discrete Media'.

	108
	Media content in INVITE discarded
	At least one MIME body containing media has been removed from the SIP INVITE request.

	109
	PoC Box not possible for a Chat PoC Group
	Voice mail type PoC Box can't be used for Chat PoC Groups.

	110
	Dispatch group has already another active dispatcher
	The Dispatch PoC Group already has on-going Dispatch PoC Session(s) with another PoC Dispatcher.

	111
	User not allowed to transfer the dispatcher role
	Requesting PoC User not allowed to transfer the PoC Dispatcher role based on the Dispatch PoC Group definition

	112
	Target User not allowed to receive the dispatcher role 
	Target PoC User is not defined as PoC Dispatcher capable in the Dispatch PoC Group definition

	113
	User is not a dispatcher for the group
	Requesting PoC User is not defined as PoC Dispatcher capable in the Dispatch PoC Group definition

	114
	QoE Assignment Error
	An error in the assignment of the QoE Profile to the PoC Session has occurred. 

	115
	<RequestedQoE> QoE Profile not authorized
	Requested Local QoE Profile is not authorized according to the PoC User subscription.

<Requested QoE> will be the Local QoE Profile requested by the inviting PoC User in the initial request or by the Invited PoC User in the final response. 

	116
	PoC Session already exists
	Although the PoC Client attempted to initiate a new PoC Session, existing PoC Session was joined instead.

	117
	Client not supporting the PoC Dispatcher capability
	PoC Client is not supporting the PoC Dispatcher capability.

	118
	Media content not allowed
	Added media content in the request is not allowed by PoC Server local policy.

	119
	Anonymity not allowed
	Privacy is requested, but anonymity is not allowed.

	120
	Routing error in network
	The SIP request is routed to a wrong server by the SIP/IP Core.

	121
	Function not allowed due to <detailed reason>
	The function is not allowed to this user.

The <detailed reason> will be 'Group definiton', 'Access Policy', 'Local Policy', 'User authorization' or free text string.

	122
	Function not allowed
	Function is not allowed, but the detailed description about the reason is not given.

	123
	Session does not exist
	The target session in the Request URI does not exist

NOTE:
Used by OMA IM as specfiied in [OMA_IM_TS_Endorsement] "Warning header".

	124
	Service not allowed due to the age limit
	Service has an age limit and the limit is not reached.

NOTE:
Used by OMA IM as specified in [OMA_IM_TS_Endorsement] "Warning header".

	125
	No messages
	Messages are retrieved, but the history function has no messages.

NOTE:
Used by OMA IM as specified in [OMA_IM_TS_Endorsement] "Warning header".

	126
	Uri-list service not supported
	Uri-list service not supported/allowed by the Server.

NOTE:
Used by OMA IM as specified in [OMA_IM_TS_Endorsement] "Warning header".

	127
	Service not authorised
	The User is not authorised for this service.

NOTE:
Used by OMA IM as specified in [OMA_IM_TS_Endorsement] "Warning header".

	128
	Too many embedded groups
	PoC Server has found too many embedded groups.

	129
	No destinations
	No destination addresses available for the action.

	130
	Conflicting URI: <URI>
	If the URI Usage Type uri-parameter of an URI in the MIME resource-lists body or in the Refer-to header does not correspond to the actual usage of the URI.

<URI> will be the URI including the URI Usage Type uri-parameter.

	131
	Invalid URI <URI> 
	The PoC Address received in a SIP PUBLISH request is not registered by this PoC Client. The reason could be that a race condition has occurred between the SIP/IP Core and the PoC Network. Retransmitting the SIP PUBLISH request may give a different result.


Table 1: PoC specific warning texts
Change 4:  ()
5.7A PoC Session association
A PoC Client MAY support multiple PoC Addresses and be involved in one or more PoC Sessions at the same time using the same or different PoC Addresses.

If the PoC Client supports multiple PoC Addresses and if an Instance Identifier URN is available to the PoC Client the PoC Client:

· 1. SHALL include in the Contact header of the SIP REGISTER request a sip.instance feature tag with the Instance Identifier URN as specified in [sip-outbound] when registering to the PoC Service;
· 2. SHALL include in the Contact header of PoC specific SIP requests and SIP responses a sip.instance feature tag with the Instance Identifier URN as specified in [sip-outbound]; and,
· 3. SHALL include the Instance Identifier URN as the <entity> element 'id' attribute in PoC Service Settings.
The PoC Server SHALL subscribe to the "reg" event package according to rules and procedures of [RFC3265] and [RFC3680].
Upon receiving the SIP NOTIFY request as the result of the subscription to the "reg" event package the PoC Server:
1. SHALL if the state of the <contact> element is "created", "registered", "refreshed" 
a) cache, for each combination of a PoC address received in an <aor> element and the Instance Identifier URN in the feature tag sip.instance received in the <unknown-param>, all PoC Addresses registered by the same Instance Identifier URN so that the PoC Server can retrieve the list of PoC Addresses used by the same PoC Client by using the PoC Address and the Instance Identifier URN as the key to the cached information; and,
b) cache, for each PoC Address received in the <aor>, the PoC Addresses and Instance Identifier URN that are registered together so that the PoC Server can retrieve the list of PoC Addresses registered together by the same PoC Client using a PoC Address as the key to the cached information.
NOTE 1:
The PoC Server caches the information with two keys in order to handle SIP requests and SIP responses from the PoC Client and the SIP INVITE request from the PoC Server performing the Controlling PoC Function differently.
2. SHALL if the state of the <contact> element is set to "expired", "deactivated", "probation", "unregistered" or "rejected":
a) remove, for each combination of a PoC address received in an <aor> element and the Instance Identifier URN in the feature tag sip.instance received in the <unknown-param>, the cached list of PoC Addresses using the PoC Address and the Instance Identifier URN as the key to the cached information; and,

b) remove, for each PoC Address received in the <aor>, the cached list of PoC Addresses using the PoC Address in the <aor> as the key to the cached information.
NOTE 2:
If the <unknown-param> does not include a sip.instance with a Instance Identifier URN the PoC Server handles this as if an Instance Identifier URN with the value "null" was received.
Upon receiving the SIP PUBLISH request with the PoC Service settings the PoC Server: 
1. SHALL return a SIP 500 "Server Internal Error" response with the warning text set to '131 Invalid URI <URI>' as specified in subclause 5.6 "Warning header" if there is no list of PoC Addresses cached using the Authenticated Originator's PoC Address and the Instance Identifier URN in the <entity> 'id' attribute as the key. Otherwise continue with the next step;
NOTE 3: 
If the <entity> 'id' attribute does not include an Instance Identifier URN the PoC Server handles this as if an Instance Identifier URN with the value "null" was received.
2. SHALL cache the PoC Service Settings using the PoC Address and the Instance Identifier URN as the key to the cached information.
Upon receiving PoC specific SIP requests and SIP responses from PoC Client the PoC Server performing the Participating PoC Function:

1. SHALL retrieve the cached list of PoC Addresses using the Instance Identifier URN retrieved from the Contact header and the Authenticated Originator's PoC Address as the key to the cached information; and,
2. SHALL apply the QoE specific and Simultaneous PoC Session procedures specified in the subclause 7.3 "Participating PoC Function procedures" and in [OMA-PoC-UP] "Procedures at the PoC Server performing the Participating PoC Function" for each PoC Session involving a PoC Address in the retrieved list and the Instance Identifier URN in the Contact header.
NOTE 4:
If the Contact header does not include a sip.instance feature tag with an Instance Identifier URN the PoC Server handles this as if an Instance Identifier URN with the value "null" was received.
Upon receiving an initial SIP INVITE request from the PoC Server performing the Controlling PoC Function, the PoC Server performing the Participating PoC Function:
1.SHALL retrieve the list of PoC Addresses using the PoC Address in the Request URI as the key to the cached information; and,

· 2. SHALL apply the QoE specific and Simultaneous PoC Session procedures specified in the subclause 7.3 "Participating PoC Function procedures" and in [OMA-PoC-UP] "Procedures at the PoC Server performing the Participating PoC Function" for each PoC Session involving a PoC Address in the list and the Instance Identifier URN in the Contact header.
Change 5:   (Modifying the registration procedure in the PoC Client)

6.1.1PoC service registration

7.1.1.1  PoC service registration and re-registration

The PoC Client PoC service registration and re-registration to the SIP/IP Core SHALL be made according to rules and procedures of [RFC3261] with the clarifications in this subclause.

When registering or re-registering for the PoC service, the PoC Client

· 1. SHALL generate a SIP REGISTER request according to rules and procedures of [RFC3261];

· 2. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client;

· 3. SHALL include the PoC feature tag '+g.poc.dispatcher' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if the PoC Dispatcher capability is supported; 

· 4. SHALL include the PoC feature tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if receiving of Group Advertisement messages is supported;

· 5. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if Discrete Media is supported;

· 6. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if the FDCFO Proceed feature is supported; 

· 7. SHOULD include the parameter 'q' with value between 1 and 0 in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client if UE PoC Box functionality is supported by the UE and enabled by the PoC User.

· 8. SHALL include an additional Contact header containing the contact address of the UE PoC Box and the feature tags 'sip.automata' and  'sip.actor' with the value 'principal' and 'sip.description' with the value "poc recording device" and the PoC feature tag '+g.poc.talkburst' along with the parameter 'q' with value between 1 and 0 if UE PoC Box functionality is supported by the UE and enabled by the PoC User;

NOTE 1:
The value of parameter 'q' for the UE PoC Box and the PoC Client Contacts cannot be the same as this would result in parallel forking of the request. 

NOTE 2:
If the value of parameter 'q' for the PoC Client Contact header is greater than the value of parameter 'q' included in the UE PoC Box Contact header then requests not containing an Accept-Contact header indicating the UE PoC Box will be routed to the PoC Client.

NOTE 3:
If the value of parameter 'q' for the PoC Client Contact header is less than the value of parameter 'q' included in the UE PoC Box Contact header then requests not containing a Reject-Contact header for the UE PoC Box will be routed to the UE PoC Box. Equivalent functionality can be achieved by the PoC Client implementation redirecting locally the PoC Session invitation to the UE PoC Box. 

NOTE 4:
The use of a higher value of parameter 'q' for the UE PoC Box Contact than the PoC Client Contact achieves similar functionality for the UE PoC Box as the use of the SIP 302 "Moved Temporarily" response achieves for the NW PoC Box. 

NOTE 5:
If the SIP/IP Core corresponds to 3GPP IMS then every contact address in the Contact header has to contain the same IP address and port number however they can contain different tokens as URI parameters to differentiate them. 3GPP2 IMS allows additional security mechanisms to be used (e.g TLS and HTTP Digest) as well as the security mechanism specified by 3GPP. Some 3GPP2 security mechanisms do not restrict the UE to use the same IP address and port number for all contact addresses. 

· 9.  SHALL either

a) include an Instance Identifier URN as specified in subclause 5.7A "PoC Session association" if the PoC Client supports multiple PoC Addresses and if an Instance Identifier URN is available to the PoC Client; or,

b) include an Instance Identifier URN as specified in the [sip-outbound] if the PoC Client supports NAT traversal and when the PoC Client is behind NAT.
· NOTE 6:
If both criteria's above are fulfilled the Instance Identifier URN is included as specified in 5.7A "PoC Session association".
· 10. SHALL include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840]; 

· 11. MAY include the User-Agent header in the SIP REGISTER request to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers"; 

· 12. SHALL insert in the SIP REGISTER request any necessary security parameters (e.g. Digest response) according to rules and procedures of the SIP/IP Core; 

· 13. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests the priority treatment of the QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; and,

· 14. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

NOTE 7:
The UAC can register clients for several enablers using the same SIP REGISTER request. In case other enabler client(s) are already registered and a new enabler client is registering, the UAC includes in the SIP REGISTER request also the feature tag(s) with which the other enablers are currently registered.

Each time the PoC Client has successfully performed an initial PoC service registration the PoC Client SHALL set the PoC Service Setting as specified in subclause 6.1.2 "PoC Service Settings procedure".

NOTE 8: 
The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials. 

The PoC Client SHALL send NAT keep-alive messages as specified in [sip-outbound] when the PoC Client is behind Network Address Translators (NAT) if NAT traversal is supported by the PoC Client.

NOTE 9:
Periodic application level re-registration is initiated by the PoC Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.


When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.1.1.2 PoC service de-registration

When de-registering from the PoC service, the PoC Client SHALL de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following.

When PoC service de-registering, the PoC Client:

· 1. SHALL remove the PoC Service Settings before de-registering from the PoC service as specified in subclause 6.1.2 "PoC Service Settings procedure".

· 2. SHALL generate a SIP REGISTER request;

· 3. SHALL NOT include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client;

· 4. SHALL include the PoC feature tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request if the PoC Client needs to continue to receive Group Advertisement messages; 
· 5. SHALL either
a) include an Instance Identifier URN as specified in subclause 5.7A "PoC Session association" if the PoC Client supports multiple PoC Addresses and if an Instance Identifier URN is available to the PoC Client and if the PoC Client needs to continue to receive Group Advertisement messages; or, 
b) include an Instance Identifier URN as specified in the [sip-outbound] if UE PoC Box functionality is supported by the UE and the PoC User needs the UE to continue to act as a UE PoC Box and if the PoC Client supports NAT traversal and when the PoC Client is behind NAT. 
· NOTE 1:
If both criteria's above are fulfilled the Instance Identifier URN is included as specified in 5.7A "PoC Session association".
· 6. SHALL include a Contact header containing the contact address of the UE PoC Box and the feature tags 'sip.automata' and 'sip.actor' with the value 'principal' and 'sip.description' with the value "poc recording device" and the PoC feature tag '+g.poc.talkburst' if UE PoC Box functionality is supported by the UE and the PoC User needs the UE to continue to act as a UE PoC Box; 

· 7. SHALL include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840], if the PoC Client needs to continue to receive Group Advertisement messages or need to continue to act as a UE PoC Box and MAY include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840] in all other cases; 

· 8. MAY include the User-Agent header in the SIP REGISTER request to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 9. SHALL include the expiration value set to 0 according to rules and procedures of [RFC3261], if the User Equipment also needs to de-register from the SIP/IP Core; and,

· 10. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.

NOTE 2:
In case several enabler clients are registered from the same UE, the UAC needs to ensure that it only deregisters the PoC Client and maintains all other enabler clients in the registered state unless the User intends those other clients also to be de-registered. To prevent complete de-registration of all registered enabler clients the SIP REGISTER request does not include an Expires header set to 0 but is a refresh registration without the relevant PoC enabler feature tags (e.g +g.poc.talkburst).
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 6:  (Modifying the PoC Service Settings in the PoC Client)

7.1.2  PoC Service Settings procedure

To set, update, remove or refresh the PoC Service Settings, the PoC Client:

· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [RFC4354];

· 2. SHALL set the Request-URI of the SIP PUBLISH request to the PoC Address of the PoC User;

· 3. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";

· 4. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]; 

· 5. SHALL include a User-Agent header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 6. SHALL set the Event header to the value 'poc-settings';

· 7. MAY set PoC Service Settings expiration timer in Expires header, if set, SHALL set according to rules and procedures of [RFC3903], in the same range as the registration timer recommended by SIP/IP Core;

NOTE 1:
Expiration timer value 0 means removal of the PoC Service Settings.

· 8. SHALL include the PoC Service Settings as follows, if setting or updating the PoC Service Setting:

a) Answer Mode Indication setting (auto-answer or manual-answer);

b) Incoming PoC Session Barring setting (ISB active or ISB not active);

c) Incoming Instant Personal Alert Barring setting (IAB active or IAB not active); and,

d) Simultaneous PoC Sessions Support setting (SSS active or SSS not active).

· 9. MAY include the following optional PoC Service Settings, if setting or updating the PoC Service Setting:
a) Invited Parties Identity Information Mode setting ('true' or 'false');

b) Included Media Content in a Request Support setting ('true' or 'false');

c) Referenced Media Content in a Request Support setting ('true' or 'false');

d) Text Content in a Request Support setting ('true' or 'false');

e) PoC Box use setting ('unwilling' or 'unconditional' or 'conditional'); and,

f) Privacy setting (‘none’ or 'id').
· 10. SHALL include an Instance Identifier URN as specified in subclause 5.7A "PoC Session association".
· 10. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client subscribes to the 'Official Government Use' QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User according to their subscription, as specified in subclause 5.8 "QoE Profiles"; and,
· 12. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.

On receiving the SIP 200 "OK" response to the SIP PUBLISH request the PoC Client MAY indicate to the PoC User the successful communication of the PoC Service Settings to the PoC Server. 
NOTE 2:
Due to race conditions in the network retransmission of the SIP PUBLISH request can give a different result if a SIP 500 "Server Internal Error" response with the warning text set to '131 Invalid URI <URI>' as specified in subclause 5.6 "Warning header" is received as the response to the SIP PUBLISH request. 
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

Change 7:  (Modifying the PoC Server Role determination part)
7.1.6  Reception of a SIP REGISTER request

· Upon receiving a SIP REGISTER request the PoC Server:
· SHALL continue as specified in the subclause 7.4.2.1 "Reception of the SIP REGISTER request".
Change 8:  (Modifying the PoC Service Setting procedure in the Participating PoC Function)
7.3.1.14   PoC Service Setting procedure

Upon receiving a SIP PUBLISH request the PoC Server: 

· 1. SHALL check whether the Event header includes value 'poc-settings' and if not included the PoC Server SHALL return a SIP 489 "Bad event" response. Otherwise, continue with the rest of the steps;

· 2. SHALL perform actions to verify the Authenticated Originator's PoC Address of the PoC Client and authorize the request according to local policy, and if not authorized the PoC Server SHALL return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header". Otherwise, continue with the rest of the steps;
· 5. SHALL check if the Authenticated Originator's Address is registered by the PoC Client as specified in the subclause 5.7A "PoC Session association" and if that is the case continue with the rest of the steps;
· 3. SHOULD check if a Resource-Priority header is included in the SIP PUBLISH request according to the rules and procedures of [RFC4412], if the 'Official Government Use' QoE Profile is supported. If included the PoC Server SHALL:

a) perform actions to authorize the Resource-Priority header, as specified in subclause 5.8 "QoE Profiles". If the Resource-Priority header cannot be authorized, the PoC Server SHALL reject the request with a SIP 403 "Forbidden" response with the warning text set to '115 <RequestedQoE> QoE Profile not authorized' as specified in subclause 5.6 "Warning header"; and,
b) apply preferential treatment to the SIP request, as specified in [RFC4412], and proceed with the rest of the steps.

· 4. SHALL process the SIP PUBLISH request according to rules and procedures of [RFC3903] and if processing of the SIP request was not successful, do not continue with the rest of the steps;
· 5. SHALL store the received PoC Service Settings until PoC Service Settings expiration timer is expired as specified in subclause 5.7A "PoC Session association"; 
NOTE:
The PoC Service Settings are listed in subclause 6.1.2 "PoC Service Settings procedure".

· 6. SHALL use the following default values for the following optional PoC Service Settings, if not included in the received SIP PUBLISH request.

a) The default value of Invited Parties Identity Information Mode is 'false';

b) The default value of Included Media Content in a Request Support is 'false';

c) The default value of Referenced Media Content in a Request Support is 'false';

d) The default value of Text Content in a Request Support is 'false';

e) The default value of PoC Box use setting is 'unwilling' and,

f) The default value of Privacy value as specified in [RFC3323] and [RFC3325] is 'none'.

· 7. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];
· 8. SHALL include a Server header to indicate the PoC release version as specified in subclause E.4.1 "Release version in User-agent and Server headers"; and,

· 9. SHALL send SIP 200 "OK" response to the SIP PUBLISH request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause. 

Change 9:  (Adding new procedure, unrelated to any PoC Session, in the PoC Server)

7.4.X     Subscribing to the SIP Registration event
7.1 In order for the PoC Server performing the Participating PoC Function to associate PoC Sessions to a PoC Client or associate PoC Sessions to a UE PoC Box the PoC Server need to cache the relation between PoC Addresses and the registered PoC Client and between PoC Addresses and the registered UE PoC Box. 
7.2 The SIP/IP Core sends all SIP REGISTER requests where at least one of the contacts in the SIP REGISTER request includes the feature tag "+.g.poc.talkbursts" or "+g.poc.groupad" or both.
7.4.X.1      Reception of the SIP REGISTER request
Upon receiving a SIP REGISTER request the PoC Server:

· 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261]; and,
· 2. SHALL send the SIP 200 "OK" response according to rules and procedures of SIP/IP Core.
· If the PoC Server does not already subscribe to the "reg" event package for the PoC Address received in the SIP REGISTER request the PoC Server:
· 1. SHALL generate a SIP SUBSCRIBE request according to rules and procedures of [RFC3265] and [RFC3680]; 

· 2. SHALL set the Request-URI of the SIP SUBSCRIBE request to the PoC Address received in the SIP REGISTER request; 
· 3. SHALL set the Authenticated Originator's PoC Address to a SIP URI of the PoC Server;
· 4. MAY set a expiration timer in Expires header, if set, the value of the timer SHALL be set according to rules and procedures of [RFC3903], in the same range as the registration timer recommended by SIP/IP Core; and,   
· 5. SHALL send the SIP SUBSCRIBE request towards the PoC Server using a new SIP dialog, according to rules and procedures of the SIP/IP Core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.4.X.2     Reception of the SIP NOTIFY request
Upon receiving a SIP NOTIFY request from SIP/IP Core as the result of the "reg" event subscription the PoC Server:

· 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3265] and [RFC3680];
· 2. SHALL send the SIP 200 "OK" response according to rules and procedures of SIP/IP Core;
· 3. SHALL handle the received registration information as specified in subclause 5.7A "PoC Session association"; and,
· 4. SHALL terminate the subscription as specified in [RFC3265] and [RFC3680] if no registration information is cached any longer for this PoC User.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
Change 10:  (Modifying originating filter criteria in SIP/IP Core)
D.2   Originating Filter Criteria
NOTE: 
Originating Filter Criteria is indexed on the P-Asserted-Identity header.

CASE method="INVITE" AND header="Accept-Contact" = "+g.poc.talkburst"  


THEN: ROUTE request to the specified PoC Server Originating Port Address.
CASE method="OPTIONS" AND header="Accept-Contact" = "+g.poc.talkburst"  


THEN: ROUTE request to the specified PoC Server Originating Port Address.
CASE method="MESSAGE" AND header="Accept-Contact" = "+g.poc.talkburst"   


THEN: ROUTE request to the specified PoC Server Originating Port Address.
CASE method="MESSAGE" AND header="Accept-Contact" = "+g.poc.groupad"  


THEN: ROUTE request to the specified PoC Server Originating Port Address.
CASE method="MESSAGE" AND header="Accept-Contact" = "+g.poc.discretemedia"  


THEN: ROUTE request to the specified PoC Server Originating Port Address.
CASE method="MESSAGE" AND header="Accept-Contact" = "+g.poc.fdcfo"  


THEN: ROUTE request to the specified PoC Server Originating Port Address.
CASE method="SUBSCRIBE" AND header="Accept-Contact" = "+g.poc.talkburst"  


THEN: ROUTE request to the specified PoC Server Originating Port Address.
CASE method="PUBLISH" AND header="Accept-Contact" = "+g.poc.talkburst"   


THEN: ROUTE request to the specified PoC Server Originating Port Address.

CASE method="REFER" AND header="Accept-Contact" = "+g.poc.talkburst"   


THEN: ROUTE request to the specified PoC Server Originating Port Address.
CASE method="REGISTER" AND header="Accept-Contact" = "+g.poc.talkburst"

THEN: ROUTE request to the specified PoC Server Originating Port Address.
CASE method="REGISTER" AND header="Accept-Contact" = "+g.poc.groupad"

THEN: ROUTE request to the specified PoC Server Originating Port Address.
A.1 SIP registration and publication of PoC Service Settings event

The PoC User A at the PoC Client A registers with SIP/IP Core A. The registration contains contact information about the PoC Client and a UE PoC Box co-located on the UE. The PoC Box is registered with a lower q-value than the PoC Client i.e. when the PoC User is invited to a PoC Session the SIP/IP Core will first send the SIP INVITE request to the PoC Client unless the UE PoC Box is the target.

The flow assumes that the PoC Client registers with the Government Use QoE profile.

When the registration is completed the PoC Client A publishes it's current PoC Service Settings to PoC Server A. 

This flow is as shown in Figre 3 "PoC Client A SIP registers with the SIP/IP Core A, and PoC Client A publishes PoC Service Settings".
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Figure 3: PoC Client A SIP registers with the SIP/IP Core A and PoC Client A publishes PoC Service Settings

The IP address and port in the host part of the URI in the Contact header of the SIP REGISTER request and the SIP PUBLISH request is replaced by PoCClientA.networkA.net for readability.
The steps of the flows are as follows: 

1.
SIP REGISTER request (from PoC Client A to SIP/IP Core A) 

The PoC Client A sends a SIP REGISTER request containing the PoC feature tag '+g.poc.talkburst' in the contact header to the SIP/IP Core A. 


	SIP HEADERS
	

	From:
	<sip:PoC-UserA@networkA.net>;tag=4fa3

	To:
	<sip:PoC-UserA@networkA.net>

	User-Agent:
	PoC-client/OMA2.0 Acme-Talk5000/v1.01

	Authorization:
	Digest username="PoC-UserA-private@networkA.net", realm="registrar.networkA.net", nonce=", uri="sip:registrar.networkA.net" 

	Require
	pref

	Resource-Priority
	wps.2

	Contact:
	<sip:PoC-ClientA@PoCClientA.networkA.net>; sip.instance=<urn:uuid:00000000-0000-1000-8000-000A95A0E128>; +g.poc.talkburst; +g.poc.groupad; +g.poc.dispatcher; +g.poc.discretemedia; +g.poc.fdcfo;q=1

	Contact:
	<sip:UE-PoC-BoxA@PoCClientA.networkA.net>; sip.instance=<urn:uuid:00000000-0000-1000-8000-000A95A0E128>;sip.automata; sip.actor="principal"; sip.description="poc recording device"; +g.poc.talkburst;q=0.5


2. 
SIP 401 "Unauthorized" response (from SIP/IP Core A to PoC Client A) 

The SIP/IP Core A requires authentication of the registration of PoC Client A and responds with a SIP 401"Unauthorized" response containing an authentication challenge in the WWW-Authenticate header.

3.
SIP REGISTER request (from PoC Client A to SIP/IP Core A) 

The PoC Client A sends another SIP REGISTER request containing the PoC feature tag '+g.poc.talkburst' in the contact header and the authentication response in the Authorization header to the SIP/IP Core A. 


	SIP HEADERS
	

	From:
	<sip:PoC-UserA@networkA.net>;tag=4fa3

	To:
	<sip:PoC-UserA@networkA.net>

	User-Agent:
	PoC-client/OMA2.0 Acme-Talk5000/v1.01

	Authorization:
	Digest username="PoC-UserA-private@networkA.net", realm="registrar.networkA.net", nonce=base64(RAND + AUTN + server specific data), algorithm=AKAv1-MD5, uri="sip:registrar.networkA.net", response="6629fae49393a05397450978507c4ef1"

	Require
	pref

	Resource-Priority
	wps.2

	Contact:
	<sip:PoC-ClientA@PoCClientA.networkA.net>;sip.instance=<urn:uuid:00000000-0000-1000-8000-000A95A0E128>; +g.poc.talkburst; +g.poc.groupad; +g.poc.dispatcher;+g.poc.discretemedia;+g.poc.fdcfo;q=1

	Contact:
	<sip:UE-PoC-BoxA@ PoCClientA.networkA.net>;sip.instance=<urn:uuid:00000000-0000-1000-8000-000A95A0E128>; sip.automata; sip.actor="principal"; sip.description="poc recording device";+g.poc.talkburst;q=0.5


4.
SIP 200 "OK" response (from SIP/IP Core A to PoC Client A)

The SIP/IP Core A acknowledges the SIP REGISTER request with a SIP 200 "OK" response to the PoC Client A. 

5.
SIP REGISTER request (from SIP/IP Core A to the PoC Server A)
The SIP/IP Core sends a REGISTER request to the PoC Server A based on the Initial Filter Criteria.

	SIP HEADERS
	

	From:
	<sip:PoC-UserA@networkA.net>;tag=lll4A

	To:
	<sip:PoC-UserA@networkA.net>

	Supported
	reg

	Contact:
	< sip:registrar.networkA.net>


6. 
SIP 200 "OK" response (from PoC Server A to SIP/IP Core A)

The PoC Server A acknowledges the SIP REGISTER request with a SIP 200 "OK" response to the SIP/IP Core A.
7.
SIP SUBSCRIBE request (from PoC Server A to SIP/IP Core A)
   Accept: application/reginfo+xml

	SIP HEADERS
	

	Request-URI
	<sip:PoC-UserA@networkA.net>

	Event:
	reg

	P-Asserted-Identity:
	<sip:PoC-ServerA@networkA.net>

	Contact:
	<sip:PoC-ServerA@networkA.net>


8.
SIP 200 OK response (from SIP/IP Core A to PoC Server A) 

The SIP/IP Core A acknowledges the SIP SUBSCRIBE request with a SIP 200 "OK" response to the PoC Server A.
9. 
SIP NOTIFY request (from SIP/IP Core A to PoC Server A)
	Request-URI
	sip:PoC-ServerA@networkA.net

	
	

	SIP HEADERS
	

	Contact
	<sip:PoC-ServerX@networkX.net >

	Event:
	reg

	Content-Type:
	application/conference-info+xml

	Subscription-State: 
	active;expires=3600

	
	

	XML MIME BODY
	

	
	<?xml version="1.0"?>

   <reginfo xmlns="urn:ietf:params:xml:ns:reginfo"

        version="1" state="partial">

     <registration aor="sip:PoC-UserA@networkA.net" id="a7" state="active">

           <contact id="76" state="active" event="registered">

              <uri> sip:PoC-ClientA@PoCClientA.networkA.net </uri>

              <unknown-param>+sip.instance=urn:uuid:00000000-0000-1000-8000-000A95A0E128</unknown-param>

              <unknown-param>+g.poc.talkburst</unknown-param>

              <unknown-param>+g.poc.groupad</unknown-param> 

              <unknown-param>+g.poc.dispatcher</unknown-param>

              <unknown-param>+g.poc.discretemedia</unknown-param>

              <unknown-param>+g.poc.fdcfo</unknown-param>

          </contact>

           <contact id="77" state="active" event="registered">

               <uri> sip:UE-PoC-BoxA@ PoCClientA.networkA.net</uri>

               <unknown-param>sip.instance=urn:uuid:00000000-0000-1000-8000-000A95A0E128</unknown-param>

               <unknown-param>+g-poc.talkburst</unknown-param>

               <unknown-param>sip.automata</unknown-param>

               <unknown-param>sip.actor="principal"</unknown-param>

               <unknown-param>sip.description="poc recording device"

               </unknown-param>

           </contact>

     </registration>

   </reginfo>



10.  SIP 200 "OK" response (from PoC Server A to SIP/IP Core A)

The PoC Server A acknowledges the SIP NOTIFY request with a SIP 200 "OK" response to the SIP/IP Core A.
11.
SIP PUBLISH request (from PoC Client A to SIP/IP Core A)

The PoC Client A publishes the current PoC Service Settings of PoC Client A by sending a SIP PUBLISH request for the event package "poc-settings" to SIP/IP Core A. This is the normal scenario as the PoC Server has no PoC Service Settings until published by the PoC Client, however in the case that more than one PoC Client is registered for the same PoC User the PoC Client may (possibly through interaction with the PoC User) determine not to override the current PoC Service Settings.


	Request-URI
	sip:PoC-ClientA@networkA.net

	
	

	SIP HEADERS
	

	P-Preferred-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA2.0 Acme-Talk5000/v1.01

	Resource-Priority
	wps.2

	Expires:
	360000

	Event:
	poc-settings

	Content-Type:
	application/poc-settings+xml

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	

	
	   <poc-settings xmlns="urn:oma:params:xml:ns:poc:poc-settings"

        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

        xsi:schemaLocation="urn:oma:params:xml:ns:poc:poc-settings"

        xmlns:PoC2Set="urn:oma:xml:poc:poc2.0-settings">

<entity id="urn:uuid:00000000-0000-1000-8000-
                     000A95A0E128">

     <isb-settings>

       <incoming-session-barring active="false"/>

     </isb-settings>

     <am-settings>

       <answer-mode>automatic</answer-mode>

     </am-settings>

     <ipab-settings>

       <incoming-personal-alert-barring active="false"/>

     </ipab-settings>

  <sss-settings>

   <simultaneous-sessions-support active="true"/>

   </sss-settings>

   <PoC2Set:ipii-settings>

   <PoC2Set:invited-party-identity-information active="true"/>

   </PoC2Set:ipii-settings>

   <PoC2Set:ims-settings>

   <PoC2Set:included-media-support active="true"/>

   </PoC2Set:ims-settings>

   <PoC2Set:rms-settings>

   <PoC2Set:referenced-media-support active="true"/>

   </PoC2Set:rms-settings>
   <PoC2Set:tcs-settings>

   <PoC2Set:text-content-support active="true"/>

   </PoC2Set:tcs-settings>

   <PoC2Set:pocbox-settings>

   <PoC2Set:pocbox-use>conditional</PoC2Set:pocbox-use>

   </PoC2Set:pocbox-settings>

   <PoC2Set:privacy-settings>

   <PoC2Set:privacy>none</PoC2Set:privacy>

   </PoC2Set:privacy-settings>

 </entity>

   </poc-settings>


12.
SIP PUBLISH request (from SIP/IP Core A to PoC Server A)

The SIP/IP Core A forwards the SIP PUBLISH request to the PoC Server A.


	Request-URI
	sip:PoC-ClientA@networkA.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA2.0 Acme-Talk5000/v1.01

	Resource-Priority
	wps.2

	Expires:
	360000

	Event:
	poc-settings

	Content-Type:
	application/poc-settings+xml

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	

	
	   <poc-settings xmlns="urn:oma:params:xml:ns:poc:poc-settings"

        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

        xsi:schemaLocation="urn:oma:params:xml:ns:poc:poc-settings"

        xmlns:PoC2Set="urn:oma:xml:poc:poc2.0-settings">

<entity id="urn:uuid:00000000-0000-1000-8000-
                     000A95A0E128">

     <isb-settings>

       <incoming-session-barring active="false"/>

     </isb-settings>

     <am-settings>

       <answer-mode>automatic</answer-mode>

     </am-settings>

     <ipab-settings>

       <incoming-personal-alert-barring active="false"/>

     </ipab-settings>

  <sss-settings>

   <simultaneous-sessions-support active="true"/>

   </sss-settings>

   <PoC2Set:ipii-settings>

   <PoC2Set:invited-party-identity-information active="true"/>

   </PoC2Set:ipii-settings>

   <PoC2Set:ims-settings>

   <PoC2Set:included-media-support active="true"/>

   </PoC2Set:ims-settings>

   <PoC2Set:rms-settings>

   <PoC2Set:referenced-media-support active="true"/>

   </PoC2Set:rms-settings>

   <PoC2Set:tcs-settings>

   <PoC2Set:text-content-support active="true"/>

   </PoC2Set:tcs-settings>

   <PoC2Set:pocbox-settings>

   <PoC2Set:pocbox-use>conditional</PoC2Set:pocbox-use>

   </PoC2Set:pocbox-settings>

   <PoC2Set:privacy-settings>

   <PoC2Set:privacy>none</PoC2Set:privacy>

   </PoC2Set:privacy-settings>
 </entity>

   </poc-settings>


13.
SIP 200 "OK" response (from PoC Server A to SIP/IP Core A)

The PoC Client A acknowledges the SIP PUBLISH request with a SIP 200 "OK" response to the SIP/IP Core A.


	SIP HEADERS
	

	Server:
	PoC-serv/OMA2.0 


14.
SIP 200 "OK" response (from SIP/IP Core A to PoC Client A)

The SIP/IP Core A forwards the SIP 200 "OK" response to the PoC Client A. 


	SIP HEADERS
	

	Server:
	PoC-serv/OMA2.0 


15.
PoC Server A stores the PoC Service Settings for PoC User A

PoC Server A stores the PoC Service Settings for PoC User A from the body of the SIP PUBLISH request from step 6.
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