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1 Reason for Change

Justification

This is proposal to move description, definitions etc about Crisis Handling from old 2.1 SD, i.e. OMA-TS-PoC-System-Description-V2_1-20060601-D, to new 2.1 SD. 
Summary of Change

Description of Crisis Handling added.  

Scope of Change

Subclauses 3.2, 4.41 and 4.x affected.

Consequence if not accepted

Description of Crisis Handling is missing.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To include the proposed changes as described in section 4.

6 Detailed Change Proposal

Change 1:  Definitions to be added in 3.2
	Crisis Event
	An unplanned event having potentially significant impact on the safety or well-being of the community (local, regional or national). Examples of a Crisis Event include natural or man-made disasters.

	Crisis Event Handling Entity
	A functional entity in the PoC Network to handle PoC Sessions by authorized users initiated in case of a Crisis Event.

 NOTE: Crisis Event handling complements emergency service


Change 2:  Text updates to 4.41 
4.41 Quality of Experience (QoE)

Quality of Experience (QoE) Profiles enable end-to-end quality of service management capabilities and allow the PoC Service Provider to suit different PoC User's needs in terms of customer experience and quality of service they may require given their different contexts, thus, it enables user differentiation and a rational use of network resources.

4..1 General

Quality of Experience (QoE) Profiles apply to individual's PoC User subscription with the PoC Service Provider, to Pre-arranged PoC Groups and, finally, to PoC Sessions.

PoC Servers SHALL support QoE Profiles. PoC Clients SHOULD support QoE Profiles.

Each PoC Service Provider can decide whether to use QoE Profiles or not. If QoE Profiles are used, the following SHALL apply.

A QoE Profile SHALL be defined for each PoC subscriber. If not explicitly defined the lowest profile ('Basic') SHALL be used.

If authorized by the Service Provider Policy, the PoC Group owner MAY define and assign a QoE Profile for a Pre-arranged PoC Group. The assigned QoE Profile SHALL be stored in Shared Group XDMS as an attribute of the PoC Group. 

NOTE 1:
It is possible that a Pre-arranged PoC Group has no QoE Profile assigned in the PoC Group document.

Those PoC Clients that support the QoE feature and PoC Servers SHALL support the following QoE Profiles:

The possible QoE Profile(s) SHALL be:

· 'Basic' profile: Intended for users who do not have high Quality of Experience expectations, such as via "best effort" communication; or,

· 'Premium' profile: Intended for users who have demanding Quality of Experience expectations, such as via  interactive 1 communication and higher priority; or

· 'Professional' profile:  Intended for users involved in special applications for professional use and that therefore have demanding Quality of Experience expectations, such as via streaming communication and higher priority.
· 'Crisis' profile: Intended to be used by professionals in the scope of crisis handling situations. For example, basic users can get best-effort communication; professional ones can get conversational communication and higher priority, whereas Crisis users can get conversational communication plus pre-emptive network access.
Those PoC Clients that support the QoE feature and PoC Servers MAY support the following QoE Profile:

· 'Official Government Use' profile: Intended for those users who require priority access to PoC Service according to one of the 5-levels existing in the WPS namespace, as specified in [RFC4412]. Subject to applicable regulations, when the ‘Official Government Use’ profile is implemented in a PoC network domain, this profile SHALL take precedence over all other QoE profiles.

NOTE 2:
The use of the WPS namespace is subject to be changed in order to be aligned with the namespace used in 3GPP Multimedia Priority Service.

NOTE 3:
The above profiles are arranged in increasing order of priority, but only one QoE Profile can be associated to PoC User’s subscription.

Each QoE Profile SHALL be associated with a set of well-defined QoS and prioritization parameters that are understandable for the specific underlying network(s) and also applicable to the PoC Server itself to actually obtain the target quality of experience for the end user. The appropriate QoE to QoS mapping(s) SHALL be provisioned to PoC Clients as reflected in subclause 4.41.2 "QoE provisioning".

As described in subclause 4.41.3 "Setting the QoE Profile for the PoC Session", based on the QoE Profile proposed by the Inviting PoC Client and the QoE Profile associated to the involved PoC Group, the PoC Server SHALL assign a QoE Profile for each PoC Session at the PoC Session establishment time. When a QoE Profile has been assigned for the PoC Session and each involved PoC Client knows the Local QoE Profiles that is acceptable for him based on individual constraints, the involved PoC Clients and PoC Servers:

· SHOULD apply/request the corresponding QoS in the underlying network for the transport of PoC Session Media and signalling.

· MAY apply the corresponding prioritization and pre-emption procedures.

4..2 QoE provisioning

If QoE Profiles are used, the following SHALL apply.

QoE Profiles are used as a way to define a mapping between different types of quality of service expected by the PoC Users at application level and different profiles of performance criteria to be realized at underlying network level. In order to receive the appropriate mapping(s), PoC Clients SHOULD support provisioning of QoE Profile(s) through OMA DM according to the following rules:

· Depending on the PoC User subscription, one mapping SHALL be received per authorized QoE Profile.

· Each mapping SHALL cover the QoS to be provided for each of the Media Types in the PoC Session. Media Types can be logically grouped according to any desirable criteria (e.g. continuous vs discrete Media Types) so that the same QoS parameters are applicable to every logically grouped Media Type.

NOTE 1:
Any mapping mechanism must consider the concrete underlying network capabilities (i.e QoS framework…).

NOTE 2:
For different types of access networks, the same QoE Profile may map to different QoS parameters due to the use of different QoS frameworks.
· The Crisis QoE Profile SHALL be provisioned only to those PoC Clients supporting the Crisis Event Handling functionality.
4..3 Setting the QoE Profile for the PoC Session

4.x.3.1 General

QoE Profile assignation and application for PoC Sessions SHALL be supported by PoC Servers and SHOULD be supported by PoC Clients. For those PoC Service Providers using this capability, the setting of the QoE Profile for the PoC Session SHALL be according to the following.

Each PoC Session SHALL have a unique QoE Profile assigned by the Controlling PoC Function at PoC Session establishment time.

Based on PoC User’s selection, the originating PoC Client SHOULD indicate in the initial invitation the desired QoE Profile to be applied for outgoing PoC Sessions on a session-by-session basis, according to the following: 

· The indicated QoE Profile SHALL be an authorized QoE Profile according to PoC User’s subscription, as provisioned by the PoC Service Provider (described in subclause 4.41.2 "QoE provisioning").

· For Pre-established Sessions, the PoC Client SHOULD include the desired QoE Profile at the initial establishment or later modification(s) of the Pre-established Session.

· For outgoing PoC Sessions using On-demand Session, the PoC Client SHOULD include the QoE Profile in the initial invitation. 

PoC Servers and PoC Clients using QoE Profiles SHALL interpret the absence of an explicit QoE Profile indication as an implicit indication of ‘Basic’ QoE Profile.

Upon reception of the initial invitation, the Participating PoC Function serving the originating PoC Client SHALL check the QoE Profile indicated by the PoC Client:

· If the requested QoE Profile is not authorized for the served PoC User, the establishment request SHALL be rejected. If the requested QoE Profile is authorized for the served PoC User, the Participating PoC Function SHALL send the invitation to the Controlling PoC Function without modifying the indicated QoE Profile.

· For PoC Sessions using Pre-established Session, the QoE Profile indicated by the PoC Client for the initial establishment of the Pre-established Session SHALL be indicated by the Participating PoC Function in the invitation sent to the Controlling PoC Function.

If QoE Profiles are used by the PoC Service Provider, upon reception of the initial invitation, the Controlling PoC Function SHALL assign a QoE Profile for the PoC Session according to the following:

· For Pre-arranged PoC Group Session: 

· when there is no QoE Profile defined in the PoC Group document, the QoE Profile for the PoC Session SHALL be the QoE Profile requested by the Inviting PoC Client. When different from the ‘Basic’ QoE Profile, the QoE Profile assigned for the PoC Session SHALL be explicitly indicated in the invitation(s) sent to the Invited PoC Client(s).

· when there is a QoE Profile defined in the PoC Group document and the requested QoE Profile is not the ‘Official Government Use’ QoE Profile, the Controlling PoC Function SHALL first check if the QoE Profile requested by the Inviting PoC Client is equal or higher than the QoE Profile defined for the PoC Group. If it is lower, the Controlling PoC Function SHALL reject the invitation. Otherwise, the QoE Profile for the PoC Session SHALL be the QoE Profile defined in the PoC Group document. The Controlling PoC Function SHALL explicitly indicate the QoE Profile assigned for the PoC Session in the invitation(s) sent to the Invited PoC Client(s). The Controlling PoC Function SHALL also indicate in the invitation(s) that the QoE Profile for the PoC Session is mandatory.

· When the requested QoE Profile is the ‘Official Government Use’ QoE Profile, the QoE Profile for the PoC Session SHALL always be the ‘Official Government Use’ QoE Profile. The Controlling PoC Function SHALL explicitly indicate the ‘Official Government Use’ QoE Profile in the invitation(s) sent to the Invited PoC Client(s).

· For 1-1 and Ad-hoc PoC Group Sessions, the QoE Profile for the PoC Session SHALL be the QoE Profile explicitly or implicitly indicated in the invitation from the originating PoC Client. When different from the ‘Basic’ QoE Profile, the QoE Profile assigned for the PoC Session SHOULD be explicitly indicated in the invitation(s) sent to the Invited PoC Client(s).

· Redirecting a PoC Session to a PoC Box SHALL NOT impact to the QoE Profile.

· The QoE Profile SHALL NOT be changed during a PoC Session. 

Upon reception of the initial invitation, the Participating PoC Function serving an Invited PoC User SHALL check the QoE Profile assigned for the PoC Session against the QoE Profile subscribed by the Invited PoC User. If the QoE Profile for the PoC Session is mandatory and it is not allowed based on the PoC User’s Subscription, the Participating PoC Function SHALL reject the invitation, indicating the reason for rejection. Otherwise, the Participating PoC Function SHALL forward the invitation to the Invited PoC Client without any change.

In the first response to the initial invitation each terminating PoC Client SHOULD indicate their Local QoE Profile according to the following:

· The Local QoE Profile SHOULD be the QoE Profile proposed in the incoming invitation if the terminating PoC User’s subscription allows that proposed QoE Profile.

· The Local QoE Profile SHOULD be the maximum acceptable QoE Profile according to the PoC User‘s subscription, in case the requested QoE Profile is not authorized for the Invited PoC User. 

· In case of automatic answer and Pre-established Session in the terminating side, the terminating Participating PoC Function SHOULD indicate the Local QoE Profile on behalf of the Invited PoC Client, based on the desired QoE Profile communicated by the PoC Client during the Pre-established Session establishment.

In case of On-demand Session, upon reception of the final response from the terminating PoC Client, the Participating PoC Function serving an Invited PoC User SHALL check the Local QoE Profile indicated by the PoC User. If the Local QoE Profile is not authorized for the served PoC User, the PoC Server SHALL reject the PoC Session establishment towards the inviting party and SHALL release the PoC Session towards the served PoC User. 

PoC Servers using QoE Profiles SHALL interpret the absence of an explicit indication about the Local QoE Profile from a PoC Client as an implicit indication of ‘Basic’ Local QoE Profile for that PoC Client.

The Local QoE Profile for the Inviting PoC Client SHALL be:

· Equal to the requested QoE Profile for PoC Sessions using On-demand Session.

· Equal to the QoE Profile communicated by the PoC Client during the Pre-established Session set-up, in case of Pre-established Session in the inviting side.

Each PoC Client SHOULD apply his Local QoE Profile for the PoC Session when performing resource reservation in the underlying network.

Each PoC Client MAY apply his Local QoE Profile for potential prioritization and pre-emption procedures.

The QoE Profile assigned for the PoC Session and the Local QoE Profile for each PoC Client SHALL be included in the charging information.

4.x.3.2 Users joining/leaving an on-going PoC Session

In case a PoC User leaves or joins an on-going PoC Session, the QoE Profile for the PoC Session SHALL not be modified.

A PoC Client joining to an on-going Chat PoC Group Session or re-joining to an on-going PoC Session SHALL follow the behaviour for Inviting PoC Clients described in subclause 4.41.3 "Setting the QoE Profile for the PoC Session". If the joining is successful, the Local QoE Profile for the PoC User SHALL be the QoE Profile requested by the PoC Client.

NOTE:
In these scenarios the QoE Profile requested by the PoC Client is not used to assign the QoE Profile for the PoC Session, therefore the Local QoE Profile assigned to the PoC Client can be different from the QoE Profile assigned to the PoC Session.

Upon reception of a request to join an on-going Chat PoC Group Session or to re-join an on-going PoC Session, the PoC Server performing the Controlling PoC Function SHALL:

· Reject the joining or re-joining request, if the requested QoE Profile is lower than the QoE Profile assigned to the on-going PoC Session and if the QoE Profile assigned to the on-going PoC Session is mandatory.

· Otherwise, add the PoC Client to the on-going PoC Session without modifying the QoE Profile assigned to the PoC Session.

4..4 Prioritization and pre-emption

The PoC Server and PoC Client MAY support the prioritization and pre-emption.

The Controlling PoC Function SHOULD determine the PoC Session Precedence from the QoE Profile assigned for the PoC Session, as defined by the PoC Service Provider.

The PoC Server and PoC Client MAY support three levels of PoC Session Precedence, according to Basic, Premium and Professional QoE Profiles.
Editor’s Note: Crisis Event Handling priority levels, as currently considered in the RD, need to be considered.
Additionally, the PoC Server and PoC Client MAY support a higher level of PoC Session Precedence assigned to Official Government Use QoE Profile. Within this level of priority there are 5-levels of priority according to the WPS namespace, as reflected in [RFC4412]. These five levels of priority represent levels of PoC Session Precedence and they are represented by a number from 0 to 4, where 0 is used for the highest priority level and 4 is used for the lowest priority level.

The Participating PoC Function SHOULD directly determine the PoC Session Precedence from the Local QoE Profile applied for the served PoC Client in the PoC Session, as defined by the PoC Service Provider.

If the prioritization and pre-emption capability is supported, then under high load situations at the PoC Server:

· The PoC Server SHALL prioritise the signalling of a PoC Session with higher PoC Session Precedence among the signalling of other PoC Sessions with lower PoC Session Precedence.

· When located on the Media path, the PoC Server SHOULD prioritise the Continuous Media flows of PoC Sessions of higher PoC Session Precedence over Continuous Media flows of PoC Sessions of lower PoC Session Precedence.

· When performing the Controlling PoC Function, the PoC Server MAY revoke the Media Burst sending permissions, or reject the Media Burst requests, of PoC Clients participating in  PoC Sessions of lower PoC Session Precedence.

· In case of several PoC Session establishment requests of the same PoC Session Precedence, the PoC Server SHALL service the requests based on the order of the requests.

· According to Service Provider Policy, the PoC Server MAY pre-empt (i.e., release) PoC Sessions of lower PoC Session Precedence due to the requests of PoC Sessions of a higher PoC Session Precedence.

When a PoC Server acting as a Participating PoC Function serving a PoC Client with existing PoC Session(s) established using any PoC Address of the Invited PoC Client as specified in the subclause 4.47 "Multiple registered PoC Address determination" receives a PoC Session invitation with an Official Government Use QoE Profile, then subject to Service Provider Policy:

· If the PoC Client does not support Simultaneous PoC Sessions, and if the incoming PoC Session has a higher PoC Session Precedence than the currently existing PoC Session, PoC Server performing the Participating PoC Function SHALL release the PoC Session and send the new incoming invitation to the destined PoC Client.

· If Simultaneous PoC Sessions are supported, and the maximum number of PoC Sessions has not been reached and none are locked, the PoC Server performing the Participating PoC Function SHALL send the new incoming invitation to the destined PoC Client.

· If Simultaneous PoC Sessions are supported and the maximum number of PoC Sessions has been reached, and if the incoming request has a higher PoC Session Precedence than the lowest currently established PoC Session, the PoC Server performing the Participating PoC Function SHALL release the PoC Session of lowest PoC Session Precedence and send the new incoming invitation to the destined PoC Client.  

· If Simultaneous PoC Sessions are supported and one of the PoC Sessions is locked, and if the incoming PoC Session has a higher PoC Session Precedence than the locked PoC Session, the PoC Server performing the Participating PoC Function SHALL release the locked PoC Session and send the new incoming invitation to the destined PoC Client.  

4..5 QoE mismatch

If the PoC Client fails to reserve the resources the PoC Client requested from the underlying network according to the Local QoE Profile, as provisioned by the PoC Service Provider, the PoC Client SHOULD inform back to the serving Participating PoC Function about the QoE mismatch.

The Participating PoC Function SHOULD send this information to the Controlling PoC Function.

The available information about the QoE mismatch SHALL be included in the charging information.

Change 3:  New subsection 4.x
4.41 PoC Crisis Event Handling
4.41 Editor's note: This is already agreed text taken from OMA-TS-PoC_System_Description-V2_1-20060601-D but the content need to be checked for changes that may impact this agreed text done in 2.0 after the split into 2.0 and 2.1.
The PoC server MAY be able to support PoC Crisis Event Handling. 
If PoC Crisis Event Handling is supported the PoC server SHALL provide special treatment to Crisis sessions and the PoC server SHALL handle the crisis request with the help of PoC Crisis Handling Entity.  The PoC Crisis Handling Entity shall interact with the PoC Server through an interface.

In case PoC Crisis Event Handling Requests are supported the PoC Server SHALL:
· Differentiate the Crisis Handling Request from other PoC requests. 

· Enforce high enough priority to serve the PoC Session initiated with Crisis Handling Request. 

Serve the PoC Session initiated with Crisis Handling Request by indicating or requesting to use an appropriate access network resource reservation scheme, if such resource reservation scheme is provided by access network
In case PoC Crisis Event Handling Requests are supported the PoC Server MAY:
· Apply a pre-defined QoE profile to the PoC Session 

· Apply a pre-defined PoC Session Priority 

· Apply Manual Answer Override to invited PoC Users
In case PoC Crisis Event Handling Requests are supported the PoC Crisis Handling Entity SHALL:
· Validate the PoC Crisis Event Handling Request
In case PoC Crisis Event Handling Requests are supported the PoC Crisis Handling Entity MAY:
· Perform pre-defined procedures according to local policy, based on the information received in the request, as follows:
a. To send out PoC Session invitation to one or more Pre-arranged PoC Group(s),
b. To determine the Dynamic PoC Groups to be invited, 

c. To store and distribute pre-recorded data (e.g. recorded voice), 

d. To distribute the Discrete Media received in the incoming Crisis Handling Request (e.g. images);
Editor’s note: This section may need further enhancements after working out more details and further breaking down the roles of the Participating and Controlling PoC Servers, the interface of PoC Server and PoC Crisis Handling Entity, and the roles of NW-Crisis-Handling Entity and UE-Crisis-Handling Entity.
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