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1 Reason for Change

This CR clarifies how GRUU or sip.instance identifying a specific device are used in the presence data.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The COM-PRS WA is recommended to agree on the proposed changes in this CR and incorporate them in the OMA-DDS-Presence_Data_Ext-V2_2 specification.
6 Detailed Change Proposal

Change 1:  Intro
6.1.2. Service

The “service” components model the forms of communication that the Presentity potentially has access to. Examples of Presence Information that can be represented by “service” components are a Presentity’s willingness to communicate with PoC or IM, and the availability of SMS service in his/her terminal.  

An important characteristic of each “service” might be the devices on which that service executes.  Each device is uniquely identified by the device identifier <deviceID> defined in [RFC4479]. A service may contain zero or more <deviceID> elements to indicate which devices that service is available on.  The presence document may contain information on each device, but this is a separate part of the document modeled by the “device” component described in the next section.  

The “service” component (defined in [RFC4479]) SHALL be mapped to the <tuple> element. The <tuple> element is specified in [RFC3863].

NOTE:
The mandatory “id” attribute of the <tuple> element serves no other purpose than to syntactically distinguish between multiple instances of the element in a presence document.

6.1.2.1.Service Identification

Services MAY be uniquely identified in one of the following manner:

· using the <service-description> element (defined in section 7.4.2.1); or 

· using the URI scheme of the URI in the <contact> element, assuming that the specific URI scheme uniquely identifies the service. A SIP PUBLISH request MAY contain both a “Contact” SIP header field (see section 5.1.2.6 “PS-controlled Presence Information Re-publication”) and a <contact> element inside the PIDF body. These two data fields are used for different purposes, hence carry different information. 
· The URI in the <contact> element is normally associated with the Presentity and not associated with a particular Presence Source (e.g. device identified via a GRUU). To enable efficient composition of presence publications from multiple Presence Sources associated with the same user (e.g. multi-device cases), the <contact> element SHOULD be a URI associated with a user (e.g. the main IMPU).
Alternatively, services that cannot be uniquely identified as above MAY have their service characteristics described in the following manner:

· using the URI scheme of the URI in the <contact> element and using the Application-specific Media Capabilities building block as specified in section 7.3; or

· using the <service-description> element together with the Application-specific Media Capabilities building block.

6.1.3. Device

The “device” components model the physical piece of equipment in which services execute. Examples of Presence Information that can be represented by “device” elements include mobile phones, PCs and PDAs. As the same services may execute in multiple devices (e.g. IM running in the home PC and the mobile phone), the mapping of services to devices are many to many. Devices are uniquely identified with a device identifier. The model supports only one “device” component per device identifier, however the Presence Sources publish their own “device” component instances. The PS composes the multiple instances into one component and resolves conflicts among the Presence Sources.

The “device” component SHALL be mapped to the <device> element. The <device> element is specified in [RFC4479].

NOTE:
The mandatory “id” attribute of the <device> element serves no other purpose than to syntactically distinguish between multiple instances of the element in a presence document.

For a given Presentity, the value of the <deviceID> element of the <device> element SHALL be unique for each device used by the Presentity. In case that multiple Presence Sources exist on a device, the Presence Sources SHALL ensure that irrespective of how many network access means are available in the device only one unique device identifier is used for presence publication. 

The value uniquely identifying the device in the <deviceID> element SHALL be set to the URN value of :

a) the “gr” SIP URI parameter, when GRUU is available for that device (the client MAY also provide it in Contact Header field of the SIP PUBLISH request), or
b) if to the instance ID [3GPP TS24.229] URN (e.g. value can also be carried in the "+sip.instance" header field parameter of the Contact header field of the SIP PUBLISH).
c) Otherwise, a version 4 UUID as defined in [RFC4122] SHALL be used for <deviceID> to uniquely identify the device. This is a purely random identifier, providing uniqueness. 
As the unique URN used for <deviceID> is supposed to uniquely identify the particular device, it SHALL NOT change over the lifetime of the device and SHALL be stored in a non-volatile memory. It SHALL be used in all the presence publications requiring the use of <deviceID>.
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