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1 Reason for Change

Adding descriptions of components and interfaces, including feedback received from AT&T. Designated external components and interfaces as “informative”.
2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

SpamRep AHG is kindly asked to review and agree with this CR

6 Detailed Change Proposal

Change 1:  Adding descriptions of SpamRep components and interfaces
5.3    Functional Components and Interfaces/Reference Points definition

5.3.1     SpamRep Components
5.3.1.1 SpamRep Client
The SpamRep Client implements the functionality necessary to communicate with a SpamRep Server. Users and possibly various messaging systems interact with the SpamRep Client in order to submit a Spam Report or request an action. The SpamRep Client may be implemented in a mobile device, but messaging servers may implement it as well in order to communicate with a SpamRep Server.
SpamRep Client provides the following functionality:
· Performs authentication of the SpamRep Server;
· Optionally protects data integrity and confidentiality of Spam Reports; 
· Applies policies to determine applicable Spam Report settings;
· Creates User-initiated or autonomous Spam Reports and sends them to the SpamRep Server;

· Assembles and sends action requests (e.g. Block/Unblock Sender, Opt Out) to the SpamRep Server;
· Queries the SpamRep Server about the status of Spam Reports;

· Receives responses from the SpamRep Server;
· Protects privacy of Users and Spam Reporters.
5.3.1.2 SpamRep Server

SpamRep Server is a network entity which receives Spam Reports and action requests from SpamRep Clients. It may interact with various messaging and anti-spam systems.
SpamRep Server provides the following functionality:
· Performs authentication of SpamRep Clients;

· Performs  authorization of Spam Reporters;
· Protects data integrity and confidentiality of Spam Reports; 

· Protects privacy of Users and Spam Reporters;
· Applies policies to determine applicable Spam Report handling;
· Receives Spam Reports;
· Processes action requests and responds to queries about Spam Report status.
5.3.2     SpamRep Interfaces
5.3.2.1         Interface SPR-1: SpamRep Server

The SPR-1 interface is exposed by the SpamRep Server and used by SpamRep Clients. It provides the following functions:

· Sending of Spam Reports;

· Requesting actions;

· Querying the status of Spam Reports.
Change 2:  Adding descriptions of external components and interfaces
5.3.3     External Components Used by SpamRep Enabler (Informative)
5.3.3.1        Messaging Systems
Messaging Systems represent all the external systems used for sending, receiving and managing various kinds of messages (e.g. email, SMS, MMS etc.). Each of the Messaging Systems typically is comprised of both server and client components, but since they are entirely out of scope of the SpamRep enabler they are represented in a simplified fashion. 

Both SpamRep Server and SpamRep Client may interact with Messaging Systems in order to accomplish Spam Reporting tasks. Messaging Systems may provide the following functionality to the SpamRep enabler:
· Provide messages deemed as Spam for inclusion into Spam Reports either by value, by reference or by fingerprint;
· Perform actions (e.g. Block/Unblock Sender, Opt Out) on behalf of the User/Reporter, as relayed through the SpamRep Server;
· May deliver the Spam Report.
5.3.3.2        Anti-Spam Infrastructure
Anti-Spam Infrastructure represents the external systems used to filter, quarantine and report Spam. Some of those systems may be fully integrated with the Messaging Systems, but logically they are a separate entity and they provide the following functionality to the SpamRep Enabler:
· Accept Spam Report information from the SpamRep Server;
· Provide status information to the SpamRep Server.
5.3.4 External Interfaces Used by SpamRep Enabler (Informative)
5.3.4.1 Interface MSS-1: Messaging Systems
MSS-1 interface is exposed by Messaging Systems. This interface is used by SpamRep Client in order to obtain messages for inclusion into Spam Reports. It provides the following functionality:

· Returns messages for inclusion into Spam Reports by value, by reference or by fingerprint.
5.3.4.2 Interface MSS-2: Messaging Systems
MSS-2 interface is exposed by Messaging Systems. This interface is used by SpamRep Server in order to request actions. It provides the following functionality:

· Accepts requests and returns responses related to actions (e.g. Block/Unblock Sender, Opt Out).
5.3.4.3 Interface ASI-1: Anti-Spam Infrastructure
ASI-1 interface is exposed by Anti-Spam Infrastructure. This interface is used by SpamRep Server in order to report Spam. It provides the following functionality:

· Accept information from SpamRep Server;
· Answer queries about status.
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