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1 Reason for Change

The design concept in current SpamRep Message
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Section 5.4

	MessageID

	Integer
	1
	A unique identifier that is given by the SpamRep enabler (i.e. SpamRep Client,  or  SpamRep Server) to each Message. The response to a given message MUST contain the same MessageID. 


The Message ID is duplicated with the Message-ID (this means the Content in RD like email, etc). Based on the design, exchange MessageID into SpamRepMessageID. The detail name is good to understand and also escape the ambiguous definition and misunderstanding.

Set the SpamRepDocID into the root element in xsd.

<xs:element name="spam-rep-document">

Set the MsgElementID into the each element in xsd.
<xs:complexType>

2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

SpamRep SWG is kindly asked to review and agree with this CR

6 Detailed Change Proposal

Change 1:  Section 3.2

3.2 Definitions

	SpamRep Document
	An XML document conforming to the XML schema described in [XSD_spam_rep]. It is used as container for messages exchanged between SpamRep Clients and Servers.

	Content
	See [SpamRep-RD]

	SpamRep Message
	A message exchanged between SpamRep Client and Server. It consists of a SpamRep Document and optionally Content deemed as Spam.

	SpamRep Message Element
	A complex XML element containing all the data related to a specific type of the message. It is contained within the SpamRep Document.


Change 2:  Bottom of Section 5 
5. Messages and Message Formats

SpamRep enabler defines two kinds of messages:
· SpamRep Client originated messages, and
· SpamRep Server originated messages.

Both SpamRep Server and Client originated messages SHALL be formatted as SpamRep Messages. A SpamRep Message consists of a SpamRep Document and optional attachments. A SpamRep Document is an XML document containing one or more SpamRep Message Elements. There are several types of SpamRep Message Elements, such as Spam Report and Action Request (e.g. Block Sender).  SpamRep Message Elements are complex XML elements encapsulating data (parameters) required for a specific type of the message (e.g. Spam Report, Report Status, etc). The optional attachments contain or refer to Content being reported as Spam. The XML schema for SpamRep Document and SpamRep Message Elements is described in section 5.3.
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Change 3:  Section 5.3

5.3 SpamRep XML Document

SpamRep XML document SHALL be used as the container for SpamRep Message Elements which describe both SpamRep Server and Client originated messages. SpamRep XML document MAY contain multiple messages as defined in Sections 5.1 and 5.2.

Change 4:  Section 5.4 SpamRepDocID
5.4 Description of Frequently Used Parameters
The following table contains descriptions of frequently used parameters used throughout the document:
	Parameter name
	Data type
	Parameter cardinality
	Description

	SpamRepClientID
	String
	1
	Identifies the SpamRep Client, assigned and provisioned by the MNO.

	SpamRepServerID
	String
	1
	Identifies the SpamRep Server, assigned and MAY be provisioned by the MNO.

	SpamReportID

	String
	1
	Identifies the SpamRep Report, assigned by the SpamRep Server after receiving the report and communicated back to the client in the response.

	SpamRepMessageID
	Integer
	1
	A unique identifier that is given by the SpamRep Enabler (i.e. SpamRep Client,  or  SpamRep Server) to each SpamRep Message. The response to a given message SHALL contain the same SpamRepMessageID. 

	SpamReportStatus  
	String
	1
	Provides information  about  the status of  a Spam Report, 

	AbuseType
	String
	0..1
	Indicating the type of abuse: Spam, Phishing, Malware (e.g., Virus/Spyware), Not Spam, Miscategorized, Unauthorized Message (violation of a security policy), Sender Authentication Failure, Other, Unspecified.

	SubmissionTime
	String
	0..1
	The  date and time of a Spam Report’s submission.

	DeliveryPath
	String
	0..1
	Describing the delivery path of the abusive message 

	OriginatingAddress
	String
	0..1
	Identifies the actual or purported originating address of the abusive message.

	ForwardStatus
	Boolean
	0..1
	Identify  if the report is  a forwarded report.

	SharePermission  
	Boolean
	0..1
	Indicating Reporter's permission to share Spam Reports with third parties which reside outside of SpamRep Server's network.

	MessageStatus  
	Boolean
	0..1
	Indicates  Spam Report  reception success or failure 

	Version
	String
	0..1
	Indicates the SpamRep version.


Table 4: Frequently used parameters
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