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1 Reason for Change

The PoC group document is fairly complex. It borrows some of its structure from the IETF CPCP draft, but not all the syntactical elements are used by PoC. This needs to be explicitly clarified.

Also, various text has been moved from the data semantics description to the validation constraints section, as these checks are on syntactical validity.

The data semantics section needs to describe in simple terms how each of the data structures borrowed from CPCP map into PoC usage. This will help both readers of this specification, as well as the PoC CP Spec.
In R01, I have 
· added text about the <target> child element of <dial-out> element to address RIM’s comment 2/052. 
· changed reference to <is-key-participant> resolve RIM’s comment 2/058.

· Removed section number of [XCAP_List] to resolve 2/059
· Added text to say “syntactically valid” to resolve RIM’s comment 2/057
In R02, I have incorporated comments received during the telcon on 1/7/05:

· Changed reference to extensions to section 5.1.3

· Corrected syntax of “dialout-list” and “rules”
In R03, I incorporated comments from Sean Kelley, which in his words clarifies:

“some confusion regarding the "SHALL support" statements - i.e. does the presence or absence of an element imply any procedures for the PoC XDMS beyond what is in CPCP.  My understanding of this section is that it describes the elements that are "relevent" to a "meaningful" PoC Group document. However, no action is implied for the PoC XDMS, which simply enforces the schema & contraints of the CPCP+extensions structure.  I think the gist of what the SHALL means is captured in your "NOTE" text, but I would prefer a final wording that could do away with the "SHALL support" statements.

· A reference to section 5.1.3 rather than the [XDMSpec]
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

We have to check that the POC CP SPEC has matching text to complement the syntax described here.  

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the changes described above in the PoC XDMS specification.

6 Detailed Change Proposal

5.1 PoC Group

5.1.1 Structure

The PoC Group document SHALL conform to the structure of the “conference” document described in [CPCP] and extended in section 5.1.3 with the constraints and extensions given in this sub‑clause. 
The “conference” root element is defined in [CPCP] and supports the following child elements:
a) the “settings” element

b) the “info” element

c) the “dialout-list” element

d) the “ruleset” element

NOTE: This specification does not define any value for those elements defined as a part of the “conference” element in [CPCP] (e.g., “time”, “refer-list” etc.). but which are not explicitly identified in the list above. This means that, if present, the PoC server ignores such elements.
The “settings” element defined in [CPCP] and supports the following child elements:
a) the “conference-uri” element

b) the “max-participant-count” element

NOTE: Any other child elements of “settings” not explicitly identified in the list above are not defined by this specification. This means that, if present, the PoC server ignores such elements.
The  “info” element defined in [CPCP] and supports the following child elements:
a) the “display-name” element.

NOTE: Any other child elements of “info” not explicitly identified in the list above are not defined by this specification. This means that, if present, the PoC server ignores such elements.

The “dialout-list” defined in [CPCP] and supports the following child elements:
a) the “target” element.

NOTE: The use of the “external” child element of “dialout-list” not defined by this specification. This means that, if present, the PoC server ignores this element.

The “conditions” child element of any “rules” element, which is part of a “ruleset”, supports the following child elements: 
a) the “identity” element as described in [COMMONPOL] 
b) the “external-list” element as defined in [XDMSPEC] Section 6.6.1;

c) the “other-identity” element as defined in [XDMSPEC] Section 6.6.1;
d) the “is-on-dialout-list” element as defined in [CPCP].
The “actions” child element of any “rules” element, which is part of a “ruleset”, supports the following child elements:
a) the “allow-conference-state” element, as defined in [CPCP]
b) the “allow-invite-users-dynamically” element, as defined in [CPCP]
c) the “join-handling” element, as defined in [CPCP]
d) the “allow-initiate-conference” element, as defined in Section 5.1.3
The “transformations” child element of any “rule” element, which is part of a “ruleset”, supports the following child elements:
a) the “provide-anonymity” element, as defined in [CPCP]
b) the “is-key-participant” element, as defined in [CPCP]
NOTE: Any other types of “conditions”, “actions” or “transformations” elements not explicitly identified in the list above are not defined by this specification. This means that, if present, the PoC server ignores such elements.

5.1.2 Application Unique ID

The AUID SHALL be “org.openmobilealliance.poc-groups”.

Note: The AUID defined in [CPCP] is dedicated to conventional conferences. To distinguish between PoC groups and conventional conferences, this document defines a PoC groups AUID.

5.1.3 XML Schema

The PoC Group document SHALL be composed according to the XML schema detailed in [CPCP] and extended in [XDMSPEC] section 6.6.1; with the extensions given in this sub‑clause.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="urn:oma:params:xml:ns:conference-policy"

   xmlns:cr="urn:ietf:params:xml:ns:common-policy"

   xmlns:xs="http://www.w3.org/2001/XMLSchema"

   elementFormDefault="qualified" attributeFormDefault="unqualified">

  <xs:import namespace="urn:ietf:params:xml:ns:conference-policy"/>

  <xs:import namespace="urn:oma:params:xml:ns:common-policy"/>

  <xs:element name="allow-initiate-conference" type="xs:boolean" substitutionGroup="cr:action"/>

</xs:schema>

Editor note: It must be clarified how to register the OMA specific namespace.

5.1.4 MIME Type

As described in [CPCP], the MIME type for the PoC Group document SHALL be “application/conference-policy+xml”.

5.1.5 Validation constraints

The PoC Group document SHALL conform to the XML Schema described in section 5.1.3 and any additional constraints described in [CPCP], with the clarifications given in this sub‑clause.

There can only be one <conference-uri> element.

The conference URI (content of the <conference-uri> element) SHALL be in the format of a SIP URI. The local policy MAY impose additional constraints on the conference URI format; if so, the PoC XDMS SHALL validate that the Conference URI conforms to the local policy. 

The value of the <conference-uri> element SHALL be unique amongst all PoC Group documents spanning all “users” trees stored across all PoC XDMS in a service provider’s domain. Additionally, the value of the <conference-uri> element SHALL be unique within the domain of the URI.

If the Conference URI does not conform to the local policy or the uniqueness constraint described above, the PoC XDMS SHALL respond with an HTTP “409 Conflict” response as described in [XCAP]. The error condition SHALL be described by the <uniqueness-failure> error element.

If the <uniqueness-failure> element in the received HTTP “409 Conflict” response includes an “alt-value” element, the XDM Client SHOULD repeat the XCAP request using one of the Conference URI value provided in one of the received “alt-value” elements.
If the value proposed by the XDMC for the “max-participant-count” exceeds the value determined by the PoC XDMS, a HTTP “409 Conflict” response SHALL be returned with the error condition identified by the <constraint-failure> element. If included, the “phrase” attribute of this element SHOULD be set to “Maximum number of participants exceeded”.

NOTE: The rendering of any “phrase attribute to a human user is a user interface issue, and is not standardized.

NOTE: If the server decides to use the “phrase” text as defined in this specification, it will ignore the received HTTP Accept-language header value. 
If the value proposed for the “id” element does not conform to the syntax of a supported URI, the PoC XDMS SHALL return a HTTP “409 Conflict” including the error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “URI syntax error”.

If the XDMC adds a <target> element to the <dialout-list> element whose “uri” attribute matches that of another <target> element already present, the PoC XDMS SHALL return a HTTP “409 Conflict” including the error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Duplicate entry”.

5.1.6 Data Semantics

The PoC Group document SHALL conform to the semantics described in this sub‑clause.





The <target> child elements of the  <dial-out> element contains the members of a Pre-arranged PoC Group (see [POC SPEC CP]). 
The <dial-out> element is not present for a Chat PoC Group,(see [POC SPEC CP]). 
The PoC Group <dialout-list> element MAY contain references to URI Lists stored in the Shared XDMS (as defined in [SHAREDXDM]).

The value of the <conference-uri> element SHALL be a syntactically valid PoC Group Identity.

The “id” identity sub‑element can contain a SIP orTEL  URI. The “id” identity SHOULD contain a syntactically valid PoC Address (see [POC SPEC CP]).




The <is-on-dialout-list> “condition” element is used to match those entries that are on the <dial-out> list to determine what actions the PoC server should take before setting up a pre-arranged PoC session (See [POC SPEC CP]). The <is-on-dialout-list> “ condition” cannot be used for a PoC Chat Group session.
The <allow-initiate-conference> “action” is used to indicate that the identity matching this rule is allowed to initiate a PoC group session.

The <allow-invite-users-dynamically> “action” is used to represent whether the identity is allowed to instruct the PoC Server to invite a user to a PoC Session. The semantics of the “allow-invite-users-dynamically” element is defined in [OMA-POC-CP].

The <is-key-participant> “transformation” is used to indicate that the identity matching this rule is a ”distinguished participant”. The semantics of the “distinguished participant” is defined in [OMA-POC-AD].

5.1.7 Naming conventions

The naming conventions SHALL be defined according to [XDMSPECS].

5.1.8 Global documents

For every <conference> document created in the “users” tree for a particular user, the PoC XDMS SHALL support an identical document in the “global” tree. The path-segment SHALL be “conferences”, followed by canonicalised value of the <conference-uri>. The canonicalization of a SIP URI value is performed according to  [XCAP_List].
NOTE:  This does not imply that the server must actually store this “parallel” document.  This technique has been defined to allows a <conference> document to be retrieved using the PoC Group Identity. 

Therefore, a XCAP GET targeted at the resource identified by the URI 

http://[XCAP Root]/org.openmobilealliance.poc-groups/global/conferences/[canonicalised value of <conference-uri>]

SHALL return the <conference> document “conference[settings/conference-uri="canonicalised value of <conference-uri>"]”.

5.1.9 Resource interdependencies

There is a one-to-one correspondence between each document in the “users” tree for a particular user and a document in the “conferences” path of the global tree.

This correspondence is one-way, which means that a document in the global tree is created/deleted/modified if and only if the corresponding document in the “users” tree is created/deleted/modified.

5.1.10 Authorization policies

The authorization policies for documents in the “users” tree SHALL be defined according to [XDMSPECS].

The authorization policies for documents in the “global” tree shall be as follows:

· Global documents SHALL be “read-only”

· Access to global documents SHALL be restricted based on local policy.

NOTE: It is expected that a PoC Server will access documents in the “global” tree. There is no reason why “users” should need to access the “global” tree
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