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1 Reason for Change

This CR comes to make some small corrections to the AD about some clerical errors.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and approve the changes to the AD.
6 Detailed Change Proposal

Change 1:  5.3.1
5.3.1 MEM Server

The MEM Server is responsible for the following features of mobile email:

· Maintaining a high level of security of the message contents and the interchanges between the MEM Client and the email server.

· Resolution of address for recipient of events

· Authentication and authorization of the MEM client retrieving message content (i.e. headers, body, and attachments)

· Authentication of the email server

· Authentication of the MEM client

· Authentication and authorization of originator of submitted messages

· Applying user preferences/filters/settings to the email information obtained from email server

· Event and message filtering – based on header information, recipient’s location (e.g., roaming), and folder information

· Content screening – based on spam/virus-prevention information 

· Content adaptation (e.g. attachments) – based on client capabilities 

· Sending of events to the client/server when requested

· Support of extended mailing services

· Forward without download – while editing different header fields or attached content of the original message.

· Reply without download – including attachments in reply message, editing of the distribution list.

· Maintain connectivity to email server session even when client’s connectivity may be intermittent.

· Maintain state of session and update client when session reconnected

· Identify the source email server & account for each message/event, to allow client to handle the messages/events according to source, e.g., different “logical folders” for different accounts, different “icons” for different accounts.

· Collect metering information for per-unit metering schemes

Due to the wide range of deployment models, types of clients, usage profiles, and email servers that are being accessed – the MEM Server needs to be configurable to support different feature sets, levels of security, and logical flows.   The configuration should take into account the various characteristics of the installation.
Change 2:  5.4
5.4 Flows

The high level logical flows associated to the mobile email enabler are described below:

· Server to client notification:

· An event (new email, change of state of email) takes place in the email server.

· The MEM server generates a notification, if prescribed by enabler settings and filtering rules (as set by administrator or user based on the type of event). Notifications may additionally provide information about events generated or received in the server (e.g. the subject of the new email, the name of the attachments, etc).
· If outband notifications are used, the notification is sent in the appropriate channel:

· E.g. as separate message through ME-3 (e.g. SIP event notify) or bound to another OMA messaging enabler (e.g.  as a WAP Push message).

· If inband notification is used (and therefore a ME-1/ME2 session is established), the notification is sent via ME-2 interface.

· The MEM client receives the notification:

· Respectively via ME-4 (possibly bound to the I0’ of another enabler) or ME-1 I0’ 

· Based on its settings,  the MEM client:

· Updates its state (e.g. delete a local email)

· Queues the notification for the next time it retrieves information from the server

· Goes back to the MEM server via ME-1 to act on the notification by retrieving appropriate data.

· If no data connection is established between the MEM client and the MEM server, the MEM client establishes a connection (including authentication etc…). If a connection exists (e.g. when using inband notification), this steps is not repeated.

· Through ME-1 the MEM client requests data from the MEM server to act on the notification. This is received by the MEM server through its ME-2 interface.

· The MEM server provides (via ME-2) the requested data to the MEM client (via ME-1).

· The MEM server may provide additional events and data for:

· Notifications that it has previously sent to the client but to which the MEM client never reacted (e.g. may have been lost) or that it had queued (e.g. because the MEM client was not reachable and there was little value to continue to send server to client notifications.

· Notifications for new server events that occurred since

· Additional data and information needed by the server as described above.

This robustizes the behaviour of the enabler to intermittent connectivity and unreliable connectivity.
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