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1 Reason for Change
This CR is aligning the use of IMS headers in the SIP MESSAGE use for Contact Status notification between S-CAB Servers to the 3GPP specifications as follows:

· Correct the urn form of the icsi used in Contact header field (which must be percent encoded)

· Add optional population of Accept-Contact header field with the icsi

· Clarify that the P-Preferred-Service header is used by untrusted AS, whereas the P-Asserted-Service shall be set by the trusted AS.

References:

As per 3GPP TS 24.229, originating procedures described in sect. 5.7.3 “Application Server (AS) acting as originating UA“, the UE originating procedures must be followed (sect. 5.1.2.A).  The UE (client) MAY populate the Accept-Contact Header field with the icsi of the service. To align, the following updates are done in this CR:

· add the optional support of the cab icsi value in the Accept-Contact header field; and
· correct the values used in Contact and Accept-Contact header fields, which must be percent encoded.

Also, as per 3GPP TS 24.229 sect. 5.7.1.9. and TS 23.218 sect. 5.1A, an Application Server:

· populates the P-Preferred-Service header field with the service icsi (in this case the cab icsi value) if the AS is untrusted, or
· populates the P-Asserted-Service header field with the service icsi (in this case the cab icsi value) if the AS is trusted.
___________________________________________
Excerpt of 3GPP TS 24.229, section:

5.7.1.9            Use of ICSI and IARI values
Based on service logic, an AS can validate an ICSI value received in an Accept-Contact header field or received in a P-Asserted-Service header field and reject the request if necessary. 
A trusted AS may insert a P-Asserted-Service header field in a request for a new dialog or standalone transaction. An untrusted AS may insert a P-Preferred-Service header field in a request for a new dialog or standalone transaction. If the request is related to an IMS communication service that requires the use of an ICSI then the AS:
-  shall include the ICSI value (coded as specified in subclause 7.2A.8.2), for the IMS communication service that is related to the request in either a P-Asserted-Service header field or a P-Preferred-Service header field depending whether the AS is trusted or not according to RFC 6050 [121].

5.1.2A
Generic procedures applicable to all methods excluding the REGISTER method

5.1.2A.1    UE-originating case

5.1.2A.1.1        General

The procedures of this subclause are general to all requests and responses, except those for the REGISTER method.

When the UE sends any request using either a given contact address or to the registration flow and the associated contact address, the UE shall:

[…]
If this is a request for a new dialog, the Contact header field is populated as follows:

1)
a contact header value which is one of:

-
if a public GRUU value ("pub-gruu" header field parameter) has been saved associated with the public user identity to be used for this request, and the UE does not indicate privacy of the P-Asserted-Identity, then the UE should insert the public GRUU ("pub-gruu" header field parameter) value as specified in RFC 5627 [93]; or
-
if a temporary GRUU value ("temp-gruu" header field parameter) has been saved associated with the public user identity to be used for this request, and the UE does indicate privacy of the P-Asserted-Identity, then the UE should insert the temporary GRUU ("temp-gruu" header field parameter) value as specified in RFC 5627 [93]; or
-
otherwise, a SIP URI containing the contact address of the UE;
NOTE 7:
The above items are mutually exclusive.

2)
include an "ob" SIP URI parameter, if the UE supports multiple registrations, and the UE wants all subsequent requests in the dialog to arrive over the same flow identified by the flow token as described in RFC 5626 [92];
3)
if the request is related to an IMS communication service that requires the use of an ICSI then the UE shall include in a g.3gpp.icsi-ref media feature tag, as defined in subclause 7.9.2 and RFC 3841 [56B], the ICSI value (coded as specified in subclause 7.2A.8.2) for the IMS communication service. The UE may also include other ICSI values that the UE is prepared to use for all dialogs with the terminating UE(s); and

[…]

If this is a request for a new dialog or standalone transaction and the request is related to an IMS communication service that requires the use of an ICSI then the UE:

1)
shall include the ICSI value (coded as specified in subclause 7.2A.8.2), for the IMS communication service that is related to the request in a P-Preferred-Service header field according to RFC 6050 [121]. If a list of network supported ICSI values was received as specified in 3GPP TS 24.167 [8G], the UE shall only include an ICSI value that is in the received list;

NOTE 8: The UE only receives those ICSI values corresponding to the IMS communication services that the network provides to the user.
2) may include an Accept-Contact header field containing an ICSI value (coded as specified in subclause 7.2A.8.2) that is related to the request in a g.3gpp.icsi-ref media feature tag as defined in subclause 7.9.2 if the ICSI for the IMS communication service is known. 
___________________________________________

Excerpt of 3GPP TS 23.218, section:

5.1 5.1A
IMS communication service identifier (ICSI)

The purpose of identifying IMS communication services is to help triggering to application servers and internal routing in UEs. See 3GPP TS 23.228 [7] for further information on IMS communication services. This clause describes the IMS communication service concept principles.

An initial request for a dialog or a standalone transaction that is used for an IMS communication service can contain an identifier that identifies the IMS communication service related to this request or stand alone transaction. The identifiers for the IMS communication service are included by the originating UE in the initial request for a dialog or standalone transaction but these are unauthenticated. The initial request for a dialog or standalone transaction can also contain identifiers for the IMS communication services supported by the originating UE. The response to an initial request for a dialog or standalone transaction can contain identifiers for the IMS communication services that the responding UE supports. These identifiers are ICSI values. An ICSI value can be used as an SPT by iFC to route the initial requests for a dialog to AS that implement service logic as part of the IMS communication service provided it is first authenticated by the S-CSCF as a subscribed service for that user and that the contents of the request (SDP Media Types etc) are compatible with the IMS communication service identified by the ICSI value. An authenticated ICSI value can be included by the S-CSCF by analyzing the contents of the request (SIP header fields, SDP Media Types etc). The Authenticated ICSI value acts as a summary of the contents of a request. Care should be taken when designing services that for a given subscriber in a given network, the contents of any request (SIP header fields, SDP Media Types etc) correspond to zero or one ICSI so that the network can include the correct Authenticated ICSI value in the request. The ICSI value can be sent to ASes. An AS that is part of the trust domain can include an authenticated ICSI value and an AS that is outside the trust domain can include an unauthenticated ICSI value.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The COM S-CAB WA is recommended to agree on the changes proposed in this CR and implement it accordingly in the S-CAB TS.
6 Detailed Change Proposal

Change 1:  Update the section:
5.8.2.2. Mutual Contact Status handling inter-domain
The contact can be a S-CAB User or a CAB 1.0 User in this case. The mutual contact status information between S-CAB Users and CAB-Users in different remote domains is exchanged using SIP MESSAGE.
5.8.2.2.1. Originating side procedures
The Contact Status Function in the S-CAB Server SHALL construct and send a SIP MESSAGE to the SIP/IP Core, as described [S-CAB AD] and following the [3GPP TS 24.229] sect. 5.7.3 “Application Server (AS) acting as originating UA“, with the following clarifications:

a) it SHALL set the Request-URI of the SIP MESSAGE with the value of the recipient’s XUI (i.e. the value of added-XUI):
b) it SHALL  populate the To header field of the SIP MESSAGE with the Request-URI;
c) it SHALL  populate  the From header field of the SIP MESSAGE with the value of the originator’s S-CAB User XUI (i.e. the value of owner-XUI) and the ‘display-name’ parameter of the From header to the Owner’s display-name from his/her PCC that has the highest ‘pref’ value;
d) it SHALL set the P-Asserted-Identity header field of the SIP MESSAGE with the value of the originator’s XUI (i.e. the value of owner-XUI);
e) it include the value of the CAB feature tag  percent encoded as per [3GPP TS24.229] section 7.2A..8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field, i.e. g.3gpp.icsi-ref="urn%3Aurn-7%3A 3gpp-service.ims.icsi.oma.cab_1.0";
f) it MAY include an Accept-Contact header field containing the CAB feature tag value (coded as per [3GPP TS24.229] section 7.2A..8.2 “Coding of the ICSI“), in a g.3gpp.icsi-ref media feature tag, i.e. g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cab_1.0";

g) if the S-CAB server is:

i) untrusted -  it SHALL set the P-Preferred-Service header field with the value of the CAB feature tag, i.e. " urn:urn-7:3gpp-service.ims.icsi.oma.cab_1.0", and follow to step g).
ii) trusted - it SHALL set the P-Asserted-Service header field with the value of the CAB feature tag, i.e. "urn:urn-7:3gpp-service.ims.icsi.oma.cab_1.0";
h) It SHALL have an empty body in the SIP MESSAGE, and;
i) It SHALL send the SIP MESSAGE according to the procedures of the SIP/IP Core that is referenced in [OMA XDM Core].
The Contact Status Function SHALL create a <mutual-contact-status> element in the Confirmed Contact Card with the value set to “unknown” to indicate that a notification has been sent to the remote domain, or if  the <mutual-contact-status> element exists and contains the value “added-by-contact” it SHALL change it to “mutual”.

5.8.2.2.2. Terminating side procedures
When the S-CAB Server receives a SIP MESSAGE: 
1) It SHALL check if the feature tag "urn%3Aurn-7%3A3gpp-service.ims.icsi.oma.cab_1.0” is present in a g.3gpp.icsi-ref media feature tag of  the Contact header field and/or of the Accept-Contact header field. If the CAB feature tag is not present, or the value is not recognized, the CAB Server SHALL reject the request with SIP 403 "Forbidden" response;
2) It SHALL check if the values of “To” and “From” match the semantics of added-XUI and owner-XUI respectively, in which case it SHALL respond with 200 OK SIP response according to [RFC 3428] and continue with the next step. If any of these checks fail, then it SHALL reject the request with 488 Not Acceptable Here SIP response and it SHALL not continue with the next step;

3) It SHALL use the information in the “To” header to locate the receiving S-CAB User’s S-AB, and the information in the “From” header to identify if a Confirmed Contact Card associated with the sending S-CAB or CAB User exists in the recipient’s S-AB;
4) if the <receive-notification-when-contact-added> element is set to “true” in the receiving S-CAB User Preference Document, then

a) if the originating S-CAB or CAB User has an associated Confirmed Contact Card, the S-CAB Server SHALL update the <mutual-contact-status> element to contain the value “mutual”. 
b) If the originating S-CAB or CAB User does not have an associated Confirmed Contact Card, the S-CAB Server SHALL create a Confirmed Contact Card using information from the received SIP MESSAGE, or from the originating S-CAB or CAB User’s PCC Document. S-CAB Server SHALL include a <mutual-contact-status> element in the created Confirmed Contact Card, with the value “added-by-contact” to indicate to the receiving S-CAB User that this Confirmed Contact Card was created by the Contact Status function upon a notification for contact-added. 

NOTE: As soon as the S-CAB User starts updating a Confirmed Contact Card for a contact that has the <mutual-contact-status> element with a value of “added-by-contact”, the S-CAB Server SHALL change the element value to “mutual”. The update can be the result of any one of S-CAB User management operations, Contact Subscriptions, import/external subscriptions.
END OF CHANGES.
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