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1 Reason for Change

This paper is Change Request for OMA-RD-DM-V1_0_0-20030902-A.doc. At normal flow of user case 5.1.3, the Device Capability Query (step 4) and the corresponding transfer of Device parameters (step 5) shall be added if some provisioned parameters have existed on the used Device, e.g. second-hand.
2 Impact on Backward Compatibility

N/A

3 Impact on Other Specifications

Unknown
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To have these proposed changes accepted.

6 Detailed Change Proposal

5.1.3 Smart Card based Provisioning

A smart card is inserted into the Device for the first time.   The smart card contains pre-configured service parameters that enable access to a Service Provider’s infrastructure and a key that allows to establish a trust connection to the Device Management system.  The User inserts the smart card into the Device and the Device is provisioned (with optional user interaction) with parameters from the smart card.  Upon use, the Device then establishes a relation to the Service Provider’s management server in the network.
5.1.3.1 Actors and Data Authority

· User/Subscriber

· Service Provider

5.1.3.2 Pre-Conditions

· The User/Subscriber has established a contractual relationship with the Service Provider for service and has obtained a pre-configured smart card with a key (Issuing aspects of the smart card are not within scope of this document).

· The Device is equipped with a Device Management User Agent

· The Device is equipped with an User Agent associated with the pre-configured service, if required (or the Device has the ability to download such a User Agent)

5.1.3.3 Post-Conditions

· The Device is fully provisioned with parameters necessary to allow delivery of the purchased service.

5.1.3.4 Variations

a) Instead of having parameters pre-configured on the smart card, the card could contain only a key that enables establishment of a trust relationship with the Service Provider’s management server.  Service parameters could then be subsequently provisioned onto the Device by the Service Provider over the air.

b) Instead of purchasing a new smart card with a Device, a Subscriber could purchase a service from a Service Provider and have their existing smart card configured with parameters or keys by an entity with Management Authority of the smart card.

5.1.3.5 Normal Flow

1. The User inserts the smart card into the Device.

2. If applicable (parts of) provisioning data is transferred from the smart card to the Device.

3. With the key on the smart card a trusted connection is established between the Device and the Device Management server. 
4. The Device Management server queries the Device for actual configuration.
5. The Device responses to the query.
6. The relevant provisioning data is downloaded towards the Device.

7. The Transfer of the Provisioning data is confirmed.

5.1.3.6 Alternative Flow

As described in variation a) the trusted relationship can be established without prior transfer of provisioning data from the smart card to the Device (omission of step 2).
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Smart Card based Provisioning including a partial transfer of provisioning data (Normal Flow)
The Device Capability Query (step 4) and the corresponding transfer of Device parameters (step 5) shall be added if some provisioned parameters have existed on the used Device, e.g. second-hand.
6.3
System Elements

6.3.1
Device

3. The Device SHALL be able to communicate its capabilities and configuration (e.g., WAP/MMS settings, installed software applications, etc.) to the Device Management Server on demand. (Use Case 5.1.1, 5.1.3, 5.4.1)
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