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1. Scope
(Informative)

The scope of this document is a requirements description for Client Provisioning version 1.2. This document describes a set of functional requirements (partly on an abstract level) for the bootstrap (initial provisioning) of a Device’s changeable parameters, as seen from the Management Authority’s points of view.

This document contains information applicable to network operators, terminal and network manufacturers, enterprises, independent software vendors, content providers, and service providers.

This document covers the requirements needed to supplement the core Client Provisioning service to cover the provisioning of latest mobile services.

2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt


2.2 Informative References

	[ERELDCP] 
	“Enabler Release Definition for OMA Client Provsioning Specifications, version 1.2”. Open Mobile Alliance(. OMA-ERELD-CP-V1_0. URL:http//:www.openmobilealliance.org

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Term 1
	Definition

	
	


3.3 Abbreviations

	DM
	Device Management

	OMA
	Open Mobile Alliance

	OTA
	Over The Air

	
	


4. Introduction
(Informative)

Client Provisioning is the process by which a device is initially configured with connectivity and application access parameters. The term covers both OTA provisioning and provisioning by means of, e.g., Smart cards.

The actors involved in Client Provisioning include Management Authorities (including Network Operators, Enterprise Managers, Service Providers), Device Management Systems, Subscribers and Users.

The objective of this document is to further develop the functionalities of the OMA Client Provisioning v1.1 specification.

5. Use Cases
(Informative)

5.1 Provisioning of WLAN settings

5.1.1  ASK  \* MERGEFORMAT Short Description

A Device (e.g., a handset or PDA) has to be provisioned with correct Wireless Local Area Netwrok (WLAN) parameters so that the user is able to access the WLAN service. The parameters include such parameters as network identifier, operation mode, security and authentication related parameters etc. The Device provisioning can be done via a local or public transport mechanism, e.g. IR, Bluetooth, local, or non-local, wired, or wireless network.

5.1.2 Actors

· Device
· Service Provider
5.1.2.1 Actor Specific Issues

· Service Provider:  The Service Provider is authorised to define and change the WLAN service parameters.
5.1.2.2 Actor Specific Benefits

· Device: The Device has access to WLAN service.
· Service Provider: The service provider can ensure that all users have devices that are able to access and benefit from value added services.
5.1.3 Pre-conditions
· Service Provider has a Client Provisioning system for provisioning Devices. 

· 
· The Device is capable of receiving WLAN provisioning messages from the Client Provisioning system.
5.1.4 Post-conditions

· Device is provisioned with parameters necessary to be able to access the WLAN service.

· 
5.1.5 Normal Flow

1. 
2. WLAN Provisioning data is send by the Service Provider via wireless network.

3. WLAN Provisioning data is processed by the Device.

4. 
5.1.6 Alternative Flow 1 – Provisioning from the Smart Card
5.1.7 WLAN Provisioning data is provided by the operator via the smart card and inserted into the device using Provisioning Smart Card mechanism

5.1.8 Operational and Quality of Experience Requirements

6. Requirements
(Normative)

<< This section should capture the requirements necessary for service enablers to support end-to-end interoperability across different devices, networks, service providers and network operators.  Linkage of requirements to Use Cases is not mandatory.

In cases where a common or shared requirement document will supply requirements for a section below (e.g. Privacy RD), note it in the appropriate section and reference the requirements to be included.  Then, in the table, add any specific requirements not covered by the shared document.

Each requirement listed in the tables below includes an indication of enabler release.  The value for the enabler release should identify the release in which the requirement desired, expected, or is fulfilled.  In early phaes of RD development preceding the RD Review, this field should provide guidance on preferences.  Before commencing the Consistency Review, the fields should be updated, if needed, to reflect the actual requirement coverage fulfilled by the enabler.

DELETE THIS COMMENT >>

6.1 High-Level Functional Requirements

<< This clause identifies the high level functional requirements for this enabler.  These requirements will be used to describe and derive the functions and interfaces that the enabler will support, and which defines its core purpose.  When writing requirements, care should be taken to recognise the difference between the enabler specifying a mechanism to perform a function versus its required usage in any given deployment.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Whenever a requirement is directly attributable to a particular actor, it is recommended to mention it.

Examples of such requirements are:

The XYZ enabler SHOULD support content delivery estimation time before and /or during service execution.

The XYZ enabler MUST be capable of supporting the Service Provider to log information about invocations of this enabler

The XYZenabler MUST allow the end user to terminate a session

The XYZenabler MUST allow actor X to perform function Y

If possible, requirements should be listed in a logical sequence that intuitively captures the behaviour of the enabler (or feature of the enabler).  See the Requirements Best Practices Document for examples.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	PROV-HLF-1
	The Client Provisioning v1.2 enabler supports the provisioning of Wireless Local Area Network settings.
	

	
	
	

	
	
	

	
	
	


Table 1: High-Level Functional Requirements

6.1.1 Security

<< This clause identifies the high-level security needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.1.2 Charging

<< This clause identifies the high-level charging needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

<< This clause identifies the high-level administration and configuration needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

<< This clause identifies the usability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

<< This clause identifies the high-level interoperability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

<< This clause identifies the high-level privacy needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

<<This clause describes the general behaviour and characteristics of the enabler such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:

The XYZ enabler MUST NOT restrict deployment options

The XYZ enabler MUST be defined in an execution environment neutral manner

The XYZ enabler MUST specify interfaces that are access technology neutral

The XYZ enabler MUST be able to support services applicable to any kind of users or segments

It SHOULD be possible to use existing OMA Device Management and Provisioning enablers.

This clause can optionally include requirements describing how the actors identified in section 5 interact with this enabler.

DELETE THIS COMMENT >>

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 8: High-Level System Requirements

Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


A.2 Draft/Candidate Version <current version> History

	Document Identifier
	Date
	Sections
	Description

	Draft version of OMA-RD-DM-CP-V1_0_0
	12 Aug 2005
	n/a
	Initial Draft of the RD





Security Requirements should be reviewed with the Security Working Group as early as possible.  The impacts and relationships to other security considerations need to be comprehensive.  In addition, the concerns raised for a particular feature described herein may be impactful for other features.  Early coordination of this material with Security WG will help assure the most complete set of descriptions possible across the set of OMA enabler activities.
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