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[bookmark: _Toc368492199][bookmark: _Toc368492312]2.1	Normative references
The following referenced documents are necessary for the application of the present document.
[bookmark: REF_VOID][1]	Void.
[bookmark: REF_ITU_TE164][2]	Recommendation ITU-T E.164: "The international public telecommunication numbering plan".
[bookmark: REF_ISOIEC7816_4][3]	ISO/IEC 7816-4:2005: "Identification cards - Integrated circuit cards - Part 4: Organization, security and commands for interchange".
[bookmark: REF_ITU_TE118][4]	Recommendation ITU-T E.118: "The international telecommunication charge card".
[bookmark: REF_VOID_5][5]	Void.
[bookmark: REF_TS151011][6]	ETSI TS 151 011: "Digital cellular telecommunications system (Phase 2+); Specification of the Subscriber Identity Module - Mobile Equipment (SIM-ME) interface (3GPP TS 51.011)".
[bookmark: REF_TS101267][7]	ETSI TS 101 267: "Digital cellular telecommunications system (Phase 2+); Specification of the SIM Application Toolkit for the Subscriber Identity Module - Mobile Equipment (SIM-ME) interface (3GPP TS 11.14)".
[bookmark: REF_TS143019][8]	ETSI TS 143 019: "Digital cellular telecommunications system (Phase 2+); Subscriber Identity Module Application Programming Interface (SIM API) for Java Card; Stage 2 (3GPP TS 43.019)".
[bookmark: REF_EN300812_3][9]	ETSI EN 300 812-3: "Terrestrial Trunked Radio (TETRA); Subscriber Identity Module to Mobile Equipment (SIM-ME) interface; Part 3: Integrated Circuit (IC); Physical, logical and TSIM application characteristics".
[bookmark: REF_TS131101][10]	ETSI TS 131 101: "Universal Mobile Telecommunications System (UMTS); UICC-terminal interface; Physical and logical characteristics (3GPP TS 31.101)".
[bookmark: REF_TS131102][11]	ETSI TS 131 102: "Universal Mobile Telecommunications System (UMTS); Characteristics of the Universal Subscriber Identity Module (USIM) application (3GPP TS 31.102)".
[bookmark: REF_TS131111][12]	ETSI TS 131 111: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); Universal Subscriber Identity Module (USIM) Application Toolkit (USAT) (3GPP TS 31.111)".
[bookmark: REF_TS131114][13]	ETSI TS 131 114: "Universal Mobile Telecommunications System (UMTS); Universal Subscriber Identity Module Application Toolkit (USAT) interpreter protocol and administration (3GPP TS 31.114)".
[bookmark: REF_TS131103][14]	ETSI TS 131 103: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); Characteristics of the IP Multimedia Services Identity Module (ISIM) application (3GPP TS 31.103)".
[bookmark: REF_ISOIEC8825_1][15]	ISO/IEC 8825-1:2008: "Information technology - ASN.1 encoding rules: Specification of Basic Encoding Rules (BER), Canonical Encoding Rules (CER) and Distinguished Encoding Rules (DER)".
[bookmark: REF_ISOIEC7816_6][16]	ISO/IEC 7816-6:2004: "Identification cards - Integrated circuit cards - Part 6: Interindustry data elements for interchange".
[bookmark: REF_TS102241][17]	ETSI TS 102 241: "Smart Cards; UICC Application Programming Interface (UICC API) for Java Card (TM)".
[bookmark: REF_TS131130][18]	ETSI TS 131 130: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); (U)SIM Application Programming Interface (API); (U)SIM API for Java Card (3GPP TS 31.130)".
[bookmark: REF_TS102226][19]	ETSI TS 102 226: "Smart cards; Remote APDU structure for UICC based applications".
[bookmark: REF_TS131116][20]	ETSI TS 131 116: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); Remote APDU Structure for (Universal) Subscriber Identity Module (U)SIM Toolkit applications (3GPP TS 31.116)".
[bookmark: REF_VOID_21][21]	Void.
[bookmark: REF_TS102474][22]	ETSI TS 102 474: "Digital Video Broadcasting (DVB); IP Datacast over DVB-H: Service Purchase and Protection".
[23]	Void.
[bookmark: REF_TS131133][24]	ETSI TS 131 133: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); IP Multimedia Services Identity Module (ISIM) Application Programming Interface (API); ISIM API for Java CardTM (3GPP TS 31.133)".
[bookmark: REF_OMA][25]	OMA "Smartcard-Web-Server", OMA-TS-Smartcard-Web-Server-V1-0.
NOTE:	See http://www.openmobilealliance.org.
[bookmark: REF_TS102225][26]	ETSI TS 102 225: "Smart Cards; Secured Packet structure for UICC-based applications".
[bookmark: REF_TS131221][27]	ETSI TS 131 221: "Universal Mobile Telecommunications System (UMTS); LTE; Contact Manager for 3GPP UICC applications - internal interface aspects (3GPP TS 31.221 Release 8)".
[bookmark: REF_3GPP2CS0065][28]	3GPP2 C.S0065: "Characteristics of the CSIM application for cdma2000 spread spectrum systems".
[29]	Void.
[bookmark: REF_GLOBALPLATFORMCARDSPECIFICATIONAMB][30]	"Global Platform Card Specification, Version 2.2, Amendment B" (November 2008).
NOTE:	See http://www.globalplatform.org/.
[bookmark: REF_OMAMOBILEBROADCASTSERVICES][31]	OMA "Mobile Broadcast Services", OMA-TS-BCAST-Services-V1-1.
NOTE:	See http://www.openmobilealliance.org. 
[bookmark: REF_TS102921][32]	ETSI TS 102 921: "Machine-to-Machine communications (M2M); mIa, dIa and mId interfaces".
[bookmark: REF_ISOIEC7816_5][33]	ISO/IEC 7816-5:2004: "Identification cards – Integrated circuit cards – Part 5: Registration of application providers".
[XX]	OMA "Lightweight Machine to Machine", OMA-TS-LightweightM2M-V1_0.

[bookmark: _Toc368492221][bookmark: _Toc368492334]Annex D (normative):
Allocated TAR values
Table D.1: Allocation of TAR values
	Application
	TAR
	Document

	
	
	(see note 1)

	Issuer Security Domain

	Issuer Security Domain
	'00 00 00'
	TS 102 226 [19]/compact data format

	Issuer Security Domain
	'B2 01 00'
	TS 102 226 [19]/expanded data format or automatic data format detection

	1st level application issuer specific values

	Allocated by the 1st level application issuer
	'00 00 01' to 'AF FF FF'
	

	Allocated by the 1st level application issuer
	'C0 00 00' to 'FF FF FF'
	

	Remote File Management Applications

	UICC Shared File System
	'B0 00 00' and
'B0 00 02' to 'B0 00 0F'
	TS 102 226 [19]/compact data format

	SIM File System 
	'B0 00 10' to 'B0 00 1F'
	TS 131 116 [20]/compact data format

	ADF (see note 2)
	'B0 00 01' and
'B0 00 20 to 'B0 01 1F'
	TS 131 116 [20]/compact data format

	UICC Shared File System
	'B0 01 20' to 'B0 01 2F'
	TS 102 226 [19]/expanded data format or automatic data format detection

	SIM File System
	'B0 01 30' to 'B0 01 3F'
	TS 131 116 [20]/expanded data format or automatic data format detection

	ADF (see note 2)
	'B0 01 40' to 'B0 01 FF'
	TS 131 116 [20]/expanded data format or automatic data format detection

	RFU
	'B0 02 00' to 'B0 FF FF'
	

	Payment Applications

	Visa Mobile Payment Toolkit Application
	'B1 00 00' to 'B1 00 05'
	Reserved for Visa Inc.

	RFU
	'B1 00 06' to 'B1 FF FF'
	

	USAT Interpreter Application

	USAT Interpreter Application
	'B2 00 00' to 'B2 00 FF'
	TS 131 114 [13]

	Smart Card Web Server (SCWS) Applications

	SCWS
	'B2 01 01' 
	OMA-TS-Smartcard-Web-Server-V1.0 [25]

	SCWS administrative agent Application
	'B2 01 02' 
	OMA-TS-Smartcard-Web-Server-V1.0 [25]

	Multiplexing Application

	Multiplexing Application
	'B2 02 00'
	TS 102 225 [26]/automatic data format detection

	Controlling Authority Security Domain

	Controlling Authority Security Domain
	'B2 02 01'
	Global Platform Card Specification version 2.2, Amendment A [30]/automatic data format detection

	Smartcard-Centric Audience Measurement

	OMA BCAST Smartcard-Centric Audience Measurement
	'B2 02 02'
	OMA "Mobile Broadcast Services" [31]

	Lightweight Machine to Machine (LWM2M) SMS Security

	OMA DM LWM2M UICC Application
	'B2 02 03'
	OMA " Lightweight Machine to Machine " [XX]

	Other reservations

	Security Domain with Authorized Management privilege
	'B2 02 10' to 'B2 02 1F'
	Reserved for EMVCo

	Security Domain with Delegated Management privilege
	'B2 02 20' to 'B2 02 2F'
	Reserved for EMVCo

	Proprietary Toolkit Application

	Proprietary Toolkit Application
	'BF FF 00' to 'BF FF FF'
	

	Reserved for future assignments

	RFU
	All other values in the range of 'B0 00 00' to 'BF FF FF'
	

	NOTE 1:	It is the responsibility of the technical body, in charge of the Toolkit Application standardization, to inform the ETSI Secretariat when the respective document is withdrawn or renumbered.
NOTE 2:	ADF Remote File Management applications file access is defined in TS 102 226 [19].
NOTE 3:	"CAT TP Multiplexing Application" is part of the "Multiplexing Application" category. 
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