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1 Overview

The OMA Device Management Working Group is working on DiagMon Enabler to provide Diagnostics and Monitoring capabilities. The link for approved work item is shown below:

http://www.openmobilealliance.org/ftp/Public_documents/TP/Permanent_documents/OMA-WID_0116-DMdiagMon-V1_0-20050712-A.zip
There are two phases for developing this enabler:

· DiagMon 1.0: Aims to provide the framework for DiagMon functions

· DiagMon 1.1: Aims to provide a list of standardized DiagMon functions
DiagMon 1.0 has reached Candidate status and the published specifications can be found via the link:

http://www.openmobilealliance.org/Technical/release_program/diagMon_V1_0.aspx
For DiagMon 1.1, the DM group is now creating a supplemental specification that will contain standardized diagnostic functions which may be invoked and managed by DiagMon.

One such function that has been proposed would allow a Management Authority to retrieve logs from a NFC enabled device. These logs would include:

1) NFC RF signal failures

2) NFC Software Version

3) Failed link attempts between two NFC entities where the issue is not related to RF Signal failures.
4) Failures within the NFC LLCP layer on Peer-2-Peer Communication

5) Type of embedded NFC Secure Element(s) – UICC, SD, Chip
6) Communication failures between the NFC controller and the Secure Element(s)
7) Failures within the NFC controller about mode switch.
8) Failures within the NFC controller about type switch
9) Detecting whether a NFC Antenna if available.
Details of the function can be found at: http://member.openmobilealliance.org/ftp/Public_documents/DM/DiagMon/2009/OMA-DM-Diag-2009-0034R08-CR_NFC_DiagMon_Function.zip
2 Proposal

OMA-DM-Diag-2009-0034R05-CR_NFC_DiagMon_Function is a proposed Change Request to the DiagMon Functions specification that would add a standardized diagnostic function for retrieving logs from a NFC enabled mobile terminal devices.  

OMA is interested in maximizing synergies with other SDOs and minimizing overlap.  Hence, we would like to understand if the NFC Forum sees any detrimental overlap between the proposed NFC DiagMon function and and/or any potential work the NFC Forum Technical Committee is doing.

3 Requested Action(s)

OMA DM would like to kindly ask NFC Forum TC to review the proposed diagnostic function in the attached document and please advise us on the following:

1. Do you see any detrimental duplication of functionality?
2. Do you see a potential for synergy between the OMA DiagMon functionality (including the proposed NFC DiagMon function) and the NFC Forum?

3. Do you have any comments or advise on the contents of the proposed NFC DiagMon functionality?

4 Conclusion

OMA DM thanks NFC Forum Technical Committee in advance for their review and feedback and we look forward to future interaction between our groups.
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