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1 Reason for Change

This CR resolves the following comment concerning the ETR:
The sections on backwards compatibility and enabler dependencies are empty. Also, some other editorial changes need to be done.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

For the group to agree the CR.
6 Detailed Change Proposal

Change 1:  Add references to OMA DRM 2.0 and 2.1

2.1 











Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.3, Open Mobile Alliance™, 
OMA-ORG-IOP_Process-V1_3, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[ERELD]
	 “Enabler Release Document for <Enabler>”, Open Mobile Alliance™,
OMA-ERELD-<EnablerName>-Vx_y, URL:http://www.openmobilealliance.org/

	[OMADRM20]
	“Digital Rights Management v2.0.1”, Open Mobile Alliance(, OMA-DRM-V2_0_1, URL:http://www.openmobilealliance.org/

	[OMADRM21]
	“Digital Rights Management v2.1”, Open Mobile Alliance(, OMA-DRM-V2_1, URL:http://www.openmobilealliance.org/


2.2 Informative References


	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_6, URL:http://www.openmobilealliance.org/


Change 2:  Change "<Enabler> - <version>" to "SCE v1.0"
4. Introduction

The purpose of this Enabler Test Requirements document is to help guide the testing effort for the Enabler SCE v1.0, documenting those areas where testing is most important to ensure interoperability of implementations.

The Enabler under consideration comprises the following specifications:

· OMA-RD-SCE-V1_0: defines the requirements for the SCE 1.0 specifications.

· OMA-AD-SCE-V1_0: specifies the architecture for the SCE 1.0 specifications.

· OMA-TS-SCE-REL-V1_0: technical specification of the REL.

· OMA-TS-SCE_MDCF-V1_0-0: technical specification of the MDCF file format.

· OMA-TS-SCE_LRM-V1_0: technical specification of the LRM.

· OMA-TS-SCE_GEN-V0_3: technical specification of the generic protocols.

· OMA-TS-SCE_DRM-V1_0: technical specification of the DRM agent.

· OMA-TS-SCE_DOM-V0_4: technical specification of User Domains.

· OMA-TS-SCE_A2A-V1_0_0: technical specification of Agent to Agent protocols.

Generally, the testing activity should aim at validating the normal working behaviour of the client/server interactions, as well as testing the error conditions whenever it is possible to set up the appropriate scenarios. The following sections provide a more detailed description of the testing requirements for SCE v1.0.

This document also intends to provide some guidance on the prioritization of the specifications and features to be tested within Enabler SCE v1.0.
5. Test Requirements

5.1 


Enabler Test Requirements

The test requirements collected in this section are related to the Enabler SCE v1.0.

In this section, it should be defined what specific functionalities of this Enabler shall or should be tested to ensure adequate operational of the implementations, including any security requirements and constraints on usage if specified (e.g. user can forward a media object but can not visualize it). That means that devices (clients/serves) shall do what they have to do and they shall not do what they are not allowed to do. Both types of test requirements (positive and negative testing) should be included here if so required.

Besides this information, OMA Architecture specifies a “Framework Architecture”, consisting of a set of common functions that need to be invoked in most use cases involving the different Service Enablers. The functionality requirements defined in the OMA Framework Architecture, i.e. authentication, authorization, charging, billing, common directory, etc. should also be listed in this table. Use cases are the main input to identify test requirements.

The following test requirements should cover both Conformance test requirements (i.e. functionality to be tested to verify whether it is implemented either in the client side or in the server side) and Interoperability test requirements (i.e. client/server interactions one with another)

The following sections (Mandatory and Optional test requirements) could also be separated for client and server test requirements.

The tables for the mandatory and optional test requirements include the following columns:

FEATURE KEY:
A set of characters uniquely identifying the enabler test requirement to be tested. It is suggested that the Feature Key is no longer than 4 to 5 characters. The purpose of the Feature Key is that when used, it distinctly refers to only one feature to be tested.

FEATURE DESCRIPTION:
A description of a technical specification feature to be tested.

FEATURE TEST REQUIREMENTS:
A description of what shall be tested for the feature.
Change 3:  Add section about Backwards Compatibility
5.2 Backwards Compatibility

The SCE v1.0 enabler is based on the OMA DRM v2.0 [OMADRM20] and OMA DRM v2.1 [OMADRM21] enablers. Therefore, the SCE v1.0 is backwards compatible with these enablers, in the sense that functionalities supported by OMA DRM v2.0 and OMA DRM v2.1 are supported by SCE v1.0.
It is also pursued to allow backwards compatibility in the sense that legacy OMA DRM v2.0 and OMA DRM v2.1 Devices can use some of the SCE functionality. An example test requirement for this is DOM-22, where an OMA DRM v2.0/v2.1 Device can join an SCE Shared Key User Domain. However, this kind of backwards compatibility is not always possible.
To allow future SCE versions to be backward compatible to SCE v1.0, several mechanisms have been defined. Test requirements associated with these mechanisms are: REL-M-37, REL-M-38 and REL-M-39.
Change 4:  Add section about Enabler Dependencies
The OMA SCE v1.0 enabler is based on, and by reference dependent on, the OMA DRM v2.0 [OMADRM20] and OMA DRM v2.1 [OMADRM21] enablers.
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