[image: image2.jpg]«“+OMa

Open Mobile Alliance




OMA-TS-DS_Concepts-V2_0-20061109-D
Page 3  V(16)

	OMA DS Concepts and Definitions
Draft Version 2.0 – 11 Nov 2006

	

	Open Mobile Alliance

OMA-TS-DS_Concepts-V2_0-20061109-D

	


Use of this document is subject to all of the terms and conditions of the Use Agreement located at http://www.openmobilealliance.org/UseAgreement.html.

Unless this document is clearly designated as an approved specification, this document is a work in process, is not an approved Open Mobile Alliance™ specification, and is subject to revision or removal without notice.

You may use this document or any part of the document for internal or educational purposes only, provided you do not modify, edit or take out of context the information in this document in any manner.  Information contained in this document may be used, at your sole risk, for any purposes.  You may not use this document in any other manner without the prior written permission of the Open Mobile Alliance.  The Open Mobile Alliance authorizes you to copy this document, provided that you retain all copyright and other proprietary notices contained in the original materials on any copies of the materials and that you comply strictly with these terms.  This copyright permission does not constitute an endorsement of the products or services.  The Open Mobile Alliance assumes no responsibility for errors or omissions in this document.

Each Open Mobile Alliance member has agreed to use reasonable endeavors to inform the Open Mobile Alliance in a timely manner of Essential IPR as it becomes aware that the Essential IPR is related to the prepared or published specification.  However, the members do not have an obligation to conduct IPR searches.  The declared Essential IPR is publicly available to members and non-members of the Open Mobile Alliance and may be found on the “OMA IPR Declarations” list at http://www.openmobilealliance.org/ipr.html.  The Open Mobile Alliance has not conducted an independent IPR review of this document and the information contained herein, and makes no representations or warranties regarding third party IPR, including without limitation patents, copyrights or trade secret rights.  This document may contain inventions for which you must obtain licenses from third parties before making, using or selling the inventions.  Defined terms above are set forth in the schedule to the Open Mobile Alliance Application Form.

NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms set forth above.

Contents

41.
Scope

2.
References
6
2.1
Normative References
6
2.2
Informative References
8
3.
Terminology and Conventions
9
3.1
Conventions
9
3.2
Definitions
9
3.3
Prior Definitions
9
3.4
Abbreviations
13
4.
Introduction
14
5.
OMA DS Concepts
15
Appendix A.
Change History (Informative)
16
A.1
Approved Version History
16
A.2
Draft/Candidate Version version 2.0 History
16


1. Scope

The SyncML Initiative, Ltd. was a not-for-profit corporation formed by a group of companies who co-operated to produce an open specification for data synchronization and device management. Prior to SyncML, data synchronization and device management had been based on a set of different, proprietary protocols, each functioning only with a very limited number of devices, systems and data types. These non-interoperable technologies have complicated the tasks of users, manufacturers, service providers, and developers. Further, a proliferation of different, proprietary data synchronization and device management protocols has placed barriers to the extended use of mobile devices, has restricted data access and delivery and limited the mobility of the users.
The  SyncML Initiative merged with the Open Mobile Alliance in November 2002.  The SyncML legacy specifications were converted to the OMA format with the 1.1.2 versions of OMA SyncML Common, OMA Data Synchronization and OMA Device Management  in May 2002.  The relationship between these documents which had been created during the SyncML Initiative  has been preserved and is depicted in Figure 1 OMA SyncML Specification Structure and Relationships.  
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Figure 1 OMA SyncML Specification Structure and Relationships

The OMA SyncML Common Specifications Enabler Release includes the following documents:

· SyncML Representation:  The XML-based representation protocol which specifies the common XML syntax and semantics used by all SyncML protocols.  This defines the superset of the DS and DM representation protocols.  (* includes DTD).

· The transport bindings:  HTTP,  OBEX, WSP.  These specify the features REQUIRED for each transport to send and receive DS and DM protocol messages.

· The Meta Information associated with a SyncML command or data item or collection used by  either DS or DM  (* includes DTD)

· SyncML Server Alerted Notification:  The logical structure and format of the notification messages used by all SyncML server alerted notifications, for both DS and DM.

The OMA DS (Data Synchronization) Specifications Enabler Release includes the following documents:

· SyncML Representation DataSync Usage:  The subset of the Common Specifications SyncML Representation Specification necessary to define the Data Synchronization commands and protocol, with examples and commentary specific to DS.

· DataSyncProtocol:  Specifies how SyncML Common messages conforming to the DTD are exchanged in order to allow an OMA DS  client and server to  exchange additions, deletions, updates and other status information. 

· Device Information: Used  to exchange device specific information, including hardware, firmware, software levels, available memory, and  local databases supported. (* Includes DTD)

· Data Objects:  Email, File, Folder:    Each object is identified by a unique MIME media type (eg. application/vnd.omads-email).  The  objects are either  represented by or encapsulated  in a mark-up language defined by xml. Meta or state  data is included in the representation (eg. Read/Unread, Creation Date, Last Modified Date).
SyncML is a specification that contains the following main components:

· An XML-based representation protocol

· A synchronization protocol and a device management protocol

· Transport bindings for the protocol

The data representation specifies an XML DTD that allows the representation of all the information required to perform synchronization or device management, including data, metadata and commands. The synchronization and device management protocols specify how SyncML messages conforming to the DTD are exchanged in order to allow a SyncML client and server to exchange additions, deletes, updates and other status information. 

There are also DTDs which define the representation of information about the device such as memory capacity, and the representation of various types of meta information such as security credentials.
Although the SyncML Common  specification defines transport bindings that specify how to use a particular transport to exchange messages and responses, the SyncML Common  representation, synchronization and device management protocols are transport-independent. Each package in these protocols is completely self-contained, and could in principle be carried by any transport. The initial bindings specified are HTTP, WSP and OBEX, but there is no reason why SyncML Common  could not be implemented using email or message queues, to list only two alternatives. Because the SyncML Common messages are self-contained, multiple transports could be used without either the server or client devices having to be aware of the network topology. Thus, a short-range OBEX connection could be used for local connectivity, with the messages being passed on via HTTP to an Internet-hosted synchronization server.

To reduce the data size, a binary coding of SyncML Common based on the WAP Forum's WBXML is defined. Messages may also be passed in clear text if  desired. In this and other ways SyncML Common addresses the bandwidth and resource limitations imposed by mobile devices.

SyncML Common  is both data type and data store independent. SyncML Common can carry any data type which can be represented as a MIME object. To promote interoperability between different implementations of OMA Data Synchronization, the specification includes the representation formats used for common PIM data. 

This document specifies the concepts and definitions of OMA DS.
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

Any reference to components of the Data Synchronization XML Schema or XML snippets is specified in this typeface.

3.2 Definitions

	Command
	A SyncML Command is a protocol primitive.  Each SyncML Command specifies to a recipient an individual operation that is to be performed.  Examples of SyncML Commands include Add, Delete, and Replace.

	Message
	A grouping of OMA-DS Protocol elements in a valid XML document sent in one direction.  E.g. Sync commands sent from the data sync client to the data sync server, or the responses back from the data sync server.  Generally messages are grouped into packages in sessions.


3.3 Prior Definitions
	Application
[DSPRO_1_2]
	A SyncML application that supports the OMA DS protocol. The application can either be the originator or recipient of the SyncML protocol commands. The application can act as an OMA DS client or an OMA DS server.

	Capabilities exchange

[DSPRO_1_2]
	The OMA DS capability that allows a client and server to exchange what device, user and application features they each support.

	Client Modification
[DSPRO_1_2]
	A modification of an item, which occurs in a client database
 before the modification is synchronized to the server database.

	Data
[DSPRO_1_2]
	A unit of information exchange, encoded for transmission over a network.

	Data element equivalence
[DSPRO_1_2]
	When two data elements are synchronized. The exact semantics is defined by a given data synchronization model
.

	Data exchange
[DSPRO_1_2]
	The act of sending, requesting or receiving a set of data elements.

	Data Store

[RD_2_0]
	A logical storage of data elements. For example, client data store is used for store client-side data, such as vCard, vCalendar, etc.

	Data Sync Client
[RD_2_0]
	An entity refers to the protocol role when the application issues SyncML request messages. For example in data synchronization, the ‘Sync’ SyncML Command in a SyncML Message.

	Data Sync Server
[RD_2_0]
	An entity refers to the protocol role when an application issues SyncML response messages. For example in the case of data synchronization, a ‘Results’ Command in a SyncML Message.

	Data type
[DSPRO_1_2]
	The schema used to represent a data object (e.g., text/calendar MIME content type for an iCalendar representation of calendar information or text/directory MIME content type for a vCard representation of contact information).

	Data synchronization
[DSPRO_1_2]
	The act of establishing an equivalence between two data collections, where each data element in one item maps to a data item
 in the other, and their data is equivalent.

	Data synchronization protocol
[DSPRO_1_2]
	The well-defined specification of the "handshaking" or workflow REQUIRED to accomplish synchronization of data elements on an originator and recipient data collection. The OMA DS specification forms the basis for specifying an open data synchronization protocol.

	Device

[RD_2_0]
	Equipment which is normally used by users for communications and related activities.

	Device Information

[DEVINF_1_2]
	A document or object store (i.e., a database) on the source device that records information about the capabilities of the source device
.

	Enabler Release

[OMA_DICT]
	A collection of specifications that combined together form an enabler for a service area, e.g. a download enabler, a browsing enabler, a messaging enabler, a location enabler, etc. The specifications that are forming an enabler should combined fulfill a number of related market requirements.

	Implementer

[RD_2_0]
	Manufacturer of the device, or a software company, producing data sync client and/or server.

	Logical Session

[RD_2_0]
	The logical session is a relationship between the client and server which continues while data is exchanged through multiple physical connections or sessions.

	GUID (Global Unique Identifier)

[DSPRO_1_2]
	A number assigned to an object in a database. GUID values are never reused. Note that in practice, numbers do not have to be unique forever, they MUST only be unique as long as they exist in some mapping table.

	LUID (Locally Unique                                     
Identifier)

[DSPRO_1_2]
	A number assigned to an object in a database. LUID values are only unique locally, i.e., to a particular OMA DS client database, but MAY be present on other OMA DS client databases. In this protocol, the OMA DS client device assigns to each object a locally unique, non-reusable identifier, or LUID. They are unique per device and per application.

	Minimum Functionality Description 

[OMA_DICT]
	Description of the guaranteed features and functionality that will be enabled by implementing the minimum mandatory part of the Enabler Release.

	Network Operator

[RD_2_0]
	An entity providing network connectivity for a Device.

	Notification
	A Command sent outside of a session.  A logical set of operations sent in an asynchronous fashion, e.g. sent in an SMS message.

	Notification Initiated Session
[SAN]
	Device Management terminology for Server Alerted Notification.

	Operation
[DSPRO_1_2]
	A SyncML Operation refers to the conceptual transaction achieved by the SyncML Commands specified by a SyncML Package. For example in the case of data synchronization, "synchronize my personal address book with a public address book".Definition Needed that relates to individual operations, such as a single Add

	Originator
[DSPRO_1_2]
	The network device that creates a SyncML request.

	OBEX
[OBEX_BINDING]
	Objext Exchange Protocol that is defined in [OBEX] .

	Package
[DSPRO_1_2]

& [RD_2_0]
	A SyncML Package is the complete set of commands and related data elements that are transferred between an originator and a recipient. The SyncML package can consist of one or more SyncML Messages. [ERP 1.2]

OR

A conceptual set of commands that could be spread over multiple messages. [AD&RD 2.0]. An identified logical set of related operations.  E.g., the data sync client sending identifying information to the data sync server, or the data sync client sending all client modifications to the data sync server.  A given package may take multiple messages, or certain packages may be combined into a single message.

	Parser
[DSPRO_1_2]
	Refers to an XML parser. An XML parser is not absolutely necessary to support SyncML. However, an OMA DS implementation that integrates an XML parser might be easier to enhance.

This document assumes that the reader has some familiarity with XML syntax and terminology.

	Recipient
[DSPRO_1_2]
	The network device that receives a SyncML request, processes the request and sends any resultant SyncML response.

	Representation protocol
[DSPRO_1_2]
	A well-defined format for exchanging a particular form of information. SyncML is a representation protocol for conveying data synchronization and device management operations.

	Request 
[DSPRO_1_2]


	 A message or a command sent from a device to another.

	Server Alerted Notification

[DSPRO_1_2]
	The general term for Server Alerter Synchronization

	Server Alerted Sync
[RD_2_0]
	Data Synchronization usage of  Server Alerted Notification.

	Server modification

[DSPRO_1_2] 
	A modification of an item, which occurs in the server database before the modification is synchronized to the client database.

	Service Provider

[RD_2_0]
	An entity that combines content from various sources into a service or an application to be consumed on a mobile device by an end user.

	Slow synchronization

[DSPRO_1_2]
	When a data set is synchronized for the first time, or state relating to the synchronization has been lost, the whole data set
 MUST be copied from one device to the other. Since this can be a time-consuming operation, this is known as slow synchronization.

	Synchronization anchor

[DSPRO_1_2]
	 A string representing a synchronization event. The format of the string will typically be either a sequence number or an ISO 8601-formatted extended representation, basic format date/time stamp.

	Synchronization data
[DSPRO_1_2]
	Refers to the data elements within a SyncML Command. In a general reference, can also refer to the sum of the data elements within a SyncML Message or SyncML Package.

	Synchronization engine

[DSPRO_1_2]
	 The portion of an OMA DS server that can analyze a data set and modifications to that data set made by both OMA DS server and OMA DS client. The synchronization engine will implement policies to enable the detection and resolution of conflicting changes.

	SyncML request message
[DSPRO_1_2]
	An initial SyncML Message that is sent by an originator to a recipient network device.

	SyncML response message
[DSPRO_1_2]
	A reply SyncML Message that is sent by a recipient of a SyncML Request back to the originator of the SyncML Request.

	Temporary GUID

[DSPRO_1_2]
	A temporary number assigned by the server to an object in a database (See also GUID.). Temporary GUID values are valid till the map operation for the items, with which the temporary GUIDs are associated, has been received from the client. After that the temporary GUID can be erased.

	User

[RD_2_0]


	An entity which uses services.  Example: a person using a data synchronization service.

	Usage
[SAN]
	Refers to the specific usage parts of the SyncML protocol, i.e. Data Synchronization or Device Management

	
	


Terms used in different DS documents, with no definition:
	Data base
	???

	Item
	???

	Synchronized item
	???

	Set of synchronization
	???

	Set of synchronization data
	???

	Object
	???

	Data Object
	???

	Update
	???

	SyncML protocol
	???

	View on a Data store
	???

	To be in sync
	???

	Synchronization client
	???

	Synchronization server
	???

	SyncML Parser or OMA DS Parser
	???

	OMA DS Data format
	???

	Filtering
	???

	Record
	???

	Field
	???

	Soft Delete
	???

	
	


Example of Relationships that need to be explicitly defined :

Data, Data Object, Data format, Data Type, Data element, Data collection, "equivalent data elements"
Data store, Data Collection, data base, set of synchronization data

Device Info, Device Capabilities exchange

A Data Sync client/server with the (local/networked) application it provides sync functions to.
The data a Data Sync client/server database and the "Data Sync/server data store/collection"

Definition Proposal for : "To be in synchronization":

Two "Data Collections" are said "in synchronization" or "synchronized" if and only if their number of "Data Elements" is identical AND for each "Data Element" from a "Data Collection", there is an "equivalent Data Element" in the second "Data Collection".

3.4 Abbreviations


	ABNF
	Augmented Backus-Naur Form [RFC2234]

	DTD
	Document Type Definition

	GUID
	Global Unique Identifier

	HTTP
	HyperText Transfer Protocol [RFC 2616]

	IMEI
	International Mobile Equipment Identifier

	LUID
	Local Unique Identifier

	MD5
	Message Digest algorithm version 5 [RFC1321]

	MIME
	Multi-purpose Internet Mail Extensions

	MSC
	Message Sequence Chart

	MSG
	Message

	OMA
	Open Mobile Alliance

	OBEX
	Object Exchange protocol |OBEX]

	PPG
	Push Proxy Gateway  [PUSH]

 REF pusharch \h 
 \* MERGEFORMAT [PUSHARCH]

	URI
	Uniform Resource Identifier [RFC2396]

	URL
	Uniform Resource Locator [RFC2396]

	WAP
	Wireless Application Protocol

	WBXML
	Wireless Binary XML Content Format

	WSP
	Wireless Session Protocol [WSP]

	XML
	Extensible Markup Language [XML]
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�To be removed?


�Does it correspond to the DevInf, to the information exchanged during the initialization of a sync session, or both of them?


�What is a data base? Is a data base equivalent to a data store?


�What is a "Data Synchronization Model"?


�Corresponds to the whole set of data?


�What is a data item?


�Client side only?


�Equivalent to "Capabilities exchange"? What will contain the DevInf document?


�Really? What is suggested by "the whole data set"? E.g. Mobile Email applications…
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