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1 Reason for Contribution

Currently OMA IMPS v1.X defines static conformance requirements (SCR) at the protocol level but no  conformance requirements for the application level have been defined. It was intentionally left out at early design phase to ensure applicability of a single architecture and framework by OMA IMPS v1.X and avoid mandating unreasonable requirement to particular application area. However it has led to too many options in the SCR and it has created some difficulty in the development of ETS and execution of IOP Test Event. More significantly it is possible that one conformant product which has passed the IOP Test faces an IOP problem when communicating with another conformant product because of lack of application level IOP definition.

Similar to above, none of OMA IMPS v1.X presence attribute is mandated while there are seventeen attributes supported in OMA IMPS 1.1. Besides, the presence attribute is not captured as SCR. On the other hand, mandating a particular attribute to all different presence-enable application is irrelevant. Therefore, there must be a place where a presence-enabled application using OMA IMPS v1.X can find presence attribute related requirements so that they’re implemented accordingly and the same type application can exchange the presence information without misunderstanding and mismatch.

Through the implementation based on OMA IMPS v1.1 we, the companies contributing this paper, have recognized this is a very serious issue within the current framework and therefore would like to propose a way on how to tackle this issue.

2 Summary of Contribution

Nokia has contributed an input paper titled as “Support of Application Category” (Refer to OAM-IMPS-2002-0071) and the paper was presented and addressed in the Dallas interim meeting in January this year. In that paper Nokia proposed to make an additional framework where different type of IMPS applications have its own application identities and the higher level conformance requirements for each identity. That paper called such framework as “(IMPS) Application Category”.

The basic idea from that paper included in this proposal is a set of concrete principles that must be fulfilled in the “Application Category” framework. The principles are:

a) Package SCR items that are supported in each application category

b) Set more practical requirement to minimize variation at the implementation of SCR items and/or each transaction method

c)  Package the presence attributes that are supported in each application category

Come up with so called “best current practice” in order to enhance application IOP and/or get around the problems that exist in the specifications

3 Detailed Proposal

7.1 Packaging the SCR items

Packaging the SCR items is the first step to approach an application level IOP. There should be different requirements for different application types on which SCR item be picked up and supported.  The basic idea here is to increase mandatory items based on a type of application so that different implementations that fall into the same category can be more interoperable. It’s easy to realize this in the framework because we just need to produce yet another SCR reference lists. For example, ERELD could be used for this purpose. Or Setting up OMNA registration process might be more flexible than ERELD because it could allow proprietary category creation by individuals.

7.2 Setting the requirements to minimize variation of the capability

This is the similar idea to the “Minimum interoperability for MMS” WI. There are a number of the same issues in OMA IMPS V1.X as in MMS case. For example, what is size of Instant Message payload? What content type should be supported in Instant Message or StatusContent presence attribute? How many contacts should be enabled in one contact list?

7.3 Packaging Presence Attributes

This could be achieved through a similar way to 3.1. But there are a number of additional issues we need to consider.

· Some of the presence attributes’ semantics are left ambiguous. Some of such semantics should be corrected in the spec but some others were intentionally left in order to meet different application needs. Such needs should be captured by the Application Category framework.

· Even with well-defined semantics for single presence attribute, OMA IMPS V1.X doesn’t address an issue for combination of presence attributes. It’s because combination itself and the requirement behind it may vary. So this is totally a place to be fulfilled by the Application Category.

7.4 “Best Current Practice (BCP)” type of information

This is an informational guideline rather than conformance requirement. A very similar attempt has been done in IMPS WG as the Implementation Guideline, especially the later chapters after the bug fix parts. This kind of information might not be required essentially but can be useful and can enhance interoperability at application level with offering the best user experience by the same manner in the different implementations. One example of this case is to introduce naming convention to Contact List for easier identification of which application should use the contact list in question and of what purpose. By doing this we can get around a problem without impacting on the spec.

7.5 Two preliminary category definition documents

The attached document is the outcome from the joint study about this issue done by the source companies of this contribution.
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Note that we believe these are the best practice we could do with OMA IMPS v1.1 although they might not be perfect as OMA IMPS v1.X. We contribute these two documents due to following two reasons.

· To share the knowledge of OMA IMPS v1.1 related issues and the resolutions against such issues

· To give baseline for further work to improve v1.2 quality based on the experience through v1.1 implementations

Obviously, these documents are mixing more topics than four principles from above (e.g. some v1.1 bug fix). It’s because the original scope of the documents were to be “BCP” as a whole. So we should carefully review the contents and document structure if we want to produce this kind of document as a part of OMA IMPS solution. However, to achieve the first objective above as soon as possible we propose to publish these two documents as informational white papers.

The reason why we’re not proposing to do the “standard” Application Category for v1.1 is because it’s too late in real life. OMA IMPS v1.1 has been available for more than one year, a lot of the implementations have been brought to several IOP Test Fests, and finally the commercial service and products are coming out. However, we believe it will be very useful for the following implementation to know BCP jointly created by the early developers.

Even though the source companies believe the attached documents are in a good shape, certainly we need to re-format them as OMA white paper and thus it will require some editorial work and review period. We think two or three iterations are sufficient to finish, assuming one iteration contains one week for editor’s work and another week for review. So if this proposal is accepted in Berlin, the earliest delivery (submission to TP) of the WP can be mid October.

7.6 Consideration for further work within v1.2 timeframe

In parallel with publishing the white papers, the WG must make sure that the feedback to v1.2 based on them is done properly.  One impact we need to consider is the organizational re-structuring. The source companies propose:

· Maintain the OMA IMPS WI as a single package and assign it to a single group

· Continue the Application Category framework study for 1.2 in the group the WI is assigned
· WI champion to keep tracking and co-ordinate the work with relevant groups such as PAG, MWG
4 Intellectual Property Rights Considerations

The authors are not aware of any IPR issues with this contribution.

5 Recommendation

As a conclusion, we recommend OMA IMPS WG to adopt our proposal, 

- Kick off Application Category framework creation

- Produce an informational white paper using the contributed application category documents

NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2003 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 1)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20030824]

© 2003 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 3 (of 3)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20030824]

_1123702354.doc
		
[image: image1]



		Instant Messaging Application category

		

		2 (2) 



		

		

		

		



		

		

		

		



		Magnus Svensson

		Status: v1.0

		

		







Instant Messaging Application Category


		Owner:

		Lars Novak



		Scope:

		Instant Messaging Application



		Originator:

		Magnus Svensson



		Status:

		Final 1.0





Change History


		Issue

		Date

		Handled by

		Comments



		0.0.1

		19.02.03

		M. Svensson

		Initial draft



		0.0.2

		19.03.03

		Marcel Wong

		Major changes, added req table etc.



		0.0.3

		07.04.03

		Marcel Wong

		Added 2119, added CommCap, and OnlineStatus. Changed PEP requirements, added text for group handling and edited requirement table.



		0.0.4

		11.04.03

		Marcel Wong

		Added ClientID, keep alive, invisibility and addressing chapters. Added PEP attributes mapping table



		0.0.5

		17.04.03

		Marcel Wong

		Added IM server – WVservice elements relations requirement and invisibility requirement



		0.5.0

		17.04.03

		Marcel Wong

		Editorial changes



		0.55

		21.05.03

		Marcel Wong

		Added Siemens comments: Clarification on client addressing and US-ASCII requirement. Updated presence mapping table. Updated invisibility chapter. Added presence attribute qualifier chapter. Added IGL clarification text about sender/recipient element.



		0.56

		28.05.03

		Marcel Wong

		Added Nokia comments about clarification on IM presence attributes and Invisibility requirements



		0.61

		16.06.03

		Marcel Wong

		Removed IM block list, added CommCap to presence authentication



		1.0

		28.06.03

		Marcel Wong

		Turned to v1.0 for OMA contribution





Approved by


		19.07.2003

		





Contents


41
References



42
Terminology and Conventions



42.1
Conventions



43
background



44
introduction



45
IM v1.0 Level 1 specification



45.1
Instant Messaging Level 1



45.1.1
Instant Messaging Content



45.2
Presence



45.2.1
IM_Status



45.2.2
Mapping of the IM attributes to WV1.1 /OMA IMPS 1.1 attributes



45.2.3
Presence Attribute Qualifier



45.3
Invisibility



45.4
Invitation to Join Group



46
IM v1.0 Level 2 specification



46.1
Address format of User-ID and Contact-List-ID



46.2
Client Addressing



46.3
Keep Alive Time



46.4
Search



46.5
Instant Messaging Level 2



46.5.1
Delivery of messages to an IM client



46.5.2
Instant Message Sender/Recipient



46.5.3
Contact List



46.5.4
Presence Subscriptoins



46.5.5
Authorization



46.6
Group



47
IM v1.0 Level 3 specification



47.1
Group notifications



47.2
Open Groups, many-to-many users (The IM 1.0 user owns the group).



47.3
Restricted Groups, many-to-many users (The IM 1.0 user owns the group).



48
The feature set requirements



48.1
IM server requirements



48.2
IM client requirements



49
Open issues







1 References


		[CSP]

		Wireless Village Client to Server Protocol specification v. 1.1



		[FF]

		Wireless Village Features and Functions v. 1.1



		[SCR]

		Wireless Village Static Conformance Requirement CSP Protocol v. 1.1



		[PA]

		Wireless Village Presence Attributes v. 1.1



		[ARCH]

		Wireless Village System Architecture Model


Version 1.1



		[PEP]

		Presence Enhanced Phonebook Application



		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL: http://www.ietf.org/rfc/rfc2119.txt





2 Terminology and Conventions


2.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


3 background


This document defines application level IOP requirements for an application (client or server) category called Instant Messaging Application (IM) to ensure homogenous user experience across different IM Application. Application categories are proposed work item for OMA IMPS group. 


The baseline specification assumed by this document is WV1.1 or OMA IMPS 1.1. These do not support any application category signaling. Therefore there is no guarantee that information originated by an IM application will be consumed by an IM application at the receiving end. 


4 introduction


The target of this document is to define Instant Messaging features that enable an IM application, to exchange instant messages and presence information with other IM applications. The IM application category requires different service elements defined in WV 1.1 [ARCH], it is OPTIONAL to physichally integrate the service elements into the IM server but support for the listed service elements is REQUIRED in the service architecture. Following general requirements SHALL be fulfilled:


G1. The content of A party’s instant messages (what A inserts as message in UI) SHALL be transferred undistorted from A party’s user interface to B party’s user interface.


G2.  A conformant IM application MUST support presence attributes as defined in this document. The semantical meaning of presence attributes is common for all IM applications. Therefore, processing of attributes MUST be only according to this document including mapping to the WV presence attribute and semantics of the combined attributes. The presence information for an IM application conforms in addition to this also to PEP 1.0 G2 requirement. .


G3. The presence authorization model for an IM application SHALL conform to PEP 1.0 presence authorization model but the actual authorization lists MAY be separate. In addition, presence blocking SHALL conform to PEP 1.0 Block List model requirements.


G4. All IM applications SHALL conforman to OMA IMPS 1.1 


The version of IM application (client or server) defined in this document is 1.0.  The version of PEP mentioned in this document is 1.0.


5 IM v1.0 Level 1 specification 


The scope of level 1 is those features that apply end to end (IM client to IM client). On level 1 an IM client of a user publishes/accesses presence information or sends/receives instant messages and invitations to the IM server.


5.1 Instant Messaging Level 1


The IM application SHALL support transfer of instant messges between two users as well as messages from joined groups. The sub chapters describe which content the IM applications shall support.


5.1.1  Instant Messaging Content


The IM application MUST support plain text for instant messages, the supported encodings and charsets are detailed in chapters below. The IM application MAY support predefined emoticons. The presentation (picture) of the emoticons is not defined in this document. The semantics and values of emoticons are listed in Table 1. Handling of content or emoticons not specified in this document is unspecified.


5.1.1.1 Text Encodings


The text parts (text/plain) SHALL support the character encodings:


utf-8 (IANA MIBenum 106) [Unicode]


In addition to this for incoming messages the text parts SHALL support


us-ascii (IANA MIBEnum 3)


In the text parts, the supported characters (glyphs) SHALL be at least those in ISO 8859-1. The encoding used is reflected as content type, i.e. “text/plain; utf-8”. In the capability negotiation the client needs to specify support only for “text/plain; utf-8”.


5.1.1.2 Emoticons


The following sequence of characters in text content SHOULD be translated to emoticons. 


		ASCII-string

		Value



		:-)

		HAPPY



		:)

		HAPPY



		:-(

		SAD



		:(

		SAD



		:D

		SURPRISE



		:-x

		KISS



		:-l

		INDIFFERENT



		[:]

		ROBOT



		|-l

		ASLEEP



		;-)

		WINK



		:-[

		VERY SAD



		:-]

		VERY HAPPY



		:-/

		SCEPTICAL



		:->

		WICKED SMILE





Table 1

5.1.1.3 Content Size


The IM client SHALL support 400 characters in an IM message. The text/plain content type SHALL be used.


5.2 Presence


An IM application MUST support the presence attributes as specified below. In addition to these an IM client MAY support other WV 1.1 presence attributes. However WV 1.1 presence attributes with a defined semantics and syntax in PEP MUST be followed by IM applications according to PEP [PEP]. IM_Status attribute is, mapped to WV 1.1 OnlineStatus attribute and WV 1.1 CommCap/IM attribute. PEP uses WV 1.1 OnlineStatus as validater to other attributes. The IM_OnlineStatus attribute inherits PEP’s semantics and behavior of WV 1.1_OnlineStatus and adds IM semantics and syntax. 


5.2.1 IM_Status


This attribute is used to show the status of the IM client. The WV 1.1 OnlineStatus attribute and CommCap/IM is used to validate IM_Status. An IM client MUST support WV 1.1 OnlinStatus attribute and WV 1.1 CommCap attribute.  IM_Status MUST have following values:


· ONLINE: The IM client is attached to an ongoing session with the WV server.


· OFFLINE: The IM client is not attached to any session with the WV server


· AVAILABLE (In case of support of PEP)


· DISCREETE (In case of support of PEP)


· NOT_AVAILABLE (In case of support of PEP)


5.2.2 Mapping of the IM attributes to WV1.1 /OMA IMPS 1.1 attributes


Following table shows the mapping.


		IM Attribute

		WV1.1 Attribute



		IM_Status=ONLINE

		CommCap/IM (Status = OPEN) + OnlineStatus = T



		IM_Status= OFFLINE

		CommCap/IM (Status = OPEN) + OnlineStatus = F



		IM_Status=OFFLINE

		CommCap/IM (Status = CLOSED) + OnlineStatus = T



		IM_Status=OFFLINE

		CommCap/IM (Status = CLOSED) + OnlineStatus = F





The following mapping table applies in case of interworking or IM application has support for PEP attributes when received. It is implementational issue whether to combine the tables in the user interface or displaying them separately.


		IM Attribute

		WV1.1 Attribute / PEP Attribute



		IM_Status=IM_Available

		UserAvailability = Available


CommCap/IM (Status = OPEN) 


OnlineStatus = T



		IM_Status=IM_Discreet

		UserAvailability = DISCREET


CommCap/IM (Status = OPEN) 


OnlineStatus = T



		IM_Status=IM_Not_Available

		UserAvailability = AVAILABLE


CommCap/IM (Status = OPEN) 



		IM_Status =Online


(The user is connected to the network. Application used is unknown. It might be possible to send an IM)

		WV OnlineStatus= T 


WV UA and WV CommCAP not received. (Inter working case NON PEP/IM client.



		IM_Status=OFFLINE

		CommCap/IM (Status = CLOSED)  or 


WV OnlineStatus= F



		IM_Status_OFFLINE

		PEP_OFFLINE





Table 2

5.2.3 Presence Attribute Qualifier


Validity of the presence attribute is determined by its qualifier and thus an IM application MUST support the Qualifier field in all of the WV presence attributes. The IM Client MUST supply the qualifier and its value everytime when publishing any presence attribute. Updating the qualifier of particular presence attribute to F invalidates the attribute for all presence consumers until the publishing client re-updates the qualifier to T. 


The server should assume that the default value of the qualifier is T. This applies when the publishing client updates an attribute first time without the qualifier.


The server should always include the qualifier for attributes in presence notifications and GetPresenceResponse primitives. When the qualifier is F the server MUST NOT include the value of the attribute in presence notifications and GetPresenceResponse primitives.


Actual rendering of the other attributes when the qualifier is changed from T to F individually is not defined in this document. However, the semantic of qualifier MUST be according to 8.1.2 in [PA], i.e. “Any previous presence value stored in the client is out-of-date” when the qualifier is F, and the presence update MUST be ignored until it changes the Qualifier from F to T.


When receiving WV_OnlineStatus with Qualifier set to FALSE (F) the IM client shall render IM Status = OFFLINE.

5.3 Invisibility


Invisible is used when the IM client wishes not to reveal to any other IM client that it is logged in to the IM server. IM uses the WV CommCap presence attribute to show or set invisibility. An IM client that has been set invisible SHALL appear as its IM_Status = OFFLINE. To set invisible the IM client sends WV CommCap/IM Status=Closed. It is OPTIONAL to support enabling of Invisibility (i.e publish) but it is REQUIRED to understand and render invisibility (i.e as a watcher). 


5.4 Invitation to Join Group


An IM client MUST support receiving group invitations, an invite user request to a group. It’s NOT REQUIRED for an IM client to accept or decline the invite user request i.e. the invite user request MAY be received without further handling from the user. The IM client SHALL handle the invite user request as specified in [SCR]. 


6 IM v1.0 Level 2 specification 


This level specifies the IM client to IM server relation without impacting IM clients of other users. Simultanous access to a user account from two or more IM clients is undefined for IM applications. The scope is on WV/OMA functions that access user data or modify the state of the user account.


6.1 Address format of User-ID and Contact-List-ID


The IM client SHOULD support and use an external address format.


6.2 Client Addressing


In WV 1.1 [CSP], the support for client addressing is left for future versions of the specifications. Sending an empty Client ID element is valid and the IM server MUST NOT rely on this element as addressing information in case of mobile clients. An IM client SHOULD not send an MSISDN, it is an implementational issue for the server to resolve the addressing to the IM client. 


6.3 Keep Alive Time


Due to capability limitations in battery and traffic congestion limitations for mobile handsets it is RECOMMENDED to suggest a rather long Time To Live. However, it is NOT RECOMMENDED to suggest too long Time To Live since this may affect the user experience.  It is RECOMMENDED to suggest a Time To Live between 20 minutes to 30 minutes.


6.4 Search 


The IM client SHOULD support the SRCH search transactions specified in [SCR]. In addition to the search values specified in [PEP], the following search values are RECOMMENDED:


· USER_FIRST_NAME 


· USER_LAST_NAME 


· GROUP_NAME 


· GROUP_TOPIC 

6.5 Instant Messaging Level 2


This chapter describes the delivering of instant messages to IM clients.


6.5.1 Delivery of messages to an IM client


Messages to an IM client are pushed. This is indicated by the IM client in the capability list in the capability request transaction. The IM client SHALL indicate “Push” in the capability request transaction.


Messages to an IM client that does not have an active wv-session MAY be stored. If there are stored messages for an IM client, when the IM client logs in, the messages SHALL be pushed to the IM client, in order for the IM client to receive them


An IM client MAY support blocking of messages. The user may block the delivery of instant messages from particular users by using the WV 1.1 access control transactions.


6.5.2 Instant Message Sender/Recipient


The server MUST ensure that the message info element is correct in regards to sender element and recipient(s) element(s), it is optional for the client to include the children (user or group element) of the sender element.


The following applies to these elements:


Message to a user, user is identified by user id: the sender is the sending user’s user id and the recipient is the receiving user’s user id.


Message to a list of users, users are identifed by user ids: When sending a message to a list of users, the sender is the sendings user user id and the recipient is a list of the user ids of the receivers.  When the recipient sees the message info, the sender is the sending user's user id and the recipient is the user id of the receiving user.  The receiver is not aware of the other recipients of the message. 


Message to a group, group is identified by group id: the sender is the screen name used in that group by the user and the recipient is the group id.


Message to a user in a group identified by screen name: the sender is the screen name used in that group by the sender and the recipient is the screen name used by the receiving user in that group.


Message to a contact list: When sending a message to a contact list, the sender is the sending user’s user id and the recipient is the contact list’s contact list id. When the recipient sees the message info, the sender is the sending user’s user id and the recipient is the user id of the receiving user.   The receiver is not aware of the other recipients of the message.


6.5.3 Contact List


An IM application SHALL conform to the requirement as defined in 7.1 in PEP


6.5.4 Presence Subscriptoins


The model for presence subscriptions SHALL conform to the requirement as defined in 7.2 in PEP. An IM application MAY use a separate contact list for subscriptions. The naming rule for the the separate Subscription Contact Lists is:


wv:<User-ID>/~IM1.0_subscriptions@<domain>


The naming rule for the contact lists on the server used by IM application is:


wv:<User-ID>/~IM1.0_subscriptions-x@<domain> where x is a number 1 to 99


6.5.5 Authorization


The presence authorization SHALL conform to the requirement as defined in 7.3 in PEP. An IM application MAY have a separate Private List. The naming rule of the separate Private List is:


wv:<User-ID>/~IM1.0_privatelist@<domain>


The following WV 1.1 presence attributes MUST be associated with the Private List:


1. CommCap


2. OnlineStatus


If PEP attributes are supported the following MUST be associated:


3. UserAvailability


4. StatusText


If PEP_StatusContent is supported the following MUST be associated:


5. StatusContent


The naming rule of the Block List is (As defined in PEP):


wv:<User-ID>/~PEP1.0_blocklist@<domain>


6.5.6 Default Attributes List


The public attributes, that are shared with everybody unless explicitly blocked, are associated with the WV1.1 default attributes list and MUST consist of the following attributes: 


· OnlineStatus


· CommCap


If PEP attributes are supported, the following MUST be associated:


· UserAvailability


The user is able to enable or disable the public attributes. To enable the public attributes an IM client MUST associate these WV attributes with the default attribute list. To disable the public attributes the default attribute list MUST be cleared.


6.6 Group  


An IM client SHALL support joining and leaving groups. The group to join may be received through invitation, found during search or manually entered in the IM client. It is RECOMMENDED that the server supports both private and public groups. 


7 IM v1.0 Level 3 specification 


This level specifies optional IM application functionality that clients and servers have a choice to implement. It can also be that the IM service provider has chosen not to put these functions in operation in their network. This means that a user, a client or a server cannot trust that these functions always are there.


7.1 Group notifications


An IM client MAY support group change notifications. This means that a user can get information about new users joining a group or joined user leaving the group.


7.2   Open Groups, many-to-many users (The IM 1.0 user owns the group).


An IM client MAY support open groups [CSP] [FF]. An IM 1.0 user can create, administrate and delete groups that are open for everybody to join for a text chat. An open private group is persistent until deleted explicitly by its owner. Any other IM 1.0 users can join the group for a text chat anytime regardless if group owner is joined, not joined or logged out on IM server.


7.3 Restricted Groups, many-to-many users (The IM 1.0 user owns the group).


An IM client MAY support restriced group [CSP] [FF]. An IM 1.0 user can create admininistrate and delete open and restricted groups. A restricted private group is persistent until deleted explicitly by its owner. Other IM 1.0 users that are members can join the group for a text chat regardless if group owner is joined, not joined or logged out on IM server.


8 The feature set requirements


8.1 IM server requirements


The IM and presence server MUST fulfill the following CSP1.1 Static Conformance Requirements [SCR] and the requirements listed below.


		Req#

		Implementation details

		REQ



		IM-S-1

		Support of  general requirement G1-G6 in chapter 4

		M



		IM-S-2

		Support of Instant Messaging Service Element functionality, SERV-2. [SCR]

		M



		IM-S-3

		Support of Presence Service Element functionality, SERV-3. [SCR]

		M



		IM-S-3.1

		The IM server has only one service access point for the IM clients.

		M



		IM-S-4

		Support of Group Service Element functionality, SERV-4. [SCR]

		M



		IM-S-5

		Support for searching based on various user


Properties, SAP-11. [SCR]

		M



		IM-S-6

		Support for searching based on various group


Properties, SAP-12. [SCR]

		M



		IM-S-7

		Support for invitation transaction, SAP-14  [SCR] 

		M



		IM-S-8

		The delivery method for instant messages to IM clients is push (IMSE-3, IMSE-8) [SCR]

		M 



		IM-S-9

		Support for instant message content according to chapter 5.1.1 this document.

		M



		IM-S-10

		Support for the following IMSE functional requirements GLBLU, BLENT.

		M



		IM-S-11

		No invitations SHALL be received from blocked user.

		M



		IM-S-12

		Support for storing messages to an IM User not having an active session.

		O



		IM-S-12.1

		If IM-S-12 is supported the messages SHALL be pushed to the IM client at login.

		C



		IM-S-13

		Support for IM_Status, chapter 5.2.1

		M



		IM-S-14

		Support for invisibility, chapter 5.3

		M



		LEVEL 3



		IM-S-15

		Support for group notifications according chapter 7.1 this document.

		O



		IM-S-15.1

		If IM-S-15 is supported the IM application SHALL support GRSE-9 and –10 (SUBGCN, GRCHN) 

		C 



		IM-S-16

		Support for Open Groups, many-to-many users. The IM 1.0 user owns the group according to chapter 7.2 this document.

		O



		IM-S-16.1

		If IM-S-16 is supported the IM application SHALL support GRSE-1, -2, -3, -4,-9,-10 – (CREAG, DELGR, GETGR, SETGR, SUBGCN, GRCHN) 

		C



		IM-S-16.2

		IF IM-S-16 is supported the server MUST maintain a private open group even if the owner’s client logs out.

		C



		IM-S-16.3

		If IM-S-16 is supported the server MUST support the search value Group_User_ID_Owner in a Search request.

		C



		IM-S-17

		Support for Restricted Groups, many-to-many users. The IM 1.0 user owns the group according to chapter 7.3 this document.

		O



		IM-S-17.1

		If IM-S-17 is supported the IM application SHALL support GRSE-1, -2, -3, -4, -5, -6, -7,  -8 , -9,  -10, -13 (CREAG, DELGR, GETGR, SETGRSETGM, ADDGM, RMVGM, MBRAC, SUBGCN,GRCHN)

		C



		IM-S-17.2

		IF IM-S-17 is supported the server MUST maintain a private open/restricted group even if the owner’s client logs out.

		C



		IM-S-17.3

		If IM-S-17 is supported the server MUST support the search value Group_User_ID_Owner in a Search request

		C





8.2 IM client requirements


The IM client MUST fulfill the following CSP1.1 Static Conformance Requirements and the requirements listed below.


		Req#

		Implementation details

		REQ



		IM-C-1

		Support of  general requirement G1-G6 in chapter 4

		M



		IM-C-2

		Support of Instant Messaging Service Element functionality, SERV-2. [SCR]

		M



		IM-C-3

		Support of Presence Service Element functionality, SERV-3. [SCR]

		M



		IM-C-4

		Support of Group Service Element functionality, SERV-4. [SCR]

		M



		IM-C-5

		Support for searching based on various user


Properties, SAP-11. [SCR]

		O



		IM-C-6

		Support for searching based on various group


Properties, SAP-12. [SCR]

		O



		IM-C-7

		Support for receiving invite-type group (GR), INVIT-6. [SCR]

		M



		IM-C-8

		The IM client SHALL in Capability Negotiation indicate support for Push of messages.

		M



		IM-C-9

		Support for pushed messages, IMSE-3 and IMSE -8 (PUSH, NEWM) [SCR]

		M 



		IM-C-10

		Support for instant message content according to 5.1.1

		M



		IM-C-11

		Support for blocking users, instant message and invitations.

		O



		IM-C-11.1

		If IM-C-11 is supported the IM client SHALL support IMSE-13 and IMSE-14 (GLBLU, BLENT) [SCR]

		C 



		IM-C-12

		Support for IM_Status, chapter 5.2.1

		M



		IM-C-13

		Support for invisibility, chapter 5.3

		M



		Level 3



		IM-C-14

		Support for group notifications according chapter 7.1 this document.

		O



		IM-C-14.1

		If IM-C-14 is supported the IM client SHALL support GRSE-9 and –10 (SUBGCN, GRCHN) 

		C 



		IM-C-15

		Support for Open Groups, many-to-many users. The IM 1.0 user owns the group according to chapter 7.2 this document.

		O



		IM-C-15.1

		If IM-C-15 is supported the IM client SHALL support GRSE-1, -2, -3, -4,-9,-10 - (CREAG, DELGR, GETGR, SETGR, SUBGCN, GRCHN) 

		C



		IM-C-16

		Support for Restricted Groups, many-to-many users. The IM 1.0 user owns the group according to chapter 7.3 this document.

		O



		IM-C-16.1

		If IM-C-16 is supported the IM client SHALL support GRSE-1, -2, -3, -4, -5, -6, -7,  -8 ,-9,  -10, -13 (CREAG, DELGR, GETGR, SETGRSETGM, ADDGM, RMVGM, MBRAC,SUBGCN,GRCHN)

		C





9 Open issues


· Chapter 5.2.2, the mapping table with combined PEP and IM attributes does not include the use case when user wants to be discreete in PEP but not for IM or vice verse. 


· Is there need to add a value for non IM or PEP applications that only send OnlineStatus, for example value = Online-Unknown.
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2 Terminology and Conventions


2.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


2.2 Definitions


This section introduces terminology that will be used throughout this document.


T.B.D.


2.3 Abbreviations



For the purposes of this specification the following abbreviations apply.


		HTTP

		Hyper Text Transfer Protocol



		OMA

		Open Mobile Alliance



		WV

		Wireless Village



		PA

		Presence Attribute



		

		T.B.D.





background


This document defines application level IOP requirements for an application category called ‘Presence Enhanced Phonebook’ or PEP for short. Application categories are a proposed work item for OMA IMPS group. The work item target is to develop a technical solution for signaling the application category of the originating presence application to the receiving client in each presence transaction.


The baseline specification assumed by this document is WV1.1 or OMA IMPS 1.1. These do not support any application category signaling. This means that the logic of routing incoming presence attributes to be consumed/handled in application is implementation specific. Therefore there is no guarantee that presence attributes originated by a PEP application will be consumed by a PEP application at the receiving end. 


3 introduction


The scope of this document is to define the presence features and their conformance requirements that enable a PEP application to exchange presence information via WV server with other PEP applications using Wireless Village (WV) v1.1 standard. Multiple levels of the requirements can be summarized as follows:


G1.  WV feature set requirements:
Client and server that comply with the PEP application category (referred as PEP application in this document) MUST support the WV feature set listed in this document. The format of the requirement follows the WV standard Static Conformance Requirement (SCR) [SCR] and is specified as a group of the SCR items. A PEP application MUST be conformant to all of the items.


G2. Presence Attribute requirements:
A conformant PEP application MUST support the presence attributes as defined in this document. The semantical meaning of the presence attributes is common for all PEP applications. Therefore, processing of the attributes MUST be only according to this document including mapping to the WV presence attribute and semantics of the combined attributes. No other way is allowed. 


G3. Presence Attribute requirements:
A conformant PEP application MUST be able to publish and retrieve, via “subscribe” at least and OPTIONALLY “one-shot fetch” the presence attributes as defined in this document. In addition, a conformant PEP application MUST support the capability (e.g. text length, logo image size) related to the PEP presence attributes. 


G4. Protocol Operation requirement level:
ALL PEP application MUST support the behaviors defined in this document that are related to the presence protocol operation using WV CSP. And also all PEP application MUST support the capability (e.g. max number of addresses in a contact list) related to the presence protocol operation as defined in this document.


Note that the requirement G2 and G3 doesn’t limit a conformant PEP application to support more presence attributes than the ones defined in this document. However such application MUST NOT distort the PEP presence attributes but MAY override the rendering requirement if necessary (e.g. a combo client of PEP and IM).


The contents of this document basically consist of three main chapters that correspond to the above group of requirements respectively.


The version of PEP application defined in this document is 1.0. 


3.1 PEP V1.0 CONFORMANCE REQUIREMENTS


A PEP 1.0 application SHALL conform to the requirements listed in the table below.


		Req#

		Description

		Client

		Server

		Require:



		G-1

		WV feature set level requirements

		M

		M

		LEVEL 1



		G-2

		Presence attribute level requirements


    - Semantics of the attributes

		M

		N/A

		LEVEL 2



		G-3

		Presence attribute level requirements


    - Publish, fetch, subscription/notification

		M

		M

		LEVEL 2



		G-4

		Protocol Operation level requirements

		M

		M

		LEVEL 3





4 PEP V1.0 LEVEL 1, feature set requirements


At this level this document provides a set of WV SCR items, from CSP and CSP Transport Bindings, both mandatory and optional items. Some of these optional items are mandated in PEP to achieve PEP application level interoperability although they are optional in the SCR [SCR].  Some mandatory items in WV SCR have been left out of the PEP 1.0 requirements because those items has no defined meaning for PEP 1.0.


4.1 The requirements for Server


A server that is a conformant PEP application MUST fulfill the following SCR [SCR] requirements 


Note) In the notation of the table below, “Support of XML requirements” means all mandatory items in the particular chapter (e.g. XML).


		Req#

		Implementation details

		REQ



		PEP-S-1

		Support of XML requirements, the chapter 6 in [SCR]

		M



		PEP-S-2

		Support of ADDR requirements, the chapter 7 in [SCR]

		M



		PEP-S-3

		Support of SESSION requirements, the chapter 8 in [SCR]

		M



		PEP-S-4

		Support of TRANS requirements, the chapter 9 in [SCR]

		M



		PEP-S-5

		Support of SAP requirements, the chapter 10 in [SCR]

		M



		PEP-S-6

		Support of LOGIN requirements, the chapter 10.2 in [SCR] (No need of support LOGIN-14, 15)

		M



		PEP-S-7

		Support of SCAPAB requirements, the chapter 10.4 in [SCR]

		M



		PEP-S-8

		Support of CCAPAB requirements, the chapter 10.5 in [SCR]

		M



		PEP-S-9

		Support of LOGOUT requirements, the chapter 10.6 in [SCR]

		M



		PEP-S-10

		Support of NOOP requirements, the chapter 10.7 in [SCR]

		M



		PEP-S-11

		Support of SRCH requirements, the chapter 10.8 in [SCR] (No need to support SRCH-25, 26, 27)

		O



		PEP-S-12

		Support of the following PRSE functional requirements: GCLI, CCLI, DCLI, MCLS, CALI, DALI, GALS, GETPR, UPDPR, SUBPR, UNSPR, PRNOT, GETWL

		M



		PEP-S-13

		Support of the following PRSE functional requirements: REREQ, REAUT

		O 





The presence server MUST fulfill the following CSP1.1 Transport Static Conformance Requirements.


Note) Support of WSP/WAP-Push can be achieved by using WAP gateway (for pull case) or PPG (for push case) in between. The requirement, TRANSP-5, 6,8 and 9 don’t mean a server has to integrate WAP stack functionality.


Note) In TRANSP-6 it refers to “WSP 2.0” but it’s the WSP specification included WAP 2.0 specification set release. For more detail, see [WSP].


		Req#

		Implementation details

		REQ



		TRANSP-S-1

		Support of TRANSP-1, -2, -3, -5, -6, -8, -9, -10, - 12, the chapter 11 in [TRANSP] 

		M



		TRANSP-S-2

		Support of TRANSP –4, the chapter 11 in [TRANSP]

		O 





4.2 The requirements for Client


The PEP client MUST fulfill the following SCR [SCR] requirements.


Note) In the notation of the table below, “Support of XML requirements” means all mandatory items in the particular chapter (e.g. XML).


		Req#

		Implementation details

		REQ



		PEP-C-1

		Support of XML requirements, the chapter 6 in [SCR] 

		M



		PEP-C-2

		Support of ADDR-1 and –2 requirements, the chapter 7 in [SCR]

		M



		PEP-C-3

		Support of SESSION requirements, the chapter 8 in [SCR]

		M



		PEP-C-4

		Support of TRANS requirements, the chapter 9 in [SCR]

		M



		PEP-C-5

		Support of SAP requirements, the chapter 10 in [SCR]

		M



		PEP-C-6

		Support of LOGIN requirements, the chapter 10.2 in [SCR] (No need to support LOGIN-14, 15)

		M



		PEP-C-7

		The client shall respond the client capability request and shall do the service negotiation 

		M



		PEP-C-8

		Support of CCAPAB requirements, the chapter 10.5 in [SCR]

		M



		PEP-C-9

		Support of LOGOUT requirements, the chapter 10.6 in [SCR]

		M



		PEP-C-10

		Support of NOOP requirements, the chapter 10.7 in [SCR]

		M



		PEP-C-11

		Support of SRCH requirements, the chapter 10.8 in [SCR]

		M



		PEP-C-12

		Support of the following PRSE functional requirements: GCLI, CCLI, MCLS, CALI, UPDPR, SUBPR, UNSPR, PRNOT

		M



		PEP-C-13

		Support of the following PRSE functional requirements: DALI, GALS

		O



		PEP-C-14

		Support of PRSE:GETPR

		O



		PEP-C-15

		Support of the following PRSE functional requirements: REREQ, REAUT

		O 





The PEP client must fulfill the following CSP1.1 Transport Static Conformance Requirements.


Note) In TRANSP-6 it refers to “WSP 2.0” but it’s the WSP specification included WAP 2.0 specification set release. For more detail, see [WSP].


Note) The following transport requirement about HTTP Redirection MUST also be fulfilled in addition to those in [TRANSP].


HTTP Redirect [RFC 2616] indicates that such redirect code as 301 (Permanent), 302 (Found) and 307 (Temporary) MUST NOT automatically redirect without being confirmed by the user. It is recognized that such interactions in the UI will give rise to a poor user experience in a real product. HTTP Redirect in WV HTTP Binding SHOULD be supported in the following ways:


· The client MAY automatically perform the redirect action without further user confirmation.


· Only two types of redirect are allowed in the client server communication:


· Permanent Redirection (301): The server address is redirected forever. The client may save the redirected server address to flash and reuse it in the future transactions and sessions if the client supports persistent storage.


· Temporary Session Redirection (307): The server address is redirected for this session. The client uses the redirected server address only in the context of current IMPS session. The purpose of this code would be so that the server may change the redirect address for different sessions, however the client is not being redirected on every transaction. The client may save the redirected server address to flash and reuse it in the future transactions during this session if the client supports persistent storage.


The caching headers, which are specified in the HTTP [RFC 2616] when redirecting, shall be ignored by the client. The server should not enclose those caching headers when redirecting.


		Req#

		Implementation details

		REQ



		TRANSP-C-1

		Support of TRANSP-1 and –2, the chapter 11 in [TRANSP]

		M



		TRANSP-C-2

		Support of one of TRANSP-3 OR TRANSP-5 OR TRANSP-6 at least

		M



		TRANSP-C-3

		Support of one of TRANSP-8, 9, 10, 11 at least, the chapter 11 in [TRANSP]

		M



		TRANSP-C-4

		Support of TRANSP-12 (if TRANSP-5 OR 6 supported

		C 



		TRANSP-C-5

		Support of TRANSP-13, 14, the chapter 11 in [TRANSP]

		M



		TRANSP-C-6

		Support of TRANSP-4, the chapter 11 in [TRANSP]

		O





5 pep v1.0 level 2 specification


At this level a PEP client is used to publish and access presence information to the WV1.1/OMA IMPS 1.1 server. The scope therefore is those features that apply end to end:


5.1 Attributes and their semantics


5.1.1 Inheritance Principle


The semantics of the attributes are described more precisely here than in OMA/WV specifications. The PEP application derives more specialized attributes from the general ones defined in the WV/OMA specification. The PEP application either poses restrictions (like limiting the StatusText to 40 characters or defining an exact content format for StatusContent) or interprets the meaning of an attribute for the application context (like the UserAvailability attribute). An application of another category, for example on-line game category, might interpret the UserAvailability to mean availability for gaming session. 


5.1.2 PEP_UserAvailability attribute and WV-OnlineStauts attribute


PEP_UserAvailability attribute is used to indicate availability of the publisher to communicate with the communication means available in his/her device. PEP_UserAvailability MUST NOT be used solely to indicate whether or not the person is available to receive Instant Messages. The semantics of the values are following:


· AVAILABLE: Publisher is available with the means available in his/her device.


· DISCREET: Publisher has selective availability to communication means or to contacting parties. By setting this value, the publisher is asking for consideration before a communication is initiated to him/her or when he/she doesn’t respond to communication. The exact nature of the users communication status can be clarified using the status message. Some example use cases are:


· The publisher prefers to receive text messages rather than voice call because he’s in a meeting.


· The publisher is busy and wishes to receive only urgent communication.


· The publisher is selective about the communication parties to whose communication he responds.


· NOT_AVAILABLE:Publisher is not immediately available with the communication means in his/her device. The contacting party should not expect an immediate response/reaction by the publisher.


· OFFLINE: This value shows the publisher might not be logged onto the presence service. When publisher does not have an active WV-session the UserAvailability is replaced with offline indicator.


NOTE) Capital letter labels of the values are for labeling purpose in this document only.  How they are represented in PEP UI is left to the implementation.


The WV-OnlineStatus attribute is the presence attribute that indicates whether or not there is at least one WV session between a WV client and a WV server. WV-OnlineStatus attribute MAY be and SHOULD be shared with non-PEP application as well. According to the WV/OMA IMPS standard the value of WV-OnlineStatus is managed by the WV server but a WV client can control its qualifier. If WV-OnlineStatus = “F”, the watcher’s PEP client MUST render PEP_UserAvailability as  “OFFLINE” and MAY render other PEP attribute differently from the value at “Online” status. See the next chapter for handling of the qualifier.


As stated above, no particular communication mean is associated with PEP_UserAvailability but WV-OnlineStatus will indicate PEP as “online” to other presence enabled communication like IM. Therefore PEP should distinguish itself from such communication application. In principle it’s a general requirement and an implementation matter. However, at the point of defining PEP 1.0 only IM [IM1.0] is identified as possible case and thus the following requirement MUST be applied if IM according to [IM 1.0] is implemented at the same client with PEP. In order for the watcher client to differentiate where the presence information comes from, PEP or IM, a publisher PEP client MUST set the value of CommCap/IM as CLOSED if the same client is not able to received an IM whenever recognized. How to detect such situation or avoid a conflict between PEP and IM is an implementation matter. About use of CommCap/IM attribute refer to [IM1.0].


5.1.3 Presence Attribute Qualifier


Validity of the presence attribute is determined by its qualifier and thus PEP application MUST support the Qualifier field in all of the WV presence attributes. PEP Client MUST supply the qualifier and its value every time when publishing any presence attribute. Updating the qualifier of particular presence attribute to F invalidates the attribute for all presence consumers until the publishing client re-updates the qualifier to T. 


In case the qualifier is absent or the value of the qualifier is missing, a PEP Client MUST interpret the default value of the qualifier for client maintained attribute as F. This applies to the case in which the publisher hasn’t published the presence attribute yet. In PEP 1.0 all the attributes except for WV-OnlineStatus are the client-maintained. A PEP 1.0 server MUST always supply the qualifier for WV-OnlineStatus and its value in PresenceNotficationRequest or GetPresenceResponse once it’s authorized. The default value of WV-OnlienStatus qualifier is T. This applies the case in which the publisher hasn’t updated the WV-OnlineStatus qualifier at all yet (e.g. just after log-on). Non-PEP server might omit the OnlineStatus qualifier in such case and thus a PEP 1.0 client MUST interpret it as T in case of absence or missing value of the qualifier.  


When the qualifier is F the server MUST NOT include the value of the attribute in presence notifications and GetPresenceResponse primitives, except for the case that the publisher retrieves own presence attribute(s).


Since WV-OlineStatus attribute is used as validator for PEP_UserAvailability as defined in the previous chapter, there is a need of common interpretation about WV-OnlineStatus attribute’s Qualifier. If a publisher’s WV-OnlineStatus Qualifier is F, the watcher’s PEP application MUST render the publisher’s PEP_UserAvailability differently and SHOULD show it as if in case of WV-OnlineStatus=”F”. The actual effect of rendering is open but it MUST follow the rendering requirement in 6.1.2.


If the Qualifier of WV-UserAvailability is set as F, a watcher PEP client MUST invalidate PEP_UserAvailability and MUST not use “AVAILABLE” and “DISCREET” as a value no matter what was previously stored nor is received by notification or fetch response.


Actual UI level rendering of the other attributes when the qualifier is changed from T to F individually is not defined in this document. However, The semantic of qualifier MUST be according to 8.1.2 in [PA], i.e. “Any previous presence value stored in the client is out-of-date” when the qualifier is F, and the presence update MUST be ignored until it changes the Qualifier from F to T. Further, a watcher PEP client MUST have a special value to represent a case, Q=F, and MUST use it instead of the presence value previously stored and/or just received via notification or fetch response.


5.1.4 PEP_Statustext attribute


This attribute MUST be used to show the status of the publisher. It MUST be a text limited to 40 characters. The text is meant for human use. It SHOULD NOT contain any formatted fields to facilitate machine interpretation.


5.1.5 PEP_StatusContent attribute


StatusContent attribute MUST be used to show a personal logo of the publisher. The file format of StatusContent in PEP 1.0 MUST be a single image data that fulfills the following requirements.


· Graphics format: JPEG, GIF87a, GIF89a


· File Size: 5 KB at max after it is BASE64 encoded


· Picture size: 


· Horizontal: max 100 pixels


· Vertical: max 60 pixels


· DirectContent is mandatory


5.1.6 Mapping of the PEP attributes to WV1.1 /OMA IMPS 1.1 attributes


Following table shows the mapping between PEP attribute name and WV 1.1 attribute name.


		PEP Attribute

		WV1.1 Attribute



		PEP_UserAvailability

		UserAvailability (OnlineStatus is used as validater)



		PEP_StatusText

		StatusText



		PEP_StatusContent 

		StatusContent (See the notes below)





Notes) There is an ambiguous requirement for the content format of StatusContent in WV 1.1. [PA] defines the format is the MMS PDU [MMSENC]. However, according to [MMSENC] there are two possible PDUs that can be used for StatusContent, but it’s impossible to choose either because no further information/definition is provided in [PA]. This problem has been fixed in OMA IMPS v1.2 and a conformant PEP application MUST follow the statement for StatusContent in [PA1.2] instead of [PA] while the XML namespace is still according to [PA]. The element definition is


 
<!ELEMENT StatusContent (Qualifier?, DirectContent?, ReferredContent?,         ContentType?)>






<!ELEMENT DirectContent (#PCDATA)>






<!ELEMENT ReferredContent (#PCDATA)>






<!ELEMENT ContentType (#PCDATA)>


Note that [PA1.2] contains a bug about ContentType sub-element in DTD. ContentType sub-element is not mandatory and thus doesn’t have to be specified when making a subscription. But it MUST be specified when publishing, notifying and fetching. This issue is under correction process in OMA.


Following table shows the mapping between PEP_UserAvailability values and WV 1.1 UserAvailability values, and its relationship to OnlineStatus.


		PEP_UserAvailability

		WV1.1 UserAvailability

		WV 1.1 OnlineStatus



		AVAILABLE

		AVAILABLE (Q=T)

		T (Q=T) or Not Received



		DISCREET

		DISCREET (Q=T)

		T (Q=T) or Not Received



		NOT_AVAILABLE

		NOT_AVAILABLE (Q=T)

		T (Q=T) or Not Received



		OFFLINE

		Any value (Q=any)

		F (Q=T)



		Undefined*2

		Any value (Q=F)

		T (Q=T)



		OFFLINE *3

		Any value (Q=any)

		Any value (Q=F)



		OFFLINE

		Not Received

		Any value (Q=any)





Note) “Q=T” means “Qualifier is set to T”. 


Note 2) It MUST be invalidated and “AVAILABLE” and “DISCREET” MUST not be used.


Note 3)  If PEP is a standalone application, i.e. no particular communication means are explicitly associated, then it MUST be shown as “OFFLINE”. Otherwise it MAY be different from “OFFLINE”. (e.g. “Unknown”)


5.2 PEP v1.0 level 2 conformance requirements


Conformance requirements are given in the following tables.


5.2.1 Supported Attribute set


		Req#

		Description

		Publisher

		Watcher

		Server

		Reference



		SAS-1

		Support for PEP_UserAvailability

		M

		M

		M

		6.1.2



		SAS-2

		Support for PEP_StatusText

		M

		M

		M

		6.1.4



		SAS-3

		Support for PEP_StatusContent

		O

		O

		M

		6.1.5



		

		

		

		

		

		



		SAS-4

		Support of the attribute mapping between PEP and WV/OMA IMPS

		M

		M

		M

		6.1.6



		SAS-5

		Handling of WV-OnlineStatus attribute

		M

		M

		M

		6.1.2





5.2.2 Presence 


		Req#

		Description

		Publisher

		Watcher

		Server

		Reference



		AID-1

		Support of the Qualifier for all PEP attributes

		M

		M

		M

		6.1.3



		AID-2 

		When the Qualifier in WV-OnlineStauts is identified as F then the publisher’s presence is rendered as if WV-OnlineStatus=”F” according to 6.1.2.

		N/A

		M

		N/A

		6.1.3



		AID-3

		When the Qualifier of WV-UserAvailability is identified as F then neither of “AVAILABLE” or “DISCREET” is used as a value of PEP_UserAvailability 

		N/A

		M

		N/A

		6.1.3



		AID-4

		When the Qualifier of any presence attribute is identified as F, the presence update of the attribute value is ignored.

		N/A

		M

		N/A

		6.1.3



		AID-5

		When the Qualifier of any presence attribute is identified as F, a special value to represent it is used.

		N/A

		M

		N/A

		6.1.3



		AID-6

		When the Qualifier is set to F, the presence update does not contain an actual value.

		N/A

		N/A

		M

		6.1.3



		AID-7

		If IM is supported in the same client with PEP then PEP sets CommCap/IM attribute value as CLOSED when it’s not able to received an IM.

		C

		N/A

		N/A

		6.1.3





6 PEP V1.0 Level 3 specification


At this level, this document defines the behavior and capability requirements for the protocol operations using WV Presence feature. If fulfilled, a user can have two or more PEP clients that all access a single user account on the WV1.1 server. For PEP V1.0 the assumption is that there is no simultaneous access to the user account from two or more PEP clients. 


6.1 Contact List


Contact list and attribute list are used for proactive authorization and for presence subscriptions. In PEP 1.0 the special syntax for contact list ID is defined in the chapters below. PEP 1.0 application MUST support those lists and related requirements and SHOULD ignore other contact lists.


PEP 1.0 application MUST be able to support minimum 20 contacts per contact list.


A PEP user has to perform contact list operations only to his/her contact list(s). This issue hasn’t been specified appropriately in WV 1.1 and thus a PEP 1.0 server MUST prevent such operations if the operations are not requested by the owner User-ID.

6.2 Presence Subscriptions


A PEP 1.0 application MUST NOT assume that the subscriptions are persistent. A PEP 1.0 client MAY maintain the Subscription Contact List persistently in local memory or the client MAY have it stored on the server between sessions. The client MUST always (re)subscribe to the Subscription Contact List at login. The Subscription Contact List is named:


wv:<User-ID>/~PEP1.0_subscriptions@<domain> 


A PEP client SHALL subscribe presence for the Subscription Contact List. Before making presence subscription(s) a PEP client maintaining the list locally MUST make sure that the Subscription Contact List on the server is updated with all contacts in the local list. A PEP client MUST add the user and subscribe for that contact’s presence using the User–Id when adding a contact to the list during a session. To unsubscribe a particular contact PEP 1.0 client MUST remove the contact from the subscription list and unsubscribe that contact using the user id. PEP 1.0 client MUST create one subscription list if there is none of these lists on the server. A PEP 1.0 server MAY prepare the list beforehand. A PEP client that maintains the list locally MUST be able to handle Presence notification coming from a contact that does not exist on that list. A PEP 1.0 client using the server as storage of contact list MAY have more than one subscription list. The naming syntax of such a list is


 wv:<User-ID>/~PEP1.0_subscriptions-x@<domain> where x is a number 1 to 99.


Note that the Subscription Contact List is NOT for authorization. A PEP client MUST NOT associate any presence attribute to the Subscription Contact List. For authorization, see the next chapter. 


6.3 Presence Authorization


In this chapter how privacy control through presence authorization is described in a normative mannter. Support of privacy control in PEP 1.0 client is RECOMMENDED and even if privacy control is not supported it’s MANDATORY to share the supported presence attributes as public attributes using Default Attributes List (see 7.3.3). In addition, the following normative requirements MUST be supported when implementing presence authorization. A PEP 1.0 client uses the proactive authorization model. Only the following list MUST be used for authorization in PEP 1.0:


· Private List


· Block List


· Default Attributes List


This requirement, however, doesn’t prohibit a PEP 1.0 client to have other contact list for authorization purpose (e.g. so call “white list”). A PEP 1.0 client MAY have more contact lists than above for authorization. No other contact list like a list used for the Subscription Contact List MUST NOT be used. In the Annex B, a guideline on how to perform the authorization checking with the contact lists and the attributes lists is provided.


6.3.1 Private List


This list contains watchers allowed to see more attributes for a publisher than the default ones. PEP application MUST use the following contact list for this purpose:


wv:<User-ID>/~PEP1.0_privatelist@<domain>


A PEP 1.0 Client MUST support one Private List at least using the format above. 


A PEP 1.0 client MUST create the Private List if it does not exist on the server. 


The following presence attributes MUST be associated with the Private List:


1. UserAvailability


2. StatusText


3. StatusContent (if supported)


4. OnlineStatus


Other attribute MAY be associated with the Private List but any of above MUST NOT be removed out from the association. A PEP 1.0 client MUST ensure the attribute association stored in the server is consistent with the attribute list the client supports (e.g by using GetAttributeList transaction) before authorizing the Private List. PEP1.0 server MUST maintain the Private List and the attributes association persistently.  A PEP 1.0 client MUST access and use the Private List on the server.  PEP 1.0 client MUST NOT associate an individual User-ID(s) with any presence attributes (not only PEP attribute but other presence attributes). To grant a user an access to presence, a PEP 1.0 client MUST add the user’s User-ID to the Private List.


6.3.2 Block List


The Block List contains watchers that the user does not allow to access any of the user’s presence information. PEP application MUST use the following contact list for this purpose:


wv:<User-ID>/~PEP1.0_blocklist@<domain>


PEP 1.0 client MUST create the Block List if it does not exist on the server. PEP 1.0 server MAY prepare Block List beforehand.


This list is not used directly for authorization. Therefore there is no attribute list associated with this contact list. PEP1.0 client uses the individual authorization for blocking users. For each watcher included in the Block List the PEP client MUST associate an empty attribute list only. If the user makes changes to the blocked watchers during the session the PEP client MUST modify the Block List accordingly so that the actual blocked watcher(s) and the contents of the Block List are consistent. If a user removes a blocked user the PEP 1.0 client MUST delete the user from the Block List and delete the empty attribute list. A PEP1.0 server MUST maintain both the Block List and corresponding individual authorizations persistently.


6.3.3 Default Attributes List


The public attributes, that are shared with everybody unless explicitly blocked, are associated with the WV1.1 default attributes list and consist of the following attributes: 


· UserAvailability


· OnlineStatus


The user is able to enable or disable the public attributes. To enable the public attributes PEP 1.0 client MUST associate these WV attributes with the default attribute list. To disable the public attributes the default attribute list MUST be cleared.


PEP1.0 server MUST maintain the public attributes persistently.


6.3.4 Notification of Reactive Presence Authorization 

A user of a PEP 1.0 client MAY request a notification from the presence server, when another user is subscribing for presence and proactive authorization has not been done for this user. This means that the user will receive a notification when another user is subscribing for presence and that user is not in the private list or the block list or/and the subscribed presence attributes are not specified in the default attributes list. A PEP 1.0 client MAY offer the user the following choices when a notification is received:


· The requesting user shall be added to the private list


· The requesting user shall be added to the blocked list


· The handling of the request shall be postponed until later on. The client stores the request for later treatment.

· The request shall be ignored. The server may send a new request if the requesting user is performing a new subscribe for presence

6.4 SEARCH Transaction


 PEP application SHOULD support the SRCH search transactions specified in [SCR]. For this search transaction the following search elements are supported:


· USER_MOBILE_NUMBER (Mandatory)

· USER_EMAIL_ADDRESS (Optional)


· USER_ID(Optional)


6.5 Address format of User-ID and Contact-List-ID


PEP 1.0 client SHOULD support and use an external address format.


6.6 Client Addressing


In WV 1.1 [CSP], the support for client addressing is left for future versions of the specifications. Sending an empty Client ID element is valid and the IM server MUST NOT rely on this element as addressing information in case of mobile clients.


6.7 Keep Alive Time


Due to capability limitations in battery and traffic congestion limitations for mobile handsets it is RECOMMENDED to suggest a rather long Time To Live. However, it is NOT RECOMMENDED to suggest too long Time To Live since this may affect the user experience.  It is RECOMMENDED to suggest a Time To Live between 20 minutes to 30 minutes.


7 pep v1.0 level 3 conformance requirements


Conformance requirements are given in the following tables.


7.1 Contact List


		Req#

		Description

		Client

		Server

		Reference



		PCL-1

		Support of minimum 3 contact lists (creation, maintenance).

		M

		M

		7.1



		PCL-2

		Support of minimum 20 contacts per a contact list. 

		M

		M

		7.1



		PCL-3 

		The server allows that all contact lists and all contacts a user has can have an attribute list assigned. 

		N/A

		M

		





7.2 Presence Subscriptions


		Req#

		Description

		Client

		Server

		Reference



		PRS-1

		Contact list name “wv:<User-ID>/~PEP1.0_subscription@<domain> is identified as the local memory based Subscription Contact List and is not used as the server based one.

		M

		N/A

		7.2



		PRS-2

		Contact list name “wv:User-ID>/~PEP1.0_subscription-x@<domain>” is identified as the server based Subscription Contact Lists and is not shared with local memory based one.

		M

		N/A

		7.2



		PRS-3

		The Subscription Contact List is stored on the server, whose name is “wv:User-ID>/~PEP1.0_subscription-x@<domain>”

		O

		N/A

		7.2



		PRS-4

		PEP client creates the Subscription Contact List if it doesn’t exist in the server.

		C

		N/A

		7.2



		PRS-5

		A PEP client that adds users to a Subscription Contact List during a session shall subscribe presence for the user after adding the user

		C

		N/A

		



		PRS-6

		PEP client MUST delete a contact from Subscription Contact List and unsubscribe presence when a contact’s presence notification not longer is wanted.

		C

		N/A

		7.2



		PRS-7

		PEP client MUST make sure that the Subscription Contact List on the server is in sync with a locally stored list before subscribing to that list.

		C

		N/A

		7.2



		PRS-8

		PEP client doesn’t associate any presence attribute to the Subscription Contact List.

		M

		N/A

		7.2





7.3 Privacy Control through Presence Authorization


		Req#

		Description

		Client

		Server

		Reference



		PCT-1

		Privacy control is implemented through Presence Authorization.

		O

		N/A

		7.3



		PCT-2

		PEP client is able to share the supported presence attributes using Default Attributes List

		M

		N/A

		7.3





7.4 Presence Authorization with the Private list


		Req#

		Description

		Client

		Server

		Reference



		PAP-1

		Private list name is “wv:< User-ID>/~PEP1.0_privatelist@<domain>”

		C


		N/A

		7.3.1



		PAP-2

		Multiple private lists name is “wv:<User-ID>/~PEP1.0_privatelist-x@<domain>”

		O

		N/A

		7.3.1



		PAP-3

		The private list is associated with all the supported PEP attributes

		C

		N/A

		7.3.1



		PAP-4

		The user MUST not add or remove the attributes to be associated with private list

		C

		N/A

		7.3.1



		PAP-5

		PEP client associates only Private List with the any presence attributes including PEP, not User-ID.

		C

		N/A

		7.3.1





7.5 Presence Blocking


		Req#

		Description

		Client

		Server

		Reference



		PBL-1

		Block List name is “wv:<User-ID>/~PEP1.0_blocklist@<domain>”

		C

		N/A

		7.3.2



		PBL-2

		PEP client creates Block List if there is no Block List on the server

		C

		N/A

		7.3.2



		PBL-3

		PEP client associates empty attribute list with a user when adding the user to the Block List.

		C

		N/A

		7.3.2



		PBL-4

		PEP client deletes empty attribute list when removing a user from the Block List

		C

		N/A

		



		PBL-5

		PEP client updates Block List accordingly when adding or removing the blocked watchers

		C

		N/A

		7.3.2



		PBL-6

		An attribute list connected to a user has precedence to attribute lists connected to contact lists.

		N/A

		M

		7.3.2





7.6 Public Presence Authorization


		Req#

		Description

		Client

		Server

		Reference



		PPA-1

		PEP client associates WV-UserAvailability and WV-OnlineStatus always together with the default attribute list. 

		C

		N/A

		7.3.3



		PPA-2

		PEP client may add non-PEP attribute in the default attribute list.

		O

		N/A

		7.3.3



		PPA-3

		PEP client assignes empty list to the default attribute list when disabling the public attributes.

		C

		N/A

		7.3.3



		PPA-4

		PEP server maintains the default attributes list persistently

		N/A

		M

		7.3.3





7.7 Notification of Reactive Presence Authorization 

		Req#

		Description

		Client

		Server

		Reference



		PRA-1 

		If the server supports PEP-S-13, it must support notification of reactive presence authorization.

		N/A

		C

		7.3.4



		PRA-2

		If the client supports PEP-C-15, it must support notification of reactive presence authorization.

		C

		N/A

		 7.3.4



		PRA-3

		If supporting PRA-1, the server must only send the reactive authorization request when the specific user is not authorized via any proactive presence attribute list.

		N/A

		C

		7.3.4



		PRA-4

		If supporting PRA-1, even if the client indicates Acceptance =F(alse) to the reactive authorization request, the server shall allow the specific user to get presence attributes authorized via any proactive presence attribute list.

		N/A

		C

		7.3.4



		PRA-5

		If supporting PRA-2, the client shall ask for REACT in the service request at login and shall be able to handle the situation in which the server denies to REACT. 




		C

		N/A

		7.3.4



		PRA-6

		If supporting PRA-2, the client shall send a PresenceAuthUser primitive with Acceptance= F(alse) if the user want to ignore the request. 

		C

		N/A

		     7.3.4



		PRA-7

		If supporting PRA2-, the client shall use a ListManageRequest to add the requesting user to the private list.




		C

		N/A

		7.3.4



		PRA-8

		If supporting PRA-2, the client shall use a ListManageRequest to add the requesting user to the blocked list together with a CreateAttributeList connecting an empty attribute List to this user.




		C

		N/A

		7.3.4





7.8 SEARCH Transaction


		Req#

		Description

		Client

		Server

		Reference



		SEA-1

		Support of Search-Element,“USER_MOBILE_NUMBER”

		C (if PEP-C-11 supported)

		C (if PEP-S-11 supported)

		7.4 



		SEA-2

		Support of Search-Element, “USER_ID”

		O

		O

		7.4



		SEA-3

		Support of Search-Element, “USER_EMAIL_ADDRESS

		O

		O

		7.4





7.9 Other Presence server requirements


The presence server MUST fulfill the implementation details.


		Req#

		Implementation details

		REQ



		PPO-S-1

		If the client is fetching its own presence attribute, the server shall not do an authorization check. The attributes are delivered as stored. This means that Qualifier = F shall not trigger the server to remove the Presence Value from the Presence attribute.

		M



		PPO-S-2

		The server is recommended only to deliver the last received updated presence value in the case more one updates has been received between to PollingRequests from the client.

		O



		PPO-S-3

		The server is recommended to utilize the maximum capabilities of the client, e.g. MultiTrans and ParserSize to send many push transactions even on single incoming transaction, such as a single PollingRequest. 

		O





7.10 Other PEP client requirements


The PEP client MUST fulfill the following implementation details.


		Req#

		Implementation details

		REQ



		PPO-C-1

		The client shall do service negotiation and request the services specified in this document.

		M



		PPO-C-2

		The client shall be able to receive presence updates sent in the PRNOT transaction. The client must be able to handle a list of presence updates for different users in the same transaction. 

		M



		PPO-C-3

		Client is recommended to support MultiTrans.

		O



		PPO-C-4

		PEP client always uses an external user addressing.

		O





 Annex A (normative)
Support of Wireless Village User-ID in vCard


In case of indicating WV User-ID in vCard content, the following definition and syntax must be used. 


X-WV-ID: “User-ID”


According to [CSP], User-ID is defined as:


User-ID = Mobile-Identity | Internet-Identity


Internet-Identity = *alpha


Mobile-Identity = (digit | "+") *digit


digit = "0" | "1" | "2" |"3" |"4" |"5" |"6" |"7" |"8" | "9"


alpha = Any ISO 8859-1 character except specials


specials = "/" | "@" | "+" | " " | TAB

Note) This is not an issue related to WV protocol nor is related to PEP specific. This extenstion could be useful e.g when exchanging a business card of an address entry between PEP (i.e. WV service) users. 


Annex B. Presence authorization and subscription


This annex is intended to provide a guideline and clarification on how presence authorization is performed. Note that there is no new or overriding requirement in this annex than what’s specified in WV 1.1. In the following chapters, there are two users involved, the subscriber and the publisher. The subscriber is subscribing to or requesting information about the publisher’s presence attributes.


The following sets are used:


· 
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 is the set of presence attributes the subscriber should get notifications for. If a publisher’s presence attribute that is in this set is changed, the subscriber gets a notification. See B.1.


· 
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 is the set of the publisher’s presence attributes the subscriber subscribes changes to.


· 
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 is the set of presence attributes that the subscriber is currently subscribed to, or has subscribed to in the past. This set is used to avoid issuing reactive presence authorization requests to the publisher repeatedly about the same presence attributes. It is a valid implementation for this set to be identical to 
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 (i.e., the server does not retain information about attributes that the subscriber has subscribed to in the past).


· 
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 is the set of presence attributes that the publisher has authorized the subscriber access to. See B.2.


· 
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 is the set of presence attributes that the publisher has proactively authorized for the subscriber on a user level. If the set is empty, the 
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 list is used for the purpose of blocking the specific subscriber.  If it is not present, the proactive authorization has not been done. 


· 

[image: image10.wmf]x


CL


PA


is the set of presence attributes the publisher has proactively authorized to contact list 
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 on a contact list level. If the set is empty, the 
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list is used for the purpose of blocking the specific contact list.  If it is not present, authorization has not been done.


· 
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 is the set of presence attributes in the publisher’s default attribute list. If the set is empty or not present, the publisher has no default attribute list.


· 
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 is the set of presence attributes the publisher has reactively authorized for the subscriber. If the set is empty or not present, no presence attributes are currently reactively authorized.


B.1 Calculating 
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A subscriber should be notified of presence changes in the publisher’s presence attributes according to the following formula:
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B.2 Calculating 
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 is calculated as follows:


If the publisher has associated an attribute list with the subscriber on a user level, then 
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Otherwise, find all the publisher’s contact lists 
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 where subscriber is in the list of users and the publisher has associated an attribute list with the contact list. If any such contact list exists, then
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Otherwise




[image: image22.wmf]r


defaultatt


reactauth


authorize


PA


PA


PA


U


=


.


B.3 Obtaining the publisher’s presence without subscribing


This rule is used when the subscriber wants to obtain the publisher's presence attributes without subscribing to them, for instance when using the GetPresence transaction or when searching. The presence attributes that are delivered are obtained as follows:
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where 
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 is the set of delivered presence attributes and 
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 is the set of requested presence attributes. No reactive authorization request is sent.


B.4 Subscribing to the publisher’s presence


This rule is used when the subscriber wants to subscribe to the publisher’s presence attributes. It differs from the chapter B.3 in that it is possible that a reactive authorization request is sent to the publisher. In this section, 
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 denotes the set of presence attributes requested by the subscriber in the subscribe transaction being considered.


When the subscriber issues a subscribe request, 
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that is, the value of 
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 should change to a union of the old value of 
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 and 
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. In future calculations of sets derived from 
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), the new value of 
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 should be used.


B.4.1 Immediately-Delivered Attributes


When a subscribe request is processed, a certain set of presence attributes, denoted by
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, are delivered immediately. The presence attributes that are immediately delivered are obtained as follows:
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An empty presence notification is delivered to the subscriber if necessary, to indicate that no presence attributes were immediately available.


B.4.2 Reactive Presence Authorization


If the publisher has associated an attribute list with the subscriber on a user level, or if the subscriber is a member of any of the publisher’s contact lists that has an attribute list associated with it, then reactive authorization is not performed.


Also, if 
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, that is, the subscriber is attempting to subscribe to presence attributes that he has subscribed to before, or that are granted by the default attributes list, then reactive presence authorization is not performed.


If neither of these conditions holds, it is necessary to perform reactive presence authorization. Note that even when reactive presence authorization is performed, the attributes in 

[image: image38.wmf]delivered


PA


 are sent to the subscriber immediately as per B.4.1, and the reactive presence process is performed without blocking the subscribe operation.

If the REACT capability has not been negotiated by any of the clients of the same publisher that have currently a session then the server implicitly assumes that the reactive request is not granted. If there are no clients currently in session then the server MAY defer the resolution of the reactive authorization until there is a session with a client of the publisher.


The following formula is used to find out which presence attributes, denoted by
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The server makes a reactive authorization request for the attributes in
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. If the publisher accepts the request, the values of all attributes in the set 
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 are delivered to the subscriber as a presence notification. Also, 
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All sets derived from 
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 (
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,
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, etc.) should also change.

If the publisher does not accept the request, the value of 
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 does not change.


Regardless of whether the publisher accepted or rejected the request, 
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 is updated, if the implementation supports this set:
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B.5 Canceling reactive authorization


It is possible for a publisher to cancel previously established reactive authorization. The effect of this operation is to clear 

[image: image51.wmf]reactauth


PA


 and
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. That is, no attributes are reactively authorized, and, if no proactive authorization is in place for the subscriber, subsequent subscription attempts will result in reactive presence authorization requests.


On implementations that do not fully support
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, only 
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 is cleared.
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