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1 Reason for Contribution

During the process of reactive authorization the presenter tries to identify who wishes to get access to his (e.g. presence) data. There is no sufficient support defined in the IMPS V1.2 specification for the presenter to identify the watcher that request for data.  

2 Summary of Contribution

To enhance the process of reactive authorization we want to allow the watcher to specify information he wishes to give to the presenter as an information base for his decision. Since the presenter normally is not willing to pay in time and money to find out if he can trust the watcher or not it would be adequate if the watcher delivers on his expense the information the presenter needs for decision.

3 Detailed Proposal

We propose to allow the watcher to define a “Watcher Metadata Set” (WMS) that contains information about himself and his reasons for requesting data.  

The WMS should contain items like:

· Name

· The name of the watcher 

· Telephone number

· Normally the mobile number is the only information the presenter can trust in since it is part of the system authorization between the operator and the watcher. Therefore this seems to be the minimum information needed by the presenter.  

· Free Text

· The watcher is able to sent a text message to the presenter to declare why and to whom he should allow the data access. 

· Picture

· The watcher is able to sent a picture of him or something like a symbol (logo) to help the presenter to remember him.

· Voice/Video Stream

· A short voice or video clip could be used to help the presenter to remember and him.

· Invitation for mutual data access

· A watcher declares that he would like to share his (e.g. presence) data with the presenter he is requesting for access.  Since this invitation might motivate the presenter to allow access to the watcher it is meaningful for the presenter to be informed if the watcher withdraws his data. 

· Advantages on access

A watcher declares that he delivers gifts (ring tone, small games, prepaid recharging, …, others) to the presenter if he get access to his data. Since this might motivate the presenter to allow limited or unlimited access the operator should work as a moderator between both parties. The operator controls (e.g. via black lists) if the watcher is known as a serious information source.  
4 Intellectual Property Rights Considerations

The authors of this document are not aware of any necessary IPR claims associated with this contribution.

5 Recommendation

We think that the reactive authorization needs more support by the IMPS V1.3. Therefore we recommend as a requirement to allow  the watcher to use WMS to support the presenter.  
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