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1 Reason for Contribution

This input consolidates the requirements from OMA-IMPS-2003-0169, and OMA-IMPS-WG_WSIREQ-V1_0_1-20030818-D for Instant Messaging into a single format as was discussed and agreed in the joint Req/IMPS meeting on 9-Sept-2003.

2 Summary of Contribution

This input is a current consolidation of all requirements for instant messaging of documents OMA-IMPS-2003-0169, and OMA-IMPS-WG_WSIREQ-V1_0_1-20030818-D.
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4 Intellectual Property Rights Considerations

None known

5 Recommendation

Adopt this document as a working group document and seek inputs against this document for instant messaging requirements.
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1. Scope
(Informative)


This document describes use cases of Immediate Messaging (IM) in mobile and requirements for a wireless IM solution within the WAP


The overall goal of this requirements document is to investigate IM service in mobile from service provider, technological and end-users’ demands.. This document contributes the development of an IM Solution for WAP, which is described in other documents from the IM Drafting Committee. 

The overall goals of a WAP IM Solution can be stated as:


· Low latency (i.e. as close to real time as possible for an IM message exchange )


· Optimized and efficient use of available wireless resources


· Interoperability & Interworking with other standardized IM solutions


· Security


· Mobility


· Unrestricted by content type


2. References


2.1 Normative References


		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt



		[3GPP GM]

		“IP Multimedia Subsystem (IMS) group management, (Release 6)”. 3GPP TS 22.250 V6.0.0. December 2002.
URL: ftp://ftp.3gpp.org/specs/latest/Rel-6/22_series/22250-600.zip



		[3GPP IM]

		“IP Multimedia System (IMS) Messaging; (Release 6)”.3GPP TR 22.340 V6.0.0. December 2002.
URL: ftp://ftp.3gpp.org/specs/latest/Rel-6/22_series/22340-610.zip



		[3GPP PS]

		“Presence Service; (Release 6)”. 3GPP TS 22.141 V6.1.0. September 2002.
URL:ftp://ftp.3gpp.org/specs/latest/Rel-6/22_series/22141-620.zip



		[3GPP2 IM]

		“Wireless Immediate Messaging; Stage 1 Requirements”.3GPP2 S.R0061 Version 1.0. October 2002.
URL:http://www.3gpp2.org/Public_html/specs/S.R0061-0_v1.0.pdf



		[3GPP2 PS]

		“Presence for Wireless Systems; Stage 1 Requirements”. 3GPP2 S.R0062 Version 1.0, October 2002.
URL:http://www.3gpp2.org/Public_html/specs/S.R0062-0_v1.0.pdf



		[RFC2234]

		“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt



		[WAPARCH]

		“Wireless Application Protocol Architecture Specification”, WAP-210-WAPArch-20010712-a-p, WAP Forum. URI: http://www.wapforum.org/



		[WAPWAE]

		“Wireless Application Environment Overview”, WAE WAP-236-WAESpec-20010629-p, WAP Forum. URI:  http://www.wapforum.org/



		[FRAMEWORK]

		“WAP Immediate Messaging White Paper”,  WAP Forum, 8-January-2002. URL: http://www.wapforum.org/



		[CPIM]

		Internet Draft: Common Presence and Instant Messaging (CPIM), D. Crocker et al, November 2001, URI: http://www.ietf.org/internet-drafts/draft-ietf-impp-cpim-02.txt



		[RFC2778]

		“A Model for Presence and Instant Messaging”, RFC2778, M. Day et al., February 2000, URL: http://www.ietf.org/rfc/rfc2778.txt



		[RFC2779]

		“Instant Messaging/Presence Protocol Requirements”, M. Day et al., February 2000, URL: http://www.ietf.org/rfc/rfc2779.txt





2.2 Informative References


		[OMA1]

		OMA-IMPS-2003-169- IM and Presence Requirements, Input Contribution



		[OMA2]

		OMA-IMPS-WG_WSIREQ-V1_0_1-20030818-D, Permanent WG Document



		

		<<If there are no references of a particular type, state that there are none>>



		

		





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


<<OR


This is an informative document, which is not intended to provide testable requirements to implementations.>>


<<If needed, describe or declare using appropriate normative references the additional conventions that are used.>>


3.2 Definitions


		Block

		Allows an IM user to prevent other entities from viewing their presence information or sending them messages.



		Conversation

		An ordered exchange of immediate messages in the context of a session between users.



		Immediate Messaging Service (IM Service)

		A system application by which a WAP client is able to provide real-time messaging and presence capabilities.



		IM Client

		An IM Service endpoint



		IM Mobile Client

		An IM Service endpoint located on a wireless device.



		IM Server

		A network entity that provides real-time messaging, directory and presence functionality.



		IM Mobile Immediate Messaging Protocol

		The interface between the IM Client and its service partner, the IM Server



		Presence

		Presence, or a model for presence, may include a combination of network state information (online or offline, location), application state information (idle or active) and user specified state information (available or busy).



		Session

		A stateful association of presence and other user preference, capability and identity data through which it is possible to communicate immediate messages. A session may be established between IM users or between an IM user and an IM Server.


[what is the implication of this definition of session as it relates to requirements – can be confusing]



		WAP Origin Server

		A server that can deliver appropriate content upon request from a WAP client





The following definitions are referenced from [3GPP IM].


		<<definition>>

		description



		<<definition>>

		description





The following definitions are referenced from [3GPP PS].


		<<definition>>

		description



		<<definition>>

		description





The following definitions are referenced from [3GPP GM].


		<<definition>>

		description



		<<definition>>

		description





The following definitions are referenced from [3GPP3 IM].


		<<definition>>

		description



		<<definition>>

		description





The following definitions are referenced from [3GPP3 PS].


		<<definition>>

		description



		<<definition>>

		description





3.3 Abbreviations


		<<abbreviation>>

		explanation



		<<abbreviation>>

		explanation





4. Introduction
(Informative)


< This clause contains an overview of this requirements specification, describing the background and general objective of this requirements specification>


5. Use Cases
(Informative)


The following use cases are provided to further illustrate the functions and roles of the various system elements in the IM framework and the inter-related functions performed by the IM Server


5.1 Mobile Originated Chat

5.1.1  ASK  \* MERGEFORMAT Short Description


This use case provides a simple process of user 1 (Bob) setting up an IM session with user 2 (Sue) to show a simple overview how IM needs to work.

5.1.2 Actors


Sue


Bob


5.1.2.1 Actor Specific Issues


Bob wants to determine if Sue is online, and to send her an IM.


Sue will determine if she wants to IM with Bob


5.1.2.2 Actor Specific Benefits


Bob can converse with Sue via IM


Sue can control if she responds or not


5.1.3 Pre-conditions


Both Bob’s and Sue’s mobile must have an IM client.


Bob must have a session established with the IM Server.


Bob’s IM client has already synchronized its contact information with the IM server.


Sue’s client should already be synchronized with the IM server.


Sue should be on Bob’s contact list.


5.1.4 Post-conditions


The IM interaction between Bob and Sue is completed and both IM clients return to the pre-condition states


5.1.5 Normal Flow


1) Bob decides he would like to start an IM session with Sue


2) Bob selects Sue from contact list (or directly enters her user name to contact).


3) Bob composes initial message


4) Bob’s IM Client submits the message to its associated IM Server via the Mobile Immediate Messaging Protocol.


5) IM Server forwards the message to Sue using rules and settings to choose the appropriate target device or devices to alert. 


6) Sue’s terminal receives the IM indication and provides an alert to Sue.


7) Sue accepts invitation and may instantiate an IM session by replying, in which case;


a. Bob and Sue exchange messages. The IM Server and Mobile IM Clients, maintain synchronization via the Mobile Immediate Messaging Protocol 


b. Bob or Sue may return to the contact list and invite additional participants at any time.


c. IM session continues until all participants exit the IM session or the IM session times out.


5.1.6 Alternative Flow


None


5.1.7 Operational and Quality of Experience Requirements


· Client should provide a menu of know “buddies”


· Status of “buddies” should be displayed on the menu.


· Terminal should provide a method to input text for sending to other terminal.


· Terminal should support a method to notify the user of an incoming request for an IM session.


5.2 Browser based Chat


5.2.1 Short Description


This use case describes how a user would initiate an IM session using a browser instead of a normal IM client.


5.2.2 Actors


Sue


Bob


5.2.3 Pre-conditions


Both users need a mobile terminal with a browser.


5.2.4 Post-conditions


Users should complete their IM session and their devices should return to an idle state.


5.2.5 Normal Flow


1. User accesses IM start page from browser


2. IM Server dynamically creates and delivers WML content 


3. User selects contact from contact list (or directly enters a user name to contact).


4. User composes initial invite message within the browser and posts to the IM server via a web server


5. IM Server creates a chat session and forwards the chat invitation to the invitee using rules and settings to choose the appropriate target device or devices to alert.


6. Invitee accepts invitation and joins chat


7. Chat participants exchange messages. The browser can simulate a real-time experience via a combination of service indications, cache operations and polling techniques. 


8. Chat continues until all participants exit chat or chat session times out.


5.2.6 Alternative Flow


None


5.2.7 Operational and Quality of Experience Requirements


5.3 Interoperation between wireless and wired IM services


5.3.1 Short Description


The following usage case assumes solely for illustrative purposes that each client is connected to a home IM server and that all service to service communication occurs between the home IM servers – alternative network topologies and functional distributions could be employed.


5.3.2 Actors


IM Client A


IM Client B


IM Server A


IM Server B


5.3.3 Pre-conditions


A connection existing between IM Server A andIM Server B.


5.3.4 Post-conditions


5.3.5 Normal Flow


1. IM Client A connects to IM Server A and IM Client B connects to IM Server B


2. Either the IM server or the IM client maintains the users' contact list


3. In order to interoperate, services must agree on a common addressing scheme (for example, MSISDN and/or name@domain) and server to server protocol. 


4. Presence information is retrieved or pushed from the IM server A to IM Client A and from IM Server B to IM Client B.


5. IM Client A selects IM Client B contact from contact list (or directly enters a user name to contact).


6. IM Client A composes initial invite message


7. IM Client A submits the message to IM Server A.


8. IM Server A routes message to IM client via IM Server B. 


9. IM Client B accepts the initial invitation and responds.  


10. Subsequent messages can either be addressed directly to the target user address or an intermediate session server can be employed


5.3.6 Alternative Flow


None


5.3.7 Operational and Quality of Experience Requirements


Both IM Clients should communicate without the users knowing they are connected to different IM servers.


5.4 WSI Instant Messaging Use Cases – Level 0


5.4.1 Mobile Gaming Service using IM


This use case describes a mobile gaming service (A) adding Instant Messaging capability to its games using WSI to send and receive messages to/from the IMPS services that the players are using. This is an additional feature to an online gaming service where the users can play against each other using service specific access technology


User (U1) registers to A to play a game of chess. U1 also gives A their IM information. Another user (U2) also registers to A to play a game of chess. U2 also gives A their IM information. A sets up the game between U1 and U2. U1starts with a brave move down the middle, but U2 defends beautifully. The game is exciting and close, until U1 makes a combination of moves to force U2 to defend with only a slim hope of a tie game. U2 notices the skill of the opponent and sends the opponent an instant message congratulating him and asking for a rematch. U1 gets the message, but has to run, and has to decline the rematch. U1 thanks U2 anyway for an exiting match.


5.5 WSI Instant Messaging Use Cases – Level 1


5.5.1 Get and Send Instant Messages


This use case introduces the Instant Messaging WSI case of getting instant messages to a web-based service from Senders and sending instant messages to Instant Inboxes in an Instant Messaging Service using WSI.


This use case shows the sending and receiving of IM messages using the web service interface in the context of a mobile service that incorporates an IM capability to its service. The users of several IM service domains can communicate using instant messages within this mobile service using usernames specific to this mobile service. 


The application is a mobile gaming service, to which the gamers connect with instant messaging capable mobile terminals. Specifically, this use case takes into account the specific issues of the work item, such as using WSI and providing basic IM functionality with as small changes to the existing service as possible.


Instant messaging service system’s internal interaction is not discussed in detail. Also, the user access to the mobile gaming service is not discussed in detail. 


5.5.1.1  ASK  \* MERGEFORMAT Short Description


This use case describes a Mobile Web Service (Web Service Consumer) receiving Instant Messages sent to its Instant Inbox in the Instant Messaging Service (Web Service Provider) by the users as Senders in the same Instant Messaging Service using WSI. It also describes sending Instant Messages to the Instant Inboxes in the Instant Messaging Service (Web Service Provider) using WSI.


This use case is applicable to any service/application using IMPS WSI, but, as an example, the level 0 use case context in this is a mobile gaming service that allows users to send messages to the other users in the same game. Users do not need to be using the same Instant Messaging Service, and the usernames are specific to the mobile gaming service.


5.5.1.2 Actors


· Mobile Gaming Service (A) – Web Service Consumer. Acts as a role of the Inbox User Agent. A mobile gaming service provider getting messages sent to its Instant Inbox using WSI.


· IM Service #1 (B1) – Web Service Provider. Acts as a role of IM Service. A service provider for instant messaging implementing the web service interface.


· IM Service #2 (B2) – Web Service Provider. Acts as a role of IM Service. A service provider for instant messaging implementing the web service interface.


· User #1 (U1) – Acts as a role of the Sender. User registered to B1 playing a game with U2 in A, sending a message to U2 in the same game.


· User #2 (U2) –User registered to B2 playing a game with U1 in A, receiving a message from U1.


5.5.1.3 Pre-conditions


· U1 is registered to use A


· U1 has registered its IM information with A


· U1 is a registered to use B1


· U1 can send and receive IM messages using B1


· U2 is registered to use A


· U2 has registered its IM information with A


· U2 is a registered to use B2


· U2 can send and receive IM messages using B2


· A is registered to use B1


· A is registered to use B2


· B1 implements the IM WSI


· B2 implements the IM WSI


· A can use WSI according to the OMA WSF


· U1 and U2 are online playing a game in A


5.5.1.4 Post-conditions


· U2 has received the message sent by U2 via A and addressed using U2’s credentials in A.


· A has received information from B2 showing that the message was sent successfully


5.5.1.5 Normal Flow


1. U1 sends an instant message addressed to the U2’s username in the gaming service.


2. A sends a GetMessages request at some suitable point in time to B1. 


3. B1 send a response with the messages sent to the Instant Inbox of A.


4. A translates the address from the username in A to the IM address of U2 in B2.


5. A sends a SendMessages request at some suitable point in time to the B2 with the message addressed to U2 in B2.


6. B2 sends a response with the success status.
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1 These messages are not in scope of this document, and are presented here only for sake of completeness


5.5.1.6 Alternative Flow


5.5.1.6.1 Multiple messages in Instant Inbox


This alternative flow clarifies the Get and Send Messages -functionality when there’s more than one message in the Instant Inbox of A to be received and sent to other Instant Inbox/es.


1. U1 sends an instant message addressed to the U2’s username in A.


2. U1 sends another instant message addressed to the U2’s username in A.


3. A sends a GetMessages request at some suitable point in time to B1. 


4.  B1 sends a response to A containing the messages sent to the Instant Inbox of A


5. A translates the addresses in the messages sent by U1 from the username in A to the IM address of U2 in B2.


6. A sends a SendMessages request at some suitable point in time to B2 with a list containing the messages to B2 both addressed to U2.


7. B2 replies with the success status.
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1 These messages are not in scope of this document, and are presented here only for sake of completeness


5.6 Use Case – Setting Up My IM Service


<The level of detail of descriptions in this Requirements Document shall be above technical implementations of protocols. It shall be as detailed as to fully guide a non-technical reader from start to end, defining the behavior of each actor.


5.6.1  ASK  \* MERGEFORMAT Short Description


<In one or two sentences, describe the interaction that occurs in this use case. Try not to regurgitate the basic course of events. The short description may provide context that other sections do not contain (mandatory).


Example: This use case describes the notification of a user based on events which are generated by his personal information system at the office or at home (calendar, inbox, task list, etc.). A message is being pushed onto the mobile terminal of the user. It shall be possible to take the user’s location into account when creating the message to be delivered. >

5.6.2 Actors


<A list of involved actors and a description of their specific role in this use case. Actors are people, organisations or applications that interact during the course of events in the use case. It might be useful to have a list of standard actors for mobile services such as User, Network Operator, Service Provider, Content Provider etc., but we will also need freedom to introduce further actors in order to capture our requirements (mandatory).>


5.6.2.1 Actor Specific Issues


<A list of specific issues for each actor in the defined use-case. Listed issues shall highlight the important issues seen by each actor in the interaction with the service (mandatory)>


5.6.2.2 Actor Specific Benefits


<A list of specific benefits for each actor in the defined use-case. Shall be used in the valuation of the defined use-case (mandatory)>


5.6.3 Pre-conditions


<Pre-conditions are things that must be in place before the interaction can occur. They are part of the contract between this use case and the outside world (mandatory).>


5.6.4 Post-conditions


<Like pre-conditions, post-conditions are part of the contract between this use case and the outside world. After this use case has been completed successfully, the post-conditions are satisfied. Post-conditions should be independent of the alternative (successful) paths taken inside the use case (mandatory).>


5.6.5 Normal Flow


<This is the meat of the use case. Describe the steps that each actor and the system go through to accomplish the goal of the use case. The normal flow represents the ‘simple, correct path’ through the use case. It is the most common path taken. For example, think of a use case which applies to 80% of the users, but for some reason, 20% of the users need to take an alternative path (they might come with different pre-conditions, for example, they might have ‘no credit card’).


The basic format here is a numbered list of steps which describe the actions of the actors and the system behaviour. If it helps, a UML diagram might be added. (mandatory)>


5.6.6 Alternative Flow


<Alternative flows are needed to make the description complete, if a single flow of events does not cover the use case completely. However, avoid going into detail and do not describe all the exception handling as alternative flows. Exception handling shall be described only, if it leads to specific requirements for the overall system. (optional)>


5.6.7 Operational and Quality of Experience Requirements


<Operational and Quality of Expererience (QoE) requirements apply to the use case from the perspective of involved actors. Unlike pre- or post-conditions, operational requirements are relevant for the use case as whole (not just particularly before or after it). These may be along some or all of the following dimensions depending on the application: ease of use, performance, reliability and security.  Please refer to the OMA Technical Report on Applications Performance Issues for more information and guidance on Quality of Experience Requirements. [REFERENCE TO BE INSERTED].


Examples for such requirements are 


· 'The customer contact is always with a sales person' 


· 'The system shall allow for at least 1,000 concurrent transactions' 


· 'The order confirmation shall be sent not later than 1 hour after purchase' 


· 'If 5 items are purchased, there is a special discount on the sixth'


· 'The user shall have full control over his personal data' 


· 'The response time for receiving an acknowledgement of the on-line e-commerce transaction shall be no longer than 4 seconds.'>


5.7 Use Case – IM Media Sub-type


<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>


5.8 Use Case – IM Message Composition


<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>


5.9 Use Case – IM Message Persistence


<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>


5.10 Use Case – IM Conversation History


<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>


5.11 Use Case – IM Notification


<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>


5.12 Use Case – IM Message Transfer


<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>


5.13 Use Case – IM Use of Presence


<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>


5.14 Use Case – IM Use of Group Management


<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>


5.15 Use Case – IM Privacy


<For the second and subsequent Use Cases, the template for section 5.1 should be followed.>


5.16 Open Issues


<Anything that the author(s) want to mention and which needs further clarification. (optional)>


6. Requirements
(Normative)


6.1 High-Level Functional Requirements


		GIM-1

		The IMPS system shall support the exchange of presence information between users, mobile devices, mobile services and Internet-based instant messaging services



		GIM-2

		The IMPS system shall support the exchange of instant messages between users, mobile devices, mobile services and Internet-based instant messaging services



		GIM-3

		The IMPS system shall support one-to-one messaging



		GIM-4

		The IMPS system shall support many-to-many messaging



		GIM-5

		Instant Messages shall support text-based messaging



		GIM-6

		Instant Messages shall support multimedia content



		GIM-7

		The IMPS system shall support the creation and management of groups:


· User created groups


· Operator created groups



		GIM-8

		Groups may have open or closed membership



		GIM-9

		The IMPS system shall support Shared Content folders where users or operators can post content that can be accessed by other users of the system



		GIM-10

		The IMPS system shall support the interoperability of clients.



		GIM-11

		The IMPS system shall support interoperability between IMPS domains



		GIM-12

		The IMPS system shall support interconnection between IMPS systems on the Internet



		GIM-13

		The IMPS system shall support both operator-hosted solutions, as well as, enterprise and Internet based deployments



		GIM-14

		The IMPS system shall support deployments where the service enabler is deployed within the Mobile Operator domain



		GIM-15

		The IMPS system shall support deployments where the service enabler is deployed at the Corporate Enterprise



		GIM-16

		The IMPS system shall support deployments where the service enabler is deployed at the Internet Service Provider or Portal



		GIM-17

		The IMPS system shall support deployments where the service enabler and Service Access Point are distributed.



		GIM-18

		The IMPS system shall support access of IMPS services from a mobile terminal



		GIM-19

		The IMPS system shall support mobile terminals that do not contain an IMPS User Agent



		GIM-20

		The IMPS system shall support access of IMPS services from an Internet terminal



		GIM-21

		The IMPS system shall support interconnection between mobile and Internet terminals



		GU-1

		The ability to associate IM accounts or sessions with a device 



		GU-2

		The ability to access an account from multiple physical devices



		GU-3

		The following session management facilities will be available


· start a session with IM Server


· stop a session with IM Server


Restart a session with IM Server 



		GU-4

		Messaging Service should be able to access presence information. 



		GU-5

		Opt-in privacy policy for presence and messaging relating to:


· visibility of presence data to outside of specific user groupings


ability to send messages to user’s not on a presence list.



		GU-6

		The The following session management facilities will be available

· suspend a session with IM Server


· resume a session with IM Server






		GT-1

		In communication with mobile devices the IM solution is required to make efficient use of bandwidth using compression / encoding techniques suitable for the transport.



		GT-2

		Support for WAP J2K and WAP 2.x Terminals 



		GT-3

		IM solution must support a range of character sets for internationalization 



		GT-4

		Mobile IM system should consider supporting interoperability with legacy services (legacy services may include SMS as a bearer. Interoperation with SMS as a service is not required. 



		GO-1

		The service should be available to a user who has a range of device types each of which has different capabilities. Combined with GU-X the user should be able to stop a [user/chat] session on one device type and restart it on another.



		GO-2

		The ability to provision, control and administer user accounts 



		GO-3

		The ability to correlate user accounts with subscriber identities for billing and policy management 



		GO-4

		The ability to control and manage inter-service and intra-service traffic (e.g. access control, throttling, etc.) 



		MU-1

		Ability to have conversations with one or more users 



		MU-2

		Ability to invite additional users to a group conversation



		MU-3

		Reliable but not guaranteed delivery of messages; in the case where the recipient is out-of-coverage or otherwise temporarily unavailable this will require non-guaranteed message caching by the IM server. However this does not require the sender to specify specific Time-to-Live on a message. 



		MU-4

		Support for multiple active conversations with a user or group (a user may be in multiple groups) 



		MU-5

		Ability to start and stop conversations 



		MU-6

		Ability to detect when users leave a conversation



		MU-7

		Ability to view a chat history of a current conversation



		MT-1

		The ability to alert/notify to another user; messages may not be delivered immediately for one of the following (non-exhaustive) reasons:


· Intended recipient is unresponsive 


Capabilities of recipient mobile device



		MT-2

		Ability to provide non-delivery notification 



		MT-3

		Ability to maintain message sequencing and synchronization to preserve the order of a conversation or message flow.



		MT-4

		The service must support message content types in addition to plain-text 



		MO-1

		The ability to inter-work with other IM services particularly those based on widely accepted standardized protocols.



		MO-2

		Ability to filter service based overall traffic type ( message/presence etc. ) based on at least the following criteria, on a per account basis:


· message size


· traffic volume


· number of messages


type of content 



		GM-1

		Alignment and compatibility with the OMA architecture 



		GM-2

		Support 
for standardized markup language 



		GM-3

		The ability to operate on a non-persistent connection (may require synchronization and message caching)



		WSI-1

		The IMPS WSI must be conformant with the OMA Web Services Framework.



		WSI-2

		It must be possible to use IM and Presence WSI’s together



		WSI-3

		The IMPS WSI must be technology neutral.



		WSI-4

		WSI must allow for different attribute schemes 



		WSI-5

		WS consumer must be able to send IM messages to an Instant Inbox in the WS provider IM system using WSI.



		WSI-6

		WS consumer must be able to receive messages sent to its Instant Inbox by a Sender in the WS provider IM system using WSI.



		WSI-7

		WS consumer must be able to receive either all IM messages sent to its Instant Inbox or a maximum number of messages, where the WS consumer defines the maximum number on a per request basis.



		WSI-8

		WS consumer must be able to send one IM message to one Instant Inbox in the WS provider IM system using one SOAP request.



		WSI-9

		WS consumer must be able to send one IM message to multiple Instant Inboxes in the WS provider IM system using one SOAP request.



		WSI-10

		WS consumer must be able to send separate IM messages to each of multiple Instant Inboxes in the WS provider IM system using one SOAP request.



		WSI-11

		WS consumer must send IM messages to the users of an IM service using recipient based addressing.



		WSI-12

		WS consumer must be able to send and receive IM messages containing any MIME type using WSI





6.1.1 IM Data Model


<This clause identifies the high level needs to support the data model of IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


6.1.2 IM Composition


<This clause identifies the high level needs to support the IM composition requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


6.1.3 Sending IM


<This clause identifies the high level needs to support the sending IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


6.1.4 Receiving IM


<This clause identifies the high level needs to support the receiving IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


6.1.5 IM Message Persistence


<This clause identifies the high level needs to support the IM message persistence requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


6.1.6 IM Message Delivery


<This clause identifies the high level needs to support the IM message delivery requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


6.1.7 IM Notification


<This clause identifies the high level needs to support the IM notification requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


6.1.8 Conversation History


<This clause identifies the high level needs to support the conversaton history requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


6.1.9 Presence in IM


<This clause identifies the high level needs to support the presence in IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


6.1.10 Group Management In IM


<This clause identifies the high level needs to support the group management in IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


6.1.11 Controlling Privacy In IM


<This clause identifies the high level needs to support the controlling privacy in IM requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


6.1.12 Security


		GS-1

		The ability of the IM server to authenticate a user accessing the IM system; Authentication may be user level authorization or network/device level authorization.



		GS-2

		The ability of the user to confirm the identity of a user in the following cases:


· A user initiating a message


· A user accessing profile data (from the perspective of managing policy)


· A user initiating privacy policy changes

In the case of anonymous users the act of confirmation provides an indication that the user’s assigned identity the only available information.






		GS-3

		Support anonymous user registration



		GS-4

		Protection against denial-of-service, infiltration, and other attacks on the system 



		GS-5

		Transport level security must be available to the user for IM Traffic ( messages, management commands, presence data etc.) between IM Client and IM Server, in cases where the transport has an established security mechanism. 



		GS-6

		It should be possible for the user to be assured that the IM message is received by the intended recipient. This may be achieved for example by explicitly requesting that the receiving user is authenticated at the application or transport level. 


Note in implementation this requirement is superseded by the service provider’s privacy policy. 



		GS-7 

		Individual Application level security for message exchange and presence data.



		WSI-13

		The IMPS WSI must conform to the security requirements of the OMA WSF.



		WSI-14

		The IMPS WSI must not specify any additional security features outside of the OMA WSF.



		WSI-15

		Any security features required by IMPS WSI currently not in OMA WSF must be proposed to and specified in OMA MWS WG for future release of OMA WSF.








6.1.13 Charging


		WSI-16

		The IMPS WSI must conform to the charging features of the OMA WSF.



		WSI-17

		The IMPS WSI must not specify any additional charging features outside of the OMA WSF.



		WSI-18

		Any charging features required by IMPS WSI currently not in OMA WSF must be proposed to and specified in OMA MWS WG for future release of OMA WSF.





6.1.14 Administration and Configuration


		WSI-19

		The IMPS WSI must conform to the administration features of the OMA WSF.



		WSI-20

		The IMPS WSI must not specify any additional administration features outside of the OMA WSF



		WSI-21

		Any administration features required by IMPS WSI currently not in OMA WSF must be proposed to and specified in OMA MWS WG for future release of OMA WSF.





6.1.15 Usability


		WSI-22

		The IMPS WSI must optimise the amount of messages needed to use the WSI.



		WSI-23

		The IMPS WSI must make use of the WSI predictable to the WS consumer



		WSI-24

		Only WS consumer can initiate a service request



		WSI-25

		WS consumer must be able to determine how time-critical its operations are, and control the frequency of the service requests accordingly.





6.1.16 Interoperability


<This clause identifies the high level interoperability needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>


6.1.17 Privacy


<This clause identifies the high level privacy needs to support the requirements identified in this specification. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements>

6.2 Overall System Requirements


		WSI-26

		The IMPS WSI must be conformant with the platform related requirements of OMA WSF.



		WSI-27

		The IMPS WSI must follow the guidelines regarding execution environment neutrality in [EENCR].





6.3 System Elements


<This section identifies the high level requirements, on each system element in the use cases, identified in this specification, including the user’s device(s) if relevant. Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Each subsection should have a sub-section(s) covering the requirements on interfaces>


6.3.1 IM User Agent


<This section contains numbered high level requirements on IM User Agent>


6.3.1.1 Interfaces to IM User Agent


<This subsection and the following subsections describe the high level requirements on the interfaces from IM User Agent to the other Elements in the Presence System.>


6.3.2 IM Service Proxy


<This section contains numbered high level requirements on IM User Agent>


6.3.2.1 Interfaces to IM Service Proxy


<This subsection and the following subsections describe the high level requirements on the interfaces from IM Service Proxy to the other Elements in the Presence System.>


6.3.3 Network Interfaces


		WSI-28

		It must be possible to use the same user id for presence and IM over the WSI in case IM and Presence WSI’s are both implemented.



		WSI-29

		WS consumer must be able to send IM messages to an Instant Inbox in the WS provider IM system using WSI.



		WSI-30

		WS consumer must be able to receive messages sent to its Instant Inbox by a Sender in the WS provider IM system using WSI.



		WSI-31

		WS consumer must be able to receive either all IM messages sent to its Instant Inbox or a maximum number of messages, where the WS consumer defines the maximum number on a per request basis.



		WSI-32

		WS consumer must be able to send one IM message to one Instant Inbox in the WS provider IM system using one SOAP request.



		WSI-33

		WS consumer must be able to send one IM message to multiple Instant Inboxes in the WS provider IM system using one SOAP request.



		WSI-34

		WS consumer must be able to send separate IM messages to each of multiple Instant Inboxes in the WS provider IM system using one SOAP request



		WSI-35

		WS consumer must send IM messages to the users of an IM service using recipient based addressing



		WSI-36

		WS consumer must be able to send and receive IM messages containing any MIME type using WSI





6.4 IETF Protocol Requirements  


[TBD – This section will be moved to be an informative section, as the documents referenced are informative]


RFC2779 (http://www.ietf.org/rfc/rfc2779.txt)was created by the IMPP Working Group to serve as informative guidance as to the messaging and presence protocol requirements that any IM and Presence protocol proposed by an IETF should adhere to.   Some RFC2779 recommendations are applicable to mobile immediate messaging and may provide some guidance while developing IM protocols.


CPIM (http://www.ietf.org/internet-drafts/draft-ietf-impp-cpim-02.txt) are Internet Drafts created by the IMPP Working Group that serves as informative guidance as a framework for common operations with specific IM protocols, a presence schema and message format.  CPIM is only an internet draft (and thus subject to change), but may provide guidance while developing IM protocols.


6.5 3GPP Requirements


[TBD – Requirements in the documents referenced in this section will be added to this document with references. The current list does not include those.] 


Due to copyright policies OMA is not able to reproduce the 3GPP requirements in an OMA document, but we are able to provide references to the 3GPP stage-1 documents.


3GPP requirements for Instant Messaging can be found in document 3GPP TS22.340

3GPP requirements for Group Management can be found in document 3GPP TS22.250

3GPP requirements for Presence can be found in document 3GPP TS22.141

6.6 3GPP2 Requirements


[TBD – Requirements in the documents referenced in this section will be added to this document with references. The current list does not include those.]


Due to copyright policies OMA is not able to reproduce the 3GPP2 requirements in an OMA document, but we are able to provide references to the 3GPP2 stage-1 documents.


3GPP2 requirements for Instant Messaging can be found in document 3GPP2 S.R0061

3GPP2 requirements for Presence can be found in document 3GPP2 S.R0062

Appendix A. Detailed Requirements
(Informative)


This appendix provides summary of the detailed requirements, and is explicitly identified as being informative. The summary is in the form of an embedded spreadsheet to faciliate sorting and ordering of the requirements. The spreadsheet also provides columns for selected criterion for each requirement.
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Individual Requirement Format


			


			Unique identifier for the requirement			The source for the requirement.			The description of the requirement with "requirement level" as defined by www.ietf.org/rfc/rfc2119.txt			Release number (1..3)., Where 1 means the release being targeted by the requirements, 2 means the next release and 3 meaning some future release.			Priority number (1..3), means the implementation requirement level defined by RFC2119. Where 1=MUST, 2=SHOULD, 3=OPTIONAL			Identifier of any related requirement(s)			Use Case reference			Other information


			Req UID			Source			Requirement			Rel			Pri			Rel Req			UC			Comment


			GIM-1			[OMA1]			The IMPS system shall support the exchange of presence information between users, mobile devices, mobile services and Internet-based instant messaging services


			GIM-2			[OMA1]			The IMPS system shall support the exchange of instant messages between users, mobile devices, mobile services and Internet-based instant messaging services


			GIM-3			[OMA1]			The IMPS system shall support one-to-one messaging


			GIM-4			[OMA1]			The IMPS system shall support many-to-many messaging


			GIM-5			[OMA1]			Instant Messages shall support text-based messaging


			GIM-6			[OMA1]			Instant Messages shall support multimedia content


			GIM-7			[OMA1]			The IMPS system shall support the creation and management of groups:  User created groups, and Operator created groups


			GIM-8			[OMA1]			Groups may have open or closed membership


			GIM-9			[OMA1]			The IMPS system shall support Shared Content folders where users or operators can post content that can be accessed by other users of the system


			GIM-10			[OMA1]			The IMPS system shall support the interoperability of clients.


			GIM-11			[OMA1]			The IMPS system shall support interoperability between IMPS domains


			GIM-12			[OMA1]			The IMPS system shall support interconnection between IMPS systems on the Internet


			GIM-13			[OMA1]			The IMPS system shall support both operator-hosted solutions, as well as, enterprise and Internet based deployments


			GIM-14			[OMA1]			The IMPS system shall support deployments where the service enabler is deployed within the Mobile Operator domain


			GIM-15			[OMA1]			The IMPS system shall support deployments where the service enabler is deployed at the Corporate Enterprise


			GIM-16			[OMA1]			The IMPS system shall support deployments where the service enabler is deployed at the Internet Service Provider or Portal


			GIM-17			[OMA1]			The IMPS system shall support deployments where the service enabler and Service Access Point are distributed.


			GIM-18			[OMA1]			The IMPS system shall support access of IMPS services from a mobile terminal


			GIM-19			[OMA1]			The IMPS system shall support mobile terminals that do not contain an IMPS User Agent


			GIM-20			[OMA1]			The IMPS system shall support access of IMPS services from an Internet terminal


			GIM-21			[OMA1]			The IMPS system shall support interconnection between mobile and Internet terminals


			GU-1			[OMA1]			The ability to associate IM accounts or sessions with a device


			GU-2			[OMA1]			The ability to access an account from multiple physical devices


			GU-3			[OMA1]			The following session management facilities will be available


									-    start a session with IM Server


									-    stop a session with IM Server


									-    Restart a session with IM Server


			GU-4			[OMA1]			Messaging Service should be able to access presence information.


			GU-5			[OMA1]			Opt-in privacy policy for presence and messaging relating to:


									Ø       visibility of presence data to outside of specific user groupings


									Ø       ability to send messages to user’s not on a presence list.


			GU-6			[OMA1]			The The following session management facilities will be available


									-    suspend a session with IM Server


									-    resume a session with IM Server


						[OMA1]


			GT-1			[OMA1]			In communication with mobile devices the IM solution is required to make efficient use of bandwidth using compression / encoding techniques suitable for the transport.


			GT-2			[OMA1]			Support for WAP J2K and WAP 2.x Terminals


			GT-3			[OMA1]			IM solution must support a range of character sets for internationalization


			GT-4			[OMA1]			Mobile IM system should consider supporting interoperability with legacy services (legacy services may include SMS as a bearer. Interoperation with SMS as a service is not required.


			GO-1			[OMA1]			The service should be available to a user who has a range of device types each of which has different capabilities. Combined with GU-X the user should be able to stop a [user/chat] session on one device type and restart it on another.


			GO-2			[OMA1]			The ability to provision, control and administer user accounts


			GO-3			[OMA1]			The ability to correlate user accounts with subscriber identities for billing and policy management


			GO-4			[OMA1]			The ability to control and manage inter-service and intra-service traffic (e.g. access control, throttling, etc.)


			MU-1			[OMA1]			Ability to have conversations with one or more users


			MU-2			[OMA1]			Ability to invite additional users to a group conversation


			MU-3			[OMA1]			Reliable but not guaranteed delivery of messages; in the case where the recipient is out-of-coverage or otherwise temporarily unavailable this will require non-guaranteed message caching by the IM server. However this does not require the sender to specify specific Time-to-Live on a message.


			MU-4			[OMA1]			Support for multiple active conversations with a user or group (a user may be in multiple groups)


			MU-5			[OMA1]			Ability to start and stop conversations


			MU-6			[OMA1]			Ability to detect when users leave a conversation


			MU-7			[OMA1]			Ability to view a chat history of a current conversation


			MT-1			[OMA1]			The ability to alert/notify to another user; messages may not be delivered immediately for one of the following (non-exhaustive) reasons:


									Ø       Intended recipient is unresponsive


									Ø       Capabilities of recipient mobile device


			MT-2			[OMA1]			Ability to provide non-delivery notification


			MT-3			[OMA1]			Ability to maintain message sequencing and synchronization to preserve the order of a conversation or message flow.


			MT-4			[OMA1]			The service must support message content types in addition to plain-text


			MO-1			[OMA1]			The ability to inter-work with other IM services particularly those based on widely accepted standardized protocols.


			MO-2			[OMA1]			Ability to filter service based overall traffic type ( message/presence etc. ) based on at least the following criteria, on a per account basis:


									Ø       message size


									Ø       traffic volume


									Ø       number of messages


									Ø       type of content


			GS-1			[OMA1]			The ability of the IM server to authenticate a user accessing the IM system; Authentication may be user level authorization or network/device level authorization.


			GS-2			[OMA1]			The ability of the user to confirm the identity of a user in the following cases:


									Ø       A user initiating a message


									Ø       A user accessing profile data (from the perspective of managing policy)


									Ø       A user initiating privacy policy changes


									In the case of anonymous users the act of confirmation provides an indication that the user’s assigned identity the only available information.


			GS-3			[OMA1]			Support anonymous user registration


			GS-4			[OMA1]			Protection against denial-of-service, infiltration, and other attacks on the system


			GS-5			[OMA1]			Transport level security must be available to the user for IM Traffic ( messages, management commands, presence data etc.) between IM Client and IM Server, in cases where the transport has an established security mechanism.


			GS-6			[OMA1]			It should be possible for the user to be assured that the IM message is received by the intended recipient. This may be achieved for example by explicitly requesting that the receiving user is authenticated at the application or transport level.


									Note in implementation this requirement is superseded by the service provider’s privacy policy.


			GS-7			[OMA1]			Individual Application level security for message exchange and presence data.


			GM-1			[OMA1]			Alignment and compatibility with the OMA architecture


			GM-2			[OMA1]			Support  for standardized markup language


			GM-3			[OMA1]			The ability to operate on a non-persistent connection (may require synchronization and message caching)


			WSI-1			[OMA1]			The IMPS WSI must be conformant with the OMA Web Services Framework.


			WSI-2			[OMA2]			It must be possible to use IM and Presence WSI’s together


			WSI-3			[OMA2]			The IMPS WSI must be technology neutral.


			WSI-4			[OMA2]			WSI must allow for different attribute schemes


			WSI-5			[OMA2]			WS consumer must be able to send IM messages to an Instant Inbox in the WS provider IM system using WSI.


			WSI-6			[OMA2]			WS consumer must be able to receive messages sent to its Instant Inbox by a Sender in the WS provider IM system using WSI.


			WSI-7			[OMA2]			WS consumer must be able to receive either all IM messages sent to its Instant Inbox or a maximum number of messages, where the WS consumer defines the maximum number on a per request basis.


			WSI-8			[OMA2]			WS consumer must be able to send one IM message to one Instant Inbox in the WS provider IM system using one SOAP request.


			WSI-9			[OMA2]			WS consumer must be able to send one IM message to multiple Instant Inboxes in the WS provider IM system using one SOAP request.


			WSI-10			[OMA2]			WS consumer must be able to send separate IM messages to each of multiple Instant Inboxes in the WS provider IM system using one SOAP request.


			WSI-11			[OMA2]			WS consumer must send IM messages to the users of an IM service using recipient based addressing.


			WSI-12			[OMA2]			WS consumer must be able to send and receive IM messages containing any MIME type using WSI


			WSI-13			[OMA2]			The IMPS WSI must conform to the security requirements of the OMA WSF.


			WSI-14			[OMA2]			The IMPS WSI must not specify any additional security features outside of the OMA WSF.


			WSI-15			[OMA2]			Any security features required by IMPS WSI currently not in OMA WSF must be proposed to and specified in OMA MWS WG for future release of OMA WSF.


			WSI-16			[OMA2]			The IMPS WSI must conform to the charging features of the OMA WSF.


			WSI-17			[OMA2]			The IMPS WSI must not specify any additional charging features outside of the OMA WSF.


			WSI-18			[OMA2]			Any charging features required by IMPS WSI currently not in OMA WSF must be proposed to and specified in OMA MWS WG for future release of OMA WSF.


			WSI-19			[OMA2]			The IMPS WSI must conform to the administration features of the OMA WSF.


			WSI-20			[OMA2]			The IMPS WSI must not specify any additional administration features outside of the OMA WSF


			WSI-21			[OMA2]			Any administration features required by IMPS WSI currently not in OMA WSF must be proposed to and specified in OMA MWS WG for future release of OMA WSF.


			WSI-22			[OMA2]			The IMPS WSI must optimise the amount of messages needed to use the WSI.


			WSI-23			[OMA2]			The IMPS WSI must make use of the WSI predictable to the WS consumer


			WSI-24			[OMA2]			Only WS consumer can initiate a service request


			WSI-25			[OMA2]			WS consumer must be able to determine how time-critical its operations are, and control the frequency of the service requests accordingly.


			WSI-26			[OMA2]			The IMPS WSI must be conformant with the platform related requirements of OMA WSF.


			WSI-27			[OMA2]			The IMPS WSI must follow the guidelines regarding execution environment neutrality in [EENCR].


			WSI-28			[OMA2]			It must be possible to use the same user id for presence and IM over the WSI in case IM and Presence WSI’s are both implemented.


			WSI-29			[OMA2]			WS consumer must be able to send IM messages to an Instant Inbox in the WS provider IM system using WSI.


			WSI-30			[OMA2]			WS consumer must be able to receive messages sent to its Instant Inbox by a Sender in the WS provider IM system using WSI.


			WSI-31			[OMA2]			WS consumer must be able to receive either all IM messages sent to its Instant Inbox or a maximum number of messages, where the WS consumer defines the maximum number on a per request basis.


			WSI-32			[OMA2]			WS consumer must be able to send one IM message to one Instant Inbox in the WS provider IM system using one SOAP request.


			WSI-33			[OMA2]			WS consumer must be able to send one IM message to multiple Instant Inboxes in the WS provider IM system using one SOAP request.


			WSI-34			[OMA2]			WS consumer must be able to send separate IM messages to each of multiple Instant Inboxes in the WS provider IM system using one SOAP request


			WSI-35			[OMA2]			WS consumer must send IM messages to the users of an IM service using recipient based addressing


			WSI-36			[OMA2]			WS consumer must be able to send and receive IM messages containing any MIME type using WSI











