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1 Reason for Change

“SET user” is an used, however undefined, reference throughout the SUPL 2.0 Requirements Document.

This contribution corrects this by proposing a definition of “SET user” to be added to the “Definitions” section of the RD.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the proposed CR and change RD document accordingly.
6 Detailed Change Proposal

Section 3.2:
Added “SET user” definition.
3.2 Definitions

	AFLT
	Advanced Forward Link Trilateration

	CAMEL
	CAMEL is a network functionality, which provides the mechanisms of Intelligent Network to a mobile user  (See [23.271]).

	Cell Global Identifier
	Refers to the cell used by the Mobile Station at the start of the call. (See [23.271]).

	Control Plane
	The Control Plane is a functional plane containing the signalling structure for the user bearer management. Typically the control plane designates the circuit switched and packet switched wireless signalling networks which enable voice, data, supplementary service operation, etc.

	E-CI
	Enhanced Cell-ID

	E-SLP
	Emergency SLP. An Emergency SLP handles the positioning for emergency call services in the serving network.

	GMLC
	The Gateway Mobile Location Center (GMLC) contains functionality required to support LCS. In one PLMN, there may be more than one GMLC  (See [23.271]).

	GNSS
	A Global Navigation Satellite System (GNSS) is a network of satellites that broadcasts navigation signals including time and distance data. GNSS receivers pick up these signals and calculate their precise location anywhere around the globe. Examples of GNSS include Global Positioning System (GPS),  GALILEO,  etc.,.

	I-WLAN
	The interworking WLAN refers to the system for interworking between 3GPP/3GPP2 systems and WLAN. The intent of 3GPP/3GPP2–WLAN Interworking is to extend 3GPP/3GPP2 services and functionality to the WLAN access environment. The 3GPP/3GPP2–WLAN Interworking System provides bearer services allowing a 3GPP/3GPP2 subscriber to use a WLAN to access 3GPP/3GPP2 PS based services.

	LAN
	Local area network

	LCS
	Provides the mechanisms to support mobile location services for operators, subscribers and third party service providers (See [23.271]).

	Lg
	Interface between Gateway MLC - VMSC, GMLC - MSC Server, GMLC - SGSN (gateway MLC interface) (See [23.271]).

	Location Server
	Software and/or hardware entity offering location capabilities. 

	Lr
	Interface between Gateway MLCs  (See [23.271]).

	MLS application
	An application which requests and consumes the location information.

Note: this could be further qualified by distinguishing the application provider and actually application consumer of the location information

	MLS application and SUPL Agent classes
	MLS Application and SUPL Agent can be classified as follows:

- Class1: MLS application and SUPL Agent are in the SET

- Class 2: MLS application is in the network and the SUPL Agent is in the SET

- Class 3: MLS application is in the SET and SUPL Agent is in the network

- Class 4: MLS application and the SUPL Agent are in the network

	Network specific parameter
	Parameters, extracted from the mobile network, which can be used in a Position Calculation function.

	Policy Owner
	The privacy policy owner of the SET. Defines/configures the privacy rules to which the MLS applications will comply to.

	Security Function
	Security function manages the Authentication and Authorization for SUPL Agents and MLS Applications to access User Plane Location Services

Note: Authentication between the SUPL Agent and MLS applications is beyond the scope of this work

	SET user
	User of the SET, the SET user MAY differ from the Policy owner.

	SUPL Agent
	Service access point which accesses the network resources to obtain location information

	SUPL Agent classes
	Classifies the deployment architecture of SUPL Agent and MLS application.

	SUPL Enabled Terminal (SET)
	A device that is capable of communicating with a SUPL network using the SUPL interface. Examples of this could be a UE in UMTS, an MS in GSM or CDMAIS-95, or a PC over an IP-based transport

	SUPL Location Platform (SLP)
	Entity responsible for SUPL Service Management and Position Determination.

	SUPL Provider
	Location information is sensitive personal information and requires specific care with privacy and security. The bearer related information (like e.g. "Global Cell Identifier") should not be accessible without the network provider's consent. So it is important that whatever policy the network provider decides, when applicable on the provision of SUPL, functionality cannot be breached.

Valid scenarios would be:

1) The network provider is the single SUPL provider

2) The network provider and roaming partners are the only SUPL providers.

3) The network provider out-sources the SUPL functionality and there is a single 3rd party SUPL provider.

4) The network provider has an open policy on the provision of SUPL functionality and there are multiple 3rd party SUPL providers.

	SUPL User
	The user of a MLS application 

	Third Party
	A third party is an entity that receives the location information of a target SET from the location server (e.g. GMLC, MPC or SLP). 

	Timing Advance
	Parameter in GSM network indicating distance between Base Station and terminal.

	User Plane
	The user plane designates the functional plane where the information is part of the wireless user data and is transported over user bearers such as the wireless packet data network or SMS.

	WLAN
	A local area network that provides wireless access via IEEE 802.11a, 802.11b and 802.11g.


6.1.1
Security

	Label
	Description
	Enabler Release

	SEC-01
	SUPL SHALL ensure that any location information that is stored or exchanged is secure and thus is not accessible to unauthorized access, i.e., unauthorized disclosure, usage, loss or corruption of location data is prevented.
- If SUPL provides the ability for the SET or SUPL network to store location information, the location data SHALL be stored in a secure manner and SHALL be available for retrieval by authorized applications.
- Note that the authorization here is governed by the Policy owner’s privacy requirements (i.e., user privacy preferences/profile) and local regulations. Stored location data SHALL only be accessible to those applications that are authorized by the Policy owner.
- Emergency services and lawful purposes are exempted from this requirement in that they can override any user privacy preference setting. 
	SUPL V1.0

	SEC-02
	SUPL SHALL deliver its content (data which facilitates the SUPL transaction) in a trustworthy and reliable manner, e.g., Location information SHALL be protected against eavesdropping or modification of the data traffic.
	SUPL V1.0

	SEC-03
	It SHALL be possible to authenticate the SUPL Agent, SUPL network and SET user.
	SUPL V1.0

	SEC-04
	SUPL 2.0 specifications SHOULD provide mechanisms to prevent Denial of Service (DoS) attacks
	SUPL V2.0


Table 2: High-Level Functional Requirements – Security Items

6.1.6
Privacy

	Label
	Description
	Enabler Release

	PRIV-01
	SUPL SHALL ensure that the end-user’s privacy is protected in all transactions consistent with the user's privacy preferences, except for emergency or lawful purposes depending on local/regional regulations. 
Note that multiple layers of privacy protection MAY be provided.  
	SUPL V1.0

	PRIV-02
	SUPL SHALL support a general and synchronised privacy framework.
Note that MLS application, SUPL Agent, SUPL network and SET can be part of several domains: Mobile Network Operator, IT domain or device domain. Therefore, several service architectures can be derived from these three domains.

As the MLS application, SUPL Agent, SUPL network and SET can be part of the above-mentioned domains, the same level of privacy management SHALL be performed for all service architectures.  
	SUPL V1.0

	PRIV-03
	SUPL SHALL support privacy check after positioning if the Policy owner has defined different privacy settings for different geographical locations.
	SUPL V2.0

	PRIV-04
	SUPL SHALL support the notification and verification conditional on the current location of the SET of SUPL user. In this case the notification and, if defined in the SUPL user's privacy settings, verification SHALL be performed after the target SET is positioned but before reporting the location of target SET to MLS Client.
	SUPL V2.0


Table 7: High-Level Functional Requirements – Privacy Items
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