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Document Scope

This section describes the Location based services for the WiMAX network.

In WiMAX Networks, location capability can be used to

· enable Location Based Services, which are value added services, typically associated with applications providing special information to the subscriber of the service, through knowledge of the SS/MS location, e.g. directory of, and perhaps driving direction to, local stores/restaurants.

· enable support for Emergency calls and provide user’s location to the emergency service provider to assist them in their response. This service is mandatory in some jurisdictions if certain services are offered. In the United States, for example, this service is mandated for all mobile voice subscribers when offered as commercial VoIP.

· to support Lawful Intercept regulations (possibly only the Basic Location Capability) to provide user’s location information to support various legally required or sanctioned services.

· to make use of the user’s location information within access network internal operations, such as location assisted handover, and traffic and coverage measurement.
This document specifies Stage 2 and Stage 3 specifications for the location based services in WiMAX

1. Abbreviations and Definitions

1.1 Abbreviations

TBD
1.2 Terms & Definitions

TBD

2. References

<This section lists the details of references used in this specification>

Requirements and Principles 

	General Location Requirements
	Support Status: 
Self Evaluation

	The following location requirements apply to all WiMAX networks.
	

	R-[395] The WiMAX Network SHALL be able to provide the location of the serving BS and sector to which the SS/MS is connected.
	

	R-[396] The WiMAX Network supporting Nomadic usage scenario and/or Mobility Access SHALL be able to advertise serving BS and neighbor BSs’ location information to allow applications on the MS to determine its location on a best effort basis independent of network’s location determination capability. 
	

	R-[397] The WiMAX Network SHALL provide a mechanism for the user to deny access to its location information except for cases required by regulation.
	

	R-[398] The WiMAX Network SHALL have mechanisms to ensure secure transfer of user location information across the air link as well as within the access and core networks.
	

	R-[399] The WiMAX Network SHALL have mechanisms to ensure that user location information is revealed only upon request from authenticated and authorized agents.
	

	Conditional Requirements: The support for Enhanced Location Capability in the network in general is an optional feature but if supported these enhanced location capability requirements define expected behavior. 

Enhanced Location determination: Enhanced location determination refers to networks ability to locate a SS with a resolution that is higher than the BS or sector area. Such enhanced location determination may be required in specific cases such as emergency services associated with commercial VoIP
	

	R-[400] The location capability in WiMAX Network supporting Mobility Access SHALL maximize reuse of existing protocols and procedures defined in 3GPP Ref 14 [52] and 3GPP2 Ref 14 [87].
	

	R-[401] The location determination in WiMAX Network supporting Mobility Access SHOULD allow interworking with standard application layer location protocols, such as technologies defined in OMA Ref 14 [117] and Ref 14 [118].
	

	R-[402]
The WiMAX Network supporting Nomadic usage scenario and/or Mobility Access SHALL allow location determination procedures to be triggered by the user or by the network.
	

	R-[403]
The WiMAX network SHALL be capable of delivering location information to location services upon request. Such request may come from the user, lawful/emergency agencies or other authorized agents on the network.
	

	R-[404] If commercial VoIP is supported in WiMAX Networks supporting Nomadic and/or Mobility Access usage, enhanced location determination SHALL be supported, and the enhanced location determination SHALL be able to meet the location accuracy specified in E911 Phase 2 requirement Ref 14 [125]. 
	

	R-[405] If commercial VoIP is not supported in WiMAX Networks supporting Nomadic and/or Mobility Access usage, enhanced location determination MAY be supported, and the enhanced location determination MAY be able to meet the location accuracy specified in E911 Phase 2 requirement Ref 14 [125] . 
	

	R-[406]
When enhanced location determination is supported, the WiMAX network SHALL determine the location of an individual WiMAX SS/MS using network based or terminal based  location determination mechanisms, or both mechanisms. 
	

	R-[407]
When enhanced location determination is supported the WiMAX network SHALL be able to locate the SS/MS regardless of whether the SS/MS is initially in idle, sleep, or active mode.
	

	R-[408]
When enhanced location determination is supported the WiMAX network SHALL be able to determine SS/MS location without requiring an independent positioning capability (such as GPS) capability at the SS/MS.  
	

	R-[409]
When enhanced location determination is supported the WiMAX network SHALL be able to determine if the SS/MS has special position measurement and determination capabilities (such as being able to make GPS measurements with or without the assistance of the network or calculate its position from such measurements) and use those capabilities to enhance location determination.
	

	R-[410]  When Location Based Services (LBS) are supported, the WiMAX network SHALL be able to identify, authenticate and authorize users upon accessing designated LBS services.
	

	R-[411] When Location Based Services (LBS) are supported, the WiMAX network SHALL enable multiple priority levels for LBS flows, so that if contention for resources arises, a higher-priority LBS flow or an Emergency Service SHALL have precedence over lower-priority flows.
	


General functional requirements

2.1 Usage cases for Location Determination

There are two main usage models for MBS: 

a) MS Managed Location:

· Mobile measures, calculates and uses the location information with minimal interaction with the network.

b) Network Managed Location

· Network is involved in triggering, determining or reporting the location.

Both usages could lead to periodic or one time location sessions.

2.2 Privacy Protection

The privacy of the subscriber’s location information should be protected. AAA or LS should have the function of authentication or authorization check to guarantee privacy protection for the target MS. The target MS can be negotiated to control privacy for value added services. However, for emergency services and lawful interception services, target MSes may be positioned regardless of privacy.
Network Reference Model 

LBS architecture is a functional model consistent with the WiMAX network reference model (NRM). The architecture has support for 

· Both periodic and event based location information services

· Both User Initiated and Network initiated Location procedure with the same functional decomposition

· Basic Cell/Sector Based Location information services

· Enhanced sub-sector location based on Mobile based or network based calculation

· GPS capability detection and utilization when supported by the MS

Figure-1 below shows the functional reference model for LBS operations in the WiMAX network.
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Figure-1: Functional Reference model for Location based services.

The following are the new functional entities and their descriptions:

Location Server (LS): This is the centralized reference function which provides the location of the Device to authorized entities internal or external to operator’s network. LS triggers network initiated LBS process based on external inquiries. To activate Location based services for a device,  it makes a Location Data Request Authenticate to the AAA and if the AAA authenticates the request, AAA provides the Anchor Authenticator ID of the device, and from the Anchor Authenticator the Location Controller ID is retrieved. Hence for an LBS active device, LS always contains the ID of the Location Controller for the device   Location Server gets the location information from the Location Controller in the ASN. LS can also calculate the location of the MS based on the measurements sent by the LC. The LS is located in CSN
Location Controller (LC): LC is responsible for getting the location information of the divce requested by the LS. It may employ multiple methods, to determine the location of the device using either device based methods or network based methods or a judicious mix of both. While using network based methods LC does co-rodination between the BSes  the device is communicating , to determine
 the device’s location or location parameters. LC provides the MS’s location or location parameters to the LS. It may also give the information on request to the device(MS) itself or other internal functions within the ASN, such as RRM and MM. Upon a request from MS, LS or other internal functions within ASN, the LC shall trigger the location related measurements and collect all relevant data needed to make the location determination. LC always resides in the ASN, and in an ASN-GW for decomposed ASN. LC is always aware of mobile’s serving BS and provides that to LS. The LC is located in ASN;

LC SHOULD have the function of Location Algorithm selection except in the case of utilizing standalone location capability on the MS. The LC selects a certain Location Algorithm (TDOA/RTD,etc) and then triggers the Location determination procedure based on the selected Location Algorithm. 
Location Agent (LA): LA is responsible for the making measurements or optionally collection and reporting of location related data to LC. LA function could reside entirely in the BS, in the MS or both. If there is LA in MS, then it will communicate with the corresponding LA in the BS.

LBS Procedures

2.3 MS managed location

In this case the MS Subscribes to MS Managed Location Service or “Navigation Service” at the time of network entry and authentication.. Each BS Broadcasts its geo-location as well it neighboring BS’s location to subscribed users. This information is encrypted and broadcast periodically by the serving BS as a L2 LBS-ADV Message. MS may use the LBS-ADV information or measures and calculates the Location on its own. MS does not need to report its location to the WiMAX Network. MS may instead send its location to local Applications, e.g. for local search etc. The exact algorithms used by the MS to determine its location is outside NWG Scope. The MS MAY have standalone location capability like a GPS or it MAY rely on the geo-location broadcast from the WiMAX network. No LBS specific functional support in the ASN/CSN is required. 
In the event that the MS relies on geo-location broadcast from the WiMAX network, it MAY be a flat rate service if the MS does not interact with the network during the usage of this service or a time based charging, in which case the Geo Location encryption keys will have expiration times and MS has to request for new keys periodically to continue his service. 
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Figure-2 provides the call flow for the MS managed location.
Figure-7: MS managed location

In this scenario MS uses location information broadcast by the network or MS has standalone location capabilities (eg: GPS or other multi radio mechanisms) And the MS can share its location information with the applications residing on the MS or share it with external application servers via the application layer.
2.4 Network managed location

Here, the network is involved in some aspect of location determination and manages the process:

This case involves different scenarios

· Mobile Initiated: Request comes from the MS

· Network Initiated: Request could come from an external entity(eg: ASP network, regulatory entity) or an internal entity (eg; ASN-GW for traffic management purposes). 

Also the requests could be for a periodic or one time location information request. 

The generic end to end location procedure is as shown in figure 3.

2.4.1 Baseline E2E Location procedure 

In this section, the baseline procedure for network managed location determination is described. This assumes no standalone location capability in the MS (like GPS for example)
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Figure-8: End to End location procedure for network managed location.
Location Service Initiation: This can be mobile and/or network initiated. The Location procedures inside the WiMAX network are always triggered by LS. All external applications using location data, including those residing on the user terminal, can request location data of the MS from LS. 
Based on request from an authorized external entity or the MS, the LS sends a Location Request to LC. LC only accepts location triggers from LS, regardless of it being mobile or network initiated. LC may also provide user’s location to some internal functions within ASN to optimize various radio resource allocations and management.The steps in the above call flow are described below.

Step 1 - Location Data Request Message:  This message is the trigger message for initiating the location procedure. This request may be periodic or one time request for MS location. This message should support the existing standard formats, such as E911 and other types of emergency location requests etc. The data may be formatted over UDP, XML, etc. This message includes various parameters, such as Desired Resolution, Periodicity, Latency and Duration (Optional).
Step 2 - User Profile, authorization and authentication: In this step the LS contacts the AAA for the authorization and authentication of the incoming location request for the MS. In the case of periodic location request, the AAA is contacted only at the beginning of the periodic location session. The user profile in AAA shall include the devices’ location determination capabilities and security options including: Support for GPS for each Device, Support of Enhanced WiMAX Location Capability (TBD) for each Device, Subscription to Location Based Services (levels/types) etc. MS needs to be authorized to ensure proper subscription and it will be reflected in the profile in AAA.. Also, external clients requesting user location need to be authorized against user’s profile. The emergency/regulatory agents will be authenticated and automatically authorized. Other entities may need to be checked against user preferences/profile before location information is granted to them.

Step 3 - Identifying the LC for the MS: Once the location request for the MS is authorized, the LS tries to identify the ASN where the MS is currently present – so that the LC of the ASN (aka LC) can initiate and co-ordinate the location measurements for the MS. The exact procedure for this is shown in figures 4 and 5 in sections 9.2.2 and 9.2.3 depending upon whether the MS is in active communication or idle mode. 
Step 4 - Location Report request: Once the LC_ID for the MS is determined, the Location Report Request is sent by LS to LC to start the intra ASN location determination procedure for the MS. It should contain the following: information about the request (ie type, Resolution, Latency, Periodicity, etc.); Information about the Mobile/User (ie: ID, Special Location Capability)

Step 5 – Location Estimation procedure in the ASN: In this step the LC starts the intra-NAP procedure for the location estimation for the MS. There are various types of procedures and they are described in section 9.3.

Step 6 - Location Report Response: Once the location or the location parameters are determined, the LC sends the response message back to the LC. It should contain the following: MS ID, Location Response Type, Location Data (Coordinates or the measured parameters from which the location co-ordinates can be derived), Resolution/Confidence Level etc. If the request in step 4 was periodic, the LC shall peridocally respond to the LS with the upto date location of the MS.

Step 7 – Location Data Response: Once the LS obtains the location parameters or the location co-ordinates for the MS in step 6, it shall calculate the location co-ordinates of the MS (if only location parameters are sent by the LC). The LS now responds back to the location client in the correct format with the MS location co-ordinates. If this is in response to a periodic location data request, the LS shall periodically respond back to the location client with this message containing the upto date MS location.

Step 8 – Accounting update: As an optional step, the LS may update the accounting server with the above transaction for billing purposes. The user or the location client may be billed by the NSP for this service of determining the MS location.

2.4.1.1 Determining the LC for the MS – Connected mode
The LS needs to determine the ID of the applicable LC for the MS before the location determination of the MS can start. This may have a push and pull component to it.

LC_ID Pull: For the start of a periodic location request and for non periodic location requests, LS determines the LC ID for the MS by checking with the AAA. If the MS is in connected Mode: The AAA provides the Anchor Auth ID from which the serving ASN is determined. The LC is the same as the serving ASN

LC_ID Push: For a periodic location request, the LC_ID is pushed to the LS, whenever it changes. For example, in connected mode: When Inter-ASN handover happens, the new LC in the target ASN updates the LS. In such a scenario, the location context may be passed from the serving to the target ASN during the inter-ASN HO process as extra TLVs. 

When the LS terminates the periodic location request, it sends a message to the current LC to stop sending the LC_ID push updates using “LC_ID terminate”. Figure 4 shows the LC identification procedure for the MS in connected mode. The steps of the procedure are explained in detail below.
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Figure 9:   Identifying and updating the LC: MS in connected mode

Step 1 – The LS gets the location trigger from the location client requesting the location of the MS.

Step 2 – the LS contacts the AAA to get the Anchor Authenticator ID for the MS. 

Step 3 – AAA responds to the LS with the Anchor Auth ID for the MS.

Step 4 – the LS now contacts the Anchor Authenticator for the MS to obtain the LC of the MS.

Step 5 – the Anchor Authenticator responds back to the LS with the LC_ID of the MS.

Step 6 – the LS now contacts the LC to start the location determination for the MS. 

Step 7 - the LC performs the intra-NAP procedures for location determination and responds back to the LS with the location information. If this request is periodic, the LC shall peridocally respond to the LS with the upto date location of the MS either until the MS has moved out of the ASN or until the duration of the request expires or until the LS decides to terminate the periodic location session.

2.4.1.1.1 Relocating the LC for the MS during a periodic location session
During an event driven location determination which is non-periodic in nature, the LC is a transitory function in that it does not store any location state of the MS before and after the location determination happens. 

During a periodic location session however, the LC needs to store the location state of the MS till the location session is terminated.

If during a periodic location session, the MS performs inter-ASN handover, the LC function MAY either be anchored at the serving ASN or MAY be relocated from the serving ASN to the target ASN. 

The LC relocation is an optional procedure. The figure 9a shows the LC relocation for an MS during a periodic location session. For illustrative purposes, the call flow shows a handover of the MS across ASNs while the periodic location session is still in effect.
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Figure 9a: Relocating the LC for the MS during inter-ASN HO in the event of a periodic location session

Step 1 –As part of the inter-ASN HO, the serving ASN LC transfers the context of the periodic location session to the target ASN LC. The target ASN LC becomes the new LC for the MS. 

Step 2 – the new LC now updates the LS with the LC ID in an unsolicited fashion.

Step 3 – the LS acknowledges the LCID update

Steps 4 and 5 – the LC and LS exchange signaling to indicate that the periodic location session is terminated,

2.4.1.2 Determining the LC for the MS – Idle mode

This sub section details the LC_ID determination for the MS, when the MS is in idle mode. This procedure may also have a push and pull component to it. 

LC_ID Pull: For the start of a periodic location request and for non periodic location requests, LS determines the LC ID for the MS by checking with the AAA. If the MS is in idle mode - the AAA provides the Anchor Auth ID from which the ADPF and thereby APC is determined. The MS is paged and the MS exits idle mode in a serving ASN which will be the LC for the MS

LC_ID Push: For the rest of the periodic location request, the LC_ID is pushed to the LS. For example, when idle mode exit happens, the LC in ASN where MS exits idle mode, updates the LS. The location context may be passed during the IM Exit process as extra TLVs. 

When the LS terminates the periodic location request, it sends a message to the current LC to stop sending the LC_ID push updates using “LC_ID terminate”. Figure 5 shows the LC identification procedure for the MS in idle mode. The steps of the procedure are explained in detail below.
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Figure 10:   Identifying and updating the LC: MS in idle mode.

Step 1 – The LS gets the location trigger from the location client requesting the location of the MS.

Step 2 – the LS contacts the AAA to get the Anchor Authenticator ID for the MS. 

Step 3 – AAA responds to the LS with the Anchor Auth ID for the MS.

Step 4 – the LS now contacts the Anchor Authenticator for the MS to obtain the LC of the MS.

Step 5 – the Anchor Authenticator responds back to the LS with an ACK indicating that the MS is in idle mode.

Step 6 – the Anchor Authenicator initiates the paging of the MS with the APC.

Step 7 – the MS is paged.

Step 8 – the MS exits idle mode in some (serving) ASN that may be different than the Anchor PC ASN and/or the Anchor DPF ASN. 

Step 9 – the Anchor Authenicator now updates the LS with the LC_ID.

Step 10 – the LS initiates the location measurement with the LC.

Step 11 - the LC performs the intra-NAP procedures for location determination and responds back to the LS with the location information. If this request is periodic, the LC shall peridocally respond to the LS with the upto date location of the MS either until the MS has moved out of the ASN or until the duration of the request expires or until the LS decides to terminate the periodic location session.

Step 12 - the LS decides to terminate the periodic location session for the MS by sending a message to the LC

Step 13 - the LC acknowledges the termination request and terminates the periodic location session

2.4.2 E2E location procedure with standalone location capability on MS (eg: GPS)

The call flow for this in the network managed scenario is shown in figure 9. 
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Figure 11:  Standalone location capability on MS – procedure for location determination
Here, the MS calculates the location using the GPS or other standalone location technology available on the device. It may then use the location locally for the applications running on the MS (this would be the MS managed location scenario). It may also send this location to the LS using an application layer protocol as shown in step 2 of the above figure (this would be the network managed location scenario).

2.4.2.1 Enhanced E2E location procedure with standalone location capability on the MS (eg: Enhanced GPS)

2.4.2.1.1 Accuracy enhancement

In this scenario, the network may further enhance the location obtained via the standalone location capability in the MS. The procedure for this scenario is shown in figure 11. 

Step 1 - Location Data Request Message:  This message is the trigger message for initiating the location procedure. This request may be periodic or one time request for MS location. This message should include the existing standard formats, such as E911 and other types of emergency location requests etc. The data may be formatted over UDP, XML, etc. This message includes various parameters, such as Desired Resolution, Periodicity, Latency and Duration (Optional).
Step 2 - User Profile, authorization and authentication: In this step the LS contacts the AAA for the autheorization and authentication of the incoming location request for the MS. The user profile shall include its devices’ capabilities and security options including: Support for GPS for each Device, Support of Enhanced WiMAX Location Capability (TBD) for each Device, Subscription to Location Based Services (levels/types) etc. MS needs to be authorized to ensure proper subscription. Also, external clients need to be authorized against users’ profile. The emergency/regulatory agents will be authenticated and automatically authorized. Other entities may need to be checked against user preferences/profile before location information is granted to them.

Step 3 – the LS checks the subscriber device profile to see if the MS has standalone location capability.
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Figure 12: Enhanced E2E location procedure with standalone location capability on the MS (Eg: Enhanced GPS)

Step 4 – the LS retrieves application location information from the MS based on the MS’s standalone location capability. The LS may use an application layer protocol to do this.

Steps 5, 6, 7 – these are the same as in figure 9, where the LS initiates and the LC co-ordinates the intra –ASN location measurements.

Step 8 – the LS provides the location information retrieved from the MS based on the standalone location capability, to the LC.

Step 9 – the LC enhances the location accuracy based on the two data sets, one data set measured intra-NAP and the other data set provided by the LS in step 8.

Step 10 – the LC provides the enhanced MS location to the LS.

Step 11 -  LS conveys the location of the MS to the requester.

Step 12 – Accounting update: As an optional step, the LS may update the accounting server with the above transaction for billing purposes. The user or the location client may be billed by the NSP for this service of determining the MS location.

2.4.2.1.2 Time To First-fix (TTF) enhancement

2.4.2.1.2.1 MS Initiated TTF enhancement
In the event that the MS has standalone location capability like GPS, the MS MAY further enhance its location determination process by seeking the satellite ephemeris data from the WiMAX network. This helps to enhance the time to first fix for the GPS and thereby quickly obtain the satellite fixes for measurement. This is shown in Figure-13.
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Figure-13: Enhancing the TTF for the MS initiatedlocation

Step 1: MS obtains the knowledge of a WiMAX BSID in its vicinity. It could be the serving BSID if the MS is in connected state and is attached to the WiMAX network. If the MS is not in connected state (for eg; MS is in idle), then the MS could obtain a BSID in the vicinity by scanning.

Step 2: the MS contacts the LS in the CSN using EGPS-REQ, an application level message. EGPS-REQ contains  the BSID, aiding mask (which indicates the set of satellities for which the ephemeris I  wazs requested by the MS) as option, MS capability (for eg: GPS measure only or measure and calculate).

Step 3: the LS determines the satellite ephemeris based on the geo-location of the BSID provided by the MS.

Step 4: the LS responds back to the MS using EGPS-RSP message at the application layer; this message contains the satellite ephemeris for the requested set of satellites, BS location (in terms of the latitude and longitude) as well as the associated uncertainty. 
Step 5: MS uses the satellite ephemeris to obtain the satellite fixes for the location determination. 
2.4.2.1.2.2 Network Initiated TTF enhancement
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Figure-13: Enhancing the TTF for the network initiated location

Step 1 - Location Data Request Message:  This message is the trigger message for initiating the location procedure. This request may be periodic or one time request for MS location. This message should include the existing standard formats, such as E911 and other types of emergency location requests etc. The data may be formatted over UDP, XML, etc. This message includes various parameters, such as Desired Resolution, Periodicity, Latency and Duration (Optional).
Step 2 - User Profile, authorization and authentication: In this step the LS contacts the AAA for the autheorization and authentication of the incoming location request for the MS. The user profile shall include its devices’ capabilities and security options including: Support for GPS for each Device, Support of Enhanced WiMAX Location Capability (TBD) for each Device, Subscription to Location Based Services (levels/types) etc. MS needs to be authorized to ensure proper subscription. Also, external clients need to be authorized against users’ profile. The emergency/regulatory agents will be authenticated and automatically authorized. Other entities may need to be checked against user preferences/profile before location information is granted to them.

Step 3 – the LS checks the subscriber device profile to see if the MS has standalone location capability.

Step 4 – the serving BS for the MS is identified by the LS. This is achieved by identifying the serving LC of the MS (as described earlier in the specification) and contacting the serving LC to identify the serving BS.
Step 5: the LS determines the satellite ephemeris based on the geo-location of the serving BSID of the MS.

Step 6: the LS contacts the MS using EGPS-RSP message at the application layer to request the MS to measure its location; this message contains the satellite ephemeris for the relevant set of satellites, BS location (in terms of the latitude and longitude) as well as the associated uncertainty. 

Step 7: MS uses the satellite ephemeris to obtain the satellite fixes for the location determination. 
Step 8: the MS responds back to the LS with the measured location and the associated uncertainty. The message is EGPS-LOC and is an application layer message. If the MS capabilities are such that it can only measure the parameters but cannot calculate the location, then the EGPS-LOC shall contain just the measured parameters. The LS uses these measured parameters to calculate the location in the next step.Step 9: this is an optional step, executed only when the MS capabilities are such that it can only measure but not calculate. In such a scenario, the LS calculates the MS location based on the measured parameters from the MS
Step 10 - LS conveys the location of the MS to the requester.

Step 11 – Accounting update: As an optional step, the LS may update the accounting server with the above transaction for billing purposes. The user or the location client may be billed by the NSP for this service of determining the MS location.
2.4.2.1.2.3 Broadcast of Satellite related information

Satellite related information may be optionally broadcast by the LS periodically or based on some events. Such information may include satellite ephemeris data and/or the list of unhealthy satellites. The list of unhealthy satellites could be broadcast right after a satellite has been detected to be unhealthy by the LS. This list would be extremely useful to the MS when it wants to calculate its location based on satellites that may have stopped functioning. 
2.4.3 Error handling procedures

2.4.3.1 Location Procedure for Unavailable MSes

In WiMAX networks, if an MS is unavailable (eg: powered-off), AAA will be informed of this event.  A powered-off MS can not be located.  In this case, the LBS Client should be notified in time.


[image: image8.wmf]M

S

/

L

A

B

S

/

L

A

L

C

&

A

u

t

h

/

A

S

N

-

G

W

L

S

A

A

A

L

B

S

 

C

l

i

e

n

t

1

2

A

n

c

h

o

r

 

L

C

&

A

u

t

h

/

A

S

N

-

G

W

3

4

L

o

c

a

t

i

o

n

 

R

e

q

u

e

s

t

A

u

t

h

e

n

t

i

c

a

t

i

o

n

 

R

e

q

u

e

s

t

A

u

t

h

e

n

t

i

c

a

t

i

o

n

 

R

e

s

p

o

n

s

e

 

w

i

t

h

 

P

o

w

e

r

-

o

f

f

 

I

n

d

i

c

a

t

i

o

n

L

B

S

_

R

e

s

p

o

n

s

e

 

 

w

i

t

h

 

M

S

 

P

o

w

e

r

-

o

f

f

 

i

n

d

i

c

a

t

i

o

n


Figure14. Location Procedure for Unavailable (eg: Powered-off) MSes

STEP 1

 
LBS Client sends a Location Request to LS in order to locate MS.


STEP 2


LS receives the Location Request and sends Authentication Request to AAA.


STEP 3


AAA checks the state of MS and finds that the MS  is unavailable, therefore, it sends an Authentication Response with  unavailable indication to the LS.


STEP 4


After receives the negative response from AAA in STEP 3, LS response the LBS Client with MS  unavailable  indication.

2.4.3.2 Authentication or Authorization Failure 

To enhance LBS service security or privacy protection for subscribers. Authentication and Authorization checking SHALL be done in AAA or LS. When Authentication or Authorization checking failure, Wimax CSN network SHALL reject this LBS service request. Figure   illustrates the E2E procedure in case that authentication and authorization checking are executed in AAA and authentication or authorization failures.
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Figure 15 E2E procedure, Authentication or Authorization failure

STEP 1

 
LBS Client sends a Location Request to LS in order to locate MS.


STEP 2


LS receives the Location Request and sends Authentication Request to AAA.


STEP 3


AAA checks the state of MS and sends an Authentication Response with failure indication to the LS.


STEP 4


After receives the negative response from AAA in STEP 3, LS response the LBS Client with failure indication.

2.4.3.3 Paging Failure Procedure

In WiMAX networks, the MS may powers off without notification to the networks, therefore, the paging controller and anchor paging controller may still holds the entry for the MS after it has powered-off.  Therefore, when the MS is being paginged at this moment, the paging may fail.  The paging failure can also be caused by other reasons.  When an MS can not be paged, it can not be located.  And, the LBS Client should be notified about this issue.
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Figure 16 E2E procedure, Paging failure
STEP 1

 
LBS Client sends a Location Request to LS in order to locate MS.


STEP 2


LS receives the Location Request and sends Authentication Request to AAA.


STEP 3


AAA checks the state of MS and sends an Authentication Response to the LS.


STEP 4


LS sends LCID Request to the anchor authenticator to request the serving LCID.


STEP 5


After received the LCID_Request from LS, the anchor authenticator responses to the LS with LCID_ACK to inform the LS that it has received the LCID_Request message.

STEP 6

The anchor authenticator sends Initiate_Paging_Request to page the MS.

STEP 7

The paging of MS fails.  The detection of failure can be conducted by a timer or explicit notification message.

STEP 8

The anchor authenticator sends LCID responses to the LS with failure indication.

STEP 9

The LS sends Location Response to the LBS Client with failure information.
2.5 Intra-NAP procedures.

In this section, we describe the related intra-NAP procedures for location determination. This includes triangulation for location positioning wrt the reference BSes involved in the positioning. In the event that these BSes span across different ASNs, the R4 interface will be involved for communication between them.

2.5.1 R6/R4 LBS primitives.

The intra- NAP procedures require the definition of NWG specific LBS primitives for the R6 and R4 interface. The following are the LBS primitives for the R6 and R4 interfaces:

· LBS preparation request: contains

· Sent from LC to BS

· Request for radio Information required for the preparation phase before starting the measurement (eg: DL/UL frame number, DL/UL sub channel number, symbol range etc on which the transmission of the signal to be measured will happen; neighbor base stations for this MS).

· LBS preparation response: contains

· Response for Location Preparation Request sent from BS to LC

· Actual radio Information required for the preparation phase before starting the measurement (eg: frame number, sub channel number, symbol range etc, neighbor base stations for this MS).

· LBS measurement request: this contains 

· Request to LA to start location measurement

· Actual radio Information required for starting the measurement (frame number, sub channel number, symbol range etc).

· Type of radio measurement required (RD/RTD/RSSI etc)

· LBS measurement ACK: contains

· ACK to LBS measurement REQ

· LBS measurement Report:

Measured values that can be used to compute the exact location of the user. Eg: measured time of arrival of the signal at the LA, angle of arrival at the LA etc.

2.5.2 Reference signals for measurement

On the downlink, the MS shall perform the required location measurements (RTD/RD/RSSI etc) on the preamble of the serving and reference BSes.

On the uplink, the serving and reference BSes shall perform the required location measurements based on the UL sounding or the RNG-REQ message sent by the MS.

2.5.3 MS managed location.

In this scenario, the MS measures and calculates its location. The measurement could be based on Relative Delay (RD for TDOA) or Round trip delay (RTD for TOA) or RSSI or a hybrid of these metrics. The procedure for this is shown in figure 6. The call flow shows only one reference BS (BS2) for the sake of simplicity, but in reality there may be multiple reference BSes involved in the measurements.
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Figure 14: MS managed intra-NAP location procedure 

Step 1: as part of the preparation phase, the MS may receive the LBS-ADV broadcast which contains the co-ordinates of the serving and the reference BSes.

Step 2: the MS measures the required location metric on DL reference signal from the serving BS and the reference BSes. Once the metrics are measured, the MS calculates the location based on the measurements as well as the location of the serving and reference BSes.

The MS may also optionally enhance the location accuracy using GPS if it is available on the device.

2.5.4 Network managed location.

Network managed location has three  scenarios. 

a) No measurement needed(CELL ID)
b) MS measures and the network calculates(For example, DTDOA, RSSI, etc)
c)Network measures and network calculates.(For example, UTDOA,etc)The measurement could be based on Relative Delay (RD for TDOA) or Round trip delay (RTD for TOA) or RSSI or a hybrid of these metrics. The procedure for this is shown in figure 6. The call flow shows only one reference BS (BS2) for the sake of simplicity, but in reality there may be multiple reference BSes involved in the measurements.
2.5.4.1 No measurement needed(CELL ID)

The location of the MS is estimated as that of the BS and the accuracy is determined by the size of the cell covered by the BS.  The location information of the BS is pre-configured.  

1. MS in ACTIVE mode
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Figure 15: Intra-NAP procedure based on CELL-ID, MS in ACTIVE mode
Note: If Serving ASN is coexisted with Anchor ASN, R4 SHALL be not involved.

The geograhphical location of the BS can be obtained by some external mechanisms such as the coverage of the BS has been determined by the NAP with during network planning and optimization.  The coverage is impacted by the transmission power and the CINR threshold for receiving.  The determination of the coverage is outside the scope of this document.

In this mode, the BS/LA is not involved during location estimation because the Serving LC in the Serving ASN- knows exactly the Cell on which the target MS camp.

2. MS in idle mode
When MS is in idle mode, it may not update its serving BS in the anchor ASN.  However, through location update, the anchor paging controller keeps its track.  Upon receving LBS request, the LS can not send the location request directly to the serving ASN.  Instead, its sends the location request to an anchor authenticator.  Acctually, the 

Anchor authenticator initiates paging procedure to trigger MS exist IDLE mode or execute Location Update procedure, as follows:
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Figure 16: Intra-NAP procedure based on CELL-ID, MS in IDLE mode
2.5.4.2 Network managed location: MS measures and network calculates
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The procedure for this is shown in figure 7. The call flow shows only one reference BS (BS2) for the sake of simplicity, but in reality there may be multiple reference BSes involved in the measurements.

Figure 15: Intra-NAP procedure for network managed location where MS measures and network calculates.

Step 1: as part of the preparation phase, the serving BS shall receive the LBS measurement REQ message from the LC asking the serving BS to trigger the location measurement at the MS.

Step 2: the serving BS sends a trigger to the MS to start the SCAN procedure in order to collect the measurements.

Step 3: serving BS acknowledges the LBS measurement REQ using a LBS measurement ACK.

Step 4: the MS performs the required measurements from the serving and the reference BSes.

Step 5: the MS reports the results back to the serving BS.

Step 6: the BS reports the measurements to the LC

Step 7: the LC reports the calculated location or the reported parameters to the LS beyond the ASN. 

2.5.4.3 Network managed location: Network measures and network calculates
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The procedure for this is shown in figure 8. The call flow shows only one reference BS (BS2) for the sake of simplicity, but in reality there may be multiple reference BSes involved in the measurements. The one disadvantage of this procedure is that it applies to frequency reuse-1 scenarios only.

Figure 16: Intra-NAP procedure for network managed location where network measures and network calculates.

Step 1: In the preparation phase before the location measurement can begin, the LC sends a LBS preparation REQ message to the serving BS requesting the parameters needed for starting the measurements. These parameters could include the set of the neighbor BSes for this MS that would form the reference BSes in the location measurement, the exact symbol and frequency offsets for the reference signal from the MS that needs to be measured etc. 

Step 2: The serving BS may in turn request the MS to scan for the best neighbors the MS sees at this point in time.

Step 3: The MS responds back with the scanned parameters containing the set of the reference BSes for the location calculation.

Step 4: the serving BS sends this back to the LC using LBS preparation RSP message.

Step 5: the LC uses this information in the LBS measurement REQ message sent to the reference BSes (and optionally the Serving BS).

Step 6: the reference BSes acknowledge the LBS measurement REQ by sending an LBS measurement ACK to the LC.

Step 7: the reference BSes and the serving BS may measure RD from each others signals for better timing accuracy. This is an optional step.

Step 8: the MS transmits the UL reference signal at the scheduled symbol and frequency offsets. In order for the reference BSes to better measure the reference signal with minimal interference, the reference BSes may refrain from scheduling anything at this symbol and frequency offset.

Step 9: the serving and reference BSes relay the measurements back to the LC using LBS measurement REP.

Step 10: the LC reports the calculated location or the reported parameters to the LS beyond the ASN. 
3. LBS specific messages and TLVs

3.1 LBS messages definition 

For LBS specific messages, the Function type field for LBS SHALL be defined at the end of the following table:
	Function Type
	Message Type
	Message

	1 (QoS)
	1
	RR_Ack

	
	2
	RR_Req

	
	3
	RR_Rsp

	2 (HO Control)
	1
	HO_Ack

	
	2
	HO_Complete

	
	3
	HO_Cnf

	
	4
	HO_Req

	
	5
	HO_Rsp

	3 (Data Path Control)
	1
	Path_Dereg_Ack

	
	2
	Path_Dereg_Req

	
	3
	Path_Dereg_Rsp

	
	4
	Path_Modification_Ack

	
	5
	Path_Modification_Req

	
	6
	Path_Modification_Rsp

	
	7
	Path_Prereg_Ack

	
	8
	Path_Prereg_Req

	
	9
	Path_Prereg​_Rsp

	
	10
	Path_Reg_Ack

	
	11
	Path_Reg_Req

	
	12
	Path_Reg_Rsp

	
	13
	MS_Attachment_Req

	
	14
	MS_Attachment_Rsp

	
	15
	MS_Attachment_Ack

	
	16
	Key_Change_Directive

	4 (Context Delivery)
	1
	Context_Rpt

	
	2
	Context_Req

	
	3
	Context_Ack

	5 (R3 Mobility)
	1
	Anchor_DPF_HO_Req

	
	2
	Anchor_DPF_HO_Trigger

	
	3
	Anchor_DPF_HO_Rsp

	
	4
	Anchor_DPF_Relocate_Req

	
	5
	FA_Register_Req

	
	6
	FA_Register_Rsp

	
	7
	Anchor_DPF_Relocate_Rsp

	
	8
	FA_Revoke_Req

	
	9
	FA_Revoke_Rsp

	6 (Paging)
	1
	Initiate_Paging_Req

	
	2
	Initiate_Paging_Rsp

	
	3
	LU_Cnf

	
	4
	LU_Req

	
	5
	LU_Rsp

	
	6
	Paging_Announce

	
	7
	CMAC_Key_Count_Req

	
	8
	CMAC_Key_Count_Rsp

	7 (RRM)
	1
	R6 PHY_Parameters_Req

	
	2
	R6 PHY_Parameters_Rpt

	
	3
	R4/R6 Spare_Capacity_Req

	
	4
	R4/R6 Spare_Capacity_Rpt

	
	5
	R6 Neighbor_BS_Resource_Status_Update

	
	6
	R4/R6 Radio_Config_Update_Req

	
	7
	R4/R6 Radio_Config_Update_Rpt

	8 (Authentication Relay)
	1
	AR_Authenticated_EAP_Start

	
	2
	AR_Authenticated_EAP_Transfer

	
	3
	AR_EAP_Start

	
	4
	AR_EAP_Transfer

	
	5
	AR_EAP_Complete

	9 (MS State)
	1
	IM_Entry_State_Change_Req

	
	2
	IM_Entry_State_Change_Rsp

	
	3
	IM_Exit_State_Change_Req

	
	4
	IM_Exit_State_Change_Rsp

	
	5
	NW_ReEntry_State_Change_Directive

	
	6
	MS_PreAttachment_Req

	
	7
	MS_PreAttachment_Rsp

	
	8
	MS_PreAttachment_Ack

	10 (Re-Authentication)
	1
	AR_EAP_Start


	
	2
	Key_Change_Directive

	
	3
	Key_Change_Cnf

	
	4
	Relocation_Cnf

	
	5
	Relocation_Confirm​_Ack

	
	6
	Relocation_Notify

	
	7
	Relocation_Notify_Ack

	
	8
	Relocation_Req

	
	9
	Relocation_Rsp

	11 (LBS )

	1
	R6 LBS_Preparation_Req

	
	2
	R6 LBS_Preparation_Rsp

	
	3
	R6 LBS_Measurement_Req

	
	4
	R6 LBS_ Measurement_Ack

	
	5
	R6 LBS_ Measurement_Rpt

	
	
	

	
	
	

	
	
	

	
	
	


3.1.1 LBS R4/R6/R8 message TLV 

Table 9‑3 – R6/R4/R8  LBS_measurement_Req

	IE
	Reference
	M/O
	Notes

	Serving BS ID
	
	M
	The identifier of Serving BS ID

	MT MS ID
	
	M
	The identifier of the target MS

	MO MS ID
	
	O
	The identifier of the originated MS

	Measurement info
	
	M
	

	<Measurement indication 
	
	M
	Measurement indication: start, stop

	< Measurement type
	
	M
	CINR/RSSI/D-TDOA/U-TDOA/A-GPS

	<Report mode
	
	O
	Once, periodically

	
	
	
	


Table 9 –4 R6/R4/R8 LBS_measurement_Ack
	IE
	Reference
	M/O
	Notes

	Serving BS ID
	
	M
	The identifier of Serving BS ID

	MT MS ID
	
	M
	The identifier of the target MS

	MO MS ID
	
	O
	The identifier of the originated MS

	Measurement initiated type
	
	M
	Indicate the requested measurement successfully or failure


Table 9-5 – R6/R4/R8  LBS_measurement_Rpt

	IE
	Reference
	M/O
	Notes

	BS ID
	
	M
	The identifier of Serving BS ID

	MT MS ID
	
	M
	The identifier of the target MS

	MO MS ID
	
	O
	The identifier of the originated MS

	Measurement report vaule
	
	
	

	<CINR
	
	O
	indicates the mean CINR measured by the MS from the serving BS or neighboring BSs as identified in BSID.

	<RSSI
	
	O
	indicates the mean RSSI measured by the MS from the serving BS or neighboring

BSs as identified in BSID.

	<D-TDOA
	
	O
	indicates the delay of DL signals that MS received from a neighboring BS, as identified by BSID,

	<U-TDOA
	
	O
	indicates the delay of UL signals that a neighboring BS, as identified by BSID,

receives from the MS, relative to the serving BS.

	< A-GPS
	
	O
	Measured GPS information by MS, used to calculate the real location information in LC or LS
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